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Deciding Whether to Use this Guide

This guide is intended for system operators, system administrators, and service personnel who are responsible for
configuring, managing, and maintaining a storage array running SANtricity® Storage Manager 11.20. Use this guide if
you install and manage storage arrays.

This guide does not provide extensive conceptual background or information about how to install and configure the
SANTtricity Storage Manager software using the command line interface. Refer to the SANtricity® Storage Manager
11.20 Configuring and Maintaining a Storage Array Using the Command Line Interface to learn how to configure,
manage, and maintain a storage array.

This guide is based on the following assumptions:

= You have a knowledge of basic storage area network (SAN) hardware and installation skills.

= You understand storage technology, Redundant Array of Independent Disks (RAID) concepts, and networking
technologies.

= You have a basic knowledge of SAN hardware functionality (controllers, drives, and hosts) and SAN cabling.

Where to Find the Latest Information About the Product

You can find information about the latest version of the product, including new features and fixed issues, and a link to
the latest documentation at the following address: Quantum.com
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How to send your comments

You can help us to improve the quality of our documentation by sending us your feedback.

Your feedback is important in helping us to provide the most accurate and high-quality information. If you have
suggestions for improving this document, send us your comments to Quantum.com. To help us direct your
comments to the correct division, include in the subject line the product name, version, and operating system.

For further assistance, or if training is desired, contact the Quantum Customer Support Center:
United States

1-800-284-5101 (toll free)

+1-720-249-5700

EMEA

+800-7826-8888 (toll free)

+49-6131-3241-1164

APAC

+800-7826-8887 (toll free)

+603-7953-3010
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Formatting the Commands

The command line interface (CLI) is a software application that provides a way to configure and monitor storage
arrays. Using the CLI, you can run commands from an operating system prompt, such as the DOS C. prompt, a Linux
operating system path, or a Solaris operating system path.

The CLI gives you direct access to a script engine that is a utility in the storage management software. The script
engine runs commands that configure and manage the storage arrays. The script engine reads the commands, or
runs a script file, from the command line and performs the operations instructed by the commands.

The script commands configure and manage a storage array. The script commands are distinct from the CLI
commands. You can enter individual script commands, or you can run a file of script commands. When you enter
an individual script command, you embed the script command in a CLI command. When you run a file of script
commands, you embed the file name in the CLI command.

Some software features described in this document might not be available for your Storage System. For questions
about available features, contact your Quantum account representative.

The CLlI is a feature of the SANTtricity® Storage Manager software. To access this product, go to the Quantum.com.

Structure of a CLI Command

The CLI commands are in the form of a command wrapper and elements embedded into the wrapper. A CLI
command consists of these elements:

s A command wrapper identified by the term SMcl i

m The storage array identifier

s Terminals that define the operation to be performed
= Script commands

The CLI command wrapper is a shell that identifies storage array controllers, embeds operational terminals, embeds
script commands, and passes these values to the script engine.

All CLI commands have the following structure:

SMeli storageArray term nal script-comands;

s SMcli invokes the command line interface.

m storageArray is the name or the IP address of the storage array.

s term nal is a CLI value that defines the environment and the purpose for the command.

m Script-conmmands are one or more script commands or the name of a script file that contains script commands.
(The script commands configure and manage the storage array.)

If you enter an incomplete or inaccurate SMel i string that does not have the correct syntax, parameter names,
options, or terminals, the script engine returns usage information.
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Interactive Mode

If you enter SMcl i and a storage array name but do not specify CLI parameters, script commands, or a script file, the
command line interface runs in interactive mode. Interactive mode lets you run individual commands without prefixing
the commands with SMcl i .

In interactive mode, you can enter a single command, view the results, and enter the next command without typing
the complete SMcl i string. Interactive mode is useful for determining configuration errors and quickly testing
configuration changes.

To end an interactive mode session, type the operating system-specific command for terminating a program, such
as Control-C on the UNIX operating system or the Windows operating system. Typing the termination command
(Control-C) while in interactive mode turns off interactive mode and returns operation of the command prompt to an
input mode that requires you to type the complete SMcl i string.

CLI Command Wrapper Syntax

General syntax forms of the CLI command wrappers are listed in this section. The general syntax forms show the
terminals and the parameters that are used in each command wrapper. The conventions used in the CLI command
wrapper syntax are listed in the following table.

Convention Definition

al| b Alternative ("a" or "b")

italicized-words A terminal that needs user input to fulfill a parameter (a response
to a variable)

[ ... ] (square brackets) Zero or one occurrence (square brackets are also used as a
delimiter for some command parameters)

{ ... } (curly braces) Zero or more occurrences

(a] b ) Choose only one of the alternatives

bol d A terminal that needs a command parameter entered to start an
action

ATTENTION To run all of the CLI command you must have administrator privileges. Some CLI commands will run
without administrator privileges. Many commands, however, will not run. If the CLI command does not run because
you do not have correct privileges, the CLI returns an exit code of 12.

SMcl i host - nanme-or - | P-addr ess [ host - nane- or - | P- addr ess]

[-c "command; {command2};"]

[-n storage-systemname | -w ww D]

[-ooutputfile] [-ppassword] [-R (admin | monitor)] [-e] [-S] [-quick]

SMel i host - name-or- | P-address [ host name- or - | P- addr ess]

[-fscriptfile]

[-nstorage-system nanme | -wwi D]

[-ooutputfile] [-ppassword] [-R (admin | monitor)] [-e] [-S] [-quick]

SMeli (-n storage-systemnane | -wwi D)
[-c "command; {command2};"]
[-ooutputfile] [-ppassword] [-R (admin | monitor)] [-€] [-S] [-quick]

SMeli (-nstorage-system nanme - wwi D)
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[-fscriptfile]
[-ooutputfile] [-R (admin | nonitor)] [-ppassword] [-e] [-S] [-quickK]

SMeli -aemail : email - address [ host-nane-or-1P-addressl
[ host - name-or - | P- addr ess?] ]
[-nstorage-systemnanme | -wwJ D | -hhost-nane]

[-linformation-to-include] [-qgfrequency] [-S]

SMeli -xemail : emai |l - address [ host-nane-or-1P-addressl

[ host - name-or - | P- addr ess?] ]

[-nstorage-systemnane | -wwi D | -hhost-nane] [-9]
SMeli (-a | -x) trap:conmmunity, host-name-or-I|P-address
[ host - nanme-or -1 P-addressl [ host-nane-or-1P-address?]]
[-nstorage-systemnane | -wwi D | -hhost-nane] [-9]
svli -d [-w [-i] [-s] [-v] [-9]

SMeli - mhost - nane-or - | P- addr ess- Femai | - addr ess
[-gcontactinfoFile] [-9]

SMeli - A [host-nane-or-1P-address [host-name-or-I|P-address]]
[-S]

SMeli -X (-nstorage-systemnanme | -wwM D | -hhost - namne)

smeli -7

Command Line Terminals

Terminal Definition
host - nane- or - | P- Specifies either the host name or the Internet Protocol (IP) address
addr ess (xxx. xxx. xxx. xxx) of an in-band managed storage array or an out-of-band

managed storage array.

s If you are managing a storage array by using a host through in-band storage
management, you must use the - n terminal or the - wterminal if more than
one storage array is connected to the host.

= If you are managing a storage array by using out-of-band storage
management through the Ethernet connection on each controller, you must
specify the host - nane- or - | P- addr ess of the controllers.

= If you have previously configured a storage array in the Enterprise
Management Window, you can specify the storage array by its user-supplied
name by using the - n terminal.

= [f you have previously configured a storage array in the Enterprise
Management Window, you can specify the storage array by its World Wide
Identifier (WWID) by using the - wterminal.

-A Adds a storage array to the configuration file. If you do not follow the - A terminal
with a host - nane- or - | P- addr ess, auto-discovery scans the local subnet for
storage arrays.
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Terminal

Definition

-a Adds a Simple Network Management Protocol (SNMP) trap destination or an
email address alert destination.

s When you add an SNMP trap destination, the SNMP community is
automatically defined as the community name for the trap, and the host is
the IP address or Domain Name Server (DNS) host name of the system to
which the trap should be sent.

s When you add an email address for an alert destination, the emai | -
addr ess is the email address to which you want the alert message to be
sent.

-C Indicates that you are entering one or more script commands to run on the
specified storage array. End each command with a semicolon (; ). You cannot
place more than one - ¢ terminal on the same command line. You can include
more than one script command after the - ¢ terminal.

-d Shows the contents of the script configuration file. The file content has this
format:
st or age- syst em nane host-nanel host-nane2

-e Runs the commands without performing a syntax check first.

- F (uppercase)

Specifies the email address from which all alerts will be sent.

-f (lowercase)

Specifies a file name that contains script commands that you want to run on
the specified storage array. The - f terminal is similar to the - ¢ terminal in that
both terminals are intended for running script commands. The - ¢ terminal runs
individual script commands. The - f terminal runs a file of script commands.

By default, any errors that are encountered when running the script commands
in a file are ignored, and the file continues to run. To override this behavior, use
the set session errorActi on=st op command in the script file.

-g Specifies an ASCII file that contains email sender contact information that will
be included in all email alert notifications. The CLI assumes that the ASCII file is
text only, without delimiters or any expected format. Do not use the - g terminal if
auserdat a. t xt file exists.

-h Specifies the host name that is running the SNMP agent to which the storage
array is connected. Use the - h terminal with these terminals:
m -a
m -X

- | (uppercase) Specifies the type of information to be included in the email alert notifications.

You can select these values:
s event Onl y — Only the event information is included in the email.

s profile—The eventand array profile information is included in the email.
You can specify the frequency for the email deliveries using the - q terminal.

-i (lowercase)

Shows the IP address of the known storage arrays. Use the - i terminal with the
- d terminal. The file content has this format:

st orage-system nane | P-addressl | Paddress?2

Specifies the host name or the IP address of the email server from which email
alert notifications are sent.
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Terminal Definition

-n Specifies the name of the storage array on which you want to run the script
commands. This name is optional when you use a host - nane- or - | P-

addr ess. If you are using the in-band method for managing the storage array,
you must use the - n terminal if more than one storage array is connected to

the host at the specified address. The storage array name is required when

the host - nane- or - | P- addr ess is not used. The name of the storage array
that is configured for use in the Enterprise Management Window (that is, the
name is listed in the configuration file) must not be a duplicate name of any other
configured storage array.

-0 Specifies a file name for all output text that is a result of running the script
commands. Use the - 0 terminal with these terminals:

m -C
m -f
If you do not specify an output file, the output text goes to standard output

(stdout). All output from commands that are not script commands is sent to
stdout, regardless of whether this terminal is set.

-p Defines the password for the storage array on which you want to run commands.
A password is not necessary if a password has not been set on the storage
array.

If you set a monitor password for the storage array, the use of the - p parameter
is mandatory. Users cannot run any of the non-destructive commands such as
the show commands.

-q Specifies the frequency that you want to receive event notifications and the
type of information returned in the event notifications. An email alert notification
containing at least the basic event information is always generated for every
critical event.

These values are valid for the - g terminal:

s everyEvent — Information is returned with every email alert notification.
= 2 — Information is returned no more than once every two hours.

= 4 — Information is returned no more than once every four hours.

= 8 — Information is returned no more than once every eight hours.

s 12 — Information is returned no more than once every 12 hours.

= 24 — Information is returned no more than once every 24 hours.

Using the - | terminal you can specify the type of information in the email alert
notifications.

= [f you set the - | terminal to event Onl y, the only valid value for the - q
terminal is ever yEvent .

n If you set the - | terminal to either the pr of i | e value or the
suppor t Bundl e value, this information is included with the emails with the
frequency specified by the - g terminal.
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Terminal

Definition

-qui ck

Reduces the amount of time that is required to run a single-line operation.

An example of a single-line operation is the r ecr eat e snapshot vol une
command. This terminal reduces time by not running background processes for
the duration of the command.

Do not use this terminal for operations that involve more than one single-line
operation. Extensive use of this command can overrun the controller with more
commands than the controller can process, which causes operational failure.
Also, status updates and configuration updates that are collected usually from
background processes will not be available to the CLI. This terminal causes
operations that depend on background information to fail.

- R (uppercase)

Defines the user role for the password. The roles can be either:
= admi n — The user has privilege to change the storage array configuration.

= noni t or — The user has privilege to view the storage array configuration, but
cannot make changes.

The - R parameter is valid only when used with the —p parameter, which
specifies that you define a password for a storage array.

The - R parameter is required only if the dual password feature is enabled on the
storage array. The - R parameter is not necessary under these conditions:

= The dual password feature is not enabled on the storage array.

= Only one admin role is set and the monitor role is not set for the storage
array.

- S (uppercase)

Suppresses informational messages describing the command progress that
appear when you run script commands. (Suppressing informational messages is
also called silent mode.) This terminal suppresses these messages:

n Performing syntax check
= Syntax check complete

s Executing script

» Script execution complete

s SMcli completed successfully

- s (lowercase)

Shows the alert settings in the configuration file when used with the - d terminal.

-V Shows the current global status of the known devices in a configuration file when
used with the - d terminal.
-w Specifies the WWID of the storage array. This terminal is an alternate to the -

n terminal. Use the - wterminal with the - d terminal to show the WWIDs of the
known storage arrays. The file content has this format:

st orage-system nane worl d-wi de-1D | P-addressl1 | P-address2

- X (uppercase)

Deletes a storage array from a configuration.

- X (lowercase)

Removes an SNMP trap destination or an email address alert destination. The
communi ty is the SNMP community name for the trap, and the host is the IP
address or DNS host name of the system to which you want the trap sent.

Shows usage information about the CLI commands.
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Structure of a Script Command

All script commands have the following structure:

conmand oper and-dat a (st atenent-dat a)

= comuand identifies the action to be performed.
= oper and- dat a represents the objects associated with a storage array that you want to configure or manage.

= St at enent - dat a provides the information needed to perform the command.
The syntax for oper and- dat a has the following structure:

(object-type | all object-types | [qualifier]
(object-type [identifier] (object-type [identifier] | object-types [identifier-list]))

An object can be identified in four ways:

s Object type — Use when the command is not referencing a specific object.

= al | parameter prefix — Use when the command is referencing all of the objects of the specified type in the storage
array (for example, al | Vol unes).

= Square brackets — Use when performing a command on a specific object to identify the object (for example,
vol ume [ engi neering]).

= A list of identifiers — Use to specify a subset of objects. Enclose the object identifiers in square brackets (for
example, vol umes [ sal es engi neering marketing]).

A qualifier is required if you want to include additional information to describe the objects.

The object type and the identifiers that are associated with each object type are listed in this table.

Table 1. Script Command Object Type Identifiers

Object Type Identifier
controller aorb
drive Tray ID, Drawer ID, and slot ID

repl acenent Dri ve

Tray ID, Drawer ID, and slot ID

dri veChannel

Drive channel identifier

host

User label

host Channel

Host channel identifier

host G oup

User label

host Por t

User label

iscsilnitiator

User label or iISCSI Qualified Name (IQN)

i scsi Tar get

User label or IQN

snapshot (Il egacy)

Volume user label

st orageArray

Not applicable

tray Tray ID

vol une Volume user label or volume World Wide Identifier (WWID) (set
command only)

vol unmeCopy Target volume user label and, optionally, the source volume user label
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Object Type

Identifier

vol umeG oup

User label

Valid characters are alphanumeric, a hyphen, and an underscore.

Statement data is in the form of:

= Parameter = value (such as r ai dLevel =5)

= Parameter-name (such as bat t eryl nst al | Dat e)

= Operation-name (such as r edundancyCheck)

A user-defined entry (such as user label) is called a variable. In the syntax, it is shown in italic (such astrayl Dor

vol umeG oupNane).

Synopsis of the Script Commands

Because you can use the script commands to define and manage the different aspects of a storage array (such as
host topology, drive configuration, controller configuration, volume definitions, and volume group definitions), the
actual number of commands is extensive. The commands, however, fall into general categories that are reused when
you apply the commands to configure or maintain a storage array. The following table lists the general form of the

script commands and a definition of each command.

Table 2. General Form of the Script Commands

Syntax

Description

accept object
{st at enent - dat a}

Performs the pending operation.

activate object
{st at enent - dat a}

Sets up the environment so that an operation can take
place or performs the operation if the environment is
already set up correctly.

{ st at enent - dat a}

aut oConfi gure storageArray

Automatically creates a configuration that is based on the
parameters that are specified in the command.

check obj ect
{ st at enent - dat a}

Starts an operation to report on errors in the object, which
is a synchronous operation.

cl ear object
{st at enent - dat a}

Discards the contents of some attributes of an object. This
operation is destructive and cannot be reversed.

creat e object
{st at enent - dat a}

Creates an object of the specified type.

deactivate object
{st at enent - dat a}

Removes the environment for an operation.

del et e obj ect

Deletes a previously created object.

di agnose obj ect
{ st at enent - dat a}

Runs a test and shows the results.

di sabl e obj ect {statenent-data}

Prevents a feature from operating.

downl oad obj ect
{st at enent - dat a}

Transfers data to the storage array or to the hardware that
is associated with the storage array.
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Syntax

Description

enabl e obj ect
{st at enent - dat a}

Sets a feature to operate.

| oad obj ect
{st at enent - dat a}

Transfers data to the storage array or to the hardware
that is associated with the storage array. This command is
functionally similar to the downl oad command.

recopy obj ect
{ st at enent - dat a}

Restarts a volume copy operation by using an existing
volume copy pair. You can change the parameters before
the operation is restarted.

recover object
{st at enent - dat a}

Re-creates an object from saved configuration data and
the statement parameters. (This command is similar to the
cr eat e command.)

recreate object
{st at enent - dat a}

Restarts a snapshot (legacy) operation by using an existing
snapshot (legacy) volume. You can change the parameters
before the operation is restarted.

renove obj ect
{ st at enent - dat a}

Removes a relationship between objects.

repair object
{st at enent - dat a}

Repairs errors found by the check command.

repl ace obj ect
{st at enent - dat a}

The specified object replaces an existing object in the
storage array.

reset object
{st at enent - dat a}

Returns the hardware or an object to an initial state.

resune obj ect

Starts a suspended operation. The operation starts where it
left off when it was suspended.

revive object

Forces the object from the Failed state to the Optimal
state. Use this command only as part of an error recovery
procedure.

save obj ect
{st at enent - dat a}

Writes information about the object to a file.

set obj ect
{ st at enent - dat a}

Changes object attributes. All changes are completed
when the command returns.

show obj ect
{ st at enent - dat a}

Shows information about the object.

start object
{st at enent - dat a}

Starts an asynchronous operation. You can stop some
operations after they have started. You can query the
progress of some operations.

stop obj ect
{st at enent - dat a}

Stops an asynchronous operation.

suspend obj ect
{st at enent - dat a}

Stops an operation. You can then restart the suspended
operation, and it continues from the point where it was
suspended.
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Recurring Syntax Elements

Recurring syntax elements are a general category of parameters and options that you can use in the script

commands. Table 3 lists the recurring syntax parameters and the values that you can use with the recurring syntax

parameters. The conventions used in the recurring syntax elements are listed in the following table.

Convention

Definition

al b

Alternative ("a" or "b")

italicized-words

A terminal that needs user input to fulfill a parameter (a response
to a variable)

[ ... ] (square brackets) Zero or one occurrence (square brackets are also used as a
delimiter for some command parameters)

{ ... } (curly braces) Zero or more occurrences

(a] b | ¢ Choose only one of the alternatives

bol d A terminal that needs a command parameter entered to start an

action

Table 3. Recurring Syntax Elements

Recurring Syntax

Syntax Value

rai d-1 evel

(01 1131516

repository-raid-|Ievel

(11315186

capaci ty-spec

integer-literal [KB| MB| GB | TB | Bytes]

segment - si ze- spec

integer-literal

bool ean (TRUE | FALSE)

user - | abel string-literal
Valid characters are alphanumeric, the dash, and the
underscore.

user-1 abel -1i st user -1 abel {user-1abel}

create-raid-vol-attr- val ue-
list

create-raid-volume-attribute-val ue-pair {create-
rai d-vol une-attribute-val ue-pair}

create-raid-vol une-
attribute-val ue-pair

capaci ty=capacity-spec | owner=(a | b) |
cacheReadPrefetch=(TRUE | FALSE) |
segnment Si ze=i nteger-literal |

usageH nt =usage- hi nt - spec

noncontrol l er-trayl D (0-99)
slotl D (1-32)
portl| D (0-127)

drive-spec

trayl D, slotlDortrayl D, drawerI D, sl ot D

A drive is defined as two or three integer literal values separated
by a comma. Low-density trays require two values. High-density
trays, those trays that have drawers, require three values.

drive-spec-1Iist

drive-specdri ve-spec

traylD-1i st

trayl D{trayl D}

esm spec-1|ist

esm spec {esm spec}

esm spec

trayl D, (left| right)
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Recurring Syntax

Syntax Value

hex-1literal

Oxhexadeci mal -1 i teral

vol umeG oup- nunber

integer-literal

fil enanme

string-literal

error-action

(stop | continue)

drive-channel -identifier
(four drive ports per tray)

(112134

drive-channel -identifier
(eight drive ports per tray)

(L1 21341 5]6]7]8

drive-channel -identifier-Ilist

drive-channel -identifier {drive-channel -
identifier}

host - channel -i dentifier
(four host ports per tray)

(al | a2 | bl | b2)

host - channel -i dentifier
(eight host ports per tray)

(al | a2 | a3 | a4 | bl | b2 | b3 | b4)

host - channel -i dentifier
(16 host ports per tray)

(al | a2 | a3 | a4 | a5 | a6 | a7 | a8 | bl |
b2 | b3 | b4 | b5 | b6 | b7 | b8)

drive-type

(fibre | SATA | SAS)

NOTE Only SAS drives are supported for firmware versions
7.86 and later.

drive-nedi a-type

(HDD | SSD | unknown| all Medi a)
HDD means hard disk drive. SSD means solid state disk.

feature-identifier

(storagePartition2 |
storagePartitiond |
storagePartition8 |
storagePartitionl6 |
storagePartition64 |
storagePartition96 |
storagePartitionl28 |
storagePartition256 |
storagePartitionMax |

snapshot | snapshot2 | snapshot4 |
snapshot 8 | snapshot 16 |

vol uneCopy |

gol dKey | m xedDriveTypes |

hi ghPer f or manceTi er |
SSDSupport | safeStoreSecurity |
saf eSt or eExt er nal KeyMyr | dat aAssur ance)

To use the High Performance Tier premium feature, you must
configure a storage array as one of these:

s SHI PPED ENABLED

s SHI PPED ENABLED=FALSE; KEY_ENABLED=TRUE

repository-spec

i nst ance- based- r eposi t ory-spec | count - based-
reposi tory-spec
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Recurring Syntax Syntax Value

i nstance-based- repository- (repositoryRAl DLevel

spec =repository-raid-|evel
repositoryDrives=
(drive-spec-1list)

[ reposi toryVol uneG oupUser Label
=user - | abel ]

[trayLossProtect=(TRUE | FALSE)!]) |

[ dr awer LossProt ect =(TRUE | FALSE)?]) |
(repositoryVol uneG oup=user - | abel
[freeCapacityArea=integer-literal 3] )

Specify the r eposi t or yRAI DLevel parameter with the
reposi t oryDri ves parameter. Do not specify the RAID level
or the drives with the volume group. Do not set a value for the
trayLossProt ect parameter when you specify a volume

group.

count - based-repository- spec reposi t or yRAI DLevel
=repository-raid-|evel

reposi toryDri veCount =i nteger-literal
[ reposi toryVol uneG oupUser Label
=user - | abel ]

[driveType=dri ve-type4]
[trayLossProtect=( TRUE | FALSE) 1] |
[ dr awer LossPr ot ect =(TRUE | FALSE)?] |
[ dat aAssur ance=(none | enabl ed)5] |

wwM D string-literal

gid string-literal

host -t ype string-literal |integer-literal
host -card-identifier (2] 21 3] 4

backup- devi ce-identifier (2] n| all)

n is a specific slot number.

Specifying al | includes all of the cache backup devices availble
to the entire storage array.

nvsram of f set hex-1literal

nvsram byt e-setting nvsram val ue = Oxhexadeci mal |integer-literal
The Oxhexadeci mal value is typically a value from 0x0000 to
OxFFFF.

nvsrambit-setting nvsram mask, nvsram val ue = 0xhexadeci mal ,

Oxhexadeci mal |integer-literal
The Oxhexadeci mal value is typically a value from 0x0000 to

OxFFFF.
i p-addr ess (0-255). (0-255). (0-255). (0-255)
i pv6- addr ess (0- FFFF) : (O- FFFF) : (O- FFFF) : (O- FFFF) : (O- FFFF):

(0- FFFF) : (0- FFFF) : ( 0- FFFF)
You must enter all 32 hexadecimal characters.

aut oconfigure-vol s-attr- aut oconfigure-vol s-attr-val ue-pair
val ue-1i st {aut oconfi gure-vol s-attr-val ue-pair}
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Recurring Syntax Syntax Value

aut oconfigure-vol s-attr- driveType=drive-type |

val ue-pair dri veMedi aType=dri ve-nedi a-type |
rai dLevel =rai d-1 evel |

vol umeG oupW dt h=i nteger-literal |
vol umeG oupCount =i nteger-literal |
vol unmesPer G oupCount =i nt eger -l iteral 6 [
hot Spar eCount =i nteger-literal |
segnent Si ze=segnent - si ze- spec |
cacheReadPref et ch=(TRUE | FALSE)
securityType=(none | capable |
enabl ed) 7 |

dat aAssurance=(none | enabl ed) 5

creat e-vol ume- copy-attr- creat e-vol une- copy-attr-val ue-pair {create-
val ue-1i st vol ume- copy-attr-val ue-pair}

create-vol une-copy-attr- copyPriority=(highest | high | medium |

val ue-pair low | |owest) |

t ar get ReadOnl yEnabl ed=( TRUE | FALSE) |
copyType=(offline | online) |

reposi t oryPercent Of Base=(20 | 40 | 60 |
120 | default) |

reposi t oryG oupPr ef er ence=(sameAsSour ce |
ot her ThanSource | default)

recover-raid-vol une-attr- recover-raid-vol une-attr-val ue-pair {recover-
val ue-1|i st rai d-vol une-attr-val ue-pair}
recover-raid-vol une-attr- owner=(a | b) |

val ue-pair cacheReadPrefetch=(TRUE | FALSE) |

dat aAssurance=(none | enabl ed)

cache-flush-nodifier- setting | i mediate, 0, .25, .5, .75, 1, 1.5, 2,
5, 10, 20, 60, 120, 300, 1200, 3600,

infinite

seri al - nunber string-literal

usage- hi nt - spec usageH nt=(nul ti Medi a | database |
fil eSystem

i scsi Session [session-identifier]

i scsi -host-port (21 21 3] 4

The host port number might be 2, 3, or 4 depending on the type
of controller you are using.
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Recurring Syntax

Syntax Value

et her net - port-options

enabl el Pv4=(TRUE | FALSE) |

enabl el Pv6=(TRUE | FALSE) |

| Pv6Local Addr ess=i pv6- addr ess |

| Pv6Rout abl eAddr ess=i pv6- addr ess |
| Pv6Rout er Addr ess=i pv6- addr ess |

| Pv4Addr ess=i p- addr ess |

| Pv4Confi gur ati onMet hod=

(static | dhcp) |

| Pv4Gat ewayl P=i p- addr ess |

| Pv4Subnet Mask=i p- addr ess |

dupl exMbde=( TRUE | FALSE) |

port Speed=(aut oNegotiate | 10 | 100 |
1000)

i scsi-host-port-options

| Pv4Addr ess=i p- addr ess |

| Pv6Local Addr ess=i pv6- addr ess |

| Pv6Rout abl eAddr ess=i pv6- addr ess |

| Pv6Rout er Addr ess=i pv6- addr ess |
enabl el Pv4=(TRUE | FALSE) |

enabl el Pv6=(TRUE | FALSE) |

enabl el Pv4Priority=(TRUE | FALSE) |
enabl el Pv6Priority=(TRUE | FALSE) |
| Pv4Confi gur ati onMet hod=

(static | dhcp) |

| Pv6Confi gur ati onMet hod=

(static | auto) |

| Pv4Gat ewayl P=i p- addr ess |

| Pv6HopLi m t =i nt eger |

| Pv6NdDet ect Dupl i cat eAddr ess=i nt eger |
| Pv6NdReachabl eTi me=ti ne-i nterval |
| Pv6NdRet ransm t Ti me=ti me-i nterval |
| Pv6NdTi meQut =ti me-interval |

| Pv4Priority=integer |

| Pv6Priority=integer |

| Pv4Subnet Mask=i p- addr ess |

| Pv4aVl anl d=i nt eger |

| Pv6Vl anl d=i nt eger |

max Fr amePayl| oad=i nt eger |

t cpLi st eni ngPort=tcp-port-id |

port Speed=(aut oNegotiate | 1 | 10)

test-devices-1ist

t est - devi ces {t est - devi ces}

t est - devi ces

controller=(a | b)
esne=(esm spec-1ist)
drives=(drive-spec-list)

shapshot (I egacy)-schedul e-
attribute-val ue-1ist

snapshot (1 egacy)-schedul e-attribute-val ue-pair
{snapshot (| egacy)-schedul e-attri bute-val ue-

pair}

ti me- zone- spec

(GMIr+HH: MM | GMT- HH: MV)
[ dayLi ght Savi ng=HH: MM
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Recurring Syntax Syntax Value

snhapshot (I egacy)-schedul e- st art Dat e=MM DD: YY
attribute-val ue-pair schedul eDay=(dayOf Week | all)
start Ti me=HH: MM

schedul el nt erval =i nt erger
endDat e=(MM DD: YY | noEndDat e)
ti mesPer Day=i nt er ger

TFor tray loss protection to work, the drives that comprise a volume group or a disk pool must be in separate trays.

For RAID 3 or RAID 5 volume groups, no more than one drive must be in each tray. For RAID 6 volume groups, no
more than two drives must be in each tray. For a disk pool, no more than two drives must be in each tray. When the
trayLossPr ot ect parameter is set to TRUE the storage array returns an error under these conditions:

= You have selected more than one drive from a tray in a RAID 3 or RAID 5 configuration.
= You have selected more than two drives from a tray in a RAID 6 configuration.

= You have selected more than two drives from a tray in a disk pool.

When the storage array is automatically selecting drives for a volume group or a disk pool, if the t rayLossPr ot ect
parameter is set to TRUE, the storage array returns an error if the controller firmware cannot find drives that will enable
the new volume group or the new disk pool to have tray loss protection. If the t r ayLossPr ot ect parameter is set to
FALSE, the storage array performs the operation even if it means that the volume group or disk pool might not have
tray loss protection.

2In trays that have drawers for holding the drives, drawer loss protection determines whether data on a

volume is accessible or inaccessible if a drawer fails. To help make sure that your data is accessible, set the

dr awer LossPr ot ect parameter to TRUE. For RAID 3 or RAID 5 volume groups, no more than one drive must be in
each drawer. For RAID 6 volume groups, no more than two drives must be in each drawer. For a disk pool, no more
than two drives must be in each drawer.

If you have a storage array configuration in which a volume group spans several trays, you must make sure that

the setting for drawer loss protection works with the setting for tray loss protection. You can have drawer loss
protection without tray loss protection. You cannot have tray loss protection without drawer loss protection. If the

t rayLossPr ot ect parameter and the dr awer LossPr ot ect parameter are not set to the same value, the storage
array returns an error message and a storage array configuration will not be created.

3To determine if a free capacity area exists, run the show vol unmeGr oup command.

*The default drive (drive type) is f i br e (Fibre Channel).

The dri veType parameter is not required if only one type of drive is in the storage array. If you use the dri veType
parameter, you also must use the hot Spar eCount parameter and the vol uneG oupW dt h parameter. If you do not
use the dr i veType parameter, the configuration defaults to Fibre Channel drives.

®The dat aAssur ance parameter applies to the drives in a volume group. Using the dat aAssur ance parameter,
you can specify that protected drives must be selected for a volume group. If you want to set the dat aAssur ance
parameter to enabl ed, all of the drives in the volume group must be capable of data assurance. You cannot have
a mix of drives that are capable of data assurance and drives that are not capable of data assurance in the volume

group.

%The vol umesPer G oupCount parameter is the number of equal-capacity volumes per volume group.
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"The securi t yType parameter enables you to specify the security setting for a volume group that you are creating.
All of the volumes are also set to the security setting that you choose. Available options for setting the security setting
include:

= hone — The volume group is not secure.
m capabl e — The volume group is security capable, but security has not been enabled.

= enabl ed — The volume group is security enabled.

NOTE A storage array security key must already be created for the storage array if you want to set
securityType=enabl ed. (To create a storage array security key, use the cr eat e storageArray securityKey
command.)

Naming Conventions

»  Names can have a maximum of 30 characters.

= You can use any combination of alphanumeric characters, hyphens, and underscores for the names of the
following components:

- Storage arrays
- Host groups
- Hosts
- Volume groups
- Volumes
- HBA host ports
= You must use unique names. If you do not use unique names, the controller firmware returns an error.

= [f the name contains more than one word, hyphens, or underscores, enclose the name in double quotation
marks (“ ). In some usages, you must also surround the name with square brackets ([ ]). The description of each
parameter indicates whether you need to enclose a parameter in double quotation marks, square brackets, or
both.

= The name character string cannot contain a new line.

= On Windows operating systems, you must enclose the name between two backslashes (\\) in addition to other
delimiters. For example, the following name is used in a command that runs under a Windows operating system:

[\ “Engi neering\"]
s For a UNIX operating system and, when used in a script file, the name appears as in the following example:
[ “Engi neering”]

= When you enter a World Wide Identifier (WWID) of an HBA host port, some usages require that you surround the
WWID with double quotation marks. In other uses, you must surround the WWID with angle brackets (<>). The
description of the WWID parameter indicates whether you need to enclose the WWID in double quotation marks or
angle brackets.

Entering Numerical Names

When the storage management software automatically configures a storage array, the storage management software
assigns names that consist of numerical characters. Names that consist only of numerical characters are valid names.
Numerical character names, however, must be treated differently than names that start with alphabetic characters.
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s Names that are only numbers, such as 1 or 2

s Names that start with a number, such as 1Disk or 32Volume
m [\O1V7]

s [\“1Disk\"]

NOTE If you have any doubt as to the validity of a name, use both double quotation marks and square brackets.
Using both makes sure that the name will work, but will not cause any processing issues.

Formatting CLI Commands

Double quotation marks (" ") that are used as part of a name or label require special consideration when you run the
CLI commands and the script commands on a Microsoft Windows operating system.

When double quotation marks (" ") are part of a name or value, you must insert a backslash (\) before each double
quotation mark character. For example:

-c "set storageArray userlLabel =\"Engi neering\";"

In this example, "Engineering" is the storage array name. A second example is:
-n \"M\"_Array

In this example, "My"_Array is the name of the storage array.

You cannot use double quotation marks (" ") as part of a character string (also called string literal) within a script
command. For example, you cannot enter the following string to set the storage array name to "Finance" Array:

-c "set storageArray userlLabel =\"\"Fi nance\"Array\";"

In the Linux operating system and the Solaris operating system, the delimiters around names or labels are single
quotation marks (' '). The UNIX versions of the previous examples are as follows:

-c 'set storageArray userlLabel ="Engi neering";"'
-n "MWy"_Array

In a Windows operating system, if you do not use double quotation marks (" ") around a name, you must insert a caret
(™) before each special script character. Special characters are #, |, <, and >.

Insert a caret before each special script character when used with the terminals - n, - 0, - f, and - p. For example, to
specify storage array CLI>CLIENT, enter this string:

-n CLI*>CLI ENT

Insert one caret (*) before each special script character when used within a string literal in a script command. For
example, to change the name of a storage array to FINANCE_|_PAYROLL, enter the following string:

-c "set storageArray userlLabel =\"FI NANCE | PAYROLL\";"
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Formatting Rules for Script Commands

Syntax unique to a specific script command is explained in the Notes section at the end of each script command
description.

Case sensitivity — The script commands are not case sensitive. You can type the script commands in lowercase,
uppercase, or mixed case. (In the following command descriptions, mixed case is used as an aid to reading the
command names and understanding the purpose of the command.)

Spaces — You must enter spaces in the script commands as they are shown in the command descriptions.

Square brackets — Square brackets are used in two ways:

= As part of the command syntax.

= To indicate that the parameters are optional. The description of each parameter tells you if you need to enclose a
parameter value in square brackets.

Parentheses — Parentheses shown in the command syntax enclose specific choices for a parameter. That is, if you
want to use the parameter, you must enter one of the values enclosed in parentheses. Generally, you do not include
parentheses in a script command; however, in some instances, when you enter lists, you must enclose the list in
parentheses. Such a list might be a list of tray ID values and slot ID values. The description of each parameter tells
you if you need to enclose a parameter value in parentheses.

Vertical bars — Vertical bars in a script command indicate “or” and separate the valid values for the parameter. For
example, the syntax for the r ai dLevel parameterin the command description appears as follows:

raidLevel=(0 | 1| 3] 5] 6)
To use the r ai dLevel parameter to set RAID level 5, enter this value:
rai dLevel =5

Drive locations — The CLI commands that identify drive locations support both high-capacity drive trays and low-
capacity drive trays. A high-capacity drive tray has drawers that hold the drives. The drawers slide out of the drive tray
to provide access to the drives. A low-capacity drive tray does not have drawers. For a high-capacity drive tray, you
must specify the identifier (ID) of the drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For
a low-capacity drive tray, you need only specify the ID of the drive tray and the ID of the slot in which a drive resides.
For a low-capacity drive tray, an alternative method for identifying a location for a drive is to specify the ID of the drive
tray, set the ID of the drawer to 0, and specify the ID of the slot in which a drive resides. Separate the ID values with

a comma. If you enter more than one set of ID values, separate each set of values with a space. Enclose the set of
values in parentheses. For example:

(1,1 1,2 1,3 1,4 2,12,22,32,4)
or, for a high-capacity drive tray, this example:
(2,1,11,2,2 1,3,3 1,4,4 2,1,1 2,2,2 2,3,3 2,4,4)

Italicized terms — Italicized terms in the command indicate a value or information that you need to provide. For
example, when you encounter the italicized term:

nunber & Dri ves

Replace the italicized term with a value for the number of drives that you want to include with the script command.
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Semicolon — Script commands must end with a semicolon (; ). You can enter more than one script command on the
command line or in a script file. For example, a semicolon is used to separate each script command in the following
script file.

create volune drives=(0,2 0,3 1,4 1,5 2,6 2,7) raidLevel =5

user Label ="v1” capacity=2gb owner =a;

create vol ume vol umeG oup=2 userLabel ="v2” capacity=1gb owner =b;
create vol ume vol umeG oup=2 userLabel ="v3” capacity=1gb owner =a;

create volune drives=(0,4 0,5 1,6 1,7 2,8 2,9) raidLevel =5

user Label ="v4” capacity=2gb owner =b;

create vol ume vol umeG oup=3 userLabel ="v5” capacity=1gb owner =a;
create vol ume vol umeG oup=3 userLabel ="v6” capacity=1gb owner =b;

Formatting CLI Commands in Windows PowerShell

The Windows PowerShell is an interactive and scripting shell that provides access to command-line tools. The
Windows PowerShell improves upon the Windows Command Prompt with a more robust set of commands and
scripting capability. You can run all of the CLI and script commands in the Windows PowerShell; however, the
Windows PowerShell has some unique formatting requirements. The requirements are these:

m Begin all SMcli commands with a period and a forward slash (./)

m  SMcli wrapper must be identified as an executable command with the .exe extension (SMcli.exe)

s Enclose the script command in single quotation marks (* *)

s Double quotation marks that are part of a name, file path, or value must have a backslash before each double
quotation mark character (\")

Following is an example of a CLI command to create a storage array name in the Windows Powershell. Note the use
of the single quotation marks as delimiters for the script command and the backslash double quotation marks around
the storage array name, identified as user Label in the command syntax.

PS C.\...\StorageManager\client> ./SMli.exe 123.45.67.88 123.45.67.89
-c 'set storageArray userlLabel =\"Engi neering\";’

Following is an example of a CLI command to enable a premium feature in the Windows Powershell. Note the use of
the backslash double quotation marks before the file path to the premium feature key.

PS C.\...\StorageManager\client> ./SMli.exe 123.45.67.88 123.45.67.89
-Cc 'enable storageArray feature file=\"C:\licenseKey.bin\";’

In the previous examples both upper case letters and lower case letters are used. This use is to help make clear how

the commands are formatted. The Windows PowerShell is, however, not case sensitive and does not require the use
specific cases.

Usage Guidelines

This list provides guidelines for writing script commands on the command line:

m  You must end all commands with a semicolon (; ).

= You can enter more than one command on a line, but you must separate each command with a semicolon (; ).
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m You must separate each base command and its associated primary parameters and secondary parameters with a
space.

m The script engine is not case sensitive. You can enter commands by using uppercase letters, lowercase letters, or
mixed-case letters.

= Add comments to your scripts to make it easier for you and future users to understand the purpose of the script
commands. (For information about how to add comments, see Adding Comments to a Script File.)

NOTE While the CLI commands and the script commands are not case sensitive, user labels (such as for volumes,
hosts, or host ports) are case sensitive. If you try to map to an object that is identified by a user label, you must enter
the user label exactly as it is defined, or the CLI commands and the script commands will fail.

Detailed Error Reporting

Data collected from an error encountered by the CLI is written to a file. Detailed error reporting under the CLI works as
follows:

n If the CLI must abnormally end running CLI commands and script commands, error data is collected and saved
before the CLI finishes.

s The CLI saves the error data by writing the data to a standard file name.

s The CLI automatically saves the data to a file. Special command line options are not required to save the error
data.

= You are not required to perform any action to save the error data to a file.

= The CLI does not have any provision to avoid over-writing an existing version of the file that contains error data.

For error processing, errors appear as two types:

s Terminal errors or syntax errors that you might enter

s Exceptions that occur as a result of an operational error

When the CLI encounters either type of error, the CLI writes information that describes the error directly to the
command line and sets a return code. Depending on the return code, the CLI also might write additional information
about which terminal caused the error. The CLI also writes information about what it was expecting in the command
syntax to help you identify any syntax errors that you might have entered.

When an exception occurs while a command is running, the CLI captures the error. At the end of processing the
command (after the command processing information has been written to the command line), the CLI automatically
saves the error information to a file.

The name of the file to which error information is saved is excpr pt . t xt . The CLI tries to place the excpr pt . t xt
file in the directory that is specified by the system property devirgr . dat adi r . If for any reason the CLI cannot place
the file in the directory specified by devngr . dat adi r, the CLI saves the excpr pt . t xt file in the same directory
from which the CLI is running. You cannot change the file name or the location. The excpr pt . t xt file is overwritten
every time that an exception occurs. If you want to save the information in the excpr pt . t xt file, you must copy the
information to a new file or a new directory.

Exit Status

This table lists the exit statuses that might be returned and the meaning of each status.
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Status Value Meaning

0 The command terminated without an error.

1 The command terminated with an error. Information about the error also appears.

2 The script file does not exist.

3 An error occurred while opening an output file.

4 A storage array was not at the specified address.

5 Addresses specify different storage arrays.

6 A storage array name does not exist for the host agent that is connected.

7 The storage array name was not at the specified address.

8 The storage array name was not unique.

9 The storage array name was not in the configuration file.

10 A management class does not exist for the storage array.

11 A storage array was not found in the configuration file.

12 An internal error occurred.
This exit status indicates that you do not have privileges for running a CLI command
from the command line. You must have administrator privileges to run all of the CLI
commands from a command line.

13 Invalid script syntax was found.

14 The controller was unable to communicate with the storage array.

15 A duplicate argument was entered.

16 An execution error occurred.

17 A host was not at the specified address.

18 The WWID was not in the configuration file.

19 The WWID was not at the address.

20 An unknown IP address was specified.

21 The Event Monitor configuration file was corrupted.

22 The storage array was unable to communicate with the Event Monitor.

23 The controller was unable to write alert settings.

24 The wrong organizer node was specified.

25 The command was not available.

26 The device was not in the configuration file.

27 An error occurred while updating the configuration file.

28 An unknown host error occurred.

29 The sender contact information file was not found.

30 The sender contact information file could not be read.

31 The user dat a. t xt file exists.

32 Aninvalid - | value in the email alert notification was specified.

33 An invalid - f value in the email alert notification was specified.

34 The - r option is not supported anymore.

35 Invalid alert severity specified.

36 The operation needs either the Administrator or Monitor password to be set.

37 The operation cannot be completed because an invalid Monitor password was entered.
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Status Value Meaning

38 The operation cannot be completed because an invalid Administrator password was
entered.

39 The password provided is exceeding the character limit.

40 The - Rmonitor is not supported for this array. Use a valid role and retry the operation.

42 Host address or mail server address is incorrect.

Adding Comments to a Script File

The script engine looks for certain characters or a command to show comments. You can add comments to a script
file in three ways:

Add text after two forward slashes (/ / ) as a comment until an end-of-line character is reached. If the script engine
does not find an end-of-line character in the script after processing a comment, an error message appears, and
the script operation is terminated. This error usually occurs when a comment is placed at the end of a script and
you have forgotten to press the Enter key.

/1 Deletes the existing configuration.
set storageArray resetConfiguration=true;

Add text between / * and */ as a comment. If the script engine does not find both a starting comment notation and
an ending comment notation, an error message appears, and the script operation is terminated.

/* Deletes the existing configuration */
set storageArray resetConfiguration=true;

Use the show statement to embed comments in a script file that you want to appear while the script file is running.
Enclose the text that you want to appear by using double quotation marks (“”).

show “Del etes the existing configuration”;
set storageArray resetConfiguration=true;

Firmware Compatibility Levels

The script commands and the command parameters do not run under all versions of the controller firmware. The
script commands in the following sections list the minimum firmware levels under which the script commands can
run. In the script commands, the firmware levels are listed under the heading “Minimum Firmware Level.” This list
describes how to interpret the information about the firmware levels.

If a script command does not list a minimum controller firmware level, the script command and all of the
parameters associated with that script command can run under any level of controller firmware.

A controller firmware number without any explanatory information indicates that the controller firmware level
applies to the entire script command and all of the parameters for that script command.

A controller firmware number that is associated with a parameter indicates the minimum controller firmware level
under which the parameter can run.

NOTE The minimum controller firmware level indicates support by the software that releases the command, as well
as support by all storage management software that picks up usage. CLI support capabilities depend on the hardware
used. When an unsupported command is entered, an error message appears.
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Examples of Firmware Compatibility Levels

The creat e host G oup command has the following section.

Minimum Firmware Level

5.20

This level indicates that the entire script command runs under a minimum of controller firmware version 5.20.
The show vol ume command has the following section.

Minimum Firmware Level

5.00

5.43 adds the summar y parameter

These notations indicate that the script command and all of the parameters except summar y run under a minimum of
controller firmware version 5.00. The sunmar y parameter runs under a minimum of controller firmware version 5.43.
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Command Reference

ATTENTION The script commands are capable of damaging a configuration and causing loss of data access
if not used correctly — Command operations are performed as soon as you run the commands. Some commands
can immediately delete configurations or data. Before using the script commands, make sure that you have backed up
all data, and have saved the current configuration so that you can reinstall it if the changes you make do not work.

The description of each script command is intended to provide all of the information that you need to be able to use
the command. If, however, you have questions about command usage, these sections provide additional information
that can help you use the script commands:

= “Naming Conventions” lists the general rules for entering the names of storage array entities, such as volumes or
drives, with the script commands.

s “Formatting CLI Commands” lists the general formatting rules that apply to the CLI command wrapper.

s “Formatting Rules for Script Commands” lists the general formatting rules that apply to the script command syntax.

s “Firmware Compatibility Levels” explains how to interpret the firmware level information.

s “Commands Listed by Function” lists the script commands organized into groups related to the physical features,
the logical features, and the operational features of the storage array.

s “Commands Listed Alphabetically” lists the script commands alphabetically and, for each script command, includes
script command name, syntax, and parameters.

IMPORTANT Terminology differences — The names of components and features change from time to time;
however, the command syntax does not change at the same time. You will notice minor differences between the
terminology used to describe components and features and the terminology used in the syntax to describe those
same items when used in a command name, a parameter, or a variable.

Commands Listed by Function

Asynchronous Mirroring Commands

Activate Asynchronous Mirroring

Add Volume to Asynchronous Mirror Group

Cancel Asynchronous Mirror Group Role Reversal

Check Asynchronous Mirror Group Consistency

Check Storage Array Connectivity

Clear Asynchronous Mirroring Fault

Create Asynchronous Mirror Group

Deactivate Asynchronous Mirroring
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Delete Asynchronous Mirror Group

Establish Asynchronous Mirrored Pair

Remove Incomplete Asynchronous Mirrored Pair from Asynchronous Mirror Group

Remove Volume from Asynchronous Mirror Group

Reset Asynchronous Mirror Group Statistics

Reset iSCSI IP Address

Resume Asynchronous Mirror Group

Save Asynchronous Mirror Group Statistics

Set Asynchronous Mirror Group

Show Asynchronous Mirror Groups

Show Asynchronous Mirror Group Synchronization Progress

Start Asynchronous Mirroring Synchronization

Suspend Asynchronous Mirror Group

Test Asynchronous Mirror Group Connectivity

AutoSupport Bundle Collection Commands

Disable AutoSupport at the EMW Level SMcli Version

Enable AutoSupport at the EMW Level SMcli Version

Set Storage Array AutoSupport Bundle Disable

Set Storage Array AutoSupport Bundle Enable

Consistency Group Commands

Add Member to Consistency Group

Create Consistency Group

Create Consistency Group Snapshot Image

Create Consistency Group Snapshot Volume

Create Consistency Group Snapshot Volume Mapping

Delete Consistency Group
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Delete Consistency Group Snapshot Image

Delete Consistency Group Snapshot Volume

Remove Member Volume from Consistency Group

Resume Consistency Group Snapshot Volume

Set Consistency Group Attributes

Set Consistency Group Snapshot Volume

Show Consistency Group

Show Consistency Group Snapshot Image

Start Consistency Group Snapshot Rollback

Stop Consistency Group Snapshot Rollback

Stop Consistency Group Snapshot Volume

Stop Pending Snapshot Images on Consistency Group

Controller Commands

Clear Drive Channel Statistics

Diagnose Controller

Diagnose Controller iSCSI Host Cable

Enable Controller Data Transfer

Reset Controller

Save Controller NVSRAM

Save Drive Channel Fault Isolation Diagnostic Status

Set Controller

Set Controller Service Action Allowed Indicator

Set Drive Channel Status

Set Host Channel

Show Cache Backup Device Diagnostic Status

Show Cache Memory Diagnostic Status

Show Controller
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Show Controller Diagnostic Status

Show Controller NVSRAM

Show Drive Channel Statistics

Show Host Interface Card Diagnostic Status

Start Cache Backup Device Diagnostic

Start Cache Memory Diagnostic

Start Controller Diagnostic

Start Controller Trace

Start Drive Channel Fault Isolation Diagnostics

Start Drive Channel Locate

Start Host Interface Card Diagnostic

Start iSCSI DHCP Refresh

Stop Cache Backup Device Diagnostic

Stop Cache Memory Diagnostic

Stop Controller Diagnostic

Stop Drive Channel Fault Isolation Diagnostics

Stop Drive Channel Locate

Stop Host Interface Card Diagnostic

Controller Health Image Commands

Save Storage Array Controller Health Image

Show Storage Array Controller Health Image

Start Storage Array Controller Health Image

Database Commands

Clear Storage Array Configuration

Clear Storage Array Recovery Mode
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Save Storage Array DBM Database

Save Storage Array DBM Validator Information File

Show Storage Array DBM Database

Start Storage Array Configuration Database Diagnostic

Stop Storage Array Configuration Database Diagnostic

Disk Pool Commands

Create Disk Pool

Delete Disk Pool

Reduce Disk Pool Capacity

Set Disk Pool

Set Disk Pool (Modify Disk Pool)

Show Disk Pool

Start Disk Pool Locate

Stop Disk Pool Locate

Drive Commands

Download Drive Firmware

Replace Drive

Revive Drive

Save Drive Channel Fault Isolation Diagnostic Status

Save Drive Log

Set Drive Hot Spare

Set Drive Service Action Allowed Indicator

Set Drive State

Set Foreign Drive to Native

Show Drive

Show Drive Download Progress
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Show Drive Performance Statistics

Start Drive Channel Fault Isolation Diagnostics

Start Drive Initialize

Start Drive Locate

Start Drive Reconstruction

Start Secure Drive Erase

Stop Drive Channel Fault Isolation Diagnostics

Stop Drive Locate

Event Alert Commands

Set Event Alert Filtering

Show Blocked Events

Feature Management Commands

Enable Storage Array Feature

Disable Storage Array Feature

Show Storage Array

Host Topology Commands
Create Host

Create Host Group

Create Host Port

Delete Host

Delete Host Group

Delete Host Port

Set Host

Set Host Channel

Set Host Group
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Set Host Port

Show Host Ports

Show Storage Array Host Topology

Input Output Controller (I0C) Core Dump Commands

Save Input Output Controller (IOC) Dump

Start Input Output Controller (IOC) Dump

Internet Storage Name Service (iISNS) Commands

Set Storage Array

Set Storage Array iSNS Registration

Set Storage Array iSNS Server IPv6 Address

Set Storage Array iSNS Server Listening Port

Set Storage Array iSNS Server Refresh

Start Storage Array iSNS Server Refresh

iSCSI Commands

Activate iSCSI Initiator

Create iSCSI Initiator

Delete iSCSI Initiator

Diagnose Controller iSCSI Host Cable

Reset Storage Array iSCSI Baseline

Save Storage Array iSCSI Statistics

Set iSCSI Initiator

Set iISCSI Target Properties

Show Current iSCSI Sessions

Show Storage Array Negotiation Defaults

Show Storage Array Unconfigured iSCSI Initiators
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Start iSCSI DHCP Refresh

Stop Storage Array iSCSI Session

iSCSI Extension for RDMA (iSER) Commands

Reset Storage Array iSER Baseline

Save Storage Array iSER Statistics

Set iSER Target

Repository Volume Analysis Commands

Check Repository Consistency

Session Command

Set Session

Snapshot (Legacy) Commands

Create Snapshot (Legacy) Volume

Delete Snapshot (Legacy) Volume

Disable Snapshot (Legacy)

Re-create Snapshot (Legacy)

Resume Snapshot (Legacy) Rollback

Set Snapshot (Legacy) Volume

Start Snapshot (Legacy) Rollback

Stop Snapshot (Legacy)

Stop Snapshot (Legacy) Rollback

Snapshot Group Commands

Convert Snapshot (Legacy) Volume to Snapshot Group
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Create Snapshot Group

Revive Snapshot Group

Set Snapshot Group Attributes

Set Snapshot Group Media Scan

Set Snapshot Group Repository Volume Capacity

Set Snapshot Group Schedule

Set SSD Cache for a Volume

Show Snapshot Group

Stop Snapshot Group Pending Snapshot Images

Snapshot Image Commands

Create Snapshot Image

Delete Snapshot Image

Resume Snapshot Image Rollback

Show Snapshot Image

Start Snapshot Image Rollback

Stop Snapshot Image Rollback

Snapshot Volume Commands

Create Read-Only Snapshot Volume

Create Snapshot Volume

Delete Snapshot Volume

Rename Snapshot Volume

Resume Snapshot Volume

Revive Snapshot Volume

Set Read-Only Snapshot Volume to Read/Write Volume

Set Snapshot Volume Media Scan

Set Snapshot Volume Repository Volume Capacity
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Set SSD Cache for a Volume

Show Snapshot Volumes

SSD Cache Commands

Add Drives to SSD Cache

Change SSD Cache Application Type

Create SSD Cache

Delete SSD Cache

Remove Drives from SSD Cache

Rename SSD Cache

Resume SSD Cache

Set SSD Cache for a Volume

Show SSD Cache

Start SSD Cache Locate

Start SSD Cache Performance Modeling

Stop SSD Cache Locate

Stop SSD Cache Performance Modeling

Suspend SSD Cache

Storage Array Commands

Activate Storage Array Firmware

Autoconfigure Storage Array

Autoconfigure Storage Array Hot Spares

Clear Storage Array Configuration

Clear Storage Array Event Log

Clear Storage Array Firmware Pending Area

Create Storage Array Security Key

Disable External Security Key Management
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Disable Storage Array Feature

Download Storage Array Drive Firmware

Download Storage Array Firmware/NVSRAM

Download Storage Array NVSRAM

Enable External Security Key Management

Enable Storage Array Feature

Export Storage Array Security Key

Import Storage Array Security Key

Load Storage Array DBM Database"

Re-create External Security Key

Reset Storage Array Battery Install Date

Reset Storage Array Diagnostic Data

Reset Storage Array Infiniband Statistics Baseline

Reset Storage Array iSCSI Baseline

Reset Storage Array RLS Baseline

Reset Storage Array SAS PHY Baseline

Reset Storage Array SOC Baseline

Reset Storage Array Volume Distribution

Save Storage Array Configuration

Save Storage Array DBM Database

Save Storage Array DBM Validator Information File

Save Storage Array Diagnostic Data

Save Storage Array Events

Save Storage Array Firmware Inventory

Save Storage Array InfiniBand Statistics

Save Storage Array iSCSI Statistics

Save Storage Array Performance Statistics

Save Storage Array RLS Counts

Save Storage Array SAS PHY Counts
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Save Storage Array SOC Counts

Save Storage Array State Capture

Save Storage Array Support Data

Set Storage Array

Set Storage Array ICMP Response

Set Storage Array iSNS Server IPv4 Address

Set Storage Array iSNS Server IPv6 Address

Set Storage Array iSNS Server Listening Port

Set Storage Array iSNS Server Refresh

Set Storage Array Learn Cycle

Set Storage Array Redundancy Mode

Set Storage Array Security Key

Set Storage Array Time

Set Storage Array Tray Positions

Show Storage Array

Show Storage Array Auto Configuration

Show Storage Array Host Topology

Show Storage Array LUN Mappings

Show Storage Array Negotiation Defaults

Show Storage Array Power Information

Show Storage Array Unreadable Sectors

Show Storage Array Unconfigured iSCSI Initiators

Start Secure Drive Erase

Start Storage Array Configuration Database Diagnostic

Start Storage Array iSNS Server Refresh

Start Storage Array Locate

Stop Storage Array Configuration Database Diagnostic

Stop Storage Array Drive Firmware Download

Stop Storage Array iSCSI Session
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Stop Storage Array Locate

Validate Storage Array Security Key

Support Bundle Collection Commands

Configure Automatic Support Bundle Collection

Display Automatic Support Bundle Collection Configuration

Schedule Automatic Support Bundle Collection Configuration

Synchronous Mirroring Commands

Activate Synchronous Mirroring

Check Synchronous Mirroring Status

Create Synchronous Mirroring

Deactivate Synchronous Mirroring

Diagnose Synchronous Mirroring

Re-create Synchronous Mirroring Repository Volume

Remove Synchronous Mirroring

Resume Synchronous Mirroring

Set Synchronous Mirroring

Show Synchronous Mirroring Volume Candidates

Show Synchronous Mirroring Volume Synchronization Progress

Start Synchronous Mirroring Synchronization

Suspend Synchronous Mirroring

Tray Commands

Download Tray Configuration Settings

Save Tray Log

Set Drawer Service Action Allowed Indicator

Set Tray Identification
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Set Tray Service Action Allowed Indicator

Start Tray Locate

Stop Tray Locate

Uncategorized Commands

Show String

Volume Commands

Check Volume Parity

Clear Volume Reservations

Clear Volume Unreadable Sectors

Create RAID Volume (Automatic Drive Select)

Create RAID Volume (Free Extent Based Select)

Create RAID Volume (Manual Drive Select)

Delete Volume

Remove Volume LUN Mapping

Repair Volume Parity

Set SSD Cache for a Volume

Set Volume Attributes for a Volume in a VVolume Group

Show Volume

Show Volume Action Progress

Show Volume Performance Statistics

Show Volume Reservations

Start Volume Initialization

Volume Commands for Disk Pools

Create Volume in Disk Pool

Delete Volume from Disk Pool
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Initialize Thin Volume

Set Volume Attributes for a Volume in a Disk Pool

Set Thin Volume Attributes

Set Volume Mapping

Show Thin Volume

Volume Copy Commands

Create Volume Copy

Recopy Volume Copy

Remove Volume Copy

Set Volume Copy

Show Volume Copy

Show Volume Copy Source Candidates

Show Volume Copy Target Candidates

Stop Volume Copy

Volume Group Commands

Create Volume Group

Delete Volume Group

Enable Volume Group Security

Revive Volume Group

Set Volume Group

Set Volume Group Forced State

Show Volume Group

Show Volume Group Export Dependencies

Show Volume Group Import Dependencies

Start Volume Group Defragment

Start Volume Group Export
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Start Volume Group Import

Start Volume Group Locate

Stop Volume Group Locate

Commands Listed Alphabetically

Activate Asynchronous Mirroring

This command activates the Asynchronous Mirroring premium feature. After you activate the Asynchronous Mirroring
premium feature, you must set up an asynchronous mirror group and an asynchronous mirrored pair.

Syntax

activate storageArray feature=asyncRenoteM rror

Parameters

None.

Minimum Firmware Level

7.84

Activate iSCSI Initiator

This command activates an inactive iSCSI initiator that was created when the Host Context Agent (HCA) registered
the iSCSI initiator to a host.

Syntax

activate iscsilnitiator "iscsilD'

Parameter
Parameter Description
iscsilnitiator The name of the iISCSI initiator. Enclose the name in double quotation marks
(" ll).

Minimum Firmware Level

7.50
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Activate Storage Array Firmware

This command activates firmware that you have previously downloaded to the pending configuration area on the
controllers in the storage array.

Syntax

activate storageArray firmare
[ heal t hCheckMel Overri de=(TRUE | FALSE)]

Parameter
Parameter Description
heal t hCheckMel Overri de The setting to override the results of the health check of the major event

log (MEL). MEL validation still occurs; it is not bypassed. If the MEL
check fails, you can bypass the failure by using this parameter when
running the command.

Before any activation, the controller checks the event log to determine
if an event has occurred that might prevent the new controller firmware
from successfully activating. If such an event has occurred, the
controller will normally not activate new firmware.

This parameter forces the controller to activate new firmware. The
default value is FALSE. Set this value to TRUE if you want to force the
controller to activate new controller firmware.

Minimum Firmware Level
6.10

8.10 adds the heal t hCheckMel Over ri de parameter.

Activate Synchronous Mirroring

This command creates the mirror repository volume and activates the Synchronous Mirroring premium feature. When
you use this command, you can define the mirror repository volume in one of three ways:

m User-defined drives
s User-defined volume group
m User-defined number of drives

If you choose to define a number of drives, the controller firmware chooses which drives to use for the mirror
repository volume.

NOTE In previous versions of this command the feature identifier was r enot eM r r or . This feature identifier is no
longer valid and is replaced by syncM rr or .

Syntax (User-Defined Drives)

activate storageArray feature=syncMrror

repositoryRAIDLevel =(0 |1 | 3| 5| 6)

repositorybDrives=(trayl D1, drawer|D1,slotI D1 ... traylDn,drawerlDn, sl otl Dn)
[ repositoryVol uneG oupUser Label =" vol umeG oupNanme" ]
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[trayLossProtect=( TRUE | FALSE)]
[ drawer LossProtect =( TRUE | FALSE)]
[ dat aAssur ance=(none | enabl ed)]

Syntax (User-Defined Volume Group)

activate storageArray feature=syncMrror
reposit or yVol umeG oup=vol uneG oupNane
[freeCapaci t yArea=freeCapaci t yl ndexNunber]

Syntax (User-Defined Number of Drives)

activate storageArray feature=syncMrror
repositoryRAIDLevel=(1 | 3| 5| 6)

repositoryDri veCount =nunber Of Dri ves

[ reposi toryVol uneG oupUser Label =" vol umeG oupNane" ]
[trayLossProtect=( TRUE | FALSE)]

[ drawer LossProtect =( TRUE | FALSE)]

[ dat aAssur ance=(none | enabl ed)]

Parameter Description

r eposi t or yRAI DLevel The RAID level for the mirror repository volume. Valid values
are0,1, 3,5, or6.

repositoryDrives The drives for the mirror repository volume. For high-capacity

drive trays, specify the tray ID value, the drawer ID value, and
the slot ID value for each drive that you assign to the mirror
repository volume. For low-capacity drive trays, specify the
tray ID value and the slot ID value for each drive that you
assign to the mirror repository volume. Tray ID values are 0
to 99. Drawer ID values are 1 to 5. Slot ID values are 1 to 32.
Enclose the tray ID values, the drawer ID values, and the slot
ID values in parentheses.

reposi t or yVol umeG oupUser Label The name that you want to give the new volume group in
which the mirror repository volume will be located. Enclose the
volume group name in double quotation marks (" ").

r eposi t or yVol umeG oup The name of the mirror repository volume group where the
mirror repository volume is located. (To determine the names
of the volume groups in your storage array, run the show
storageArray profilecommand.)

freeCapacit yArea The index number of the free space in an existing volume
group that you want to use to create the mirror repository
volume. Free capacity is defined as the free capacity between
existing volumes in a volume group. For example, a volume
group might have the following areas: volume 1, free capacity,
volume 2, free capacity, volume 3, free capacity. To use the
free capacity following volume 2, you would specify:

freeCapaci t yArea=2

Run the show vol umeGr oup command to determine if a free
capacity area exists.

reposi toryDri veCount The number of unassigned drives that you want to use for the
mirror repository volume.
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Parameter Description

trayLossProt ect The setting to enforce tray loss protection when you create the
mirror repository volume. To enforce tray loss protection, set
this parameter to TRUE. The default value is FALSE.

dr awer LossPr ot ect The setting to enforce drawer loss protection when you
create the mirror repository volume. To enforce drawer loss
protection, set this parameter to TRUE. The default value is
FALSE.

dat aAssur ance The setting to specify that a volume group, and the volumes
within the volume group, has data assurance protection to
make sure that the data maintains its integrity. When you
use this parameter, only protected drives can be used for the
volume group. These settings are valid:

= none — The volume group does not have data assurance
protection.

= enabl ed — The volume group has data assurance
protection. The volume group supports protected
information and is formatted with protection information
enabled.

Notes

The r eposi t oryDri ves parameter supports both high-capacity drive trays and low-capacity drive trays. A high-
capacity drive tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the
drives. A low-capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier
(ID) of the drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray,
you need only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive
tray, an alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the
drawer to 0, and specify the ID of the slot in which a drive resides.

If the drives that you select for the r eposi t or yDr i ves parameter are not compatible with other parameters (such
as the reposi t or yRAI DLevel parameter), the script command returns an error, and Synchronous Mirroring is not
activated. The error returns the amount of space that is needed for the mirror repository volume. You can then re-
enter the command, and specify the appropriate amount of space.

If you enter a value for the repository storage space that is too small for the mirror repository volumes, the controller
firmware returns an error message that provides the amount of space that is needed for the mirror repository volumes.
The command does not try to activate Synchronous Mirroring. You can re-enter the command by using the value from
the error message for the repository storage space value.

When you assign the drives, if you set the t rayLossPr ot ect parameter to TRUE and have selected more than one
drive from any one tray, the storage array returns an error. If you set the t r ayLossPr ot ect parameter to FALSE, the
storage array performs operations, but the volume group that you create might not have tray loss protection.

When the controller firmware assigns the drives, if you set the t r ayLossPr ot ect parameter to TRUE, the storage
array returns an error if the controller firmware cannot provide drives that result in the new volume group having tray
loss protection. If you set the t rayLossPr ot ect parameter to FALSE, the storage array performs the operation even
if it means that the volume group might not have tray loss protection.

The dr awer LossPr ot ect parameter determines whether data on a volume is accessible if a drawer fails. When you
assign the drives, if you set the dr awer LossPr ot ect parameter to TRUE and select more than one drive from any
one drawer, the storage array returns an error. If you set the dr awer LossPr ot ect parameter to FALSE, the storage
array performs operations, but the volume group that you create might not have drawer loss protection.
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You must set the t rayLossPr ot ect parameter and the dr awer LossPr ot ect parameter to the same
value. Both of the parameters must be either TRUE or FALSE. If the t r ayLossPr ot ect parameter and the
dr awer LossPr ot ect parameter are set to different values, the storage array returns an error.

Minimum Firmware Level

6.10

7.10 adds RAID Level 6 capability.

7.60 adds the dr awer | Duser input, the dri veMedi aType parameter, and the dr awer LossPr ot ect parameter.
7.75 adds the dat aAssur ance parameter.

8.10 removes the dri veMedi aType parameter.

Add Drives to SSD Cache

Use this command to increase the capacity of an existing SSD cache by adding additional solid state disks (SSDs).

Syntax
set ssdCache [ssdCacheNane]
addDri ves=(trayl D1, drawerI D1,slotI Dl ... trayl Dn,drawerl Dn, sl otl Dn)
Parameter
Parameter Description
ssdCache The name of the SSD cache to which you want to add SSDs. Enclose the

name in square brackets ([ ]). If the SSD cache name contains special
characters or consists only of numbers, you must enclose the name in double
quotation marks (" ") inside square brackets.

addDri ves The drives that you want to add to the SSD cache. For high-capacity drive
trays, specify the tray ID value, the drawer ID value, and the slot ID value for
each SSD that you want to add. For low-capacity drive trays, specify the tray
ID value and the slot ID value for each SSD that you want to add. Tray ID
values are 0 to 99. Drawer ID values are 1 to 5. Slot ID values are 1 to 32.
Enclose the tray ID values, the drawer ID values, and the slot ID values in
parentheses.

Notes

The SSD cache can contain any number of SSDs. The maximum size of the SSD cache is 5 TB, but might be less
depending on the size of the controller’s primary cache.

Minimum Firmware Level

7.84
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Add Member to Consistency Group

This command adds a new base volume as a member to an existing consistency group. You can specify an existing
existing repository volume for the new consistency group member, or create a new repository volume. When you
create a new repository volume, you identify an existing volume group or an existing disk pool where you want the
repository volume.

Syntax for Use With an Existing Repository Volume

set consi stencyGroup ["consistencyG oupNane"]
addCGvenber Vol uneVol urer eposi t or yVol ume

Syntax for Use When Creating a New Repository Volume in a Volume Group

set consi stencyG oup ["consistencyG oupName"]
addCGvenber Vol une="baseVol uneNane"
reposi t or yVol ume=("vol uneG oupName" capacity=capacityVal ue( KB| MB| GB| TB| byt es))

Syntax for Use When Creating a New Repository Volume in a Disk Pool

set consi stencyGroup ["consistencyG oupNanme"]
addCGvenber Vol une="baseVol uneNane"
reposi t oryVol unme=("di skPool Nanme" capacity=capacityVal ue( KB| MB| GB| TB| byt es))

Parameters

Parameter Description

consi stencyG oup The name of the consistency group to which you want to add a new
member volume. The new member volume is the base volume for
snapshot operations. Enclose the consistency group name in double
quotation marks (" ") inside square brackets ([ ]).

addCGvenber Vol une The name of a base volume that you want to add. Enclose the volume
name in double quotation marks (" ").

If the specified volume is an existing repository volume or an existing
snapshot volume, the command fails.

r eposi t oryVol ume This parameter performs two functions:

m In an existing consistency group that has a repository volume, this
parameter identifies the repository volume.

s When creating a new repository volume this parameter identifies either
a volume group or disk pool in which to create the new repository
volume.

Enclose the volume name in double quotation marks (" ").

capacity The size of a new repository volume in either a volume group or a disk
pool. Size is defined in units of bytes, KB, MB, GB, or TB.

Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

A consistency group is a collection of base volumes that are the source volumes for snapshots. You collect the base

volumes in a consistency group so that you can perform the same snapshot operations on each of the base volumes.
In the context of this command, the term member means a base volume for snapshot operations. You can manipulate
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snapshot images associated with members of a consistency group through batch-style operations, while maintaining
consistency across the snapshot images.

Each member volume must have a corresponding repository volume. You can define the relationship between the
member volume and the repository volume using the r eposi t or yVol une parameter. The r eposi t or yVol une
parameter can perform one of these actions:

= Identify an existing repository volume that is connected to the consistency group.

= Identify either a volume group or a disk pool in which you want to create a new repository volume.

Adding a member to a consistency group with an existing repository has two purposes:

= You can create an entirely new repository volume by running the command without the r eposi t or yVol une
parameter. When you run the command without the r eposi t or yVol unme parameter, the command creates a
new repository volume in the volume group or disk pool in which all the other repository volumes are stored. An
example of this command usage is:

set consistencyGoup ["First_|nmages"] addCGvenber Vol une="Data 020212"

= You can reuse an existing repository volume if that repository volume is empty and is not related to another
member volume. You might want to do this if you want to maintain a particular sequence or relationship for the
repository volumes. To reuse an existing, empty repository volume you need to know the name of the repository
volume. To determine the name of the repository volume use the show al | Vol unes sumrary command. All
repository volume names have the form r epos_ XXXX where XXXX is a unique identifier generated by the storage
management software. An example of this command usage is:

set consistencyGoup ["First_|nages"] addCGvenber Vol ume="Data 020212"
reposi t oryVol ume="r epos_0011"

You can place the repository volume in a volume group or a disk pool of your choosing. You are not required to have
the repository volume in the same location as other repository volumes. To place the repository volume in a volume
group or a disk pool of your choice, use the r eposi t or yVol une parameter and identify the volume group or the disk
pool and a size for the repository volume. An example of this command usage is:

set consistencyGroup ["First_|Inages"] addCGvenber Vol une="Data_020212"
repositoryVol ume=("12" capcity=2 GB)

In this example, "12" is the name of an existing volume group or an existing disk pool. The capacity parameter defines
the size that you want for the repository volume group.

When you create a new repository volume in either a volume group or a disk pool, you must include parentheses
around the volume group name and capacity, or the disk pool name and capacity.

Minimum Firmware Level

7.83

Add Volume to Asynchronous Mirror Group

This command adds a primary volume to an asynchronous mirror group. This command is valid only on the local
storage array that contains the asynchronous mirror group to which you want to add the primary volume. An
asynchronous mirror group has a repository volume that is used to save data for all of the point-in-time images
that are part of the asynchronous mirror group. Each primary volume in the asynchronous mirror group has a
corresponding mirror volume on a remote storage array.

CLI and Script Commands for Version 11.20 - 47



Syntax

add vol ume="vol unreNane" asyncM rror G oup="asyncM rr or G oupNane"
r enot ePasswor d="passwor d"

(repositoryVol une="repos_xxxx" |

reposi t or yVol ume=(vol umeG oupNane [ capaci ty=capacityVal ue])
reposi t or yVol ume=( di skPool Nane [ capacity=capacityVal ue]))

Parameter

Parameter Description

vol unme The name of the primary volume that you want to add to the
asynchronous mirror group. Enclose the volume name in
double quotation marks (" ").

asyncM rror G oup The name of the asynchronous mirror group that will contain
the primary volume that you want to add. Enclose the
asynchronous mirror group name in double quotation marks
(Il ll).

r enot ePassword This parameter is optional. Use this parameter when the remote
storage array is password protected. Enclose the password in
double quotation marks (" ").
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Parameter Description

reposi t or yVol une The name of the repository volume that will contain the
changed data from the primary volume.

You have two options for defining the name of a repository
volume:

s Use an existing repository volume: name.

s Create a new repository volume when you run this
command.

The name of an existing repository volume is comprised of two
parts:

m The term repos

m A four digit numerical identifier that the storage management
software assigns to the repository volume name

Enclose the name of the existing repository volume in double
quotation marks (" ").

If you want to create a new repository volume when you run
this command you must enter the name of either a a volume
group or a disk pool in which you want the repository volume.
Optionally, you also can define the capacity of the repository
volume. If you want to define the capacity you can use these
values:

= An integer value that represents a percentage of the base
volume capacity

m A decimal fraction value that represents a percentage of the
base volume capacity

m A specific size for the repository volume. Size is defined in
units of byt es, KB, MB, GB, or TB.

If you do not define the capacity, the storage management
software sets the capacity to 20 percent of the primary volume
capacity.

The storage management software creates the repository
volume and links the repository volume to the primary volume.

Notes

m The Asynchronous Mirroring premium feature must be enabled and activated on the local and remote storage
arrays that will be used for mirror activities.

= The local and remote storage arrays must be connected through a proper Fibre Channel fabric or iSCSI interface.

s The remote storage array must have a volume that has a capacity that is greater than or equal to the capacity of
the primary volume on the local storage array. The volume on the remote storage array will be used as the mirror
volume.

Minimum Firmware Level

7.84

CLI and Script Commands for Version 11.20 - 49



Autoconfigure Storage Array

This command automatically configures a storage array. Before you enter the aut oConfi gur e st orageArray

command, run the show st or ageArray aut oConfi gurati on command. The show st or ageArr ay

aut oConfi gur ati on command returns

configuration information in the form of a list of valid drive types,

RAID levels, volume information, and hot spare information. (This list corresponds to the parameters for the
aut oConfi gure storageArray command.) The controllers audit the storage array and then determine the

highest RAID level that the storage array can support and the most efficient volume definition for the RAID level. If the
configuration that is described by the returned list is acceptable, you can enter the aut oConf i gure st orageArray
command without any parameters. If you want to modify the configuration, you can change the parameters to meet
your configuration requirements. You can change a single parameter or all of the parameters. After you enter the

aut oConfi gure storageArray command, the controllers set up the storage array by using either the default

parameters or those you selected.

Syntax

aut oConfi gure storageArray

[driveType=(fibre | SATA | SAS)]

[driveMedi aType=(hdd | ssd | al
[raidLevel=(0 ] 1| 3] 5| 6)]

| Media | unknown)]

[ vol uneG oupW dt h=number O Dri ves]

[ vol uneG oupCount =nunmber O Vol uneGr oups]

[ vol unesPer Gr oupCount =nunber O Vol unesPer Gr oup]
[ hot Spar eCount =nunber Of Hot Spar es]

[ segrment Si ze=segnent Si zeVal ue]

[ cacheReadPr ef et ch=( TRUE | FALSE)]
[readAheadMul tiplier=multiplierValue]

[securityType=(none | capable |

enabl ed) ]

[ dat aAssurance=(none | enabl ed)]

Parameters
Parameter Description
driveType The type of drives that you want to use for the storage array.

You must use this parameter when you have more than one type of
drive in your storage array.

Valid drive types are :
s fibre
= SATA

s SAS
If you do not specify a drive type, the command defaults to fi bre.

dri veMedi aType

The type of drive media that you want to use for the storage array.

You must use this parameter when you have more than one type of
drive media in your storage array.

Valid drive media are :
= hdd — Use this option when you have hard drives.
= Ssd — Use this option when you have solid state disks.

m unknown — Use if you are not sure what types of drive media
are in the drive tray.

The default value is hdd.
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Parameter

Description

rai dLevel

The RAID level of the volume group that contains the drives in the
storage array. Valid RAID levels are 0, 1, 3, 5, or 6.

vol umeG oupW dt h

The number of drives in a volume group in the storage array.

vol umeG oupCount

The number of volume groups in the storage array. Use integer
values.

vol umesPer Gr oupCount

The number of equal-capacity volumes per volume group. Use
integer values.

hot Spar eCount

The number of hot spares that you want in the storage array. Use
integer values.

segnment Si ze

The amount of data (in KB) that the controller writes on a single
drive in a volume before writing data on the next drive. Valid values
are 8, 16, 32, 64, 128, 256, or 512.

cacheReadPr ef et ch

The setting to turn on or turn off cache read prefetch. To turn off
cache read prefetch, set this parameter to FALSE. To turn on cache
read prefetch, set this parameter to TRUE.

readAheadMul ti pli er

This parameter defines how many additional data blocks are read
into cache. Valid values range from 0 to 65535.

NOTE This parameter is deprecated and will be removed in
a future release of storage management software. For best
operation use the cacheReadPr ef et ch parameter.

securityType

The setting to specify the security level when creating the volume
groups and all associated volumes. These settings are valid:

m none — The volume group and volumes are not secure.

m capabl e — The volume group and volumes are capable of
having security set, but security has not been enabled.

s enabl ed — The volume group and volumes have security
enabled.

dat aAssur ance

The setting to specify that a volume group, and the volumes within
the volume group, has data assurance protection to make sure that
the data maintains its integrity. When you use this parameter, only
protected drives can be used for the volume group. These settings
are valid:

m none — No explicit data assurance is defined. The volume group
will be comprised of volumes that may or may not have data
assurance, depending on the availability of data assurance
enabled drives. Data Assurance is enabled on volumes created
on volume groups that support data assurance. If only data
assurance drives are available, the volume groups will be data
assurance enabled.

= enabl ed — The volume group has data assurance protection.
The volume group supports protected information and is
formatted with protection information enabled.
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Notes
Drives and Volume Group

A volume group is a set of drives that are logically grouped together by the controllers in the storage array. The
number of drives in a volume group is a limitation of the RAID level and the controller firmware. When you create a
volume group, follow these guidelines:

= You can create an empty volume group so that you can reserve the capacity for later use.
= You cannot mix drive types, such as SAS, SATA and Fibre Channel, within a single volume group.
= The maximum number of drives in a volume group depends on these conditions:
- The type of controller
- The RAID level
= RAID levels include: 0, 1, 10, 3, 5, and 6.
- A volume group with RAID level 3, RAID level 5, or RAID level 6 cannot have more than 30 drives.
- A volume group with RAID level 6 must have a minimum of five drives.

- If a volume group with RAID level 1 has four or more drives, the storage management software automatically
converts the volume group to a RAID level 10, which is RAID level 1 + RAID level 0.

= If a volume group contains drives that have different capacities, the overall capacity of the volume group is based
on the smallest capacity drive.

m To enable tray loss protection, you must create a volume group that uses drives located in at least three drive
trays.

Hot Spares

Hot spare drives can replace any failed drive in the storage array. The hot spare must be the same type of drive as
the drive that failed (that is, a SAS hot spare cannot replace a Fibre Channel drive). A hot spare must have capacity
greater than or equal to any drive that can fail. If a hot spare is smaller than a failed drive, you cannot use the hot
spare to rebuild the data from the failed drive. Hot spares are available only for RAID level 1, RAID level 3, RAID level
5, or RAID level 6.

Segment Size

The size of a segment determines how many data blocks that the controller writes on a single drive in a volume before
writing data on the next drive. Each data block stores 512 bytes of data. A data block is the smallest unit of storage.
The size of a segment determines how many data blocks that it contains. For example, an 8-KB segment holds 16
data blocks. A 64-KB segment holds 128 data blocks.

When you enter a value for the segment size, the value is checked against the supported values that are provided by
the controller at run time. If the value that you entered is not valid, the controller returns a list of valid values. Using a
single drive for a single request leaves other drives available to simultaneously service other requests.

If the volume is in an environment where a single user is transferring large units of data (such as multimedia),
performance is maximized when a single data transfer request is serviced with a single data stripe. (A data stripe
is the segment size that is multiplied by the number of drives in the volume group that are used for data transfers.)
In this case, multiple drives are used for the same request, but each drive is accessed only once. For optimal
performance in a multiuser database or file system storage environment, set your segment size to minimize the
number of drives that are required to satisfy a data transfer request.
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Cache Read Prefetch

Cache read prefetch lets the controller copy additional data blocks into cache while the controller reads and copies
data blocks that are requested by the host from the drive into cache. This action increases the chance that a future
request for data can be fulfilled from cache. Cache read prefetch is important for multimedia applications that use
sequential data transfers. The configuration settings for the storage array that you use determine the number of
additional data blocks that the controller reads into cache. Valid values for the cacheReadPr ef et ch parameter are
TRUE or FALSE.

Security Type
The securit yType parameter is valid for drives that are capable of full disk encryption (FDE). With FDE, the
controller firmware can create a key and activate the Drive Security feature. The Drive Security feature encrypts data

as the data is written to the drive and decrypts the data as the data is read from the drive. Without the key created by
the controller, the data written to the drive is inaccessible.

Before you can set the securi t yType parameter to capabl e or enabl ed, you must create a storage array security

key. Use the creat e storageArray securityKey command to create a storage array security key. These
commands are related to the security key:

m Create storageArray securityKey

m set storageArray securityKey

m inport storageArray securityKey

= export storageArray securityKey

m start secureErase (drive | drives)

= enabl e vol uneG oup [vol uneG oupNane] security

Minimum Firmware Level

6.10

7.10 adds RAID level 6 capability and removes hot spare limits.
7.50 adds the securi t yType parameter.

7.75 adds the dat aAssur ance parameter.

Autoconfigure Storage Array Hot Spares

This command automatically defines and configures the hot spares in a storage array. You can run this command at
any time. This command provides the best hot spare coverage for a storage array.

Syntax

aut oConfi gure storageArray hot Spares

Parameters

None.
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Notes
When you run the aut oconfi gure st orageArray hot Spar es command, the controller firmware determines the
number of hot spares to create based on the total number and type of drives in the storage array. For Fibre Channel

drives, SATA drives, and SAS drives, the controller firmware creates one hot spare for the storage array and one
additional hot spare for every 60 drives in the storage array.

Minimum Firmware Level

6.10

Cancel Asynchronous Mirror Group Role Reversal

This command cancels a pending role reversal operation between asynchronous mirror groups.
Syntax

stop asyncMrrorGoup [asyncM rror GoupNane] rol echange

Parameter
Parameter Description
asyncM rror G oup The name of the asynchronous mirror group for which or which

you want to cancel the pending role reversal operation. Enclose
the asynchronous mirror group name in square brackets ([ ]). If the
asynchronous mirror group name contains special characters or
consists only of numbers, you must enclose the name in double
quotation marks (" ") inside square brackets.

Minimum Firmware Level

7.84

Change SSD Cache Application Type
This command changes the application type associated with the SSD cache. The application type can be web server,
database, or multimedia. Changing the application type changes the block size, subblock size, populate on read
threshold, and populate on write threshold for the volumes underlying the SSD cache.

Syntax

set ssdCache [ssdCacheNane] usageH nt=(webServer| dat aBase|fil eSystem

Parameter
Parameter Description
ssdCache The name of the SSD cache for which you want to change the application

type. Enclose the SSD cache name in square brackets ([ ]). If the SSD cache
name contains special characters or consists only of numbers, you must
enclose the SSD cache name in double quotation marks (" ") inside square
brackets.
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Parameter Description

usageHi nt The values are based on the typical I/O usage pattern of the application
that is using the SSD cache. Valid values are webSer ver, dat aBase, or
fileSystem

Minimum Firmware Level

7.84

Check Asynchronous Mirror Group Consistency

The command produces a report based on analysis of the data in the repository. This command applies to an
asynchronous mirror group that has underlying repository volumes.

Syntax
check asyncM rror Group[ asyncM rror G oupNane]
reposi t oryConsi st ency | ocal Vol une=[ | ocal Vol uneNane" ]

file="fil ePath"

Parameters

Parameter Description

asyncM rror G oup The name of the asynchronous mirror group on which to run a
consistency check. Enclose the asynchronous mirror group name in
square brackets ([ ]). If the asynchronous mirror group name contains
special characters or consists only of numbers, you also must enclose
the name in double quotation marks (" ") inside square brackets.

r eposi t or yConsi st ency Specifies that the asynchronous mirror group is checked for
consistency.

| ocal Vol ure Specifies the name of a local volume that participates in the mirror
relationship. You can specify a local volume that is either the source
or the destination on a mirror relationship. If the local volume name
contains special characters or consists only of numbers, you also
must enclose the name in double quotation marks (" ") inside square
brackets.

file The file path and the file name to which you want to save the report
that results from the consistency check. Enclose the file name in
double quotation marks (" "). For example:

file="C \Program Fil es\CLI\I| ogs\repoConsi stency. txt
This parameter must appear last, after any of the optional parameters.

Notes

The report generated by this command is intended for use by Technical Support to analyze problems.

Minimum Firmware Level

7.83
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Check Repository Consistency

This command applies to a number of objects that have underlying repository volumes. The command produces a
report based on analysis of the data in the repository.

Syntax

check (snapG oup [snapG oupNane] repositoryConsistency |
snapVol ume [ snapVol unmeNane] repositoryConsistency |

vol une [vol umeNane] repositoryConsistency |

vol umeCopy target [targetNane] repositoryConsistency |
asyncM rror Goup [asyncM rror GroupNane]

reposit oryConsi st ency | ocal Vol une="1 ocal Vol uneNane" ]
file="filePath"

Parameters

Parameter Description

r eposi t oryConsi st ency Specifies that the snapshot group, snapshot volume, volume, or
asynchronous mirror group (depending on which is specified by the
corresponding parameter) is checked for consistency.

snapG oup The name of the snapshot group on which to run a consistency
check. Enclose the snapshot group name in square brackets

([ ]- If the snapshot group name contains special characters or
consists only of numbers, you also must enclose the name in double
quotation marks (" ") inside square brackets.

snhapVol ure The name of the snapshot volume on which to run a consistency
check. Enclose the snapshot volume name in square brackets

([ D- If the snapshot volume name contains special characters or
consists only of numbers, you also must enclose the name in double
quotation marks (" ") inside square brackets.

vol ume The name of the thin volume on which to run a consistency check.
Enclose the thin volume name in square brackets ([ ]). If the thin
volume name contains special characters or consists only of
numbers, you also must enclose the name in double quotation marks
(" ") inside square brackets.

vol umeCopy Specifies that the target of a volume copy relationship is checked for
consistency.

t ar get Use only in conjunction with the vol uneCopy parameter to specify
the name of the volume that is the target of the volume copy
relationship. If the volume name contains special characters or
consists only of numbers, you also must enclose the name in double
quotation marks (" ") inside square brackets.

asyncM rror G oup The name of the asynchronous mirror group on which to run a
consistency check. Enclose the asynchronous mirror group name

in square brackets ([ ]). If the asynchronous mirror group name
contains special characters or consists only of numbers, you also
must enclose the name in double quotation marks (" ") inside square
brackets.

| ocal Vol une Use only with the asyncM rr or G oup parameter to specify the
name of a local volume that participates in the mirror relationship.
You can specify a local volume that is either the source or the
destination on a mirror relationship. Enclose the local volume name
in double quotation marks (" ").
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Parameter Description

file The file path and the file name to which you want to save the report
that results from the consistency check. Enclose the file name in
double quotation marks (" "). For example:

file="C \ProgramFil es\CLI\I ogs
\repoConsi stency. t xt"

This parameter must appear last, after any of the optional
parameters.

Notes

The report generated by this command is intended for use by a Technical Support Representative to analyze
problems.

Minimum Firmware Level

7.83

Check Storage Array Connectivity

This command verifies that the local storage array and the remote storage array have a communication path and
displays the connection details between the local and remote storage array.

Before creating an asynchronous mirror group, you should check whether the local storage array and the remote
storage array can communicate with each other. When you execute this command, the system queries for the remote
storage array on all eligible host ports to determine what ports are connected to the remote storage array. The result
of the test is a list of all ports on the local storage array along with a list of the remote storage array port addresses
accessible through that port.

NOTE Connectivity is tested using all possible channels, and if it is a dual controller configuration, connectivity is
checked from each controller. It might take up to 20 minutes to check connectivity between two storage arrays.

Syntax

check storageArray connectivity
(renot eSt or ageAr r ayNanme="st or ageAr r ayNane" |
r enot eSt or ageAr r ayWn d=<wwl D>)

Parameters
Parameter Description
r enot eSt or ageAr r ayNane The name for the remote storage array for which you

are checking connectivity. Enclose the storage array
name in double quotation marks (" ").

r enot eSt or ageAr r ayNaneWu d The World Wide Identifier (WWID) of the storage array
for which you are checking connectivity. You can use
the WWID instead of the storage array name to identify
the storage array. Enclose the WWID in angle brackets
(<>).
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Notes

Before a mirror can be established between two storage arrays, they must be connected through a Fibre Channel
connection or an iISCSI connection.

Fibre Channel asynchronous mirroring must be activated on both storage arrays before they can communicate with
each other for mirroring or connectivity checking.

If the local storage array supports iSCSI, connectivity over iSCSI is checked. If the local storage array supports Fibre
Channel and mirroring over Fibre Channel has been activated, connectivity over Fibre Channel is checked. If the local
storage array does not support iISCSI or Fibre Channel, an error message is displayed and the operation aborted.

Minimum Firmware Level

7.84

Check Synchronous Mirroring Status

This command returns the status of a remote-mirror volume. Use this command to determine when the status of the
remote-mirror volume becomes Optimal.

Syntax

check syncMrror |ocal Vol une [vol uneNane] optinal Status timeout=ti nmeout Val ue

Parameters
Parameter Description
| ocal Vol ure The name of any remote-mirror volume. The remote-mirror volume can
be the primary volume or the secondary volume of a remote mirrored pair.
Enclose the volume name in square brackets ([ ]). If the volume name has
special characters, you must enclose the volume name in double quotation
marks (" ").
ti meout The time interval within which the software can return the remote-mirror
volume status. The timeout value is in minutes.
Notes

This command waits until the status becomes Optimal or the timeout interval expires. Use this command when you
run the Asynchronous Synchronous Mirroring utility.

For more information, see the topic "Asynchronous Synchronous Mirroring Utility."

Minimum Firmware Level

6.10

Check Volume Parity

This command checks a volume for parity and media errors and writes the results of the check to a file.
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Syntax

check vol unme [vol umeNane] parity
[parityErrorFile=filenane | nediaErrorFil e=fil enane]
[priority=(highest | high | nedium| low | |owest)]
[starti ngLBA=LBAval ue | endi ngLBA=LBAval ue] |
[verbose=(TRUE | FALSE)]

Parameters

Parameter Description

vol unme The name of the specific volume for which you want to check parity. Enclose
the volume name in square brackets ([ ]). If the volume name contains
special characters or consists only of numbers, you must enclose the
identifier in double quotation marks (" ") inside square brackets.

parityErrorFile The file path and the file name to which you want to save the parity error
information. Enclose the file name in double quotation marks (" "). For
example:

file="C \Program Fil es\CLI\Iogs\parerr.txt"

This command does not automatically append a file extension to the saved
file. You must specify a file extension when entering the file name.

nmedi aErrorFil e The file path and the file name to which you want to save the media error
information. Enclose the file name in double quotation marks (" "). For
example:

file="C \Program Fil es\CLI\Iogs\nederr.txt"

This command does not automatically append a file extension to the saved
file. You must specify a file extension when entering the file name.

priority The priority that the parity check has relative to host I/O activity. Valid values
are hi ghest , hi gh, nedi um | ow, or | owest .

starti ngLBA The starting logical block address. Use integer values.

endi ngLBA The ending logical block address. Use integer values.

ver bose The setting to capture progress details, such as percent complete, and to
show the information as the volume parity is being repaired. To capture
progress details, set this parameter to TRUE. To prevent capturing progress
details, set this parameter to FALSE.

Notes

The starting logical block address and the ending logical block address are useful for very large single-volume
LUNs. Running a volume parity check on a very large single volume LUN can take a long time. By defining the

beginning address and ending address of the data blocks, you can reduce the time that a volume parity check takes

to complete.

Minimum Firmware Level

6.10
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Clear Asynchronous Mirroring Fault

This command clears an asynchronous mirroring "sticky" fault from one or more asynchronous mirror groups and one

or more asynchronous mirror group member volumes.

An asynchronous mirror group and its member volumes can encounter asynchronous mirroring "sticky" faults, which
occur at a single point-in-time but do not impact the functionality of the mirrors. These type of faults must be reviewed,

but might not require any changes to the configuration.

An asynchronous mirror group and its member volumes might or can have more than one associated sticky fault. This
command clears all of the faults associated with the asynchronous mirror group and its member volume. However,

if an asynchronous mirror group has a fault and one of its member volumes has a fault, clearing the fault on the
asynchronous mirror group does not clear the fault on its member volume.

Syntax

clear asyncMrrorFault(all |

asyncM rrorGroup [asyncM rror GoupNane] |
asyncM rror Groups ["asyncM rror GroupNanel"

"asyncM rror GroupNanmeN'] |
vol unme [vol unmeNane] |

vol umes ["vol uneNanel" ... "vol umeNanmeN'])
Parameter
Parameter Description
al | Use this parameter if you want to clear all asynchronous

mirroring faults from all asynchronous mirror groups and on all
asynchronous mirror group member volumes.

asyncM rror G oup

The name of the asynchronous mirror group from which you
want to clear the asynchronous mirroring fault. Enclose the
asynchronous mirror group name in square brackets ([ ]). If the
asynchronous mirror group name contains special characters or
consists only of numbers, you must enclose the name in double
quotation marks (" ") inside square brackets.

asyncM rror G oups

The names of several asynchronous mirror groups from which
you want to clear the asynchronous mirroring fault. Enter the
names of the asynchronous mirror groups using these rules:

= Enclose all of the names in square brackets ([ ]).
= Enclose each of the names in double quotation marks (" ").

m Separate each of the names with a space.

vol urme

The name of the specific member volume (in an asynchronous
mirror group) from which you want to clear the asynchronous
mirroring fault. Enclose the member volume name in square
brackets ([ ]). If the volume name contains special characters or
consists only of numbers, you must enclose the name in double
quotation marks (" ") inside square brackets.
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Parameter Description

vol unmes The names of several member volumes (in an asynchronous
mirror group) from which you want to clear the asynchronous
mirroring fault. Enter the names of the member volumes using
these rules:

s Enclose all of the names in square brackets ([ ]).
s Enclose each of the names in double quotation marks (" ").

s Separate each of the names with a space.

Minimum Firmware Level

7.84

Clear Drive Channel Statistics
This command resets the statistics for all of the drive channels.
Syntax
clear allDriveChannels stats
Parameters
None.
Minimum Firmware Level

6.10

Clear Storage Array Configuration

Use this command to perform one of these operations:

m Clear the entire storage array configuration, and return it back to the initial installation state
m Clear the configuration except for security information and identification information

m Clear volume group configuration information and volume configuration information only

ATTENTION Possible damage to the storage array configuration — As soon as you run this command, the
existing storage array configuration is deleted.

Syntax

cl ear storageArray configuration (all | vol umeG oups)
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Parameters

Parameter Description

None If you do not enter a parameter, this command removes all configuration
information for the storage array, except for information related to security and
identification.

al | The setting to remove the entire configuration of the storage array, including

security information and identification information. Removing all configuration
information returns the storage array to its initial state.

vol umeGr oups

The setting to remove the volume configuration and the volume group
configuration. The rest of the configuration stays intact.

Notes

With this command you can clear the configuration of the storage array in a number of different ways. When you
clear the storage array for volume groups, Recovery mode automatically starts. In recovery mode, onboard (cache)
backups (if they exist on the platform) are retained. When the storage array is in recovery mode, you can, optionally,
restore the storage array configuration from a host-based backup file or from one of the onboard (cache) backups.

When you run this command, the storage array becomes unresponsive, and all script processing is canceled. You
must remove and re-add the storage array to resume communication with the host. To remove an unresponsive

storage array, use this SMcli wrapper command:

SMeli -X -n storageArrayNane

The Xis a unique SMcli terminal and must be uppercase.

To re-add the storage array, use this SMcli wrapper command:

SMeli -A -n storageArrayName

The Ais a unique SMcli terminal and must be uppercase.

Minimum Firmware Level

6.10

7.10 adds these parameters:

s all

s vol umeG oups

7.83 add the recovery mode capability.

Clear Storage Array Controller Health Image

NOTE With firmware version 8.20 the cor eDunpAl | owOver Wi t e parameter is deprecated and
will be removed in a future release of storage management software. For best operation use the
control | er Heal t hl mageAl | owOver Wi t e parameter.

This command sets a flag on a controller to allow a new controller health image to overwrite an existing controller

health image.
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Syntax

cl ear storageArray controllerHealt hl mageAl | owOverWite
Parameters

None.

Notes

When you retrieve a controller health image from the controller cache to a host, a flag is set on the controller to
indicate that the controller health image does not need to be retrieved. This setting persists for 48 hours. If a new
controller health image occurs during that period the new controller health image is saved to the controller cache and
overwrites any previous controller health image data in cache.

You can use the set storageArray controll erHeal t hl mageAl | ownOver Wit e command to set the controller

flag so that a new controller health image will overwrite any previous controller health image. Without retrieving a
controller health image, this command sets the flag as if you had.

Minimum Firmware Level
7.83

8.20 replaces the cor eDunpAl | owOver Wi t e parameter with the set st or ageArr ay
control | er Heal t hl mageAl | owOver Wi t e parameter.

Clear Storage Array Event Log

This command clears the Event Log in the storage array by deleting the data in the Event Log buffer.

ATTENTION Possible damage to the storage array configuration — As soon as you run this command, the
existing Event Log in the storage array is deleted.

Syntax

cl ear storageArray eventLog

Parameters

None.

Minimum Firmware Level

6.10

Clear Storage Array Firmware Pending Area

This command deletes a firmware image or NVSRAM values that you have previously downloaded from the pending
area buffer.
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ATTENTION Possible damage to the storage array configuration — As soon as you run this command, the
contents of the existing pending area in the storage array are deleted.

Syntax

cl ear storageArray firmnarePendi ngArea
Parameters

None.

Minimum Firmware Level

6.10

Clear Storage Array Recovery Mode
This command forces a storage array to exit recovery mode.
Syntax
cl ear storageArray recoveryhMde
Parameters
None.
Notes

Recovery mode is entered during start-of-day operations when the system configuration is cleared and a valid on
board backup is available. This mode is exited by either restoring the system configuration from a backup location, or
by clearing the existing on board backups. While recovery mode is in force, a needs attention condition is raised and
the Recovery Guru is available from the user interface. However, the system configuration is empty during recovery
mode.

Minimum Firmware Level

7.83

Clear Volume Reservations

This command clears persistent volume reservations.

Syntax

clear (allVolunes | volume [vol umreNane] |
vol unes ["vol unmeNanel" ... "volunmeNaneN']) reservations
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Parameters

Parameter Description

al | Vol unes The setting to clear persistent volume reservations on all of the volumes in
the storage array.

vol ume The name of a volume for which you are clearing persistent reservations.

Enclose the volume name in square brackets ([ ]). If the volume name
contains special characters or consists only of numbers, you must enclose
the name in double quotation marks (" ") inside square brackets.

vol unes The names of several volumes for which you are clearing persistent
reservations. Enter the names of the member volumes using these rules:

= Enclose all of the names in square brackets ([ ]).
= Enclose each of the names in double quotation marks (" ").

m Separate each of the names with a space.

Notes

You can use any combination of alphanumeric characters, hyphens, and underscores for the names. Names can have
a maximum of 30 characters.

Minimum Firmware Level

5.40

Clear Volume Unreadable Sectors

This command clears unreadable sector information from one or more volumes.

Syntax
clear (allVolunmes | volunme [vol umeNane] |
vol umes [ "vol umeNanmel” ... "vol uneNaneN']) unreadabl eSectors
Parameters
Parameter Description
al | Vol unes The setting to clear unreadable sector information from all of the volumes in

the storage array.

vol ume The name of a volume for which you are clearing unreadable sector
information. Enclose the volume name in square brackets ([ ]). If the volume
name contains special characters or consists only of numbers, you must
enclose the name in double quotation marks (" ") inside square brackets.

vol umes The names of several volumes for which you are unreadable sector
information. Enter the names of the member volumes using these rules:

s Enclose all of the names in square brackets ([ ]).

s Enclose each of the names in double quotation marks (" ").

m Separate each of the names with a space.
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Notes

You can use any combination of alphanumeric characters, hyphens, and underscores for the names. Names can have
a maximum of 30 characters.

Minimum Firmware Level

6.10

Configure Automatic Support Bundle Collection

NOTE This command is an SMcli command, not a script command. You must run this command from a command
line. You cannot run this command from the script editor in the storage management software

This command enables or disables the automatic collection of support bundles on one or more storage arrays when a
critical MEL event is detected.

Syntax

SMeli -supportBundl e auto (enabl e| di sabl e)
(all | storageArrayNamne)
[ dat a=fi | eNane]

Parameters
Parameter Description
enabl e Use this parameter to enable automatic collection of support bundles when a
critical MEL event is detected.
di sabl e Use this parameter to disable automatic collection of support bundles where
the feature was previously enabled.
al | Use this parameter to apply the command to all storage arrays detected from
the host.
st or ageArr ayNane Apply the command to the named storage array.
dat a The file path and the file name to which you want to save the support bundle
information.
Notes

If automatic support bundle collection is enabled on all storage arrays, storage arrays that are discovered later will
have their support bundles collected. If automatic support bundle is enabled for all storage arrays and later automatic
support bundle collection is disabled on one or more storage arrays, then storage arrays that are discovered later will
not have their support bundles collected.

Minimum Firmware Level

7.83

66 - CLI and Script Commands for Version 11.20



Convert Snapshot (Legacy) Volume to Snapshot Group

This command migrates from a snapshot (legacy) volume to a snapshot group, and converts from an existing
snapshot (legacy) repository volume to a snapshot image repository volume. A maximum of four snapshots (legacy)
can be converted to a snapshot group. The snapshots (legacy) must be in a Disabled state and must not be involved
in a volume copy operation. The base volume can have only four snapshots (legacy). If the base volume has more
than four snapshots (legacy), you must delete the extra snapshots (legacy) before running this command.

NOTE You must disable any snapshots (legacy) before attempting to convert from a snapshot (legacy) volume to a
snapshot group. Use the di sabl eSnapshot command to disable a snapshot (legacy).

Syntax

convert snapshot Vol une baseVol ume="baseVol uneNane"

Parameter
Parameter Description
baseVol unme The name of the base volume that has the snapshots (legacy) that you want
to convert into a snapshot group. Enclose the base volume name in double
quotation marks (" ").
Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

Minimum Firmware Level

7.83

Create Asynchronous Mirror Group

This command creates a new, empty asynchronous mirror group on both the local storage array and the remote
storage array. An asynchronous mirror group is a container that can house several mirrored pairs so that they can
be managed as one entity. You create an asynchronous mirror group to define the synchronization settings for all
mirrored pairs within the group. Each mirrored pair in an asynchronous mirror group share the same synchronization
settings, primary and secondary role, and write mode.

The asynchronous mirror group is associated with the local storage array and remote storage array that is used for
mirroring. The local storage array is the primary side of the asynchronous mirror group, while the remote storage
array is the secondary side of the asynchronous mirror group. All volumes added to the asynchronous mirror group
on the local storage array hold the primary role in the mirror relationship. Subsequently, all volumes added to the
asynchronous mirror group on the remote storage array hold the secondary role in the mirror relationship.

Make sure that you execute the Creat e Asynchronous M rror G oup command on the local storage array.
Asynchronous mirror group creation is initiated from the storage array that contains the volumes that hold the primary
role in the mirror relationship. You use the Cr eat e Asynchronous M rror G oup command to specify the
identity of the remote storage array that contains the volumes that hold the secondary role in the mirror relationship.

Syntax

create asyncM rror Group userlLabel ="asyncM rror G oupNane"
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(renot eSt or ageAr r ayNanme="st or ageArrayNane" | renoteStorageArrayWwn="wmM D")

i nterfaceType=(FC | i SCSI)
[ renmot ePasswor d="passwor d"]
[synclnterval =integer (m nutes |

hours | days)]

[ war ni ngSyncThr eshol d=i nteger (m nutes | hours | days)]

[ war ni ngRecover yThr eshol d=i nt eger

(mnutes | hours | days)]

[ war ni ngThr eshol dPer cent =per cent Val ue]

[ aut oResync=( TRUE | FALSE)]

Parameters
Parameter Description
user Label The name of the new asynchronous mirror group that

you want to create. Enclose the new asynchronous mirror
group name in double quotation marks (" ").

The name must be unique on the local and remote storage
arrays.

r enot eSt or ageAr r ayNanme

The name for the remote storage array on which you are
mirroring the asynchronous mirror group. Enclose the
storage array name in double quotation marks (" ").

The remote storage array must have the same connection
type as the local storage array.

r enot eSt or ageAr r ay NanmeWwn

The World Wide Identifier (WWID) of the remote storage
array on which you are mirroring the asynchronous mirror
group. You can use the WWID instead of the storage array
name to identify the storage array. Enclose the WWID in
angle brackets (< >).

The remote storage array must have the same connection
type as the local storage array.

i nterfaceType

Specify which connection type to use: either Fibre Channel
fabric or iSCSI interface. (The default is Fibre Channel.)
The local storage array and the remote storage array must
be connected through a proper Fibre Channel fabric or
iISCSI interface.

r enot ePassword

The password for the remote storage array. Use this
parameter when the remote storage array is password
protected. Enclose the password in double quotation
marks (" ").

syncl nt erval

Specify the length of time between automatically sending
updates of modified data from the local storage array to the
remote storage array. You can specify the length of time in
minutes, hours, or days.

war ni ngSyncThr eshol d

Specify the length of time to wait until a warning is
triggered for cases in which the synchronization of all of
the volumes within the asynchronous mirror group takes
longer than the defined time. You can specify the length of
time in minutes, hours, or days.
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Parameter Description

war ni ngRecover yThreshol d Specify the length of time to wait until a warning is
triggered when the automatic data update for the point-
in-time image on the remote storage array is older than
the defined time. Define the threshold from the end of
the previous update.You can specify the length of time in
minutes, hours, or days.

NOTE You must set the Recovery Point Threshold to be
twice as large as the synchronization interval threshold.

war ni ngThr eshol dPer cent Specify the length of time to wait until a warning is
triggered when the capacity of a mirror repository volume
reaches the defined percentage. Define the threshold by
percentage (%) of the capacity remaining.

aut oResync The settings for automatic resynchronization between

the primary volumes and the secondary volumes of an
asynchronous mirrored pair within an asynchronous mirror
group. This parameter has these values:

m enabl ed- Automatic resynchronization is turned on.
You do not need to do anything further to resynchronize
the primary volume and the secondary volume.

s di sabl ed— Automatic resynchronization is turned
off. To resynchronize the primary volume and the
secondary volume, you must run the r esune
asyncM rror G oup command.

Notes

The Asynchronous Mirroring premium feature must be enabled and activated on the local and remote storage
arrays that will be used for mirror activities.

You can use any combination of alphanumeric characters, hyphens, and underscores for the names. Names can
have a maximum of 30 characters.

The local and remote storage arrays must be connected through a Fibre Channel fabric or iSCSI interface.

Passwords are stored on each storage array in a management domain. If a password was not previously set, you
do not need a password. The password can be any combination of a alphanumeric characters with a maximum of
30 characters. (You can define a storage array password by using the set st or ageAr ray command.)

Depending on your configuration, there is a maximum number of asynchronous mirror groups you can create on a
storage array.

Asynchronous mirror groups are created empty and mirrored pairs are added to them later on. Only mirrored pairs
can be added to an asynchronous mirror group. Each mirrored pair is associated with exactly one asynchronous
mirror group.

The Asynchronous Mirroring process is initiated at a defined synchronization interval. Periodic point-in-time
images are replicated as only the changed data is copied and not the entire volume.

Minimum Firmware Level

7.84
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Create Consistency Group

NOTE This command does not apply to the snapshot (legacy) commands.

This command creates a new, empty consistency group that can contain snapshot groups. You must add the
snapshot groups using the set consi st encyG oup addCGvenber command.

Syntax

create consi stencyG oup userLabel ="consi st encyG oupNang"
[repositoryFul | Policy=(fail BaseWites | purgeSnapl mages)]
[repositoryFul | Li mt=percent Val ue]

[ aut oDel et eLi m t =nunber O Snapl mages]

[ enabl eSchedul e=(TRUE | FALSE)]

[schedul e (inmediate | snapSchedul e)]

[rol I backPriority=(lowest | low | medium]| high | highest)]
Parameters
Parameter Description
user Label The name of the new consistency group that you want to create.

Enclose the new consistency group name in double quotation marks

(")

reposi toryFul | Policy How you want snapshot processing to continue if the snapshot
repository volumes are full. You can choose to fail writes to the base
volume (f ai | BaseW i t es) or delete (purge) the snapshot images
(pur geSnapl mages). The default action is pur geSnapl nages.

repositoryFul I Limt The percentage of repository capacity at which you receive a warning
that the snapshot repository volume is nearing full. Use integer values.
For example, a value of 70 means 70 percent. The default value is 75.

aut oDel eteLinmi t Each snapshot group can be configured to perform automatic deletion
of its snapshot images to keep the total number of snapshot images in
the snapshot group at or below a designated level. When this option
is enabled, then any time a new snapshot image is created in the
shapshot group, the system automatically deletes the oldest snapshot
image in the group to comply with the limit value. This action frees
repository capacity so it can be used to satisfy ongoing copy-on-write
requirements for the remaining snapshot images.

enabl eSchedul e Whether the ability to schedule a snapshot operation is turned on or
turned off. To turn on snapshot scheduling, set this parameter to TRUE.
To turn off snapshot scheduling, set this parameter to FALSE.

70 - CLI and Script Commands for Version 11.20



Parameter Description

schedul e Use this parameter to schedule a snapshot operation.

You can use one of these options for setting a schedule for a snapshot
operation:

s i Mmedi ate

m startDate

= schedul eDay

= StartTine

= schedul el nterval
s endDate

s timesPer Day

s tinmeZone

s schedul eDat e

m nonth

See the "Notes" section for information explaining how to use these
options.

rol | BackPriority Determines whether system resources should be allocated to the
rollback operation at the expense of system performance. A value of
hi gh indicates that the rollback operation is prioritized over all other
host I/0. A value of | owindicates that the rollback operation should be
performed with minimal impact to host 1/0.

Notes

A consistency group is a logical entity that enables you to manage in batch form all of the snapshot images that
you add to the collection. The consistency group is a collection of snapshot groups that have mutual consistency
requirements or dependencies for their snapshot images. Any snapshot images that you create and use for this
collection must be managed in accordance with the consistency dependencies.

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

The snapshot images in a consistency group can be deduced based on the existence of a snapshot image within
a consistency group. All snapshot images that reside within a consistency group share a common time stamp and
sequence number.

An operation on a snapshot image consistency group is treated as a single request, and causes all pending I/

O operations to the associated base volume of each member to be drained and suspended before creating the
snapshot images. If creation of the snapshot images cannot be completed successfully for all of the consistency group
members, the operation fails and has no affect (that is, new snapshot images are not created).

Based on this behavior all members for a consistency group usually have the same number of snapshot images.
However, when a new member is added to a consistency group, that new member lacks the snapshot images that
were previously created on the established members of the consistency group. The is lack of snapshot images is not
considered an error condition. Ensuing requests for deletion or rollback of snapshot images that only exist on a subset
of the consistency group members will only affect the members for which the specified snapshot images actually
exists.
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Auto Delete

You can configure each snapshot group to automaticaly delete its snapshot images to keep the total number of
snapshot images in the snapshot group at or below a maximum number of images. When the number of snapshot
images in the snapshot group is at the maximum limit, the aut oDel et eLi m t parameter automaticly deletes
shapshot images whenever a new snapshot image is created in the snapshot group. The aut oDel et eLi mi t
parameter deletes the oldest snapshot images in the snapshot group until the maximum number of images defined
with the parameter is met. This has the effect of freeing repository capacity so it can be used to satisfy ongoing copy-
on-write requirements for the remaining snapshot images.

Scheduling Snapshot Images in a Consistency Group

The enabl eSchedul e parameter and the schedul e parameter provide a way for you to schedule automatic
snapshots (legacy). Using these parameters, you can schedule snapshots daily, weekly, or monthly (by day or by
date). The enabl eSchedul e parameter turns on or turns off the ability to schedule snapshots. When you enable
scheduling, you use the schedul e parameter to define when you want the snapshots to occur.

This list explains how to use the options for the schedul e parameter:

s i mredi at e — As soon as you enter the command, a snapshot volume is created and a copy-on-write operation
begins.

m st art Dat e — A specific date on which you want to create a snapshot volume and perform a copy-on-write
operation. The format for entering the date is MM DD: YY. If you do not provide a start date, the current date is
used. An example of this option is st ar t Dat e=06: 27: 11.

s schedul eDay — A day of the week on which you want to create a snapshot volume and perform a copy-on-
write operation. You can enter these values: nonday, t uesday, wednesday, t hur sday, f ri day, sat ur day,
sunday, and al | . An example of this option is schedul eDay=wednesday.

= startTi me — The time of a day that you want to create a snapshot volume and start performing a copy-on-write
operation. The format for entering the time is HH: MM where HH is the hour and MMis the minute past the hour. Use
a 24-hour clock. For example, 2:00 in the afternoon is 14:00. An example of this option is st art Ti me=14: 27.

= schedul el nt erval — An amount of time, in minutes, that you want to have as a minimum between copy-on-
write operation. You can create a schedule in which you have overlapping copy-on-write operations because of the
duration of a copy operation. You can make sure that you have time between copy-on-write operations by using
this option. The maximum value for the schedul el nt er val option is 1440 minutes. An example of this option is
schedul el nt er val =180.

s endDat e — A specific date on which you want to stop creating a snapshot volume and end the copy-on-write
operations. The format for entering the date is MM DD: YY. An example of this option is endDat e=11: 26: 11.

m tinesPer Day — The number of times that you want the schedule to run in a day. An example of this option is
ti mesPer Day=4.

s timeZone — Use this parameter to define the time zone in which the storage array is operating. You can define the
time zone in one of two ways:

= QGMI+HH: MM— The time zone offset from GMT. Enter the offset in hours and minutes. For example GMT-06:00
is the central time zone in the United States.

- Text string— Standard time zone text strings. For example: "USA/Chicago” or "Germany/Berlin". Time zone
text strings s are case sensitive. If you enter an incorrect text string, GMT time is used. Enclose the text string
in double quotation marks.

s schedul eDat e — A day of the month on which you want to create a snapshot volume and perform a copy-on-
write operation. The values for the days are numerical and in the range of 1- 31. Enclose the value for the day
in double quotation marks inside parentheses. If you want to create a a snapshot volume on a specific date of a
specific month use the schedul eDat e option with the nont h option. If you have set up a weekly schedule, you
cannot use the schedul eDat e option. An example of the schedul eDat e option is schedul eDat e=("15").
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= nont h — A specific month on which you want to create a snapshot volume and perform a copy-on-write operation.
The values for the months are: j an, f eb, mar, apr, nay, j un, j ul , aug, sep, oct, nov, and dec. Enclose the
value in parentheses. You can enter more than one month by enclosing the months in a single set of parenthesize
and separating each month with a space. If you want to create a a snapshot volume on a specific date of a specific
month use the schedul eDat e option with the mont h option. These are examples of the nont h option:

- nont h=(nmar)
- nonth=(mar apr may)
The code string for defining a schedule is similar to these examples:
enabl eSchedul e=t rue schedul e startTi me=14: 27
enabl eSchedul e=t rue schedul e schedul el nt erval =180
enabl eSchedul e=t rue schedul e ti meZone=GMr- 06: 00
enabl eSchedul e=t rue schedul e ti meZone="USA/ Chi cago"
enabl eSchedul e=t rue schedul e nmont h=(mar) schedul eDat e=("15")
If you also use the schedul el nt er val option, the firmware chooses between the t i mresPer Day option and the
schedul el nt er val option by selecting the lowest value of the two options. The firmware calculates an integer
value for the schedul el nt er val option by dividing 1440 by a the schedul el nt er val option value that you
set. For example, 1440/180 = 8. The firmware then compares the t i nesPer Day integer value with the calculated

schedul el nt er val integer value and uses the smaller value.

To remove a schedule, use the del et e vol umre command with the schedul e parameter. The del et e vol une
command with the schedul e parameter deletes only the schedule, not the snapshot volume.

When performing a rollback in a consistency group, the default operation is to rollback all members of the consistency

group. If a rollback cannot be started successfully for all of the members in the consistency group, the rollback fails
and has no effect. The snapshot image is not rolled back.

Minimum Firmware Level
7.83

7.86 adds the schedul eDat e option and the nmont h option.

Create Consistency Group Snapshot Image

This command creates a new snapshot image for each base volume that is a member of a snapshot consistency
group.

Syntax

creat e cgSnapl mage consi st encyG oup="consi st encyG oupNane"
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Parameter

Parameter Description

consi st encyG oup The name of the consistency group for which you are creating snapshot
images. Enclose the consistency group name in double quotation marks (" ").

Notes

You can use any combination of alphanumeric characters, hyphens, and underscores for the names. Names can have
a maximum of 30 characters.

The command causes all pending 1/O operations to each base volume that is a member of the consistency group to
be drained and suspended before creating the snapshot images. If the creation of all of the snapshot images cannot
be completed successfully for all of the consistency group members, the operation fails and new snapshot images are
not created.

Normally, all members of a snapshot consistency group have the same number of snapshot images. When you add
a new member to a snapshot consistency group, that new member lacks the snapshot images that were previously
created on the established members of the snapshot consistency group. This is not an error condition. Requests
for deletion or rollback of snapshot images that exist on only a subset of the snapshot consistency group members
affects only those members for which the specified snapshot image actually exists.

Minimum Firmware Level

7.83

Create Consistency Group Snapshot Volume

This command creates a snapshot volume of specific images in the base volumes in a consistency group. You can
select one base volume or more than one base volumes from the consistency group to include in the snapshot
volume. When you create a snapshot volume of a consistency group you are creating a volume with contents that you
can view.

Syntax With User Specified Base Volumes

creat e cgSnapVol une user Label =" cgVol ureNane"
cgSnapl nagel D="snapCd D: i nagel D"
nmenber s=(baseVol unel: repos_XXXX ... baseVol unen: repos_YYYY)

Syntax When Setting the Consistency Group Snapshot Volume to Read Only

creat e cgSnapVol une user Label =" cgVol umreNane"
cgSnapl nagel D="snapCd D: i nagel D"
readOnly

Syntax When Setting the Repository Full Limit

create cgSnapVol une user Label =" cgVol ureNane"

cgSnapl nagel D="snapCd D: i nagel D"

menber s=(baseVol umel: r epos_XXXX |

baseVol unmel: (vol uneG oupNane [capacity=capacityValue]) |

(baseVol unel: di skPool Nane [ capacity=capacityVal ue])
baseVol unmen: repos_YYYY |

baseVol umen: (vol uneG oupNane [capacity=capacityVal ue]) |
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baseVol unen: (di skPool Name [ capacity=capacityVal ue]))
reposi toryFul | Li m t =per cent Val ue

Parameters

Parameter Description

user Label The name that you want to give the consistency group snapshot volume
that you are creating. Enclose the consistency group snapshot volume
name in double quotation marks (" ").

cgSnapl magel D The name of the snapshot image in a consistency group. The name of a
snapshot image is comprised of two parts:.

= The name of the consistency group
= An identifier for the snapshot image in the consistency group.
The identifier for the snapshot image can be one of these:

= newest - Use this option when you want to show the latest snapshot
image created in the consistency group.

= ol dest - Use this option when you want to show the earliest snapshot
image created in the consistency group.
Enclose the snapshot image name in double quotation marks (" ").

You can enter more than one snapshot image name or sequence
number. Enclose all of the snapshot image names inside parentheses.
Separate each snapshot image name with a space.

nmenber s The identifier of one base volume or more than one base volumes that
you want to add. The members identifier is comprised of the base volume
name concatenated with the repository volume name. You must use a
colon (:) between the two names. Enclose all of the member identifiers

in parentheses. If you enter more than one member separated the
members with a space.

When you do not use the members parameter, all of the members are
automatically added to the new consistency group snapshot volume.
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Parameter Description

r eposi t oryVol ure The name of the repository volume that will contain the consistency
group member volumes.

You have two options for defining the name of a repository volume:
= Use an existing repository volume: name

s Create a new repository volume when you run this command
The name of an existing repository volume is comprised of two parts:

m The term repos

m A four digit numerical identifier that the storage management software
assigns to the repository volume name

Enclose the name of the existing repository volume in double quotation
marks (" ").

If you want to create a new repository volume when you run this
command you must enter the name of either a a volume group or a disk
pool in which you want the repository volume. Optionally, you can also
define the capacity of the repository volume. If you want to define the
capacity you can use these values:

m An integer value that represents a percentage of the base volume
capacity

m A decimal fraction value that represents a percentage of the base
volume capacity

m A specific size for the repository volume. Size is defined in units of
byt es, KB, MB, GB, or TB.

If you do not use the capacity option, the storage management software

sets the capacity to 20 percent of the base volume capacity.

When you run this command the storage management software creates
the repository volume for the snapshot volume.

repositoryFul | Limt The percentage of repository capacity at which the consistency group
snapshot repository volume is nearing full. Use integer values. For
example, a value of 70 means 70 percent.

readOnl y The setting to determine whether you can write to the snapshot volume
or only read from the snapshot volume. To write to the snapshot volume,
do not include this parameter. To prevent writing to the snapshot volume,
include this parameter.

Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

The name of a snapshot image has two parts separated by a colon (;):

= The identifier of the snapshot group

= The identifier of the snapshot image

If you do not specify the r eposi t or yVol uneType or r eadOnl y parameters, the storage management software
selects the repositories for the consistency group snapshot volume. If the volume group or disk pool where the base
volume resides does not have enough space, this command fails.

The cr eat e cgSnapVol ume command has unique forms that are explained by these examples:
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s Creating a read/write consistency group snapshot volume on a snapshot consistency group named "snapCG1"
that has three memebers cgm1, cgm2, and cgm3. The repository volumes already exist and selected by the user
in this command.

creat e cgSnapVol une user Label =" cgSnapVol unel”
cgSnapl magel D="snapCGl: ol dest"
menber s=(cgmnil: repos_0010 cgn®: repos_0011 cgnB: repos_0007);

Note the use of the colon (:) in the name of the snapshot image to be included in the consistency group snapshot
volume. The colon is a delimiter that separates the name of the snapshot volume from a particular snapshot image
that you might want to use. You can use one of these options following the colon:

- Aninteger value that is the actual sequence number of the snapshot image.
- hewest - Use this option when you want to show the latest consitency group snapshot image.
- ol dest - Use this option when you want to show the earliest snapshot image created.

The use of the colon following the names of the members of the snapshot consistency group acts define the
mapping between the member and a repository volume. For example, in cgnil: r epos_10, member cgm1 maps
to repository volume repos_0010.

s Creating a read/write consistency group snapshot volume on a snapshot consistency group named "snapCG1" of
only members cgm1 and cgm2:

creat e cgSnapVol une user Label =" cgSnapVol une2"
cgSnapl magel D="snapCGl: 14214"
menber s=(cgnil: repos_1000 cgn®: repos_1001);

s Creating a read-only consistency group snapshot volume on a snapshot consistency group named snapCG1 that
has three memebers cgm1, cgm2, and cgm3:

creat e cgSnapVol une userLabel =" cgSnapVol une3"
cgSnapl magel D="snapCGlL: ol dest” readOnly;

s Creating a consistency group snapshot volume that has a repository full limit set to 60 percent on a snapshot
consistency group named snapCG1 that has three memebers cgm1, cgm2, and cgm3:

creat e cgSnapVol une user Label =" cgSnapVol une3"
cgSnapl magel D="snapCGlL: ol dest"
reposi toryFul I Li m t =60;

m Creating a read/write consistency group snapshot volume with automatic repository selection on a snapshot
consistency group named snapCG1 that has three memebers cgm1, cgm2, and cgm3:

creat e cgSnapVol une userLabel =" cgSnapVol une4"
cgSnapl magel D="snapCGl: ol dest";

Minimum Firmware Level

7.83

Create Consistency Group Snapshot Volume Mapping

This command creates a logical mapping from a consistency group snapshot volume to a host or a host group.
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Syntax

create mappi ng cgSnapVol une="snapVol unmreNane"
(host ="host Nane" | host G oup=("host G oupNane" | defaul t G oup))

Parameters
Parameter Description
cgSnapVol unme The name of the consistency group snapshot volume for which you want to
create a logical mapping. Enclose the consistency group snapshot volume
name in double quotation marks (" ").
host The name of a host to which you want to create a logical mapping. Enclose the
host name in double quotation marks (" ").
host G oup The name of a host group to which you want to create a logical mapping.
Enclose the host group name in double quotation marks (" "). If you use the
def aul t G oup keyword, do not enclose it in quotation marks.
Notes

A host is a computer that is attached to the storage array and accesses the volumes on the storage array through the
host ports. You can define specific mappings to an individual host. You also can assign the host to a host group that
shares access to one or more volumes.

A host group is an optional topological element that you can define if you want to designate a collection of hosts that

share access to the same volumes. The host group is a logical entity. Define a host group only if you have two or
more hosts that share access to the same volumes.

Minimum Firmware Level

7.83

Create Disk Pool

This command creates a new disk pool based on the specified parameters. You can create the disk pool by entering
either a list of drives or a type of drive that you want to use for the disk pool.

NOTE If you enter a list of drives, make sure that all of the drives have the same capacity. If the drives do not have
the same capacity, each drive in the disk pool reports capacity equal to the smallest drive.

Syntax

create di skPool

(drives=(traylDl,drawer|I D1,slotI Dl ... trayl DN, drawerl DN, sl ot DN)
dri veType=SAS

user Label =" di skPool Nane"

[ driveCount =dri veCount Val ue]

[trayLossProtect=(TRUE | FALSE)]

[ drawer LossProtect =( TRUE | FALSE)]

[ war ni ngThr eshol d=(war ni ngThr eshol dval ue | default)]
[critical Threshol d=(critical Threshol dval ue | default)]
[critical Priority=(highest]|high|mediun!low !l owest)]

[ backgroundPri ority=(hi ghest| hi gh| nedi unj | ow | owest) ]
[ degradedPri ority=(hi ghest| hi gh| medi un | ow | owest)]

78 - CLI and Script Commands for Version 11.20



[ securityType=(none| capabl e| enabl ed) ]
[driveMedi aType=(hdd | ssd | all Media | unknown)]
[ dat aAssur ance=(none| enabl ed) ]

Parameters

Parameter Description

drives The drives that you want to assign to the disk pool that you want to
create. For high capacity drive trays, specify the tray ID value, the
drawer ID value, and the slot ID value for each drive that you assign to
the disk pool. For low-capacity drive trays, specify the tray ID value and
the slot ID value for each drive that you assign to the disk pool. Tray ID
values are 0 to 99. Drawer ID values are 1 to 5. Slot ID values are 1

to 32. Enclose the tray ID values, the drawer ID values, and the slot ID
values in parentheses.

driveType The type of drive that you want to use in the disk pool. You cannot mix
drive types.

You must use this parameter when you have more than one type of
drive in your storage array.

Valid drive types are:

= SAS
If you do not specify a drive type, the command defaults to SAS.

user Label The name that you want to give the new disk pool. Enclose the disk pool
name in double quotation marks (" ").

dri veCount The dri veCount parameter limits the disk pool candidates to the given
number. When using this parameter, the minimum value that you can
enter is 11. Use this parameter only when the dri veType parameter is
specified.

trayLossProt ect The setting to enforce tray loss protection when you create the disk
pool. To enforce tray loss protection, set this parameter to TRUE. The
default value is FALSE.

dr awer LossPr ot ect The setting to enforce drawer loss protection when you create the disk
pool. To enforce drawer loss protection, set this parameter to TRUE. The
default value is FALSE.

war ni ngThr eshol d The percentage of storage capacity at which you receive a warning
alert that the disk pool is nearing full. Use integer values. For example,
a value of 60 means 60 percent. For best operation, the value for this
parameter must be less than the value for the cri ti cal Threshol d
parameter.

Valid values are from 0 to 100.
The default value is 50.
Setting this parameter to 0 disables warning alerts.

If you set this to def aul t, the warning alert threshold value is
determined by the controller firmware.
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Parameter

Description

critical Threshol d

The percentage of storage capacity at which you receive a critical alert
that the disk pool is nearing full. Use integer values. For example, a
value of 70 means 70 percent. For best operation, the value for this
parameter must be greater than the value for the war ni ngThr eshol d
parameter.

Valid values are from 0 to 100.
The default value is 85 percent.

Setting this parameter to 0 disables both warning alerts and critical
alerts.

If you set this to def aul t, the critical alert threshold value is
determined by the controller firmware.

criticalPriority

The priority for reconstruction operations for critical events on the disk
pool. For example, disk pool reconstruction after at least two drive
failures.

Valid values are hi ghest, hi gh, medi um | ow, and | owest . The
default value is hi ghest .

backgroundPriority

The priority for background operations on the disk pool.

Valid values are hi ghest, hi gh, medi um | ow, and | owest . The
default value is | ow.

degradedPriority

The priority for degraded activities on the disk pool. For example, disk
pool reconstruction after one drive failures.

Valid values are hi ghest, hi gh, medi um | ow, and | owest . The
default value is hi gh.

securityType

The setting to specify the security level when creating the disk pool. All
volume candidates for the disk pool will have the specified security type.

These settings are valid:
» hone — The volume candidates are not secure.

s capabl e — The volume candidates are capable of having security
set, but security has not been enabled.

= enabl ed — The volume candidates have security enabled.
The default value is none.

dri veMedi aType

The type of drive media that you want to use for the disk pool.

You must use this parameter when you have more than one type of
drive media in your storage array.

These drive media are valid:
s hdd — Use this option when you have hard drives.
m ssd — Use this option when you have solid state disks.

= unknown — Use this option if you are not sure what types of drive
media are in the drive tray.

= al | Medi a — Use this option when you want to use all types of drive
media that are in the drive tray.

The default value is hdd.
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Parameter Description

dat aAssur ance The setting to specify that a disk pool has data assurance protection
to make sure that the data maintains its integrity. When you use this
parameter, only protected drives can be used for the disk pool.

These settings are valid:
m none — The disk pool does not have data assurance protection.

s enabl ed — The disk pool has data assurance protection. The disk
pool supports protected information and is formatted with protection
information enabled.

The default value is none.

Notes

Each disk pool name must be unique. You can use any combination of alphanumeric characters, underscore (),
hyphen(-), and pound (#) for the user label. User labels can have a maximum of 30 characters.

If the parameters you specify cannot be satisfied by any of the available candidate drives, the command fails.
Normally, all drives that match the quality of service attributes are returned as the top candidates. However, if you
specifying a drive list, some of the available drives returned as candidates might not match the quality of service
attributes.

If you do not specify a value for an optional parameter, a default value is assigned.

Drives

When you use the dri veType parameter, all of the unassigned drives that are of that drive type are used to create
the disk pool. If you want to limit the number of drives found by the dr i veType parameter in the disk pool, you can
specify the number of drives using the dr i veCount parameter. You can use the dri veCount parameter only when
you use the dri veType parameter.

The dri ves parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

If you enter specifications for a high-capacity drive tray, but a drive tray is not available, the storage management
software returns an error message.

Tray Loss Protection and Drawer Loss Protection

For tray loss protection to work in trays configured for disk pools, no more than two drives must be in each tray. If
you set the t rayLossPr ot ect parameter to TRUE and you have selected more that two drives in any one tray,
the storage array returns an error. If you sett r ayLossPr ot ect parameter to FALSE, the storage array performs
operations, but the disk pool that you create might not have tray loss protection.

The dr awer LossPr ot ect parameter defines that the data in a disk pool configured on a high-capacity drive tray is
accessible if a drawer fails. To help make sure that your data is accessible, set the dr awer LossPr ot ect parameter
to TRUE. For drawer loss protection to work in a disk pool, no more than two drives must be in separate drawers.

To meet the minimum drive count requirement for drawer loss protection in a disk pool, you must have additional
expansion trays from which you can select other drives.
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If you have a storage array configuration in which a disk pool spans several trays, you must make sure that the
setting for drawer loss protection works with the setting for tray loss protection. You can have drawer loss protection
without tray loss protection. You cannot have tray loss protection without drawer loss protection. If you set the
trayLossPr ot ect parameter to TRUE, you must set the dr awer LossPr ot ect parameter to TRUE. If you set
thetrayLossProt ect paraneter to TRUE, and you set the dr awer LossPr ot ect par amet er to FALSE, the
storage array returns an error message and a storage array configuration will not be created.

Disk Pool Alert Thresholds

Each disk pool has two progressively severe levels of alerts to inform users when the storage capacity of the disk pool
is approaching full. The threshold for an alert is a percent of the used capacity to the total usable capacity in the disk
pool. The alerts are as follows:

m  Warning — This is the first level of alert. This level indicates that the used capacity in a disk pool is approaching
full. When the threshold for the warning alert is reached, a Needs Attention condition is generated and an event is
posted to the storage management software. The warning threshold is superseded by the critical threshold. The
default warning threshold is 50 percent.

s Critical — This is the most severe level of alert. This level indicates that the used capacity in a disk pool is
approaching full. When the threshold for the critical alert is reached, a Needs Attention condition is generated
and an event is posted to the storage management software. The warning threshold is superseded by the critical
threshold. The default threshold for the critical alert is 85 percent.

To be effective, the value for a warning alert always must be less than the value for a critical alert. If the value for the
warning alert is the same as the value for a critical alert, only the critical alert is sent.

Disk Pool Background Operations

Disk pools support these background operations:

= Reconstruction

m Instant Availability Format (IAF)

s Format

= Dynamic Capacity Expansion (DCE)

= Dynamic Volume Expansion (DVE) (For disk pools, DVE is actually not a background operation, but DVE is
supported as a synchronous operation.)

Disk pools do not queue background commands. You can start several background commands sequentially,
but starting more than one background operation at a time delays the completion of commands that you started
previously. The supported background operations have the following relative priority levels:

1. Reconstruction
2. Format

3. IAF

4. DCE
Security Type

The securi t yType parameter is valid for drives that are capable of full disk encryption (FDE). With FDE, the
controller firmware can create a key and activate the Drive Security feature. The Drive Security feature encrypts data
as the data is written to the drive and decrypts the data as the data is read from the drive. Without the key created by
the controller, the data written to the drive is inaccessible.
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Before you can set the securi t yType parameter to capabl e or enabl ed, you must create a storage array security
key. Use the creat e storageArray securityKey command to create a storage array security key. These
commands are related to the security key:

m Ccreate storageArray securityKey

= enabl e di skPool [di skPool Nane] security
m export storageArray securityKey

m inport storageArray securityKey

m Set storageArray securityKey

m start secureErase (drive | drives)

Minimum Firmware Level
7.83

8.20 adds these parameters:

m trayLossProtect

s drawer LossProtect

Create Host

This command creates a new host. If you do not specify a host group in which to create the new host, the new host is
created in the Default Group.

Syntax

create host userlLabel ="host Nanme"
[ host Group=("host GroupNane" | defaul t Group)]
[ host Type=( host Typel ndexLabel | host Typel ndexNunber)]

Parameters
Parameter Description
user Label The name that you want to give the host that you are creating. Enclose the host
name in double quotation marks (" ").
host G oup The name of the host group in which you want to create a new host. Enclose the

host group name in double quotation marks (" "). (If a host group does not exist,
you can create a new host group by using the cr eat e host Gr oup command.)
The def aul t G oup option is the host group that contains the host to which the
volume is mapped.

host Type The index label or the index number that identifies the host type. Use the show
st orageArray host TypeTabl e command to generate a list of available host
type identifiers. If the host type has special characters, enclose the host type in
double quotation marks (" ").

Notes

You can use any combination of alphanumeric characters, hyphens, and underscores for the names. Names can have
a maximum of 30 characters.
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A host is a computer that is attached to the storage array and accesses the volumes on the storage array through the
host ports. You can define specific mappings to an individual host. You also can assign the host to a host group that
shares access to one or more volumes.

A host group is an optional topological element that you can define if you want to designate a collection of hosts that
share access to the same volumes. The host group is a logical entity. Define a host group only if you have two or
more hosts that share access to the same volumes.

If you do not specify a host group in which to place the host that you are creating, the newly defined host belongs to
the default host group.

Minimum Firmware Level
5.20

7.10 adds the host Type parameter.

Create Host Group

This command creates a new host group.

Syntax

create host G oup userlLabel ="host G oupNane"

Parameter
Parameter Description
user Label The name that you want to give the host group that you are creating. Enclose
the host name in double quotation marks (" ").
Notes

A host group is an optional topological element that you can define if you want to designate a collection of hosts that
share access to the same volumes. The host group is a logical entity. Define a host group only if you have two or
more hosts that can share access to the same volumes.

You can use any combination of alphanumeric characters, hyphens, and underscores for the names. Names can have
a maximum of 30 characters.

Minimum Firmware Level

5.20

Create Host Port

This command creates a new host port identification on a host bus adapter (HBA) or on a host channel adapter
(HCA). The identification is a software value that represents the physical HBA or HCA host port to the controller.
Without the correct host port identification, the controller cannot receive instructions or data from the host port.
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Syntax

create hostPort identifier=("wiD'" | "gid")
user Label ="port Label "

[ host =" host Nane"]

[interfaceType=(FC | SAS | 1B)]

Parameters

Parameter Description

identifier The 8-byte World Wide Identifier (WWID) or the 16-byte group identifier
(GID) of the HBA or HCA host port. Enclose the WWID or the GID in double
quotation marks (" ").

user Label The name that you want to give to the new HBA or HCA host port. Enclose
the host port label in double quotation marks (" ").

host The name of the host for which you are defining an HBA or HCA host port.
Enclose the host name in double quotation marks (" ").

i nterfaceType The identifier of the type of interface for the host port.
The choices for the types of host port interfaces are:
s FC-Fibre Channel

m SAS - Serial-Attached SCSI

s | B—Infiniband

An FC or a SAS selection requires an 8-byte WWID. An IB selection requires
a 16-byte group identifier (gid).

If you do not specify the type of interface, FCis used as the default interface
for the host port.

Notes

An HBA host port or an HCA host port is a physical connection on a host bus adapter or on a host channel adapter
that resides in a host computer. An HBA host port or an HCA host port provides host access to the volumes in a
storage array. If the HBA or the HCA has only one physical connection (one host port), the terms host port and host
bus adapter or host channel adapter are synonymous.

You can use any combination of alphanumeric characters, hyphens, and underscores for the names. Names can have
a maximum of 30 characters.

Minimum Firmware Level
5.20

7.10 deprecates the host Type parameter. The host Type parameter has been added to the cr eat e host
command.

7.32 adds the i nt er f aceType parameter.

Create iSCSI Initiator

This command creates a new iSCSI initiator object.
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Syntax

create iscsilnitiator iscsi Nane="iscsilD"
user Label =" nane"

host =" host Nane"

[ chapSecret ="securityKey"]

Parameters
Parameters Description
i scsi Nane The default identifier of the iISCSI initiator. Enclose the identier in double
quotation marks (" ").
user Label The name that you want to use for the iISCSI initiator. Enclose the name in
double quotation marks (" ").
host The name of the host in which the iSCSI initiator is installed. Enclose the
name in double quotation marks (" ").
chapSecr et The security key that you want to use to authenticate a peer connection.
Enclose the security key in double quotation marks (" ").
Notes

Challenge Handshake Authentication Protocol (CHAP) is a protocol that authenticates the peer of a connection.
CHAP is based upon the peers sharing a secret. A secret is a security key that is similar to a password.

Use the chapSecr et parameter to set up the security keys for initiators that require a mutual authentication.

Minimum Firmware Level

7.10

Create RAID Volume (Automatic Drive Select)

This command creates a volume group across the drives in the storage array and a new volume in the volume group.
The storage array controllers choose the drives to be included in the volume.

NOTE If you have drives with different capacities, you cannot automatically create volumes by specifying the
dri veCount parameter. If you want to create volumes with drives of different capacities, see Create RAID Volume
(Manual Drive Select).

Syntax

create volune driveCount =nunber O Drives

vol umeG oupUser Label =" vol uneG oupNange"
raidLevel=(0 | 1| 3| 5| 6)

user Label =" vol unmeNane"

dri veMedi aType=(HDD | SSD | unknown | all Medi a)
[driveType=(fibre | SATA | SAS)]

[ capaci t y=vol uneCapaci ty]

[owner=(a | b)]

[ cacheReadPr ef et ch=( TRUE | FALSE)]

[ segrment Si ze=segnent Si zeVal ue]

[usageH nt=(fil eSystem | dataBase | nulti Media)]

86 - CLI and Script Commands for Version 11.20



[trayLossProtect=( TRUE | FALSE)]

[ drawer LossProtect =( TRUE | FALSE)]
[dssPreAl | ocat e=( TRUE | FALSE)]
[securityType=(none | capable | enabl ed)]
[ dat aAssur ance=(none | enabl ed)]

Parameters

Parameter Description

dri veCount The number of unassigned drives that you want to use in the volume
group.

vol umeG oupUser Label The name that you want to give the new volume group. Enclose the
new volume group name in double quotation marks (" ").

rai dLevel The RAID level of the volume group that contains the volume. Valid
values are 0, 1, 3, 5, or 6.

user Label The name that you want to give to the new volume. Enclose the new
volume name in double quotation marks (" ").

dri veMedi aType The type of drive media that you want to use for the volume group.
Valid drive media are these:

= HDD - Use this option when you have hard drives in the drive tray.

s SSD- Use this option when you have solid state drives in the drive
tray.

= unknown — Use this option if you are not sure what types of drive
media are in the drive tray.

s al | Medi a — Use this option when you want to use all types of
drive media that are in the drive tray.

driveType The type of drive that you want to use in the volume. You cannot mix
drive types.

You must use this parameter when you have more than one type of
drive in your storage array.

Valid drive types are:
m fibre
m SATA

s SAS
If you do not specify a drive type, the command defaults to f i br e.

capacity The size of the volume that you are adding to the storage array. Size
is defined in units of byt es, KB, MB, GB, or TB.

owner The controller that owns the volume. Valid controller identifiers are a
or b, where a is the controller in slot A, and b is the controller in slot
B. If you do not specify an owner, the controller firmware determines
the owner.

cacheReadPref et ch The setting to turn on or turn off cache read prefetch. To turn off
cache read prefetch, set this parameter to FALSE. To turn on cache
read prefetch, set this parameter to TRUE.

segment Si ze The amount of data (in KB) that the controller writes on a single drive
in a volume before writing data on the next drive. Valid values are 8,
16, 32, 64, 128, 256, or 512.
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Parameter Description

usageHi nt The setting for both cacheReadPr ef et ch parameter and the
segment Si ze parameter to be default values. The default values
are based on the typical /0 usage pattern of the application that
is using the volume. Valid values are f i | eSyst em dat aBase, or
mul ti Medi a.

trayLossProt ect The setting to enforce tray loss protection when you create the
volume group. To enforce tray loss protection, set this parameter to
TRUE. The default value is FALSE.

dr awer LossPr ot ect The setting to enforce drawer loss protection when you create the
mirror repository volume group. To enforce drawer loss protection,
set this parameter to TRUE. The default value is FALSE.

dssPreAl | ocat e The setting to make sure that reserve capacity is allocated for future
segment size increases. The default value is TRUE.

securityType The setting to specify the security level when creating the volume
groups and all associated volumes. These settings are valid:

= none — The volume group and volumes are not secure.

s capabl e — The volume group and volumes are capable of having
security set, but security has not been enabled.

= enabl ed — The volume group and volumes have security
enabled.

dat aAssur ance The setting to specify that a volume group, and the volumes within
the volume group, has data assurance protection to make sure that
the data maintains its integrity. When you use this parameter, only
protected drives can be used for the volume group. These settings
are valid:

= none — The volume group does not have data assurance
protection.

= enabl ed — The volume group has data assurance protection. The
volume group supports protected information and is formatted with
protection information enabled.

Notes

You can use any combination of alphanumeric characters, hyphens, and underscores for the names. Names can have
a maximum of 30 characters.

The dri veCount parameter lets you choose the number of drives that you want to use in the volume group. You do
not need to specify the drives by tray ID and slot ID. The controllers choose the specific drives to use for the volume

group.
The owner parameter defines which controller owns the volume.

If you do not specify a capacity using the capaci t y parameter, all of the drive capacity that is available in the volume
group is used. If you do not specify capacity units, byt es is used as the default value.

Cache Read Prefetch

Cache read prefetch lets the controller copy additional data blocks into cache while the controller reads and copies
data blocks that are requested by the host from the drives into cache. This action increases the chance that a future
request for data can be fulfilled from cache. Cache read prefetch is important for multimedia applications that use
sequential data transfers. The configuration settings for the storage array that you use determine the number of
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additional data blocks that the controller reads into cache. Valid values for the cacheReadPr ef et ch parameter are
TRUE or FALSE.

Segment Size

The size of a segment determines how many data blocks that the controller writes on a single drive in a volume before
writing data on the next drive. Each data block stores 512 bytes of data. A data block is the smallest unit of storage.
The size of a segment determines how many data blocks that it contains. For example, an 8-KB segment holds 16
data blocks. A 64-KB segment holds 128 data blocks.

When you enter a value for the segment size, the value is checked against the supported values that are provided by
the controller at run time. If the value that you entered is not valid, the controller returns a list of valid values. Using a
single drive for a single request leaves other drives available to simultaneously service other requests.

If the volume is in an environment where a single user is transferring large units of data (such as multimedia),
performance is maximized when a single data transfer request is serviced with a single data stripe. A data stripe is
the segment size that is multiplied by the number of drives in the volume group that are used for data transfers. In this
case, multiple drives are used for the same request, but each drive is accessed only once.

For optimal performance in a multiuser database or file system storage environment, set your segment size to
minimize the number of drives that are required to satisfy a data transfer request.

You do not need to enter a value for the cacheReadPr ef et ch parameter or the segnent Si ze parameter. If you
do not enter a value, the controller firmware uses the usageHi nt parameter with fi | eSyst emas the default value.
Entering a value for the usageHi nt parameter and a value for the cacheReadPr ef et ch parameter or a value

for the segnent Si ze parameter does not cause an error. The value that you enter for the cacheReadPr ef et ch
parameter or the segnent Si ze parameter takes priority over the value for the usageHi nt parameter.

Tray Loss Protection and Drawer Loss Protection

For tray loss protection to work, each drive in a volume group must be on a separate tray. If you set the
trayLossPr ot ect parameter to TRUE and have selected more than one drive from any one tray, the storage array
returns an error. If you set the t rayLossPr ot ect parameter to FALSE, the storage array performs operations, but
the volume group that you create might not have tray loss protection.

Tray loss protection is not valid when you create volumes on existing volume groups.

The dr awer LossPr ot ect parameter defines whether data on a volume is accessible if a drawer fails. When you
assign the drives, if you set the dr awer LossPr ot ect parameter to TRUE and select more than one drive from any
one drawer, the storage array returns an error. If you set the dr awer LossPr ot ect parameter to FALSE, the storage
array performs operations, but the volume group that you create might not have drawer loss protection.

You must set the t rayLossPr ot ect parameter and the dr awer LossPr ot ect parameter to the same
value. Both of the parameters must be either TRUE or FALSE. If the t r ayLossPr ot ect parameter and the
dr awer LossPr ot ect parameter are set to different values, the storage array returns an error.

Security Type

The securi t yType parameter is valid for drives that are capable of full disk encryption (FDE). With FDE, the
controller firmware can create a key and activate the Drive Security feature. The Drive Security feature encrypts data
as the data is written to the drive and decrypts the data as the data is read from the drive. Without the key created by
the controller, the data written to the drive is inaccessible.

Before you can set the securi t yType parameter to capabl e or enabl ed, you must create a storage array security

key. Use the creat e storageArray securityKey command to create a storage array security key. These
commands are related to the security key:
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m Create storageArray securityKey

m sSet storageArray securityKey

= inport storageArray securityKey

= export storageArray securityKey

m sStart secureErase (drive | drives)

s enabl e vol uneG oup [vol uneG oupNane] security

Minimum Firmware Level

5.20

7.10 adds RAID Level 6 capability and the dssPr eAl | ocat e parameter.
7.50 adds the securi t yType parameter.

7.60 adds the dr awer LossPr ot ect parameter.

7.75 adds the dat aAssur ance parameter.

Create RAID Volume (Free Extent Based Select)

This command creates a volume in the free space of a volume group.

Syntax

create vol ume vol umeG oup="vol uneG oupNane"
user Label =" vol umeNane"
[freeCapacityArea=freeCapacityl ndexNunber ]

[ capaci t y=vol uneCapaci ty]

[owner=(a | b)]

[ cacheReadPr ef et ch=( TRUE | FALSE)]

[ segment Si ze=segnent Si zeVal ue]

[usageHi nt=(fil eSystem | dataBase | nulti Media)]
[dssPreAl | ocate=(TRUE | FALSE)]
[securityType=(none | capable | enabl ed)]

[ dat aAssur ance=(none | enabl ed)]

Parameters
Parameter Description
vol umeG oup The name of a specific volume group in your storage array. Enclose the
volume group name in double quotation marks (" ").
user Label The name that you want to give the new volume. Enclose the new
volume name in double quotation marks (" ").
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Parameter Description

freeCapaci t yArea The index number of the free space in an existing volume group that
you want to use to create the new volume. Free capacity is defined
as the free capacity between existing volumes in a volume group.
For example, a volume group might have the following areas: volume
1, free capacity, volume 2, free capacity, volume 3, free capacity. To
use the free capacity following volume 2, you would enter this index
number:

freeCapacit yArea=2

Run the show vol uneG oup command to determine whether the free
capacity area exists.

capacity The size of the volume that you are adding to the storage array. Size is
defined in units of byt es, KB, MB, GB, or TB.
owner The controller that owns the volume. Valid controller identifiers are a

or b, where a is the controller in slot A, and b is the controller in slot B.
If you do not specify an owner, the controller firmware determines the
owner.

cacheReadPref etch The setting to turn on or turn off cache read prefetch. To turn on cache
read prefetch, set this parameter to TRUE. To turn off cache read
prefetch, set this parameter to FALSE.

segnent Si ze The amount of data (in KB) that the controller writes on a single drive in
a volume before writing data on the next drive. Valid values are 8, 16,
32,64,128, 256, or 512.

usageHi nt The settings for both the cacheReadPr ef et ch parameter and the
segnent Si ze parameter to be default values. The default values
are based on the typical I/O usage pattern of the application that

is using the volume. Valid values are f i | eSyst em dat aBase, or
mul ti Medi a.

dssPreAl |l ocate The setting to make sure that reserve capacity is allocated for future
segment size increases. The default value is TRUE.

securityType The setting to specify the security level when creating the volume
groups and all associated volumes. These settings are valid:

none — The volume group and volumes are not secure.

capabl e — The volume group and volumes are capable of having
security set, but security has not been enabled.

enabl ed — The volume group and volumes have security enabled.

dat aAssur ance The setting to specify that a volume group, and the volumes within

the volume group, has data assurance protection to make sure that
the data maintains its integrity. When you use this parameter, only
protected drives can be used for the volume group. These settings are
valid:

= none — The volume group does not have data assurance protection.

= enabl ed — The volume group has data assurance protection. The
volume group supports protected information and is formatted with
protection information enabled.

Notes

You can use any combination of alphanumeric characters, hyphens, and underscores for the names. Names can have
a maximum of 30 characters.
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The owner parameter defines which controller owns the volume. The preferred controller ownership of a volume is
the controller that currently owns the volume group.

If you do not specify a capacity using the capaci t y parameter, all of the available capacity in the free capacity area
of the volume group is used. If you do not specify capacity units, byt es is used as the default value.

Segment Size

The size of a segment determines how many data blocks that the controller writes on a single drive in a volume before
writing data on the next drive. Each data block stores 512 bytes of data. A data block is the smallest unit of storage.
The size of a segment determines how many data blocks that it contains. For example, an 8-KB segment holds 16
data blocks. A 64-KB segment holds 128 data blocks.

When you enter a value for the segment size, the value is checked against the supported values that are provided by
the controller at run time. If the value that you entered is not valid, the controller returns a list of valid values. Using a
single drive for a single request leaves other drives available to simultaneously service other requests.

If the volume is in an environment where a single user is transferring large units of data (such as multimedia),
performance is maximized when a single data transfer request is serviced with a single data stripe. A data stripe is
the segment size that is multiplied by the number of drives in the volume group that are used for data transfers. In this
case, multiple drives are used for the same request, but each drive is accessed only once.

For optimal performance in a multiuser database or file system storage environment, set your segment size to
minimize the number of drives that are required to satisfy a data transfer request.

Cache Read Prefetch

Cache read prefetch lets the controller copy additional data blocks into cache while the controller reads and copies
data blocks that are requested by the host from the drives into cache. This action increases the chance that a future
request for data can be fulfilled from cache. Cache read prefetch is important for multimedia applications that use
sequential data transfers. The configuration settings for the storage array that you use determine the number of
additional data blocks that the controller reads into cache. Valid values for the cacheReadPr ef et ch parameter are
TRUE or FALSE. You do not need to enter a value for the cacheReadPr ef et ch parameter or the segnent Si ze
parameter. If you do not enter a value, the controller firmware uses the usageHi nt parameter with f i | eSyst emas
the default value.

Entering a value for the usageHi nt parameter and a value for the cacheReadPr ef et ch parameter or a value
for the segnent Si ze parameter does not cause an error. The value that you enter for the cacheReadPr ef et ch
parameter or the segnment Si ze parameter takes priority over the value for the usageHi nt parameter.

Security Type

The securi t yType parameter is valid for drives that are capable of full disk encryption (FDE). With FDE, the
controller firmware can create a key and activate the Drive Security feature. The Drive Security feature encrypts data
as the data is written to the drive and decrypts the data as the data is read from the drive. Without the key created by
the controller, the data written to the drive is inaccessible.

Before you can set the securi t yType parameter to capabl e or enabl ed, you must create a storage array security
key. Use the creat e storageArray securityKey command to create a storage array security key. These
commands are related to the security key:

m Create storageArray securityKey
m set storageArray securityKey

m inport storageArray securityKey
m export storageArray securityKey
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m start secureErase (drive | drives)
s enabl e vol uneG oup [vol uneG oupNane] security

m create hostPort identifier

Minimum Firmware Level

5.20

7.10 adds the dssPr eAl | ocat e parameter.
7.50 adds the securi t yType parameter.

7.75 adds the dat aAssur ance parameter.

Create RAID Volume (Manual Drive Select)

This command creates a new volume group and volume and lets you specify the drives for the volume.

NOTE You cannot use mixed drive types in the same volume group and volume. This command fails if you specify

different types of drives for the RAID volume.

Syntax

create volume drives=(traylDl, drawerlD1,slotlIDl ...

vol uneG oupUser Label =" vol uneG oupNange"
raidLevel=(0 | 1| 3| 5| 6)

user Label =" vol umeNane"

[ capaci t y=vol uneCapaci ty]

[owner=(a | b)]

[ cacheReadPr ef et ch=( TRUE | FALSE)]

[ segment Si ze=segnent Si zeVal ue]

[usageHi nt=(fil eSystem | dataBase | nulti Media)]
[trayLossProtect=(TRUE | FALSE)]

[ drawer LossProtect =( TRUE | FALSE)]
[dssPreAl | ocate=(TRUE | FALSE)]
[securityType=(none | capable | enabl ed)]
[ dat aAssur ance=(none | enabl ed)]

Parameters

trayl Dn, dr awer | Dn, sl ot | Dn)

Parameter Description

values in parentheses.

drives The drives that you want to assign to the volume that you want to
create. For high-capacity drive trays, specify the tray ID value, the
drawer ID value, and the slot ID value for each drive that you assign to
the volume. For low-capacity drive trays, specify the tray ID value and
the slot ID value for each drive that you assign to the volume. Tray ID
values are 0 to 99. Drawer ID values are 1 to 5. Slot ID values are 1
to 32. Enclose the tray ID values, the drawer ID values, and the slot ID

vol umeG oupUser Label The name that you want to give the new volume group. Enclose the
volume group name in double quotation marks (" ").
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Parameter Description

rai dLevel The RAID level of the volume group that contains the volume. Valid
values are 0, 1, 3, 5, or 6.

user Label The name that you want to give the new volume. Enclose the new
volume name in double quotation marks (" ").

capacity The size of the volume that you are adding to the storage array. Size is
defined in units of byt es, KB, MB, GB, or TB.

owner The controller that owns the volume. Valid controller identifiers are a

or b, where a is the controller in slot A, and b is the controller in slot B.
If you do not specify an owner, the controller firmware determines the
owner.

cacheReadPref etch The setting to turn on or turn off cache read prefetch. To turn off cache
read prefetch, set this parameter to FALSE. To turn on cache read
prefetch, set this parameter to TRUE.

segnment Si ze The amount of data (in KB) that the controller writes on a single drive in
a volume before writing data on the next drive. Valid values are 8, 16,
32, 64,128, 256, or 512.

usageHi nt The settings for both the cachReadPr ef et ch parameter and the
segnent Si ze parameter to be default values. The default values
are based on the typical /0O usage pattern of the application that
is using the volume. Valid values are f i | eSyst em dat aBase, or
mul ti Medi a.

trayLossProt ect The setting to enforce tray loss protection when you create the
repository. To enforce tray loss protection, set this parameter to TRUE.
The default value is FALSE.

dr awer LossPr ot ect The setting to enforce drawer loss protection when you create the
mirrored repository volume. To enforce drawer loss protection, set this
parameter to TRUE. The default value is FALSE.

dssPreAl | ocat e The setting to make sure that reserve capacity is allocated for future
segment size increases. This default value is TRUE.

securityType The setting to specify the security level when creating the volume
groups and all associated volumes. These settings are valid:

= none — The volume group and volumes are not secure.

m capabl e — The volume group and volumes are capable of having
security set, but security has not been enabled.

= enabl ed — The volume group and volumes have security enabled.

dat aAssur ance The setting to specify that a volume group, and the volumes within

the volume group, has data assurance protection to make sure that
the data maintains its integrity. When you use this parameter, only
protected drives can be used for the volume group. These settings are
valid:

= none — The volume group does not have data assurance protection.

= enabl ed — The volume group has data assurance protection. The
volume group supports protected information and is formatted with
protection information enabled.

Notes

The dri ves parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive

tray has drawers that hold the drives. The drawers slide out of the chassis to provide access to the drives. A low-
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capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

If you set the r ai dLevel parameter to RAID level 1, the controller firmware takes the list of drives and pairs them by
using this algorithm:

Data drive = X
Parity drive = N/2+X

In this algorithm, X is 1 to N/2, and N is the number of drives in the list. For example, if you have six drives, the
mirrored pairs are as follows:

Data Drives  Parity Drives

1 N/2+1 =4
2 N/2+2 =5
3 N/2+3 =6

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

The owner parameter defines which controller owns the volume. The preferred controller ownership of a volume is
the controller that currently owns the volume group.

If you do not specify a capacity using the capaci t y parameter, all of the drive capacity that is available in the volume
group is used. If you do not specify capacity units, byt es is used as the default value.

Segment Size

The size of a segment determines how many data blocks that the controller writes on a single drive in a volume before
writing data on the next drive. Each data block stores 512 bytes of data. A data block is the smallest unit of storage.
The size of a segment determines how many data blocks that it contains. For example, an 8-KB segment holds 16
data blocks. A 64-KB segment holds 128 data blocks.

When you enter a value for the segment size, the value is checked against the supported values that are provided by
the controller at run time. If the value that you entered is not valid, the controller returns a list of valid values. Using a
single drive for a single request leaves other drives available to simultaneously service other requests.

If the volume is in an environment where a single user is transferring large units of data (such as multimedia),
performance is maximized when a single data transfer request is serviced with a single data stripe. A data stripe is
the segment size that is multiplied by the number of drives in the volume group that are used for data transfers. In this
case, multiple drives are used for the same request, but each drive is accessed only once.

For optimal performance in a multiuser database or file system storage environment, set your segment size to
minimize the number of drives that are required to satisfy a data transfer request.

Cache Read Prefetch

Cache read prefetch lets the controller copy additional data blocks into cache while the controller reads and copies
data blocks that are requested by the host from the drive into cache. This action increases the chance that a future
request for data can be fulfilled from cache. Cache read prefetch is important for multimedia applications that use
sequential data transfers. The configuration settings for the storage array that you use determine the number of
additional data blocks that the controller reads into cache. Valid values for the cacheReadPr ef et ch parameter are
TRUE or FALSE.
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You do not need to enter a value for the cacheReadPr ef et ch parameter or the segnent Si ze parameter. If you
do not enter a value, the controller firmware uses the usageHi nt parameter with fi | eSyst emas the default value.
Entering a value for the usageHi nt parameter and a value for the cacheReadPr ef et ch parameter or a value

for the segnent Si ze parameter does not cause an error. The value that you enter for the cacheReadPr ef et ch
parameter or the segnment Si ze parameter takes priority over the value for the usageHi nt parameter.

Tray Loss Protection and Drawer Loss Protection

For tray loss protection to work, each drive in a volume group must be on a separate tray. If you set the

t rayLossPr ot ect parameter to TRUE and have selected more than one drive from any one tray, the storage array
returns an error. If you set the t r ayLossPr ot ect parameter to FALSE, the storage array performs operations, but
the volume group that you create might not have tray loss protection.

Tray loss protection is not valid when you create volumes on existing volume groups.

The dr awer LossPr ot ect parameter defines if data on a volume is accessible if a drawer fails. When you assign
the drives, if you set the the dr awer LossPr ot ect parameter to TRUE and select more than one drive from any
one drawer, the storage array returns an error. If you set the dr awer LossPr ot ect parameter to FALSE, the storage
array performs operations, but the volume group that you create might not have drawer loss protection.

You must set the t rayLossPr ot ect parameter and the dr awer LossPr ot ect parameter to the same
value. Both of the parameters must be either TRUE or FALSE. If the t rayLossPr ot ect parameter and the
dr awer LossPr ot ect parameter are set to different values, the storage array returns an error.

Security Type

The securi t yType parameter is valid for drives that are capable of full disk encryption (FDE). With FDE, the
controller firmware can create a key and activate the Drive Security feature. The Drive Security feature encrypts data
as the data is written to the drive and decrypts the data as the data is read from the drive. Without the key created by
the controller, the data written to the drive is inaccessible.

Before you can set the securi t yType parameter to capabl e or enabl ed, you must create a storage array security
key. Use the creat e storageArray securityKey command to create a storage array security key. These
commands are related to the security key:

m Create storageArray securityKey

= enabl e vol uneG oup [vol uneG oupNane] security
m export storageArray securityKey

m inport storageArray securityKey

m Set storageArray securityKey

m start secureErase (drive | drives)

Minimum Firmware Level

5.20

7.10 adds RAID Level 6 capability and the dssPr eAl | ocat e parameter.
7.60 adds the drawerlD user input and the dr awer LossPr ot ect parameter.

7.75 adds the dat aAssur ance parameter.
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Create Read-Only Snapshot Volume

This command creates a read-only snapshot volume for the snapshot images of a base volume. To change a read-
only snapshot volume to a read/write volume, use the set snapVol une convert ToReadW it e command.

NOTE You cannot use this command for a snapshot image that is used in online volume copy.

Syntax

creat e snapVol une user Label =" snapVol umreNane"
snapl magel D="snapCd D: i magel D"

readOnly
Parameters
Parameter Description
user Label The name that you want to give to a snapshot volume. Enclose the snapshot volume

name in double quotation marks (" ").

snapl magel D The name of a snapshot image that you want to add to the new read-only snapshot
volume. The name of a snapshot image is comprised of two parts:

= The name of the snapshot group

= An identifier for the snapshot image in the snapshot group

The identifier for the snapshot image can be one of these:

= An integer value that is the sequence number of the snapshot in the snapshot group.

s NEVEST - Use this option when you want to show the latest snapshot image created
in the snapshot group.

= CLDEST - Use this option when you want to show the earliest snapshot image
created in the snapshot group.

Enclose the snapshot image name in double quotation marks (" ").

readOnly This parameter sets the snapshot volume to read-only. This parameter is actually a
Boolean; however, in the context of this command, the Boolean value is always TRUE.

NOTE With the r eadOnl y parameter, snapshot volumes are not created.

Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

The identifier of a snapshot image has two parts separated by a colon (:):

= The name of the snapshot group

= The identifier of the snapshot image

For example, if you want to create a read-only volume named engData1 using the most recent snapshot image in a
snapshot group that has the name snapGroup1, you would use this command:

create snapVol une userLabel ="engbDat al" snapl magel D="snapG oupl: newest" readOnly;

Minimum Firmware Level

7.83
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Create Snapshot (Legacy) Volume

This command creates a snapshot (legacy) volume of a base volume. You can also use this command to create a
new repository volume group if one does not already exist, or if you would prefer a different repository volume group.
This command defines three ways to create a snapshot (legacy) volume:

= In a new repository volume group created from user-defined drives
= In a new repository volume group created from a user-defined number of drives

= In an existing repository volume group

If you choose to define a number of drives, the controller firmware chooses which drives to use for the snapshot
(legacy) volume.

Syntax (User-Defined Drives)

creat e snapshot Vol une baseVol une="baseVol unreNane"
[repositoryRAIDLevel=(0 | 1| 3| 5| 6)]
[repositoryDrives=(trayl D1,drawer | D1,slotI Dl ... trayl Dn,drawerlDn, sl otlDn)]
[ repositoryVol uneG oupUser Label ="r eposi t or yVol umeGr oupNane" ]
[trayLossProtect=(TRUE | FALSE)]

[ drawer LossProtect =( TRUE | FALSE)]
[freeCapacityArea=freeCapacityl ndexNunber ]

[ user Label =" snapshot Vol umeNane" ]

[ war ni ngThr eshol dPer cent =per cent Val ue]

[ reposi t oryPer cent O Base=per cent Val ue]

[ repositoryUserLabel ="repositoryNane"]

[repositoryFul | Policy=(fail BaseWites | fail Snapshot)]

[ enabl eSchedul e=( TRUE | FALSE)]

[ schedul e (i mmedi ate | snapshot Schedul e)]

Syntax (User-Defined Number of Drives)

creat e snapshot Vol une baseVol unme="baseVol unmeNane"
[repositoryRAIDLevel=(0 | 1| 3| 5] 6)]

[ repositoryDriveCount =nunber O Dri ves]

[ reposi toryVol uneG oupUser Label ="reposi t or yVol umeG oupNanme" ]
[driveMedi aType=(HDD | SSD | unknown | all Medi a)]
[driveType=(fibre | SATA | SAS)]
[trayLossProtect=(TRUE | FALSE)]

[ drawer LossProtect =( TRUE | FALSE)]

[ user Label =" snapshot Vol unmeNane" ]

[ war ni ngThr eshol dPer cent =per cent Val ue]

[ reposi toryPer cent Of Base=per cent Val ue]
[repositoryUserLabel ="repositoryNane"]

[repositoryFul | Policy=(fail BaseWites | fail Snapshot)]
[ enabl eSchedul e=( TRUE | FALSE)]

[ schedul e (i medi ate | snapshot Schedul e)]

Syntax (Existing Repository Volume Group)

creat e snapshot Vol une baseVol une="baseVol unreNane"

[ repositoryVol uneG oup="repositoryVol umeG oupNane"]
[ repositoryUserLabel ="repositoryNane"]
[freeCapacityArea=freeCapacityl ndexNunber ]

[ user Label =" snapshot Vol umeNane" ]

[ war ni ngThr eshol dPer cent =per cent Val ue]
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[ reposi t oryPer cent O Base=per cent Val ue]
[repositoryFul | Policy=(fail BaseWites | fail Snapshot)]

[ enabl eSchedul e=( TRUE | FALSE)]

[ schedul e (i medi ate | snapshot Schedul e) ]

Parameters

Parameter

Description

baseVol une

The name of the base volume from which you want to take a
snapshot (legacy). Enclose the base volume name in double
quotation marks (" ").

r eposi t or yRAI DLevel

Use this parameter when you create a new volume group.

The RAID level for the snapshot (legacy) repository volume
group. Valid values are 0, 1, 3, 5, or 6.

repositoryDrives

Use this parameter when you create a new volume group.

The drives that you want to assign to the snapshot (legacy)
repository volume group. For high-capacity drive trays,
specify the tray ID value, the drawer ID value, and the slot ID
value for each drive that you assign to the snapshot (legacy)
repository volume. For low-capacity drive trays, specify the
tray ID value and the slot ID value for each drive that you
assign to the snapshot (legacy) repository volume. Tray

ID values are 0 to 99. Drawer ID values are 1 to 5. Slot ID
values are 1 to 32. Enclose the tray ID values, the drawer ID
values, and the slot ID values in parentheses.

reposi t oryDri veCount

Use this parameter when you create a new volume group.

The number of unassigned drives that you want to use for the
snapshot (legacy) repository volume group.

reposi t or yVol umeG oupUser Label

Use this parameter when you create a new volume group.

The name of a new volume group to be used for the
repository volume. Enclose the repository volume group name
in double quotation marks (" ").

r eposi t or yVol umeG oup

The name of an existing volume group where you want to
place the repository volume. Use this parameter if you do not
want to put the repository volume in the same volume group
as the base volume. The default is to use the same volume
group for both the base volume and the repository volume.
Enclose the name of the repository volume group in double
quotation marks (" ").

user Label

The name that you want to give to the snapshot (legacy)
volume. If you do not want to provide a name, the CLI creates
a name using the base volume user label that you provide.

trayLossProt ect

The setting to enforce tray loss protection when you create
the snapshot (legacy) repository volume. To enforce tray loss
protection, set this parameter to TRUE. The default value is
FALSE.

dr awer LossPr ot ect

The setting to enforce drawer loss protection when you
create the mirror repository volume. To enforce drawer loss
protection, set this parameter to TRUE. The default value is
FALSE.
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Parameter

Description

dri veMedi aType

The type of drive medium that you want to use for the mirror
repository volume. Valid drive media are these:

s HDD - Use this option when you have hard drives in the
drive tray.

m SSD - Use this option when you have solid state drives in
the drive tray.

= unknown — Use if you are not sure what types of drive
media are in the drive tray.

s al | Medi a — Use this option when you want to use all
types of drive media that are in the drive tray.

Use this parameter when you use the
reposi toryDri veCount parameter.

You must use this parameter when you have more than one
type of drive media in your storage array.

driveType

The type of drive that you want to use in the volume. You
cannot mix drive types.

You must use this parameter when you have more than one
type of drive in your storage array.

Valid drive types are:
s fibre
s SATA

m SAS

If you do not specify a drive type, the command defaults to
fibre.

Use this parameter when you use the
reposi toryDri veCount parameter.

freeCapacit yArea

The index number of the free space in an existing volume
group that you want to use to create the snapshot (legacy)
repository volume. Free capacity is defined as the free
capacity between existing volumes in a volume group. For
example, a volume group might have these areas: volume
1, free capacity, volume 2, free capacity, volume 3, free
capacity. To use the free capacity following volume 2, you
would specify:

freeCapaci t yArea=2

Run the show vol umeG oup command to determine if a free
capacity area exists.

war ni ngThr eshol dPer cent

The percentage of repository capacity at which you receive
a warning that the snapshot (legacy) repository volume is
nearing full. Use integer values. For example, a value of 70
means 70 percent. The default value is 50.

r eposi t or yPer cent Of Base

The size of the snapshot (legacy) repository volume as a
percentage of the base volume. Use integer values. For
example, a value of 40 means 40 percent. The default value
is 20.
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Parameter Description

reposi t oryUser Label The name that you want to give to the snapshot (legacy)
repository volume. Enclose the snapshot (legacy) repository
volume name in double quotation marks (" ").

reposi toryFul | Policy How you want snapshot (legacy) processing to continue if the
snapshot (legacy) repository volume is full. You can choose
to fail writes to the base volume (f ai | BaseW i t es) or fail
the snapshot (legacy) volume (f ai | Snapshot ). The default
value is f ai | Snapshot .

enabl eSchedul e Use this parameter to turn on or to turn off the ability to
schedule a snapshot (legacy) operation. To turn on snapshot
(legacy) scheduling, set this parameter to TRUE. To turn off
snapshot (legacy) scheduling, set this parameter to FALSE.

schedul e Use this parameter to schedule a snapshot (legacy)
operation.

You can use one of these options for setting a schedule for a
snapshot (legacy) operation:

s i mmedi ate

m startDate

= schedul eDay

= StartTinme

= schedul el nt erval
s endDate

n tinmesPer Day

s timeZone

s schedul eDat e

s nonth

See the "Notes" section for information explaining how to use
these options.

Notes

The volume that you are taking a snapshot (legacy) of must be a standard volume in the storage array. The maximum
number of snapshot (legacy) volumes that you can create is one-half of the total number of volumes that are
supported by a controller.

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

One technique for naming the snapshot (legacy) volume and the snapshot (legacy) repository volume is to add a
hyphenated suffix to the original base volume name. The suffix distinguishes between the snapshot (legacy) volume
and the snapshot (legacy) repository volume. For example, if you have a base volume with a name of Engineering
Data, the snapshot (legacy) volume can have a name of Engineering Data-S1, and the snapshot (legacy) repository
volume can have a name of EngineeringData-R1.

If you do not choose a name for either the snapshot (legacy) volume or the snapshot (legacy) repository volume, the

storage management software creates a default name by using the base volume name. Examples of the snapshot
(legacy) volume name that the controllers might create are these:
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= If the base volume name is aaa and does not have a snapshot (legacy) volume, the default snapshot (legacy)
volume name is aaa-1.

= If the base volume already has n-1 number of snapshot (legacy) volumes, the default name is aaa-n.

Examples of the snapshot (legacy) repository volume name that the controller might create are these:

s If the base volume name is aaa and does not have a snapshot (legacy) repository volume, the default snapshot
(legacy) repository volume name is aaa-R1.

= If the base volume already has n-1 number of snapshot (legacy) repository volumes, the default name is aaa-Rn.

If you do not specify the unconfigured space or free space, the snapshot (legacy) repository volume is placed in the
same volume group as the base volume. If the volume group where the base volume resides does not have enough
space, this command fails.

The r eposi t oryDr i ves parameter supports both high-capacity drive trays and low-capacity drive trays. A high-
capacity drive tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the
drives. A low-capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier
(ID) of the drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray,
you need only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive
tray, an alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the
drawer to 0, and specify the ID of the slot in which a drive resides.

Tray Loss Protection and Drawer Loss Protection

When you assign the drives, if you set the t rayLossPr ot ect parameter to TRUE and have selected more than one
drive from any one tray, the storage array returns an error. If you set the t r ayLossPr ot ect parameter to FALSE, the
storage array performs operations, but the volume group that you create might not have tray loss protection.

When the controller firmware assigns the drives, if you set the t rayLossPr ot ect parameter to TRUE, the storage
array returns an error if the controller firmware cannot provide drives that result in the new volume group having tray
loss protection. If you set the t rayLossPr ot ect parameter to FALSE, the storage array performs the operation even
if it means the volume group might not have tray loss protection.

The dr awer LossPr ot ect parameter defines whether data on a volume is accessible if a drawer fails. When you
assign the drives, if you set the dr awer LossPr ot ect parameter to TRUE and select more than one drive from any
one drawer, the storage array returns an error. If you set the dr awer LossPr ot ect parameter to FALSE, the storage
array performs operations, but the volume group that you create might not have drawer loss protection.

If you have a storage configuration that includes a drive tray that has drawers to hold the drives, follow these
guidelines when configuring tray loss protection:

m IfyousettrayLossProtect to TRUE, then you must set dr awer LossPr ot ect to TRUE.

m IfyousettraylLossProtect to FALSE, then you can set dr awer LossPr ot ect to either TRUE or FALSE.

If you settrayLossProt ect to TRUE and dr awer LossPr ot ect to FALSE, the storage array returns an error.
Scheduling Snapshots (Legacy)

The enabl eSchedul e parameter and the schedul e parameter provide a way for you to schedule automatic
snapshots (legacy). Using these parameters, you can schedule snapshots (legacy) daily, weekly, or monthly (by day
or by date). The enabl eSchedul e parameter turns on or turns off the ability to schedule snapshots (legacy). When

you enable scheduling, you use the schedul e parameter to define when you want the snapshots (legacy) to occur.

This list explains how to use the options for the schedul e parameter:
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i medi at e — As soon as you enter the command, a snapshot (legacy) volume is created and a copy-on-write
operation begins.

st art Dat e — A specific date on which you want to create a snapshot (legacy) volume and perform a copy-on-
write operation. The format for entering the date is MVt DD: YY. If you do not provide a start date, the current date is
used. An example of this option is st ar t Dat e=06: 27: 11.

schedul eDay — A day of the week on which you want to create a snapshot (legacy) volume and perform a copy-
on-write operation. The values that you can enter are: nonday, t uesday, wednesday, t hur sday, fri day,
sat ur day, sunday, and al | . An example of this option is schedul eDay=wednesday.

st art Ti me — The time of a day that you want to create a snapshot (legacy) volume and start performing a
copy-on-write operation. The format for entering the time is HH: MM where HH is the hour and MMis the minute
past the hour. Use a 24-hour clock. For example, 2:00 in the afternoon is 14:00. An example of this option is
start Ti me=14: 27.

schedul el nt er val —An amount of time, in minutes, that you want to have as a minimum between copy-on-
write operation. You can create a schedule in which you have overlapping copy-on-write operations because of the
duration of a copy operation. You can make sure that you have time between copy-on-write operations by using
this option. The maximum value for the schedul el nt er val option is 1440 minutes. An example of this option is
schedul el nt er val =180.

endDat e — A specific date on which you want to stop creating a snapshot (legacy) volume and end the copy-on-
write operations. The format for entering the date is MM DD: YY. An example of this option is endDat e=11: 26: 11.

ti mesPer Day — The number of times that you want the schedule to run in a day. An example of this option is
ti mesPer Day=4.

t i meZone — Use this parameter to define the time zone in which the storage array is operating. You can define the
time zone in one of two ways:

= QGMI-xHH MM- The time zone offset from GMT. Enter the offset in hours and minutes. For example GMT-06:00
is the central time zone in the United States.

- Text string - Standard time zone text strings. For example: "USA/Chicago" or "Germany/Berlin". Time zone
text strings s are case sensitive. If you enter an incorrect text string, GMT time is used. Enclose the text string
in double quotation marks.

schedul eDat e — A day of the month on which you want to create a snapshot (legacy) volume and perform

a copy-on-write operation. The values for the days are numerical and in the range of 1- 31. Enclose the value
for the day in double quotation marks inside parentheses. If you want to create a a snapshot (legacy) volume
on a specific date of a specific month use the schedul eDat e option with the nont h option. If you have set up
a weekly schedule, you cannot use the schedul eDat e option. An example of the schedul eDat e option is
schedul ebat e=("15").

nmont h — A specific month on which you want to create a snapshot (legacy) volume and perform a copy-on-write
operation. The values for the months are: j an, f eb, mar, apr, may, j un, j ul , aug, sep, oct, nov, and dec.
Enclose the value in parentheses. You can enter more than one month by enclosing the months in a single set of
parentheses and separating each month with a space. If you want to create a a snapshot (legacy) volume on a
specific date of a specific month use the schedul eDat e option with the nont h option. These are examples of the
nont h option:

- nont h=(mar)

- nonth=(mar apr may)

The code string for defining a schedule is similar to these examples:

enabl eSchedul e=true
schedul e startTi ne=14: 27

enabl eSchedul e=tr ue
schedul e schedul el nterval =180

CLI and Script Commands for Version 11.20 - 103



enabl eSchedul e=t rue
schedul e ti neZone=GMJIT- 06: 00

enabl eSchedul e=t rue
schedul e ti neZone="USA/ Chi cago"

enabl eSchedul e=t rue schedul e
nmont h=(mar) schedul eDat e=("15")

If you also use the schedul el nt er val option, the firmware will choose between the t i mesPer Day option and
the schedul el nt er val option by selecting the lowest value of the two options. The firmware calculates an integer
value for the schedul el nt er val option by dividing 1440 by a the schedul el nt er val option value that you

set. For example, 1440/180 = 8. The firmware then compares the t i nesPer Day integer value with the calculated
schedul el nt er val integer value and uses the smaller value.

To remove a schedule, use the del et e vol ume command with the schedul e parameter. The del et e vol une
command with the schedul e parameter deletes only the schedule, not the snapshot (legacy) volume.

Minimum Firmware Level

5.00

7.10 adds RAID 6 Level capability.

7.60 adds the dr awer | Duser input, the dri veMedi aType parameter, and the dr awer LossPr ot ect parameter.
7.77 adds scheduling.

7.83 removes the noEndDat e option. This option is not supported.

7.86 adds the schedul eDat e option and the nont h option.

Create Snapshot Group

This command creates a new snapshot group and the associated repository volume. A snapshot group contains a
sequence of snapshot images of an associated base volume. A snapshot group has a repository volume that is used
to save data for all of the snapshot images that are part of the snapshot group.

Syntax

create snapG oup userlLabel ="snapG oupNane" sourceVol une="vol uneNange"
[ (repositoryVol ume="repos_xxxx" |

reposi t oryVol une=(vol umeGr oupNane [ capacity=capacityVal ue]) |

reposi t or yVol une=(di skPool Nane [ capacity=capacityVal ue]))]
[repositoryFul | Policy=(fail BaseWites | purgeSnapl mages)]

[rol I backPriority=(highest | high | nedium| low | |owest)]
[repositoryFul | Li mit=percent Val ue]

[ aut oDel et eLi m t =nunber O Snapl mages] |

[ enabl eSchedul e=( TRUE | FALSE)]

[ schedul e (i medi ate | snapshot Schedul e)]
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Parameters

Parameter Description

user Label The name that you want to give the new snapshot group. Enclose the
snapshot group identifier in double quotation marks (" ").

sour ceVol ume The name of the volume that you want to use as the source for
your snapshot images. Enclose the source volume name in double
quotation marks (" ").

r eposi t oryVol une The name of the repository volume that will contain the changed data
of the snapshot group.

You have two options for defining the name of a repository volume:
m Use an existing repository volume: name

s Create a newrepository volume when you run this command
The name of an existing repository volume is comprised of two parts:

= The term repos

= A four digit numerical identifier that the storage management
software assigns to the repository volume name

Enclose the name of the existing repository volume in double quotation
marks (" ").

If you want to create a new repository volume when you run this
command you must enter the name of either a a volume group or a
disk pool in which you want the repository volume. Optionally, you also
can define the capacity of the repository volume. If you want to define
the capcity you can use these values:

= An integer value that represents a percentage of the base volume
capacity

= A decimal fraction value that represents a percentage of the base
volume capacity

= A specific size for the repository volume. Size is defined in units of
byt es, KB, MB, GB, or TB.

If you do not use the capacity option, the storage management
software sets the capacity to 20 percent of the base volume capacity.

When you run this command the storage management software
creates the repository volume for the snapshot volume.

reposi toryFul | Policy Defines how snapshot image processing continues if the snapshot
group repository volume is full. You can choose to fail I/O writes

to the base volume (f ai | BaseW i t es) or delete (purge) the
snapshot images (pur geSnapl nages) in the repository volume. The
pur geSnapl mages option deletes the oldest snapshot images to free
up space. The default action is pur geSnapl nages.

rol | BackPriority Determines whether system resources should be allocated to the
rollback operation at the expense of system performance. A value of
hi gh indicates that the rollback operation is prioritized over all other
host I/0. A value of | owindicates that the rollback operation should
be performed with minimal impact to host I/O. The default value is
medi um

repositoryFul I Limt The percentage of repository capacity at which you receive a warning
that the snapshot group repository volume is nearing full. Use integer
values. For example, a value of 70 means 70 percent. The default
value is 75.
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Parameter Description

aut oDel et eLi i t Each snapshot group can be configured to perform automatic deletion
of its snapshot images to keep the total number of snapshot images in
the snapshot group at or below a designated level. When this option
is enabled, then any time a new snapshot image is created in the
snapshot group, the system automatically deletes the oldest snapshot
image in the group to comply with the limit value. This action frees
repository capacity so it can be used to satisfy ongoing copy-on-write
requirements for the remaining snapshot images.

enabl eSchedul e Use this parameter to turn on or to turn off the ability to schedule a
snapshot operation. To turn on snapshot scheduling, set this parameter
to TRUE. To turn off snapshot scheduling, set this parameter to FALSE.

schedul e Use this parameter to schedule a snapshot operation.

You can use one of these options for setting a schedule for a snapshot
operation:

s i nMmedi ate

m startDate

s schedul eDay

m startTine

s schedul el nterval
s endDate

= tinmesPer Day

= tinmeZone

s schedul eDat e

= nonth

See the "Notes" section for information explaining how to use these
options.

Notes

Each snapshot group name must be unique. You can use any combination of alphanumeric characters, underscore
(L), hyphen(-), and pound (#) for the user label. User labels can have a maximum of 30 characters.

To create a snapshot group, you must have an associated repository volume in which you store the snapshot images.
You can either use an existing repository volume or create a new repository volume. You can create the repository
volume when you create the snapshot group. A snapshot group repository volume is an expandable volume that

is structured as a concatenated collection of up to 16 standard volume entities. Initially, an expandable repository
volume has only a single element. The capacity of the expandable repository volume is exactly that of the single
element. You can increase the capacity of an expandable repository volume by attaching additional standard volumes
to it. The composite expandable repository volume capacity then becomes the sum of the capacities of all of the
concatenated standard volumes.

A snapshot group has a strict ordering of snapshot images based on the time that each snapshot image is created. A
shapshot image that is created after another snapshot image is a successor relative to that other snapshot image. A
shapshot image that is created before another snapshot image is a predecessor relative to that other one.

A snapshot group repository volume must satisfy a minimum capacity requirement that is the sum of the following:

= 32 MB to support fixed overhead for the snapshot group and for copy-on-write processing.

= Capacity for rollback processing, which is 1/5000th of the capacity of the base volume.
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The minimum capacity is enforcement by the controller firmware and the storage management software.

When you first create a snapshot group, it does not contains any snapshot images. When you create snapshot
images, you add the snapshot images to a snapshot group. Use the cr eat e snapl mage command to create
shapshot images and add the snapshot images to a snapshot group.

A snapshot group can have one of these states:

= Optimal — The snapshot group is operating normally.

s Full - The snapshot group repository is full. Additional copy-on-write operations can not be performed. This state
is possible only for snapshot groups that have the Repository Full policy set to Fail Base Writes. Any snapshot
group in a Full state causes a Needs-Attention condition to be posted for the storage array.

s Over Threshold — The snapshot group repository volume usage is at or beyond its alert threshold. Any snapshot
group in this state causes a Needs-Attention condition to be posted for the storage array.

s Failed — The snapshot group has encountered a problem that has made all snapshot images in the snapshot
group unusable. For example, certain types of repository volume failures can cause a Failed state. To recover from
a Failed state use the r evi ve snapG oup command.

Automatic Snapshot Image Deletion

You can configure each snapshot group to automatically delete the snapshot images by using the

aut oDel et eLi mi t parameter. Automatically deleting the snapshot images enables you to avoid having to routinely,
manually delete the images that you do not want and that might prevent the creation of future snapshot images
because the repository volume is full. When you use the aut oDel et eLi mi t parameter it causes the storage
management software to automatically delete snapshot images, starting with the oldest. The storage management
software deletes snapshot images until it reaches a number of snapshot images that is equal to the number that

you enter with aut oDel et eLi mi t parameter. When new snapshot images are added to the repository volume, the
storage management software deletes the oldest snapshot images until the aut oDel et eLi mi t parameter number is
reached.

Scheduling Snapshots

The enabl eSchedul e parameter and the schedul e parameter provide a way for you to schedule creating snapshot
images for a snapshot group. Using these parameters, you can schedule snapshots daily, weekly, or monthly (by

day or by date). The enabl eSchedul e parameter turns on or turns off the ability to schedule snapshots. When you
enable scheduling, you use the schedul e parameter to define when you want the snapshots to occur.

This list explains how to use the options for the schedul e parameter:

= i mredi at e — As soon as you enter the command, a snapshot image is created, and a copy-on-write operation
begins.

= st art Dat e — A specific date on which you want to create a snapshot image and perform a copy-on-write
operation. The format for entering the date is MM DD: YY. If you do not provide a start date, the current date is
used. An example of this option is st art Dat e=06: 27: 11.

= schedul eDay — A day of the week on which you want to create a snapshot image and perform a copy-on-
write operation. You can enter these values: nonday, t uesday, wednesday, t hur sday, f ri day, sat ur day,
sunday, and al | . An example of this option is schedul eDay=wednesday.

s startTi me — The time of a day that you want to create a snapshot image and start performing a copy-on-write
operation. The format for entering the time is HH: MM where HH is the hour and MMis the minute past the hour. Use
a 24-hour clock. For example, 2:00 in the afternoon is 14:00. An example of this option is st art Ti me=14: 27.
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s schedul el nt er val — An amount of time, in minutes, that you want to have as a minimum between copy-on-
write operations. You can possibly create a schedule in which you have overlapping copy-on-write operations
because of the duration of a copy operation. You can make sure that you have time between copy-on-write
operations by using this option. The maximum value for the schedul el nt er val option is 1440 minutes. An
example of this option is schedul el nt er val =180.

s endDat e — A specific date on which you want to stop creating a snapshot image and end the copy-on-write
operation. The format for entering the date is MM DD: YY. An example of this option is endDat e=11: 26: 11.

= nhoEndDat e — Use this option if you do not want your scheduled copy-on-write operation to end. If you later decide
to end the copy-on-write operations you must re-enter the set snapG oup command and specify an end date.

= timesPer Day — The number of times that you want the schedule to run in a day. An example of this option is
ti mesPer Day=4.

= timeZone — Use this parameter to define the time zone in which the storage array is operating. You can define the
time zone in one of two ways:

- QGMIr+tHH: MM- The time zone offset from GMT. Enter the offset in hours and minutes. For example GMT-06:00
is the central time zone in the United States.

- Text string— Standard time zone text strings. For example: "USA/Chicago" or "Germany/Berlin". Time zone
text strings are case sensitive. If you enter an incorrect text string, GMT time is used. Enclose the text string in
double quotation marks.

s schedul eDat e — A day of the month on which you want to create a snapshot volume and perform a copy-on-
write operation. The values for the days are numerical and in the range of 1- 31. Enclose the value for the day
in double quotation marks inside parentheses. If you want to create a a snapshot volume on a specific date of a
specific month use the schedul eDat e option with the nont h option. If you have set up a weekly schedule, you
cannot use the schedul eDat e option. An example of the schedul eDat e option is schedul eDat e=("15").

= nont h — A specific month on which you want to create a snapshot volume and perform a copy-on-write operation.
The values for the months are: j an, f eb, mar, apr, nay, j un, j ul , aug, sep, oct, nov, and dec. Enclose the
value in parentheses. You can enter more than one month by enclosing the months in a single set of parentheses
and separating each month with a space. If you want to create a a snapshot volume on a specific date of a specific
month use the schedul eDat e option with the mont h option. These are examples of the nont h option:

- nont h=(nmar)
- nonth=(mar apr may)
The code string for defining a schedule is similar to these examples:
enabl eSchedul e=true schedul e startTi me=14: 27
enabl eSchedul e=t rue schedul e schedul el nt er val =180
enabl eSchedul e=t rue schedul e ti meZone=GMr- 06: 00
enabl eSchedul e=t rue schedul e ti meZone="USA/ Chi cago"
enabl eSchedul e=t rue schedul e nmont h=(mar) schedul eDat e=("15")
If you also use the schedul el nt er val option, the firmware chooses between the t i mresPer Day option and the
schedul el nt er val option by selecting the lowest value of the two options. The firmware calculates an integer
value for the schedul el nt er val option by dividing 1440 by the schedul el nt er val option value that you set.
For example, 1440/180 = 8. The firmware then compares the t i mesPer Day integer value with the calculated

schedul el nt er val integer value and uses the smaller value.

To remove a schedule, use the del et e vol ume command with the schedul e parameter. The del et e vol une
command with the schedul e parameter deletes only the schedule, not the snapshot volume.
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Minimum Firmware Level
7.83

7.86 adds the schedul eDat e option and the nont h option.

Create Snapshot Image

This command creates a new snapshot image in one or more existing snapshot groups. Before you can create a
snapshot image, you must first have at least one snapshot group into which you can place the snapshot image. To
create a snapshot group use the cr eat e snapG oup command.

Syntax
create snapl mage (snapG oup="snhapG oupNane" |
snapG oups=("snapG oupNanel"... "snapG oupNamen"))
Parameters
Parameter Description
snapG oup The name of the snapshot group that will contain the snapshot image. Enclose the
name of the snapshot group in double quotation marks (" ").
snapG oups The names of several snapshot groups that will contain the snapshot image. Enter

the names of the snapshot groups using these rules:
= Enclose all of the names in in parentheses.

= Enclose each of the names in double quotation marks (" ").

» Separate each of the names with a space.

Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

A snapshot image is a logical point-in-time image of the contents of an associated base volume. The snapshot image
is created instantly and records the state of the base volume at that moment. Every snapshot image is created in

the context of exactly one snapshot group. A snapshot group is a sequence of snapshot images of the associated
base volume. A snapshot group has one repository volume used to save all of the data from the snapshot images.
The snapshot images in a snapshot group have a specific order. The specific order of the snapshot images enables
you to manage the snapshot images, such as restoring a specific snapshot image to the base volume or deleting the
shapshot images that you no longer need.

The result of creating a snapshot image of a consistency group is a snapshot image of every member volume of the
consistency group.

Minimum Firmware Level

7.83
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Create Snapshot Volume

This command creates a snapshot volume with read-write capabilities for snapshot images of a base volume. You

can map the snapshot volume to a host and all of the host writes reside in the repository volume associated with the
shapshot volume. You can assign the new snapshot volume to an existing repository volume, or you can create a new
repository volume in a volume group or disk pool.

NOTE You cannot use this command for a snapshot image that is used in online volume copy.

Syntax

creat e snapVol une user Label ="snapVol umeNane" snapl magel D="snapCd D: i magel D"
[ (repositoryVol ume="repos_xxxx"]

[ reposi toryVol une=(vol uneG oupNane [ capacity=capacityVal ue]]

[ reposi t oryVol une=(di skPool Nanme [ capacity=capacityVal ue])]

[repositoryFul | Li mit=percent Val ue]

Parameters
Parameter Description
user Label The name that you want to give to a snapshot volume. Enclose the
snapshot volume name in double quotation marks (" ").
snapl magel D The alphanumeric identifier of a snapshot image that you want to add

to the new snapshot volume. The identifier of a snapshot image is
comprised of two parts:

= The name of the snapshot group

= An identifier for the snapshot image in the snapshot group
The identifier for the snapshot image can be one of these:

= An integer value that is the sequence number of the snapshot in the
shapshot group.

= NEWVEST - Use this option when you want to show the latest snapshot
image created in the snapshot group.

= OLDEST - Use this option when you want to show the earliest snapshot
image created in the snapshot group.

Enclose the snapshot image name in double quotation marks (" ").
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Parameter Description

r eposi t oryVol ure The name of the repository volume that holds changed data from the
snapshot image.

You have two options for defining the name of a repository volume:
s Use an existing repository volume name

s Create a newrepository volume when you run this command
The name of an existing repository volume is comprised of two parts:

m The term repos

m A four digit numerical identifier that the storage management software
assigns to the repository volume name

Enclose the name of the existing repository volume in double quotation
marks (" ").

If you want to create a new repository volume when you run this
command you must enter the name of either a a volume group or a disk
pool in which you want the repository volume. Optionally, you can also
define the capacity of the repository volume. If you want to define the
capcity you can use these values:

m An integer value that represents a percentage of the base volume
capacity

m A decimal fraction value that represents a percentage of the base
volume capacity

m A specific size for the repository volume. Size is defined in units of
byt es, KB, MB, GB, or TB.

If you do not use the capacity option, the storage management software
sets the capacity to 20 percent of the base volume capacity.

When you run this command the storage management software creates
the repository volume for the snapshot volume.

repositoryFul | Limt The percentage of repository capacity at which you receive a warning
that the snapshot repository volume is nearing full. Use integer values.
For example, a value of 70 means 70 percent. The default value is 75.

Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

The identifier of a snapshot image has two parts separated by a colon (:):

= The name of the snapshot group
= The identifier of the snapshot image
For example, if you want to create a snapshot volume named snapData1 using the most recent snapshot image in a

snapshot group that has the name snapGroup1 with a maximum fill limit of 80 percent for the repository volume, you
would use this command:

create snapVol une user Label ="snapDat al" snapl magel D="snapG oupl: newest"
repositoryVol une="repos_1234" repositoryFul |l Limt=80;

The repository volume identifier is automatically created by the storage management software and the firmware when

you create a new snapshot group. You cannot rename the repository volume because renaming the repository volume
breaks the linkage with the snapshot images.

CLI and Script Commands for Version 11.20 - 111



Minimum Firmware Level

7.83

Create SSD Cache

This command creates a read cache for a storage array using Solid State Disks (SSDs). Using high performance
SSDs to cache read data improves the application 1/0O performance and response times, and delivers sustained
performance improvement across different workloads, especially for high-IOP workloads. SSD cache maximizes the
use of expensive fast SSDs.

SSD cache works in addition to the primary cache in the controller DRAM. With controller cache, the data is stored in
DRAM after a host read. With SSD cache, the data is copied from user-specified base volumes, and then cached on
SSDs.

Syntax

create ssdCache userLabel ="ssdCacheNane"

drives=(trayl D1,drawer I D1,slotIDl1 ... trayl Dn, drawerl Dn, sl otlDn)

[ updat eExi st i ngVol umes=( TRUE| FALSE) ]

Parameters

Parameter Description

user Label The name that you want to name the new SSD cache. Enclose the SSD
cache name in double quotation marks (" ").

drives The drives that you want to use to create the SSD cache. For high-
capacity drive trays, specify the tray ID value, the drawer ID value,

and the slot ID value for each drive that you want to assign to the SSD
cache. For low-capacity drive trays, specify the tray ID value and the
slot ID value for each drive that you assign to the SSD cache. Tray ID
values are 0 to 99. Drawer ID values are 1 to 5. Slot ID values are 1
to 32. Enclose the tray ID values, the drawer ID values, and the slot ID
values in parentheses.

updat eExi st i ngVol unes This optional parameter specifies whether the SSD cache should be
enabled for all existing volumes in the storage array. To enable the SSD
cache for all existing volumes, set this parameter to TRUE. If you want to
enable the SSD cache for individual volumes later, set this parameter to
FALSE. The default value is TRUE.

Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the name.
Names can have a maximum of 30 characters.

A storage array can have only one SSD cache.

Only volumes created using hard disk drives can use the SSD cache. You cannot enable SSD cache on snapshot
(legacy) volumes or snapshot images.

SSDs do not currently support full disk encryption (FDE). Therefore, volumes that have FDE enabled cannot use the
SSD cache.
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If all of the SSDs in the SSD cache are data assurance (DA)-capable and the DA premium feature is enabled, DA is
automatically enabled for the SSD cache and cannot be disabled. In addition, you cannot add non-DA capable SSDs
to a DA-enabled SSD cache.

Minimum Firmware Level

7.84

Create Storage Array Security Key

This command creates a new security key for a storage array that has full disk encryption (FDE) drives. This
command also sets the security definitions and sets the state to Security Enabled. To use this command successfully,
you need to have enough FDE drives to create at least one volume group or one disk pool.

NOTE Before you create a storage array security key, you must set the password for the storage array. Use the set
st or ageArr ay command to set the password for the storage array.

Syntax

create storageArray securityKey
[keyldentifier="keyldentifierString"]
[ passPhrase="passPhraseString"]
[file="fil eName"]

[commit SecurityKey=(TRUE | FALSE)]

Parameters

Parameter Description

keyl dentifier A character string that you can read that is a wrapper around a security
key. Enclose the key identifier in double quotation marks (" ").

passPhrase A character string that encrypts the security key so that you can store
the security key in an external file. Enclose the pass phrase in double
quotation marks (" ").

For information about the correct form for creating a valid pass phrase,
refer to the Notes in this command description.

file The file path and the file name to which you want to save the security key.
For example:

file="C \Program Fil es\ CLI\ sup\seckey. sl k"

IMPORTANT - If you are creating the security key for storage array
running the storage management software GUI, you must add a file
extension of . sl k to the end of the file name. If you are creating
the security key on a storage array that is not running the storage
management software GUI, you can use any file extension or no file
extension.

Enclose the file path and name in double quotation marks (" ").

commi t Securit yKey This parameter commits the security key identifier to the storage array for
all FDE drives as well as the controllers. After the security key identifier is
committed, a key is required to read data or write data. The data can only
be read or changed by using a key, and the drive can never be used in a
non-secure mode without rendering the data useless or totally erasing the
drive.
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Notes
Use this command for local key management only.

The controller firmware creates a lock that restricts access to the FDE drives. FDE drives have a state called Security
Capable. When you create a security key, the state is set to Security Enabled, which restricts access to all FDE drives
that exist within the storage array.

You can have a storage array configuration with more than one set of encrypted volume groups or disk pools. Each
volume group or disk pool can have a unique security key. The character string generated by the keyl denti fi er
parameter is a string that you can read and that enables you to identify the security key that you need. You can create
a keyl denti f er by using one of these methods:

= You can enter up to 189 alphanumeric characters for a key identifier. The key identifier cannot have these
characters:

- Spaces
- Punctuation
- Symbols
m If you do not enter the keyl dent i f er parameter, the controller automatically generates the keyl dent i f er
parameter.

Additional characters are automatically generated and appended to the end of the string that you enter for the key
identifier. If you do not enter any string for the keyl dent i fi er parameter, the key identifier consists of only the
characters that are automatically generated.

Your pass phrase must meet these criteria:

= The pass phrase must be between eight and 32 characters long.
m The pass phrase must contain at least one uppercase letter.

s The pass phrase must contain at least one lowercase letter.

m The pass phrase must contain at least one number.

s The pass phrase must contain at least one non-alphanumeric character, for example, <> @ +.

NOTE If your pass phrase does not meet these criteria, you will receive an error message and will be asked to retry
the command.

Minimum Firmware Level

7.40

Create Synchronous Mirroring

This command creates both the primary volume and the secondary volume for a synchronous remote mirrored
pair. This command also sets the write mode (synchronous write mode or asynchronous write mode) and the
synchronization priority.

NOTE In previous versions of this command the feature identifier was r enot eM r r or . This feature identifier is no
longer valid and is replaced by syncM rr or.

114 - CLI and Script Commands for Version 11.20



Syntax

create syncM rror primry="primryVol uneNanme"
secondar y="secondar yVol uneNane"

(renot eSt or ageAr r ayName="st or ageAr r ayNane" |
r enot eSt or ageAr r ayWwn="ww D")

[ renmot ePasswor d="passwor d"]
[syncPriority=(highest | high | medium| low | |owest)]
[ aut oResync=(enabl ed | disabl ed)]
[witeOrder=(preserved | notPreserved)]
[witeMde=(synchronous | asynchronous)]
[role=(primary | secondary)]

[force=(TRUE | FALSE)]

Parameters
Parameter Description
primary The name of an existing volume on the local storage array that you want
to use for the primary volume. Enclose the primary volume name in
double quotation marks (" ").
secondary The name of an existing volume on the remote storage array that you

want to use for the secondary volume. Enclose the secondary volume
name in double quotation marks (" ").

r enot eSt or ageArrayNane | The name of the remote storage array. Enclose the remote storage array
name in double quotation marks (" ").

r enot eSt or ageAr r ay Wwn The World Wide Identifier (WWID) of the remote storage array. Enclose
the WWID in double quotation marks (" ").

r enot ePassword The password for the remote storage array. Use this parameter when the
remote storage array is password protected. Enclose the password in
double quotation marks (" ").

syncPriority The priority that full synchronization has relative to host I/0 activity. Valid
values are hi ghest, hi gh, medi um | ow, or | owest .

aut oResync The settings for automatic resynchronization between the primary
volumes and the secondary volumes of a remote-mirror pair. This
parameter has these values:

s enabl ed— Automatic resynchronization is turned on. You do not need
to do anything further to resynchronize the primary volume and the
secondary volume.

= di sabl ed— Automatic resynchronization is turned off. To
resynchronize the primary volume and the secondary volume, you must
run the resune syncM rror command.

writeOrder The write order for data transmission between the primary volume and the
secondary volume. Valid values are pr eser ved or not Pr eser ved.

wr it eMode How the primary volume writes to the secondary volume. Valid values are
synchr onous orasynchr onous.

role Use this parameter to promote the asynchronous mirror group to a
primary role or demote the asynchronous mirror group to a secondary
role. To define theasynchronous mirror group as the primary role, set this
parameter to pri mar y. To define the asynchronous mirror group as the
secondary role, set this parameter to secondary.
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Parameter Description

force The role reversal is forced if the communications link between the storage
arrays is down and promotion or demotion on the local side results in

a dual-primary condition or a dual-secondary condition. To force a role
reversal, set this parameter to TRUE. The default value is FALSE.

Notes

You can use any combination of alphanumeric characters, hyphens, and underscores for the names. Names can have
a maximum of 30 characters.

When you choose the primary volume and the secondary volume, the secondary volume must be of equal or greater
size than the primary volume. The RAID level of the secondary volume does not have to be the same as the primary
volume.

Passwords are stored on each storage array in a management domain. If a password was not previously set, you do
not need a password. The password can be any combination of a alphanumeric characters with a maximum of 30
characters. (You can define a storage array password by using the set st or ageArr ay command.)

Synchronization priority defines the amount of system resources that are used to synchronize the data between the
primary volume and the secondary volume of a mirror relationship. If you select the highest priority level, the data
synchronization uses the most system resources to perform the full synchronization, which decreases performance for
host data transfers.

The wri t eOr der parameter applies only to asynchronous write modes and makes the mirrored pair part of a
consistency group. Setting the wri t eOr der parameter to pr eser ved causes the remote mirrored pair to transmit
data from the primary volume to the secondary volume in the same order as the host writes to the primary volume.
In the event of a transmission link failure, the data is buffered until a full synchronization can occur. This action can
require additional system overhead to maintain the buffered data, which slows operations. Setting the wri t eOr der
parameter to not Pr eser ved frees the system from having to maintain data in a buffer, but it requires forcing a full
synchronization to make sure that the secondary volume has the same data as the primary volume.

Minimum Firmware Level

6.10

Create Volume Copy

This command creates a volume copy and starts the volume copy operation. This command is valid for both snapshot
(legacy) volume copy pairs and snapshot image volume copy pairs.

ATTENTION Starting a volume copy operation overwrites all existing data on the target volume, makes the target
volume read-only to hosts, and fails all snapshot (legacy) volumes or snapshot image volumes associated with the
target volume, if any exist. If you have used the target volume as a copy before, be sure you no longer need the data
or have it backed up.

This command creates volume copies in two ways:

= Volume copy without snapshot (legacy) also called offline volume copy

= Volume copy with either snapshot (legacy) or snapshot image, also called online volume copy

If you use volume copy without either snapshot (legacy) or snapshot image, you cannot write to the source volume
until the copy operation is complete. If you want to be able to write to the source volume before the copy operation
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is complete, use volume copy with snapshot (legacy)or snapshot image. You can select volume copy with snapshot
(legacy) or snapshot image through the optional parameters in the command syntax.

After completion of the volume copy with snapshot (legacy) operation, the snapshot (legacy) is disabled. After
completion of the volume copy with snapshot image operation, the snapshot image is deleted and the snapshot
volume is disabled.

NOTE You can have a maximum of eight volume copies in progress at one time. If you try to create more than eight
volume copies at one time, the controllers return a status of Pending until one of the volume copies that is in progress
finishes and returns a status of Complete.

Syntax

create vol umeCopy source="sour ceNane"

target ="t ar get Nane"

[copyPriority=(highest | high | medium| low | |owest)]

[target ReadOnl yEnabl ed=( TRUE | FALSE)]

[ copyType=(offline | online)]

[repositoryPercent O Base=(20 | 40 | 60 | 120 | default)]

[ repositoryG oupPreference=(sanmeAsSource | ot her ThanSource | default)]

Parameters

Parameter Description

source The name of an existing volume that you want to use as the
source volume. Enclose the source volume name in double
quotation marks (" ").

t ar get The name of an existing volume that you want to use as the
target volume. Enclose the target volume name in double
quotation marks (" ").

copyPriority The priority that volume copy has relative to host I/O activity.
Valid values are hi ghest, hi gh, nedi um | ow, or | owest .

t ar get ReadOnl yEnabl ed The setting so that you can write to the target volume or only
read from the target volume. To write to the target volume,
set this parameter to FALSE. To prevent writing to the target
volume, set this parameter to TRUE.

copyType Use this parameter to create a volume copy with a snapshot
(legacy) or snapshot image. Creating a volume copy with a
snapshot (legacy) or snapshot image enables you to continue
to write to the source volume while creating the volume copy.
To create a volume copy with a snapshot (legacy) or snapshot
image, set this parameter to onl i ne. To create a volume
copy without a snapshot (legacy) or snapshot image, set this
parameter to of f | i ne.

If you do not use this parameter, the volume copy is created
without a snapshot (legacy) or snapshot image.
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Parameter

Description

reposit or yPer cent Of Base

This parameter determines the size of the repository volume
for the snapshot (legacy) or snapshot image when you are
creating a volume copy with a snapshot (legacy) or snapshot
image. The size of the repository volume is expressed as a
percentage of the source volume, which is also called the base
volume. Valid values for this parameter are 20, 40, 60, 120,
and def aul t . The default value is 20. If you do not use this
parameter, the firmware uses a value of 20 percent.

You must use the copyType parameter with the
r eposi t or yPer cent Of Base parameter.

reposi t oryG oupPr ef erence

This parameter determines to which volume group the
snapshot (legacy) repository volume or snapshot image
repository volume is written. You have these choices:

= sanmeAsSour ce — The snapshot (legacy) repository volume
or snapshot image volume is written to the same volume
group as the source volume if space is available.

= ot her ThanSour ce — The snapshot (legacy) repository
volume is written to a different volume group. Firmware
determines which volume group based on available space
on the volume groups.

s def aul t — The snapshot (legacy) repository volume or
shapshot image repository volume is written to any volume
group that has space.

For best performance, use the saneAs Sour ce option.

You must use the copyType parameter with the
reposi t or yG oupPr ef er ence parameter.

Notes

You can use any combination of alphanumeric characters, happens, and underscores for the names. Names can have

a maximum of 30 characters.

Copy priority defines the amount of system resources that are used to copy the data between the source volume and
the target volume of a volume copy pair. If you select the highest priority level, the volume copy uses the most system

resources to perform volume copy, which decreases performance for host data transfers.

Minimum Firmware Level

5.40

7.77 adds creating a volume copy with snapshot (legacy).

Create Volume Group

This command creates either a free-capacity volume group or a volume group with one volume when you enter a set

of unassigned drives.

Syntax

create vol umeG oup
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drives=(trayl D1,drawer I D1,slotIDl1 ... traylDn, drawerlDn, sl otlDn)

rai dLevel =(0 | 1 |
user Label ="vol uneG oupNane"
[driveMedi aType=(HDD |
[driveType=(fibre |
[trayLossProtect =( TRUE |
[ dr awer LossPr ot ect =( TRUE |
[ securityType=(none |

[ dat aAssur ance=( none |

Parameters

6)

SSD | unknown | all Medi a)]
SAS) |
FALSE) |

FALSE) ]

capabl e | enabl ed)]
capabl e | enabl ed)]

Parameter

Description

drives

The drives that you want to assign to the volume group that you want

to create. For high-capacity drive trays, specify the tray ID value, the
drawer ID value, and the slot ID value for each drive that you assign to
the volume group. For low-capacity drive trays, specify the tray ID value
and the slot ID value for each drive that you assign to the volume group.
Tray ID values are 0 to 99. Drawer ID values are 1 to 5. Slot ID values
are 1 to 32. Enclose the tray ID values, the drawer ID values, and the
slot ID values in parentheses.

rai dLevel

The RAID level of the volume group that contains the volume. Valid
values are 0, 1, 3, 5, or 6.

user Label

The name that you want to give the new volume group. Enclose the
volume group name in double quotation marks (" ").

dri veMedi aType

The type of drive media that you want to use for the volume group

You must use this parameter when you have more than one type of
drive media in your storage array.

These drive media are valid:
s HDD — Use this option when you have hard drives in the drive tray.

s SSD - Use this option when you have solid state drives in the drive
tray.

= unknown — Use this option if you are not sure what types of drive
media are in the drive tray.

= al | Medi a — Use this option when you want to use all types of drive
media that are in the drive tray.

driveType

The type of drive that you want to use in the volume group. You cannot
mix drive types.

You must use this parameter when you have more than one type of
drive in your storage array.

These drive types are valid:
s fibre
n SATA

s SAS
If you do not specify a drive type, the command defaults to f i br e.

trayLossProt ect

The setting to enforce tray loss protection when you create the volume
group. To enforce tray loss protection, set this parameter to TRUE. The
default value is FALSE.
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Parameter Description

dr awer LossPr ot ect The setting to enforce drawer loss protection when you create the
volume group. To enforce drawer loss protection, set this parameter to
TRUE. The default value is FALSE.

securityType The setting to specify the security level when creating the volume
groups and all associated volumes. These settings are valid:

= none — The volume group and volumes are not secure.

s capabl e — The volume group and volumes are capable of having
security set, but security has not been enabled.

m enabl ed — The volume group and volumes have security enabled.

dat aAssur ance The setting to specify that a volume group, and the volumes within the
volume group, has data assurance protection to make sure that the
data maintains its integrity. When you use this parameter, only protected
drives can be used for the volume group. These settings are valid:

= none — The volume group does not have data assurance protection.

= enabl ed — The volume group has data assurance protection. The
volume group supports protected information and is formatted with
protection information enabled.

Notes

The dri ves parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

If you do not specify a capacity by using the capaci t y parameter, all of the drive capacity that is available in the
volume group is used. If you do not specify capacity units, byt es is used as the default value.

Cache Read Prefetch

The cacheReadPr ef et ch command lets the controller copy additional data blocks into cache while the controller
reads and copies data blocks that are requested by the host from the drives into cache. This action increases the
chance that a future request for data can be fulfilled from cache. Cache read prefetch is important for multimedia
applications that use sequential data transfers. The configuration settings for the storage array that you use determine
the number of additional data blocks that the controller reads into cache. Valid values for the cacheReadPr ef et ch
parameter are TRUE or FALSE.

You do not need to enter a value for the cacheReadPr ef et ch parameter or the segnent Si ze parameter. If you
do not enter a value, the controller firmware uses the usageHi nt parameter with fi | eSyst emas the default value.
Entering a value for the usageHi nt parameter and a value for the cacheReadPr ef et ch parameter or a value

for the segnent Si ze parameter does not cause an error. The value that you enter for the cacheReadPr ef et ch
parameter or the segnment Si ze parameter takes priority over the value for the usageHi nt parameter.

Segment Size

The size of a segment determines how many data blocks that the controller writes on a single drive in a volume before
writing data on the next drive. Each data block stores 512 bytes of data. A data block is the smallest unit of storage.
The size of a segment determines how many data blocks that it contains. For example, an 8-KB segment holds 16
data blocks. A 64-KB segment holds 128 data blocks.
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When you enter a value for the segment size, the value is checked against the supported values that are provided by
the controller at run time. If the value that you entered is not valid, the controller returns a list of valid values. Using a
single drive for a single request leaves other drives available to simultaneously service other requests.

If the volume is in an environment where a single user is transferring large units of data (such as multimedia),
performance is maximized when a single data transfer request is serviced with a single data stripe. A data stripe is
the segment size that is multiplied by the number of drives in the volume group that are used for data transfers. In this
case, multiple drives are used for the same request, but each drive is accessed only once.

For optimal performance in a multiuser database or file system storage environment, set your segment size to
minimize the number of drives that are required to satisfy a data transfer request.

Security Type

The securi t yType parameter is valid for drives that are capable of full disk encryption (FDE). With FDE, the
controller firmware can create a key and activate the Drive Security feature. The Drive Security feature encrypts data
as the data is written to the drive and decrypts the data as the data is read from the drive. Without the key created by
the controller, the data written to the drive is inaccessible.

Before you can set the securi t yType parameter to capabl e or enabl ed, you must create a storage array security
key. Use the creat e storageArray securityKey command to create a storage array security key. These
commands are related to the security key:

m Create storageArray securityKey

s enabl e vol uneG oup [vol uneG oupNane] security
m export storageArray securityKey

= inport storageArray securityKey

= sSet storageArray securityKey

m sStart secureErase (drive | drives)

Tray Loss Protection and Drawer Loss Protection

For tray loss protection to work, each drive in a volume group must be on a separate tray. If you set the

t rayLossPr ot ect parameter to TRUE and have selected more than one drive from any one tray, the storage array
returns an error. If you set the t r ayLossPr ot ect parameter to FALSE, the storage array performs operations, but
the volume group that you create might not have tray loss protection.

Tray loss protection is not valid when you create volumes on existing volume groups.

The dr awer LossPr ot ect parameter defines if data on a volume is accessible if a drawer fails. When you assign
the drives, if you set the dr awer LossPr ot ect parameter to TRUE and select more than one drive from any one
drawer, the storage array returns an error. If you set the dr awer LossPr ot ect parameter to FALSE, the storage
array performs operations, but the volume group that you create might not have drawer loss protection.

You must set the t rayLossPr ot ect parameter and the dr awer LossPr ot ect parameter to the same
value. Both of the parameters must be either TRUE or FALSE. If the t r ayLossPr ot ect parameter and the
dr awer LossPr ot ect parameter are set to different values, the storage array returns an error.

Data Assurance Management
If dat aAssur ance parameter is set to enabl ed, only data assurance capable drives will be considered for volume

candidates, otherwise both data assurance capable and non-data assurance capable drives will be considered. If only
data assurance drives are available the new volume group will be created using the enabled data assurance drives.
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If dat aAssur ance parameter is set to none, data assurance is not defined. The volume group will be comprised of
volumes that possibly will or will not have data assurance, depending on the availability of data assurance enabled
drives. You can enable data assurance only on volumes created on volume groups that support data assurance. If
only data assurance drives are available, the volume groups will be data assurance enabled.

Minimum Firmware Level

7.10

7.50 adds the securi t yType parameter.

7.60 adds the dr awer | Duser input, the dri veMedi aType parameter, and the dr awer LossPr ot ect parameter.

7.75 adds the dat aAssur ance parameter.

Create Volume in Disk Pool

This command creates a new standard RAID volume or a thin volume in an existing disk pool.

NOTE Some parameters for creating a standard RAID volume in a volume group are not compatible for creating
volumes of any type in a disk pool. When using older scripts to create volumes in disk pools, make sure that all of the
parameters are valid for disk pools. Invalid parameters prevent the scripts from running correctly and cause an error
to be posted.

Syntax for Creating a Standard Volume

create vol ume di skPool ="di skPool Nane"
user Label ="vol uneNane"

capaci t y=vol unmeCapaci ty

[t hi nProvisi oned=(TRUE | FALSE)]

[ owner =(a| b) ]

[ mappi ng=(none| defaul t)]

[ dat aAssur ance=(none| enabl ed) ]

[ cacheReadPr ef et ch=( TRUE | FALSE)]

Syntax for Creating a Thin Provisioned Volume

create vol une di skPool ="di skPool Nane"

user Label =" vol unmeNane"

capaci t y=vol uneCapacity

[thinProvi sioned=(TRUE | FALSE)]

[ owner =(a| b)]

[ mappi ng=(none| defaul t)]

[ dat aAssur ance=( none| enabl ed) ]

[ (exi stingRepositorylLabel =exi sti ngRepositoryNanme |

[ newReposi t or yCapaci t y=newReposi t oryCapacityValue (KB| MB| GB | TB | Bytes))]
[ reposi t oryMaxCapaci t y=r eposi t or yMaxCapaci t yVal ue( KB| MB| GB| TB| Byt es) ]
[ war ni ngThr eshol dPer cent =war ni ngThr eshol dPer cent Val ue]

[ reposit oryExpansi onPol i cy=(aut omati c| manual )]

[ cacheReadPr ef et ch=( TRUE | FALSE)]
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Parameters

Parameter Description

di skPool The name of the disk pool in which to create the new volume.
Enclose the disk pool name in double quotation marks (" ").

user Label The name that you want to give the new volume. Enclose the
volume name in double quotation marks (" ").

capacity The size of the volume that you are creating.

For a standard RAID volume, the capacity that will be allocated
for the volume.

For a thin volume, the virtual capacity value that will be
exposed by the thin volume.

Size is defined in units of byt es, KB, MB, GB, or TB. The
following are examples of the syntax:

= capaci ty=500MB
= capacity=2CB

t hi nProvi si oned This parameter enables thin provisioning for the new volume.
To use thin provisioning, set this parameter to TRUE. If you do
not want thin provisioning, set this parameter to FALSE.

owner The controller that owns the volume. Valid controller identifiers
are a or b, where a is the controller in slot A, and b is the
controller in slot B. If you do not specify an owner, the controller
firmware determines the owner.

mappi ng This parameter enables you to map the volume to a host. If
you want to map later, set this parameter to none. If you want
to map now, set this parameter to def aul t . The volume is
mapped to all hosts that have access to the storage pool.

The default value is none.

dat aAssur ance The setting to specify that a volume group, and the volumes
within the volume group, has data assurance protection to
make sure that the data maintains its integrity. When you
use this parameter, only protected drives can be used for the
volume group. These settings are valid:

= none — The volume group does not have any explicit data
assurance defined.

= enabl ed — The volume group has data assurance
protection. The volume group supports protected information
and is formatted with protection information enabled.

The default value is enabl ed if the disk pool is data assurance
capable.

exi sti ngReposi t orylLabel This parameter identifies an existing repository for a thin
volume. A repository volume has the physical capacity for a
thin volume. This parameter applies only for thin provisioning.
If you use the exi sti ngReposi t or yLabel parameter, you
must not use the newReposi t or yCapaci t y parameter.

CLI and Script Commands for Version 11.20 - 123



Parameter Description

newReposi t oryCapacity This parameter creates a new repository for a thin volume.
A repository volume has the physical capacity for a thin
volume. Use this parameter only if you set the value of the
t hi nProvi si oned parameter to TRUE.

Size is defined in units of MB, GB, or TB. The following are
examples of the syntax:

m capaci t y=500MB
m capacity=2CB
The default value is 50 percent of the virtual capacity.

r eposi t oryMaxCapacity This parameter defines the maximum capacity for a repository
for a thin volume. Use this parameter only if you se the value of
the t hi nPr ovi si oned parameter to TRUE.

Size is defined in units of MB, GB, or TB. The following are
examples of the syntax:

= capaci ty=500MB
m capacity=2CB

war ni ngThr eshol dPer cent The percentage of thin volume capacity at which you receive
a warning alert that the thin volume is nearing full. Use integer
values. For example, a value of 70 means 70 percent.

Valid values are from 1 to 100.
Setting this parameter to 100 disables warning alerts.

reposi t or yExpansi onPol i cy This parameter sets the expansion policy to aut omati c or
manual . When you change the policy from aut omat i c to
manual , the maximum capacity value (quota) changes to the
physical capacity of the repository volume.

cacheReadPr ef et ch The setting to turn on or turn off cache read prefetch. To turn
off cache read prefetch, set this parameter to FALSE. To turn
on cache read prefetch, set this parameter to TRUE.

Notes

Each volume name must be unique. You can use any combination of alphanumeric characters, underscore (),
hyphen(-), and pound (#) for the user label. User labels can have a maximum of 30 characters.

For thin volumes, the capaci t y parameter specifies the virtual capacity of the volume, and the

reposit or yCapaci t y parameter specifies the capacity of the volume created as the repository volume. Use the
exi sti ngReposi t oryLabel parameter to specify an existing unused repository volume instead of creating a new
volume.

For best results when creating a thin volume, the repository volume must already exist or must be created in an
already existing disk pool. If you do not specify some of the optional parameters when creating thin volumes the
storage management software will attempt to create the repository volume. The most desirable candidate volume is
a repository volume that already exists and that is within the size requirements. The next most desirable candidate
volume is a new repository volume that is created in the disk pool free extent.

Repository volumes for thin volumes cannot be created in volume groups.
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Data Assurance Management

If dat aAssur ance parameter is set to enabl ed, only data assurance capable drives will be considered for volume
candidates, otherwise both data assurance capable and non-data assurance capable drives will be considered. If only
data assurance drives are available the new volume will be created using the enabled dataAssurance drives.

If dat aAssur ance parameter is set to none, data assurance is not defined. The volume possibly will or will not have
data assurance, depending on the availability of data assurance enabled drives. You can enable data assurance

only on volumes that support data assurance. If only data assurance drives are available, the volumes will be data
assurance enabled.

Minimum Firmware Level

7.83

Deactivate Asynchronous Mirroring

This command deactivates the Asynchronous Mirroring premium feature.

NOTE All existing asynchronous mirror groups or asynchronous mirrored pairs must be deleted from the local
storage array and the remote storage array before the Asynchronous Mirroring feature can be deactivated.

Syntax

deacti vate storageArray feature=asyncRenoteM rror
Parameters

None.

Minimum Firmware Level

7.84

Deactivate Synchronous Mirroring

This command deactivates the Synchronous Mirroring premium feature, disassembles the mirror repository volume,
and releases the controller owner of the secondary volume. The controller host port that is dedicated to the secondary
volume is available for host data transfers.

NOTE In previous versions of this command the feature identifier was r enot eM r r or . This feature identifier is no
longer valid and is replaced by syncM rr or .

Syntax

deactivate storageArray feature=syncMrror

Parameters

None.
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Minimum Firmware Level

6.10

Delete Asynchronous Mirror Group

This command deletes one or more asynchronous mirror groups from the local storage array and the remote storage
array.

NOTE The asynchronous mirror group must be empty before it can be successfully deleted. You must remove all
asynchronous mirrored pairs from the asynchronous mirror group before using this command.

Syntax
delete (all AsyncM rrorGoups | asyncMrror G oup["“asyncM rror G oupNane"] |
asyncMrror Groups ["asyncM rrorGroupNane_1" ... "asyncMrror G oupNane_n"])
Parameter

Parameter Description

al | AsyncM rror Groups Use this parameter if you want to remove all asynchronous mirror

groups from the local storage array and the remot e storage array.

asyncM rror G oup The name of the asynchronous mirror group that you want to
delete. Enclose the asynchronous mirror group name in double
quotation marks (" ") inside square brackets ([ ]).

asyncM rror G oups The names of several asynchronous mirror groups that you want to
delete. Enter the names of the asynchronous mirror groups using
these rules:

s Enclose all of the names in square brackets ([ ]).
m Enclose each of the names in double quotation marks (" ").

= Separate each of the names with a space.

Minimum Firmware Level

7.84

Delete Consistency Group

This command deletes a snapshot consistency group. This command works in two ways:

= You can delete both the consistency group and the repository volumes contained by the consistency group.

= You can delete only the consistency group and leave the repository volumes that are contained by the consistency
group intact.

Syntax

del ete consi stencyG oup ["consi stencyG oupNane"]
[ del et eReposi t or yMenber s=( TRUE | FALSE)]
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Parameter

Parameter Description

consi st encyG oup The name of the snapshot consistency group that you want to
delete. Enclose the snapshot consistency group name in double
quotation marks (" ") inside square brackets ([ ]).

del et eReposi t or yMenber s The setting to delete on or retain the repository volumes. To delete
the repository volumes, set this parameter to TRUE. To retain the
repository volumes, set this parameter to FALSE. The default
setting is FALSE.

Minimum Firmware Level

7.83

Delete Consistency Group Snapshot Image

This command deletes the snapshot images in a consistency group.

Syntax

del et e cgSnapl mage consi st encyG oup="consi st encyG oupNange"
[ del et eCount =nunber O Snapl nages]

[ retai nCount =nunber O Snapl nages]

[i gnoreSnapVol une=( TRUE | FALSE)]

Parameter

Parameter Description

consi st encyG oup The name of the consistency group from which you want to delete the
snapshot images. Enclose the consistency group name in double quotation
marks (" ").

del et eCount The number of snapshot images that you want to delete from the consistency
group. Use integer values.

This parameter deletes the oldest snapshot image first and continues to
delete the oldest snapshot images until reaching the number that you enter.

r et ai nCount The number of snapshot images that you want to keep in the consistency
group. Use integer values.

This parameter keeps the most recent snapshot images in the consistency
group.

i gnor eSnapVol une Determines whether the associated consistency group snapshot volume

is kept or deleted. This parameter applies only if the consistency group
snapshot image is associated with a consistency group snapshot volume.
To keep the snapshot volume, set this parameter to TRUE. To delete the
snapshot volume, set this parameter to FALSE. The default value is FALSE.

Notes

If the snapshot images cannot be deleted for all of the relevant member volumes of the consistency group, the
operation fails and none of the snapshot images are deleted.
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When you delete a consistency group snapshot image that is associated with a consistency group snapshot volume,
the corresponding snapshot volume member in the consistency group snapshot volume are transitioned to the
Stopped state. A snapshot volume member in the Stopped state no longer has a relationship to the snapshot group
of the deleted snapshot image. However, a snapshot volume member in the Stopped state keeps its relationship to its
consistency group snapshot volume.

Minimum Firmware Level

7.83

Delete Consistency Group Snapshot Volume

This command deletes the snapshot volume of a consistency group. Optionally, you can also delete the repository
members.

Syntax

del et e cgSnapVol une [ "snapVol uneNane"]
[ del et eReposi t oryMenber s=( TRUE | FALSE)]

Parameter
Parameter Description
cgSnapVol une The name of the consistency group snapshot volume that you want

to delete. Enclose the name of the consistency group snapshot
volume in double quotation marks (" ") inside square brackets ([ ]).

del et eReposi t or yMenber s The parameter to save or delete the member volumes. To save
the member volumes, set this parameter to TRUE. To delete the
member volumes, set this parameter to FALSE. The default value
is TRUE.

Minimum Firmware Level

7.83

Delete Disk Pool

ATTENTION Possible damage to the storage array configuration — All of the data in the disk pool is lost as soon
as you run this command.

This command deletes a disk pool. Depending on your version of the storage management software, this command
also deletes all of the volumes in the disk pool. If your version of the storage management software does not support
automatic deletion of the volumes, you can force the deletion of the disk pool and volumes.

Syntax

del et e di skPool [di skPool Nane]
[force=(TRUE | FALSE)]
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Parameter

Parameter Description

di skPool Name The name of the disk pool that you want to delete. Enclose the disk pool
name in square brackets ([ ]). If the disk pool name contains special
characters or consists only of numbers, you must enclose the name in double
quotation marks (" ") inside square brackets.

force This parameter forces the deletion of volumes if your storage management
software does not support automatic deletion of the volumes in the disk pool.
To force the deletion of a disk pool and the volumes that it contains, set this
parameter to TRUE. The default is FALSE.

Notes

Each disk pool name must be unique. You can use any combination of alphanumeric characters, underscore (),
hyphen(-), and pound (#) for the user label. User labels can have a maximum of 30 characters.

Minimum Firmware Level

7.83

Delete Host

This command deletes one or more hosts.

Syntax
del ete (host [host Nane] |
hosts ["host Nanmel" ... "hostNanmeN'])
Parameters
Parameter Description
host The name of the host that you want to delete. Enclose the host name in

square brackets ([ ]). If the host name has special characters, you must
enclose the host name in double quotation marks (" ") inside square
brackets.

host s The names of several hosts that you want to delete. Enter the names of the
hosts using these rules:

m Enclose all of the names in square brackets ([ ]).

= Enclose each of the names in double quotation marks (" ").

» Separate each of the names with a space.

Notes

A host is a computer that is attached to the storage array and accesses the volumes on the storage array through the
host ports on the host.

Minimum Firmware Level

5.20
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Delete Host Group

This command deletes a host group.

ATTENTION Possible damage to the storage array configuration — This command deletes all of the host
definitions in the host group.

Syntax

del et e host G oup [ host G oupNane]

Parameter
Parameter Description
host G oup The name of the host group that you want to delete. Enclose the host group
name in square brackets ([ ]). If the host group name contains special
characters or consists only of numbers, you must enclose the host group
name in double quotation marks (" ") inside square brackets.
Notes

A host group is an optional topological element that is a collection of hosts that share access to the same volumes.
The host group is a logical entity.

Minimum Firmware Level

5.20

Delete Host Port

This command deletes a host port identification. The identification is a software value that represents the physical
host port to the controller. By deleting the identification, the controller no longer recognizes instructions and data from
the host port.

Syntax

del et e host Port [ host Port Nane]

Parameter
Parameter Description
host Port The name of the host port that you want to delete. Enclose the name of
the host port in square brackets ([ ]). If the host port name contains special
characters or consists only of numbers, you also must enclose the name in
double quotation marks (" ") inside square brackets.
Notes

A host port is a physical connection on a host adapter that resides within a host computer. A host port provides a host
access to the volumes in a storage array.
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Minimum Firmware Level

5.20

Delete iSCSI Initiator

This command deletes a specific iISCSI initiator object.

Syntax

delete iscsilnitiator (<"iscsilD'> | ["name"])

Parameters
Parameter Description
iscsilnitiator The identifier of the iISCSI initiator that you want to delete. The identifier of

the iSCSI initiator can be either an iSCSI ID or a unique name.

Enclose an iSCSI ID in double quotation marks (" ") inside angle brackets
(<>).

Enclose the name in double quotation marks (" ") inside square brackets ([ ]).

Minimum Firmware Level

7.10

Delete Snapshot (Legacy) Volume

This command deletes one or more snapshot (legacy) volumes or snapshot (legacy) repository volumes. You can also
use this command to remove schedules for creating snapshots (legacy).

ATTENTION Possible damage to the storage array configuration — All of the data in the volume is lost as soon as
you run this command.

Syntax

del ete (vol une [vol uneNane] |
vol unes ["vol unmeNanel" ... "vol umeNaneN'])
[ schedul e]

Parameters

Parameter Description

vol ume The name of the snapshot (legacy) volume that you want to delete.
Enclose the snapshot (legacy) volume name in square brackets ([ ]).
If the snapshot (legacy) volume name contains special characters or
consists only of numbers, you must enclose the snapshot (legacy)
volume name in double quotation marks (" ") inside square brackets.
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Parameter Description

vol unmes The names of several snapshot (legacy) volumes that you want to
delete. Enter the names of the snapshot (legacy) volumes using these
rules:

s Enclose all of the names in square brackets ([ ]).
s Enclose each of the names in double quotation marks (" ").

m Separate each of the names with a space.

schedul e This parameter deletes the schedule for a specific snapshot (legacy)
volume. Only the schedule is deleted, the snapshot (legacy) volume
remains.

Minimum Firmware Level

7.77

Delete Snapshot Group

ATTENTION Possible damage to the storage array configuration — All of the data in the snapshot group is lost as
soon as you run this command.

This command deletes an entire snapshot group and optionally the associated repository volumes.
Syntax

del ete snapG oup ["shapG oupNane"]
[ del et eReposi t or yMenber s=( TRUE | FALSE)]

Parameters
Parameter Description
snapG oup The name of the snapshot group that you want to delete. Enclose
the snapshot group name in double quotation marks (" ") inside
square brackets ([ ]).
del et eReposi t or yMenber s The parameter to delete or save the repository volumes. To delete
the repository volumes, set this parameter to TRUE. To save the
repository volumes, set this parameter to FALSE. The default value
is FALSE .
Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen(-), and pound (#) for the user label.
User labels can have a maximum of 30 characters.

You can delete a snapshot group if it is empty or if it contains snapshot images. All of the snapshot images in the
snapshot group are deleted along with the snapshot group. If any existing snapshot image within the snapshot group
has an associated snapshot volume, each snapshot volume is stopped and detached from the snapshot image. When
you delete a snapshot group the associated repository volume is also deleted. By default, all member volumes in the
repository volume are retained as unused, unmapped standard volumes. To remove the member volumes set the

del et eReposi t or yMenber s parameter to TRUE, or do not use this parameter. To keep the member volumes, set
the del et eReposi t or yMenber s parameter to FALSE.
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Minimum Firmware Level

7.83

Delete Snapshot Image

This command deletes one or more snapshot images from a snapshot group.

Syntax

del et e snapl nage (snapG oup="shapG oupNane" |
snapG oups=("snapG oupNanel"
"snapG oupNanen"))
[ del et eCount =nunber Of Snapl nages]
[ ret ai nCount =nunber Of Snapl nages]
[ i gnoreSnapVol une=( TRUE | FALSE)]
[ snapl magel D=OLDEST]

Parameters

Parameter Description

snapG oup The name of the snapshot group that has the snapshot image that you want
to delete. Enclose the name of the snapshot group in double quotation marks
(ll ll)-

snapG oups The names of several snapshot groups that has the snapshot image that you
want to delete. Enter the names of the snapshot groups using these rules:

= Enclose all of the names in parentheses.
= Enclose each of the names in double quotation marks (" ").

» Separate each of the names with a space.

del et eCount The number of snapshot images that you want to delete from the snapshot
group. Use integer values.

This parameter deletes the oldest snapshot image first and continues to
delete the oldest snapshot images until reaching the number that you enter.

If the number that you enter is greater than the actual number of all of the
snapshot images in the snapshot group, all of the snapshot images will be
deleted. The snapshot group is left empty.

r et ai nCount The number of snapshot images that you want to keep in the snapshot
group. Use integer values.

This parameter keeps the most recent snapshot images in the snapshot
group and deletes older snapshot images.

If the number of existing snapshot images in the snapshot group is less than
the number that you enter, none of the snapshot images are deleted.
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Parameter Description

i gnor eSnapVol ure Use this parameter to make sure that you do not delete a snapshot image
that has a snapshot volume associated with the snapshot image. You can
use one of these values:

s TRUE - Use this value to delete the snapshot image even though the
snapshot image has an associated snapshot volume.

s FALSE - Use this value to keep the snapshot image when the snapshot
image has an associated snapshot volume.
The default value is TRUE.

snapl magel D The snapl magel D parameter accepts only the OLDEST option. This
parameter deletes the earliest snapshot image created.

Notes
You can delete the oldest snapshot image from a snapshot group repository volume. The definition of a snapshot
image that you delete is removed from the system. The space occupied by the snapshot image that you delete from

the snapshot group repository volume is released and made available for reuse within the snapshot group.

If you do not use any other parameters with the snapGr oup parameter or snapG oups parameter, by default the
oldest snapshot image is deleted.

Any snapshot volumes that exist for a snapshot image transition to the Stopped state when the snapshot image is
deleted.

This command will not run when the controller is in Lockdown mode.

Minimum Firmware Level

7.83

Delete Snapshot Volume

This command deletes a snapshot volume and optionally the associated snapshot repository members.

NOTE You cannot use this command for snapshot images involved in online volume copy.

Syntax

del et e snapVol une ["snapVol uneNanme" ]
[ del et eReposi t or yMenber s=( TRUE | FALSE)]

Parameters
Parameter Description
snapVol une The name of the snapshot volume that you want to delete. Enclose

the snapshot volume name in double quotation marks (" ") inside
square brackets ([ ]).
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Parameter Description

del et eReposi t oryMenber s The parameter to save or delete the repository members. To save
the repository members, set this parameter to FALSE. To delete the
repository members, set this parameter to TRUE. The default value
is TRUE. If you do not use this parameter the repository members
are automatically deleted.

Minimum Firmware Level

7.83

Delete SSD Cache

This command deletes the SSD cache. All data in the SSD cache is purged.

Syntax

del et e ssdCache [ssdCacheNane]

Parameter
Parameter Description
ssdCache The name of the SSD cache that you want to delete. Enclose the SSD

cache name in square brackets ([ ]). If the SSD cache name contains special
characters or consists only of numbers, you must enclose the SSD cache
name in double quotation marks (" ") inside square brackets.

Minimum Firmware Level

7.84

Delete Volume

This command deletes one or more standard volumes, snapshot (legacy) volumes, or snapshot (legacy) repository
volumes.

ATTENTION Possible damage to the storage array configuration — All of the data in the volume is lost as soon as
you run this command.

Syntax

del ete (all Vol unes |

vol unme [vol unmeNane] |

vol umes [vol uneNanel ... vol uneNaneN])
[ removeVol umeG oup=( TRUE | FALSE)]
[force=(TRUE | FALSE)]
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Parameters

Parameter

Description

al | Vol unes

This parameter deletes all of the volumes in a storage array.

vol ume The name of a volume that you want to delete. Enclose the volume
name in square brackets ([ ]). If the volume name has special characters
or consists only of numbers, you must enclose the volume name in
double quotation marks (" ") inside square brackets.

vol unes The names of several snapshot (legacy) volumes that you want to

delete. Enter the names of the snapshot (legacy) volumes using these
rules:

= Enclose all of the names in square brackets ([ ]).

» Separate each of the names with a space.

If the volume names have special characters or consist only of numbers,
enter the names using these rules:

s Enclose all of the names in square brackets ([ ]).
» Enclose each of the names in double quotation marks (" ").

» Separate each of the names with a space.

r enoveVol uneG oup

Deleting the last volume in a volume group does not delete the volume
group. You can have a standalone volume group (minus any volumes).
To remove the standalone volume group, set this parameter to TRUE. To
keep standalone volume groups intact, set this parameter to FALSE.

force Use this parameter to force the immediate deletion of a volume even if
the controllers are performing other operations. To immediately force
the deletion of a volume, set this parameter to TRUE. To wait until the
controllers have finished performing other operations, do not use this
parameter or set this parameter to FALSE.
Notes

When you use the al | Vol unes parameter, this command deletes volumes until all of the volumes are removed or
until an error is encountered. If an error is encountered, this command does not try to delete the remaining volumes.
Deleting volumes from different volume groups is possible. All of the volume groups that become empty are deleted if

you set the r enoveVol uneG oup parameter to TRUE.

If you want to delete an entire volume group, you can also use the del et e vol umeG oup command.

Minimum Firmware Level

6.10

7.10 adds the r enroveVol umeGr oup parameter.

Delete Volume from Disk Pool

This command deletes either normal or thin volumes from a disk pool. You also can use this command to delete any

schedules related to the volume. When you delete the schedule the volume is not deleted.
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ATTENTION Possible damage to the storage array configuration — All of the data in the volume is lost as soon as
you run this command.

Syntax

del ete (all Vol unes |

vol une [vol uneNane] |

vol unes ["vol unmeNanel" ... "vol uneNameN']
[ removeVol umeG oup=( TRUE | FALSE)]
[force=(TRUE | FALSE)]

[ schedul e]

[ retai nRepositoryMenbers=(TRUE | FALSE)]

Parameters

Parameter Description

al | Vol unes This parameter deletes all of the volumes on a disk pool.

vol ume The name of a specific volume that you want to delete. Enclose the
volume name in square brackets ([ ]). If the volume name contains
special characters or consists only of numbers, you must enclose
the volume name in double quotation marks (" ") inside square
brackets.

vol umes The names of several volumes that you want to delete. Enter the
names of the snapshot (legacy) volumes using these rules:
s Enclose all of the names in square brackets ([ ]).
m Enclose each of the names in double quotation marks (" ").
m Separate each of the names with a space.

r enoveVol uneG oup Deleting the last volume in a volume group does not delete the

volume group. You can have a standalone volume group (minus
any volumes). To remove the standalone volume group, set this
parameter to TRUE. To keep standalone volume groups intact, set
this parameter to FALSE.

force Use this parameter to force the immediate deletion of a volume
even if the controllers are performing other operations. To
immediately force the deletion of a volume, set this parameter to
TRUE. To wait until the controllers have finished performing other
operations, do not use this parameter or set this parameter to

FALSE.

schedul e This parameter deletes any schedule for related to a specific disk
pool volume. Only the schedule is deleted, the disk pool volume
remains.

r et ai nReposi t or yMenber s When you delete a thin volume, the associated repository

volume is deleted by default. However, when the

r et ai nReposi t or yMenber s is set to TRUE, the repository
volume is retained. For normal volumes, this parameter has no
effect.

Notes

When you use the al | Vol unes parameter, this command deletes volumes until all of the volumes are removed or
until an error is encountered. If an error is encountered, this command does not try to delete the remaining volumes.
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Deleting volumes from different volume groups is possible. All of the volume groups that become empty are deleted if
you set the r enoveVol unmeG oup parameter to TRUE.

Minimum Firmware Level

7.83

Delete Volume Group

ATTENTION Possible damage to the storage array configuration — All of the data in the volume group is lost as
soon as you run this command.

This command deletes an entire volume group and its associated volumes.

Syntax

del ete vol umeG oup [ vol umeG oupNane]

Parameter
Parameter Description
vol umreG oup The name of the volume group that you want to delete. Enclose the volume
group name in square brackets ([ ]).

Minimum Firmware Level

6.10

Diagnose Controller

This command runs diagnostic tests on the controller. The diagnostic tests consist of loopback tests in which data is
written to the drives and read from the drives.

Syntax

di agnose controller [(a | b)]

| oopbackDri veChannel =(allchannels | (1| 2| 3| 4| 5| 6| 7| 8))
testID=(1 | 2| 3| discretelines)

[patternFile="fil enane"]

Parameters
Parameter Description
controller The controller on which you want to run the diagnostic tests. Valid

controller identifiers are a or b, where a is the controller in slot A, and

b is the controller in slot B. Enclose the controller identifier in square
brackets ([ ]). If you do not specify a controller, the storage management
software returns a syntax error.
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Parameter Description

| oopbackDri veChannel The drive channels on which you want to run the diagnostic tests. You
can either choose to run the diagnostics on all channels or select a
specific channel on which to run diagnostics. If you select a specific
channel, valid values for the drive channels are 1, 2, 3, 4,5, 6,7, or 8.

testI D The identifier for the diagnostic test you want to run. The identifier and
corresponding tests are as follows:

m 1 —Read test

s 2 — Write test

s 3 — Data loop-back test

= di scret eLi nes — Discrete lines diagnostic test

patternFile The file path and the file name that contains a data pattern that you
want to use as test data. Enclose the file name of the data pattern in
double quotation marks (" "). For example:

file="C \ProgramFiles\CLI\sup\patfile.txt"

Notes

When you run a data loop-back test, you can optionally specify a file that contains a data pattern. If you do not specify
a file, the controller firmware provides a default pattern.

Discrete lines are control lines and status lines that are connected between two controllers in a controller tray. The
discrete lines diagnostic test lets each controller check that control signal transitions can be observed at the control
inputs of the alternate controller. The discrete lines diagnostic test automatically runs after each power-cycle or each
controller-reset. You can run the discrete lines diagnostic test after you have replaced a component that failed the
initial discrete lines diagnostic test. The discrete lines diagnostic test returns one of these messages:

s When the discrete lines diagnostic test runs successfully, this message appears:

The controller discrete |ines successfully passed the diagnostic
test. No failures were detected.

m If the discrete lines diagnostic test fails, this message appears:

One or nore controller discrete lines failed the diagnostic test.

m If the CLI cannot run the discrete lines diagnostic test, the CLI returns Error 270, which means that the discrete
lines diagnostic test could not start nor complete.

Minimum Firmware Level
6.10 adds the read test, the write test, and the data loop-back test.
6.14 adds the discrete lines diagnostic test.

7.30 adds the updated drive channel identifier.
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Diagnose Controller iSCSI Host Cable
This command runs diagnostic tests on the copper cables between iSCSI Host interface cards and a controller. You
can run diagnostics on a selected port or all ports. The ports must be able to support the cable diagnostics. If the ports

do not support cable diagnostics an error is returned.

Syntax

di agnose controller [(a | b)]
|

iscsiHostPort [(all | 1] 2 3] 4]
t est | D=cabl eDi agnhosti cs
Parameters
Parameter Description
controller The controller on which you want to run the cable diagnostic test. Valid

controller identifiers are a or b, where a is the controller in slot A, and

b is the controller in slot B. Enclose the controller identifier in square
brackets ([ ]). If you do not specify a controller, the storage management
software returns a syntax error.

i scsi Host Port The iSCSI host port on which you want to run the diagnostic tests.
You can either choose to run the diagnostics on all iISCSI host ports
or select a specific iISCSI host port on which to run diagnostics. Valid
values for the specific iSCSI host port identifiers are 1, 2, 3, or 4.
Enclose the iSCSI host port identifier in square brackets ([ ]).

testID The identifier for the diagnostic test that you want to run. For this
diagnostic test, the only choice is cabl eDi agnosti cs.

Notes

When you run the cable diagnostic test, the firmware returns the following information:

s Host Port: The port on which the diagnostic test was run.
= HIC: The host interface card associated with this port.
m The date and time the test was run.
= Status:
- OK: All of the pairs of cables are good and do not have any faults.
- Open: One or more of the four pairs of cables are open.
= Short: One or more of the four pairs of cables are shorted.
= Incomplete: One or more of the four pairs returned incomplete or invalid test results.
s Length — The length of the cables are listed in meters and the following information about the cables is returned:

- When the cable status is OK, the approximate lengths of the cable pairs are returned. The lengths of the cable
pairs are shown as a range (L1-L2), which are the shortest and the longest lengths of the cable pairs.

- If the cable status is Open or Short, the approximate distance to the failure in the cable pairs. If there is one
failure, the length is reported for that cable pair. If there is more than one failure, the information returned is
both the shortest and longest lengths to the failures. The lengths are listed as a range (L1-L2) where L1<L2.

- If the cable status is Incomplete, the information returned are the lengths for the shortest and longest cable
pairs that the firmware can successfully test. The lengths are listed for the valid cable pairs as a range (L1-L2)
where L1<L2.

m Register values for the cable diagnostic registers. The values are in a hexadecimal format:
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- Two bytes show the combined cable status (four bits per port).

- Four two-byte numbers show the length of each channel.

Minimum Firmware Level

7.77

Diagnose Synchronous Mirroring

This command tests the connection between the specified primary volumes and the mirror volumes on a storage array
with the Synchronous Mirroring premium feature enabled.

NOTE In previous versions of this command the feature identifier was r enot eM r r or . This feature identifier is no
longer valid and is replaced by syncM rr or.

Syntax

di agnose syncMrror (primary [primaryVol uneNane] |
primaries ["primaryVol uneNanel" ... "primaryVol umeNaneN'])
test| D=connectivity

Parameter

Parameter Description

primary The name of the primary volume of the remote mirror pair that you want to
test. Enclose the primary volume name in square brackets ([ ]). If the primary
volume name has special characters or consists only of numbers, you must
enclose the primary volume name in double quotation marks (" ") inside
square brackets.

primaries You can enter more than one volume name. Enclose all of the volume names

in one set of square brackets ([ ]). Enclose each volume name in double
quotation marks (" "). Separate each volume name with a space.

The names of several volumes that you want you want to use as primary
volumes. Enter the names of the primary volumes using these rules:

s Enclose all of the names in square brackets ([ ]).

s Enclose each of the names in double quotation marks (" ").

m Separate each of the names with a space.

Minimum Firmware Level

6.10

Disable AutoSupport at the EMW Level SMcli Version

NOTE This command is an SMcli command, not a script command. You must run this command from a command
line. You cannot run this command from the script editor in the storage management software.

This command turns off the AutoSupport (ASUP) bundle collection feature for all managed storage arrays.
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Syntax

SMeli di sabl e aut oSupport Feat ure
Parameters
None.

Minimum Firmware Level

7.86

Disable External Security Key Management
This command disables external security key management for a storage array that has full disk encryption drives.
Syntax
di sabl e storageArray external KeyManagenent

file="fil eName"
passPhrase="passPhraseStri ng"

Parameters
Parameter Description
file The file path and the file name that has the security key. For example:
file="C \Program Fil es\ CLI\ sup\seckey. sl k"
IMPORTANT - The file name must have an extension of . sl k.
passPhrase A character string that encrypts the security key so that you can store the
security key in an external file.
Notes

Your pass phrase must meet these criteria:

m The pass phrase must be between eight and 32 characters long.
m The pass phrase must contain at least one uppercase letter.

m The pass phrase must contain at least one lowercase letter.

= The pass phrase must contain at least one number.

= The pass phrase must contain at least one non-alphanumeric character, for example, <> @ +.

NOTE If your pass phrase does not meet these criteria, you will receive an error message.

Minimum Firmware Level

7.70
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Disable Snapshot (Legacy)

This command stops a copy-on-write operation. This command performs the same action as the legacy st op
shapshot command.

Syntax
di sabl eSnapshot (vol unme [vol unmeNane] |
vol unes [vol umreNanel ... vol umreNaneN])
Parameter
Parameter Description
vol ume The name of a volume for which you want to stop a copy-on-write operation.

Enclose the volume name in square brackets ([ ]). If the volume name
has special characters or numbers, you must enclose the name in double
quotation marks (" ") inside square brackets.

vol umes The names of several volumes for which you want to stop copy-on-write
operations. Enter the names of the volumes using these rules:

» Enclose all of the names in square brackets ([ ]).

m Separate each of the names with a space.

If the volume names have special characters or numbers, enter the names
using these rules:

s Enclose all of the names in square brackets ([ ]).

s Enclose each of the names in double quotation marks (" ").

m Separate each of the names with a space.

Notes

Names can be any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#). Names can
have a maximum of 30 characters.

One technique for naming the snapshot (legacy) volume and the snapshot (legacy) repository volume is to add a
hyphenated suffix to the original base volume name. The suffix distinguishes between the snapshot (legacy) volume
and the snapshot (legacy) repository volume. For example, if you have a base volume with a name of Engineering
Data, the snapshot (legacy) volume can have a name of Engineering Data-S1, and the snapshot (legacy) repository
volume can have a name of EngineeringData-R1.

If you do not choose a name for either the snapshot (legacy) volume or the snapshot (legacy) repository volume, the
storage management software creates a default name by using the base volume name. An example of the snapshot
(legacy) volume name that the controllers might create is, if the base volume name is aaa and does not have a
snapshot (legacy) volume, the default snapshot (legacy) volume name is aaa-1. If the base volume already has n-1
number of snapshot (legacy) volumes, the default name is aaa-n. An example of the snapshot (legacy) repository
volume name that the controller might create is, if the base volume name is aaa and does not have a snapshot
(legacy) repository volume, the default snapshot (legacy) repository volume name is aaa-R1. If the base volume
already has n-1 number of snapshot (legacy) repository volumes, the default name is aaa-Rn.

Minimum Firmware Level

6.10

CLI and Script Commands for Version 11.20 - 143



Disable Storage Array Feature

This command disables a storage array premium feature. Run the show st or ageAr r ay command to show a list of
the feature identifiers for all enabled premium features in the storage array.

Syntax
di sabl e storageArray (featurePack | feature=featureAttributelist)

The f eaat ur eAttri but eLi st can be one or more of these attribute values. If you enter more than one attribute
value, separate the values with a space.

= vol umeCopy

= sSnapshot

m asyncMrror

= syncMrror

= m xedDriveTypes

= gol dKey

m driveSecurity

m enterpriseSecurityKeyMyr

s thinProvisioning

m storagePartition[2|4|8| 16| 32| 64| 96| 128| 192| 256| 512| Max]

The form for this attribute value is a combination of the alphabetical term merged with the numerical value, as
shown by this example: st or agePartiti on256

= driveSl otLint[16]24| 32| 48| 60| 64| 72| 96| 112| 10| 128| 136| 144| 180| 192| 256] 272| 300| 360|
384 448| 480| Max]

The form for this attribute value is a combination of the alphabetical term merged with the numerical value, as
shown by this example: dri veSl ot Li ni t 360

m ssdCache

m  SSDSupport

s hi ghPerformanceTi er
m raidé

NOTE The folllowing attribute is for enabling the snapshot (legacy) feature only.

= snapshot|[ 2| 4| 8| 16]

The form for this attribute value is a combination of the alphabetical term merged with the numerical value, as
shown by this example: snapshot 16

NOTE The r enot eM rror attribute is valid only for firmware versions before 7.84. Starting with firmware 7.84 the
renot eM rror attribute is replaced by syncM rror .

m renmoteMrror[ 8| 16| 32| 64| 128]

The form for this attribute value is a combination of the alphabetical term merged with the numerical value, as
shown by this example: r enot eM rror 128

Parameters

None.
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Notes

If you specify the syncM r r or parameter, this command disables the Synchronous Mirroring premium feature and
takes away the structure of the mirror repository volume.

If you disable the High Performance Tier feature, all of the included features are disabled.

Minimum Firmware Level
5.00

6.50 adds these attributes:

s gol dKey

= m xedDriveTypes
7.60 adds the SSDSupport attribute.
7.70 adds the syncM r r or 8 attribute. Firmware version 7.70 supports a maximum of eight remote mirrored pairs.

7.83 adds these attributes:

s raidé
= snapshot

s thinProvisioning

7.84 adds these attributes:

m asyncMrror
m syncMrror
s ssdCache

Display Automatic Support Bundle Collection Configuration

NOTE This command is an SMcli command, not a script command. You must run this command from a command
line. You cannot run this command from the script editor in the storage management software

This command displays the automatic support bundle collection settings.

Syntax
SMel i -supportBundl e auto show

Parameters

None.

Minimum Firmware Level

7.83

CLI and Script Commands for Version 11.20 - 145



Display Automatic Support Bundle Collection Schedule

NOTE This command is an SMcli command, not a script command. You must run this command from a command
line. You cannot run this command from the script editor in the storage management software

This command displays the schedule for collecting support bundles for all storage arrays.
Syntax
SMeli - supportBundl e schedul e show

Parameters

None.

Minimum Firmware Level

7.83

Download Drive Firmware

This command downloads a firmware image to a drive.

ATTENTION Possible damage to the storage array configuration — Downloading drive firmware incorrectly can
result in damage to the drives or a loss of data access.

This command is intended for downloading a firmware image to only one drive at a time. If you use this command in
a script, make sure that you use this command only once. If you use this command more than once, the operation
can fail. You can download firmware images to all of the drives in a storage array at one time by using the downl oad
storageArray driveFi r mvar e command.

Syntax
downl oad drive [trayl D drawerI D, slotID] firmvare file="fil enane"

Parameters

Parameter Description

drive The drive to which you want to download the firmware image. For high-
capacity drive trays, specify the tray ID value, the drawer ID value, and the
slot ID value for each drive to which you want to download firmware. For low-
capacity drive trays, specify the tray ID value and the slot ID value for each
drive to which you want to download firmware. Tray ID values are 0 to 99.
Drawer ID values are 1 to 5. Slot ID values are 1 to 32. Enclose the tray ID
values, the drawer ID values, and the slot ID values in brackets ([ ]).

file The file path and the file name of the file that contains the firmware image.
Enclose the file path and the file name of the firmware image in double
quotation marks (" "). For example:

file="C \Program Fil es\CLI\dnld\drvfrmdl p"
Valid file names have a . dl p extension.
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Notes

Before trying to download drive firmware, take these precautions:

= Stop all I/O activity to the storage array before you download the firmware image. The downl oad dri ve
command blocks all I/O activity until the download finishes or fails; however, as a precaution, make sure that all /0
activity that might affect the drive is stopped.

= Make sure that the firmware image file is compatible with the drive tray. If you download a firmware image file that
is not compatible with the drive tray that you have selected, the drive tray might become unusable.

m Do not make any configuration changes to the storage array while you download drive firmware. Trying to make a
configuration change can cause the firmware download to fail and make the selected drives unusable.

When you download the firmware to the drives, you must provide the full path and file name to the firmware image
that is stored on your system.

You can use downl oad dri ve command to test the firmware on one drive before you install the firmware on all of
the drives in a storage array. The download returns one of these statuses:

m  Successful
= Unsuccessful With Reason

= Never Attempted With Reason

The dri ve parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

Minimum Firmware Level
6.10

7.60 adds the dr awer | D user input.

Download Environmental Card Firmware

This command downloads environmental services module (ESM) firmware.

Syntax

downl oad (all Trays | tray [traylD])
firmvare file="fil enane"

Parameters
Parameter Description
al | Trays This parameter downloads new firmware to all of the trays in the storage array.
tray The drive tray that contains the ESM card to which you want to load new firmware.
Tray ID values are 0 to 99. Enclose the tray ID value in square brackets ([ ]).
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Parameter Description

file The file path and the file name of the file that contains the firmware image. Enclose
the file path and the file name of the firmware image in double quotation marks
(" "). For example:

file="C \Program Fil es\CLI\dnl d\esnfrm esnt
Valid file names have an . esm extension.

Notes

The t r ay parameter downloads new firmware to a specific drive tray. If you need to download new firmware to more
than one drive tray, but not all drive trays, you must enter this command for each drive tray.

Minimum Firmware Level

5.20

Download Storage Array Drive Firmware

This command downloads firmware images to all of the drives in the storage array.

Syntax
downl oad storageArray driveFirmvare file="fil enane"
[file="filenane2"... file="fil enameN']
Parameter
Parameter Description
file The file path and the file name of the file that contains the firmware image.

Enclose the file path and the file name of the firmware image in double quotation
marks (" "). For example:

file="C \Program Files\CLI\dnl d\sadrvfrmdl p"
Valid file names have a . dl p extension.

Notes

When you run this command, you can download more than one firmware image file to the drives in a storage array.
The number of firmware image files that you can download depends on the storage array. The storage management
software returns an error if you try to download more firmware image files than the storage array can accept.

You can schedule downloads for multiple drives at the same time, including multiple drives in a redundant volume
group. Each firmware image file contains information about the drive types on which the firmware image runs. The
specified firmware images can be downloaded only to a compatible drive. Use the downl oad drive firmare
command to download a firmware image to a specific drive.

The downl oad st orageArray driveFi r mvar e command blocks all I/O activity until either download try has
been made for each candidate drive or you run the st op st or ageArray downl oadDri veFi r mvar e command.
When the downl oad st orageArray driveFi r mvar e command finishes downloading the firmware image, each
candidate drive shows the download status for each drive. One of these statuses is returned:

s Successful

» Unsuccessful With Reason
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= Never Attempted With Reason

Minimum Firmware Level

5.20

Download Storage Array Firmware/NVSRAM

This command downloads firmware and, optionally, NVSRAM values for the storage array controller. If you want to
download only NVSRAM values, use the downLoad st orageArray NVSRAMcommand.

Syntax

downl oad storageArray firmvare [, NVSRAM ]
file="filename" [, "NVSRAMfil enane"]

[ downgr ade=( TRUE | FALSE)

activat eNow=( TRUE | FALSE)

heal t hCheckMel Overri de=( TRUE | FALSE)]

Parameters

Parameter Description

NVSRAM This parameter downloads a file with NVSRAM values when you
download a firmware file. Do not include square brackets with this
parameter. Include a comma after the f i r nwar e parameter.

file The file path and the file name that contains the firmware. Enclose
the file path and the file name in double quotation marks (" "). For
example:

file="C \Program Fil es\CLI\dnl d\safrmdl p"
Valid file names have a . dl p extension.

NVSRAM f i | enane The file path and the file name that contains the NVSRAM values.
Enclose the NVSRAM file name in double quotation marks (" "). For
example:

file="C \Program Fi |l es\ CLI\dnl d\safrm dl p"
Valid file names have a . dl p extension.

Include a comma before the file name when you download both
firmware and NVSRAM.

downgr ade
ATTENTION Possible damage to the storage array

configuration — Downloading a previous version of the controller
firmware or NVSRAM incorrectly can result in damage to the
controllers or a loss of data access. Contact your Technical
Support Representative before using this parameter.

The setting to load firmware that is a previous version. The default
value is FALSE. Set the downgr ade parameter to TRUE if you want
to download an earlier version of firmware.

acti vat eNow The setting to activate the firmware image and the NVSRAM image.
The default value is TRUE. If you set the act i vat eNow parameter
to FALSE, you must run the acti vate storageArray firmare
command to activate the firmware and the NVSRAM at a later time.
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Parameter

Description

heal t hCheckMel Overri de

The setting to override the results of the health check of the major
event log (MEL). MEL validation still occurs, it is not bypassed. If the
MEL check fails, you can bypass the failure by using this parameter
when running the command.

Before any download, the controller checks the event log to
determine if an event has occurred that might prevent the new
controller firmware from successfully downloading. If such an
event has occurred, the controller will normally not download new
firmware.

This parameter forces the controller to download new firmware. The
default value is FALSE. Set this value to TRUE if you want to force
the controller to download new controller firmware.

Minimum Firmware Level
5.00

8.10 adds the heal t hCheckMel Overr

Download Storage Array NVSRAM

i de parameter.

This command downloads the NVSRAM values for the storage array controller.

Syntax

downl oad storageArray NVSRAM file="fil enanme"

[ heal t hCheckMel Overri de=(TRUE | FALSE)]
Parameter
Parameter Description
file The file path and the file name that contains the NVSRAM values.

Enclose the NVSRAM file name in double quotation marks (" "). For
example:

file="C \ProgramFil es\CLI\dnl d\afrmdl p"
Valid file names have a . dl p extension.

heal t hCheckMel Overri de

The setting to override the results of the health check of the major
event log (MEL). MEL validation still occurs, it is not bypassed.

If the MEL check fails, you can bypass the failure by using this
parameter when running the command.

Before any download, the controller checks the event log to
determine if an event has occurred that might prevent the new
NVSRAM from successfully downloading. If such an event has
occurred, the controller will normally not download new NVSRAM.

This parameter forces the controller to download new NVSRAM.
The default value is FALSE. Set this value to TRUE if you want to
force the controller to download new NVSRAM.
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Minimum Firmware Level
6.10

8.10 adds the heal t hCheckMel Overri de parameter.

Download Tray Configuration Settings

This command downloads the factory default settings to all of the drive trays in a storage array or to a specific drive
tray in a storage array.

Syntax

downl oad (all Trays | tray [traylD]) configurationSettings
file="fil ename"

Parameters
Parameter Description
al | Trays This parameter downloads new firmware to all of the trays in the storage array.
tray The drive tray that contains the ESM card to which you want to load new firmware.
Tray ID values are 0 to 99. Enclose the tray ID value in square brackets ([ ]).
file The file path and the file name of the file that contains the firmware image. Enclose
the file path and the file name of the firmware image in double quotation marks
(" "). For example:
file="C \Program Files\CLI\dnld\trayset.dl p"
Valid file names have a . dl p extension.
Notes

The t r ay parameter downloads the factory default configuration settings to a specific drive tray. If you need to
download the factory default configuration settings to more than one drive tray, but not all drive trays, you must enter
this command for each drive tray.

Minimum Firmware Level

7.75

Enable AutoSupport at the EMW Level SMcli Version

NOTE This command is an SMcli command, not a script command. You must run this command from a command
line. You cannot run this command from the script editor in the storage management software.

This command turns on the AutoSupport (ASUP) bundle collection feature for all managed storage arrays and makes
it possible to transmit the bundle to a predesignated technical support site. After you enable the ASUP feature, any
ASUP-capable storage array is automatically prepared to collect and send support-related data to Technical Support.
The data can then be used for remote troubleshooting and problem analysis.
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Syntax

SMeli enabl e aut oSupport Feat ure

Parameters

None.

Minimum Firmware Level

7.86

Enable Controller Data Transfer

This command revives a controller that has become quiesced while running diagnostics.

Syntax

enabl e controller [(a | b)] dataTransfer

Parameter
Parameter Description
controller The controller that you want to revive. Valid controller identifiers are a or b,

where a is the controller in slot A, and b is the controller in slot B. Enclose the
controller identifier in square brackets ([ ]). If you do not specify a controller,
the storage management software returns a syntax error.

Minimum Firmware Level

6.10

Enable Disk Pool Security

This command converts a non-secure disk pool to a secure disk pool.

NOTE All of the drives that comprise the disk pool must be security capable.

Syntax

enabl e di skPool [diskPool Name] security

Parameter
Parameter Description
di skPool The name of the disk pool that you want to place in the Security
Enabled state. Enclose the disk pool identifier in square brackets ([ ]).
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Notes

Each disk pool name must be unique. You can use any combination of alphanumeric characters, underscore (_),
hyphen(-), and pound (#) for the user label. User labels can have a maximum of 30 characters.

Minimum Firmware Level

7.83

Enable External Security Key Management
This command enables external security key management for a storage array that has full disk encryption drives.
Syntax
enabl e storageArray external KeyManagenent

file="fil eName" |
passPhrase="passPhraseStri ng"

Parameters
Parameter Description
file The file path and the file name that has the security key. Enclose the file
path and the file name that has the security key in double quotation marks
(" "). For example:
file="C \Program Fil es\ CLI\ sup\seckey. sl k"
IMPORTANT - The file name must have an extension of . sl k.
passPhrase A character string that encrypts the security key so that you can store the
security key in an external file. Enclose the pass phrase character string in
double quotation marks (" ").
Notes

Your pass phrase must meet these criteria:

m The pass phrase must be between eight and 32 characters long.
m The pass phrase must contain at least one uppercase letter.

s The pass phrase must contain at least one lowercase letter.

m The pass phrase must contain at least one number.

s The pass phrase must contain at least one non-alphanumeric character, for example, < > @ +.

NOTE If your pass phrase does not meet these criteria, you will receive an error message.

Minimum Firmware Level

7.70
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Enable or Disable ODX

This command turns on or turns off Offloaded Data Transfer (ODX) for a storage array. The storage array comes with
ODX turned on. Use this command to turn off ODX if you do not want to run ODX, or if ODX is causing issues with the
storage array. The only storage array that is affected is the storage array on which the command is run.

Syntax

set storageArray odxEnabl ed=(TRUE | FALSE)

Parameter
Parameter Description
odxEnabl ed The setting to turn on or turn off ODX. To turn on ODX set this parameter to
TRUE. To turn off ODX set this parameter to FALSE. The default setting is that
ODX is turned on.
Notes

ODX provides a way to transfer data without using buffered read and buffered write operations and does not require
direct host involvement with the data transfer operation. When ODX is not enabled, data is read from the source
storage to the host, and then written to the target storage from the host. With ODX enabled, the data transfer
operations are directly managed by the storage infrastructure. The data is moved directly from the source storage to
the target storage without going through the host.

Minimum Firmware Level

8.20

Enable Storage Array Feature

This command enables a premium feature for either a permanent upgrade to the storage array or a trial period. This
command performs one of these actions:

= Enables a feature key for a permanent upgrade of a feature

= Enables a feature key for a permanent upgrade of a feature pack

= Enables a feature for a trial period

A feature pack is a predefined set of several premium features, such as Storage Partitioning and Synchronous

Mirroring. These premium features are combined for the convenience of the users. When users install a feature pack,
all of the premium features in the feature pack are installed at one time.

Each premium feature is managed by a license key that is generated for a specific feature or feature pack and a
specific storage array. The license key is delivered as a file that you run to apply the license for the feature.

To determine which features are loaded on the storage array run the show st or ageArray feat ures command.
The show st orageArray features command lists all of the premium features installed on the storage array,
which premium features can be evaluated for a trial period, which premium features are enabled, and which premium
features are disabled.

Syntax to Enable a Feature Key

enabl e storageArray feature file="fil enane"
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The fi | e parameter identifies the file path and the file name of a valid feature key file. Enclose the file path and the
file name in double quotation marks (" "). For example:

file="C \Program Files\CLI\dnld\ftrkey. key"
Valid file names for feature key files end with a . key extension.
You will need a feature key file for each premium feature that you want to enable.

Syntax to Enable a Feature Pack
enabl e storageArray featurePack file="fil enane"

The fi | e parameter identifies the file path and the file name of a valid feature pack file. Enclose the file path and the
file name in double quotation marks (" "). For example:

file="C \Program Files\CLI\dnld\ftrpk. key"

Valid file names for feature key files end with a . key extension.

Syntax to Enable a Feature for a Trial Period
enabl e storageArray feature=featureAttributelList

To evaluate a feature for a trial period, you can enter one or more of the following attribute values for the
featureAttributeli st. If you enter more than one attribute value, separate the values with a space.

m asyncMrror
m syncMrror

= snapshot

m ssdCache

= vol umeCopy

= thinProvisioning

ATTENTION Before you enable the High Performance Tier premium feature, stop all host I/O operations to the
storage array. When you enable the High Performance Tier premium feature, both controllers in the storage array will
immediately reboot.

= hi ghPerfornmanceTi er
m SSDSupport

Notes

A premium feature is an additional application to enhance the capabilities of a storage array. Following is a list of the
available premium feature attributes:

= Vvol umeCopy

= snapshot

m asyncMrror

m syncMrror

= m xedDriveTypes

= gol dKey
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m driveSecurity

m enterpriseSecurityKeyMyr
= thinProvisioning

m sStoragePartition

m driveSlotLint

m ssdCache

m  SSDSupport

ATTENTION Before you enable the High Performance Tier premium feature, stop all host 1/O operations to the
storage array. When you enable the High Performance Tier premium feature, both controllers in the storage array will
immediately reboot.

= hi ghPerformanceTi er
= raidé

NOTE The folllowing attribute is for enabling the snapshot (legacy) feature only.

m snapshot [ 2| 4] 8] 16]

The form for this attribute value is a combination of the alphabetical term merged with the numerical value, as
shown by this example: snapshot 16

NOTE The r enot eM rr or attribute is valid only for firmware versions before 7.84. Starting with firmware 7.84 the
renot eM rror attribute is replaced by syncM rror.

m renmoteMrror[ 8| 16| 32| 64| 128]

The form for this attribute value is a combination of the alphabetical term merged with the numerical value, as
shown by this example: r enot eM rr or 128

Minimum Firmware Level
6.10

6.50 adds these attributes:

= gol dKey
= m xedDriveTypes

7.50 adds the hi ghPer f or manceTi er attribute.
7.70 adds the syncM r r or 8 attribute. Firmware version 7.70 supports a maximum of eight remote mirrored pairs.

7.83 adds these attributes:

s raidé
= snapl mage

s thinProvisioning

7.84 adds these attributes:

m asyncMrror
m ssdCache
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Enable or Disable VAAI

This command turns on or turns off VMware vStorage API Array Architecture (VAAI) for a storage array. The storage
array comes with VAAI turned on. Use this command to turn off VAAI if you do not want to run VAAI, or if VAAI

is causing issues with the storage array. The only storage array that is affected is the storage array on which the
command is run.

Syntax

set storageArray vaai Enabl ed=( TRUE | FALSE)

Parameter
Parameter Description
vaai Enabl ed The setting to turn on or turn off VAAI. To turn on VAAI set this parameter to
TRUE. To turn off VAAI set this parameter to FALSE. The default setting is that
VAAI is turned on.
Notes

VAAI enables some storage tasks to be offloaded from the server hardware to a storage array. Offloading the storage
tasks to a storage array increases host performance by reducing the tasks the host must perform.

Minimum Firmware Level

8.20

Enable Volume Group Security

This command converts a non-secure volume group to a secure volume group.

Syntax

enabl e vol umeGroup [vol uneG oupNane] security

Parameter
Parameter Description
vol umeG oup The name of the volume group that you want to place in the Security
Enabled state. Enclose the volume group name in square brackets ([ ]).
Notes

These conditions must be met to successfully run this command.

= All drives in the volume group must be full disk encryption drives.

m The Drive Security premium feature must be enabled.

= The storage array security key has to be set.

= The volume group is Optimal, and it does not have snapshot (legacy) volumes or repository volumes.

The controller firmware creates a lock that restricts access to the FDE drives. FDE drives have a state called Security

Capable. When you create a security key, the state is set to Security Enabled, which restricts access to all FDE drives
that exist within the storage array.
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Minimum Firmware Level

7.40

Establish Asynchronous Mirrored Pair

Use this command to complete an asynchronous mirrored pair on the remote storage array by adding a secondary
volume to an existing asynchronous mirror group. Before you run this command, the asynchronous mirror group
must exist and the primary volume must exist in the asynchronous mirror group. After this command successfully

completes, asynchronous mirroring starts between the primary volume and the secondary volume.

The two volumes that comprise an asynchronous mirrored pair function as a single entity. Establishing an
asynchronous mirrored pair allows you to perform actions on the entire mirrored pair versus the two individual

volumes.

Syntax

establ i sh asyncMrror vol ume="secondar yVol uneNane"
asyncM rror G oup="asyncM rr or G oupNane"

pri mar yVol unme="pri mayVol umreNane"

Parameters
Parameter Description
vol ume The name of an existing volume on the remote storage array

that you want to use for the secondary volume. Enclose the
volume name in double quotation marks (" ").

asyncM rror G oup

The name of an existing asynchronous mirror group that you
want to use to contain the asynchronous mirrored pair. Enclose
the asynchronous mirror group name in double quotation marks

)

pri maryVol une

The name of an existing volume on the local storage array that
you want to use for the primary volume. Enclose the volume
name in double quotation marks (" ").

Notes

An asynchronous mirrored pair is comprised of two volumes, a primary volume and a secondary volume, that contain
identical copies of the same data. The mirrored pair is a part of an asynchronous mirror group, which allows the
mirrored pair to synchronize at the same time as any other mirrored pairs within the asynchronous mirror group .

You can use any combination of alphanumeric characters, hyphens, and underscores for the names. Names can have

a maximum of 30 characters.

When you choose the primary volume and the secondary volume, the secondary volume must be of equal or greater
size than the primary volume. The RAID level of the secondary volume does not have to be the same as the primary

volume.

Minimum Firmware Level

7.84
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Export Storage Array Security Key

This command saves a full disk encryption (FDE) security key to a file. You can transfer the file from one storage array
to another storage array. The file enables you to move FDE drives between storage arrays.

Syntax

export storageArray securityKey
passPhrase="passPhraseStri ng"
file="fil eNane"

Parameters
Parameter Description
passPhrase A character string that encrypts the security key so that you can store the security
key in an external file. Enclose the pass phrase in double quotation marks (" ").
file The file path and the file name to which you want to save the security key. For
example:
file="C \Program Fil es\ CLI\ sup\seckey. sl k"
IMPORTANT - You must add a file extension of . sl k to the end of the file name.
Notes

The storage array to which you will be moving drives must have drives with a capacity that is equal to or greater than
the drives that you are importing.

The controller firmware creates a lock that restricts access to the full disk encryption (FDE) drives. FDE drives have
a state called Security Capable. When you create a security key, the state is set to Security Enabled, which restricts
access to all FDE drives that exist within the storage array.

Your pass phrase must meet these criteria:

= The pass phrase must be between eight and 32 characters long.
m The pass phrase must contain at least one uppercase letter.

m The pass phrase must contain at least one lowercase letter.

m The pass phrase must contain at least one number.

s The pass phrase must contain at least one non-alphanumeric character, for example, <> @ +.

NOTE If your pass phrase does not meet these criteria, you will receive an error message and will be asked to retry
the command.

Minimum Firmware Level

7.40

Import Storage Array Security Key
This command unlocks one or more full disk encryption (FDE) drives that you have imported from one storage array

to another storage array. Only the FDE drives with the matching security key from the imported storage array are
unlocked. After they are unlocked, the security key for the new storage array is applied.
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Syntax

i mport storageArray securityKey file="fil eNane"
passPhrase="passPhraseStri ng"

Parameters
Parameter Description
file The file path and the file name that has the original security key of the
imported FDE drives. For example:
file="C \Program Fi |l es\ CLI\ sup\seckey. sl k"
IMPORTANT - The file that has the security key must have a file
extension of . sl k.
passPhrase The character string that provides authentication for the security key.
The pass phrase is 8 to 32 characters in length. You must use at least
one number, one lowercase letter, one uppercase letter, and one non-
alphanumeric character in the pass phrase. A space is not permitted.
Notes

The controller firmware creates a lock that restricts access to the FDE drives. FDE drives have a state called Security
Capable. When you create a security key, the state is set to Security Enabled, which restricts access to all FDE drives
that exist within the storage array.

Your pass phrase must meet these criteria:

m The pass phrase must be between eight and 32 characters long.
m The pass phrase must contain at least one uppercase letter.

= The pass phrase must contain at least one lowercase letter.

m The pass phrase must contain at least one number.

= The pass phrase must contain at least one non-alphanumeric character, for example, <> @ +.

NOTE If your pass phrase does not meet these criteria, you will receive an error message and will be asked to retry
the command.

Minimum Firmware Level

7.40

Increase Capacity of Volume in Disk Pool

This command increases the capacity of either a standard volume or a repository volume in a disk pool. In this
command, a standard volume is also called a thick volume.

NOTE You cannot use this command to increase the capacity of a thin volume.

Syntax
start increaseVol uneCapacity vol unme="vol unmeNane"

i ncrenent al Capaci t y=vol unmeCapacity
[addDrives=(trayl D1, drawer | D1,slotI Dl ... traylDn,drawerlDn, sl otlDn)]
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Parameters

Parameter Description

vol ume The name of the volume in a disk pool for which you want to increase
capacity. Enclose the volume name in double quotation marks (" ").

i ncrenment al Capacity The setting to increase the storage size (capacity) for the volume. Size
is defined in units of byt es, KB, MB, GB, or TB. The default value is
byt es.

addDri ves The setting to add new drives to the volume. For high-capacity drive

trays, specify the tray ID value, the drawer ID value, and the slot ID
value for the drive. For low-capacity drive trays, specify the tray ID

value and the slot ID value for the drive. Tray ID values are 0 to 99.
Drawer ID values are 1 to 5. Slot ID values are 1 to 32. Enclose the
tray ID value, drawer ID value, and the slot ID value in parentheses.

Notes

In some cases a dr i ve parameter might appear as valid input for the command syntax. However, you cannot use the
dr i ve parameter with this command.

Setting the i ncr enent al Capaci ty parameter, starts a long-running operation that you cannot stop. Long-running
operations are performed in the background and do not prevent you from running other commands. To show the
progress of long-running operations, use the show vol une acti onPr ogr ess command.

The addDr i ves parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

Minimum Firmware Level

7.83

Initialize Thin Volume

This command initializes or re-initializes a thin volume.

s Used without any of the optional parameters, this command deletes the data on the thin volume. The repository
volume capacity is not affected.

s Used with any of the optional parameters, this command cause reinitialization and repository volume actions.

NOTE Initializing a thin volume starts a long-running operation that you cannot stop.

Syntax

start volune [volumeNane] initialize

[ exi stingRepositorylLabel =exi sti ngReposi t or yNane]
[ di skPool =di skPool Nane capacit y=capaci tyVal ue]

[ retai nReposi t oryMenber s=( TRUE| FALSE) ]
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Parameter

Parameter Description

vol une The name of the volume on which you are starting the initialization.
Enclose the volume name in square brackets ([ ]). If the volume
name contains special characters or numbers, you must enclose
the volume name in double quotation marks (" ") inside square
brackets.

exi sti ngReposi t orylLabel This parameter replaces the repository volume by the candidate
volume specified.

m The value specified is an existing repository volume user label.
The volume specified must be an unused repository volume with
the name in the proper form.

n [f the newly specified repository volume is on a different disk
pool, the thin volume will change ownership to that pool.

= The old repository volume will be deleted by default.

If the existing repository volume name contains special characters
or consists only of numbers, you must enclose the volume name in
double quotation marks (" ").

di skPool The name of the disk pool in which you want to create a a new
repository volume with the specified capacity. If the disk pool name
contains special characters or consists only of numbers, you must
enclose the disk pool name in double quotation marks (" ").

You must use this parameter with the capaci t y parameter to
create a new repository volume with the specified capacity.

capacity The size that you want to set for the repository volume that you are
creating. Size is defined in units of byt es, KB, MB, GB, or TB.

The minimum physical capacity is 4 GB.
The maximum physical capacity is 64 TB.

You must use this parameter with the di skPool parameter to
create a new repository volume with the specified capacity.

r et ai nReposi t oryMenbers If this parameter is set to TRUE, the old repository is retained. By
default, the old repository is deleted. This parameter is ignored if
the existing repository is reused.

Notes

If you do not specify a volume with the vol urre parameter, this command resets the metadata in the repository and,
in effect, causes the thin volume to appear empty to the host. If you specify a volume with the vol unme parameter,
that volume is either replaced by a newly created volume or by an existing volume if you specify one with the

exi sti ngReposi t or yLabel parameter. If you specify an existing volume with the exi sti ngReposi t or yLabel
parameter that is in a different disk pool, the thin volume will change ownership to the new disk pool.

The volume parameters of the thin volume, such as virtual capacity, quota and warning threshold, retain their previous
values after you reinitialize the thin volume.

The following table lists the capacity limits for a thin volume.

Type of Capacity Size
Minimum virtual capacity 32 MB
Maximum virtual capacity 63 TB
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Type of Capacity Size

Minimum physical capacity 4 GB

Maximum physical capacity 64 TB

Thin volumes support all of the operations that standard volumes do with the following exceptions:

= You cannot change the segment size of a thin volume.

= You cannot enable the pre-read redundancy check for a thin volume.
= You cannot use a thin volume as the target volume in a volume copy.
= You cannot use a thin volume in a snapshot (legacy) operation.

= You cannot use a thin volume in a Synchronous Mirroring operation.

If you want to change a thin volume to a standard volume, use the volume copy operation to create a copy of the thin
volume. The target of a volume copy is always a standard volume.

Minimum Firmware Level

7.83

Load Storage Array DBM Database

This command restores a Database Management (DBM) database image by retrieving the image from a file or

from cache. This command restores a storage array DBM database to the exact configuration that existed when the
database image was captured using the save st orageArray dbnDat abase command. The data in a file can be
just RAID configuration data or all data, including data for RAID configuration, volume groups and disk pools. The
data in a cache location always includes all data.

Before using this command with the f i | e option, you must first obtain a validator string (a security code) from your

Technical Support Representative. To obtain a validator, use the save st orageArray dbnVal i dat or command
to generate an XML file that contains validator information. Your Technical Support Representative uses the XML file
to generate the validator string required for this command.

Syntax

| oad storageArray dbnDat abase

((file="filename" validator="validatorValue") | sourcelLocation=onboard)
[controller [(alb)]]

[content Type=(partial | all)]

Parameters
Parameter Description
file The file path and the file name of the DBM database you want to upload.

Enclose the file name in double quotation marks (" "). For example:
file="C \Array Backups\ DBMyackup_03302010. dbnt

This command does not automatically append a file extension to the saved file.
You must specify a file extension when entering the file name.
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Parameter Description

val i dat or The alphanumeric security code that is required to restore a storage array to an
existing configuration.

You must get the validator from Technical Support. To get the validator,
generate the required validation information XML file by running the save

st orageArray dbnVal i dat or command. After the validation information
XML file is available, contact Technical Support to get the validator.

Enclose the validator in double quotation marks (" ").

sour celLocati on This parameter specifies the location from which to retrieve backup database
information. The parameter must be included for consistency, but the only
allowed value is onboar d.

controller This parameter specifies the controller from which data will be exclusively
retrieved. Enclose the controller identifier in squarebrackets ([ ]). If the
control | er parameter is not specified, data might be retrieved from either
controller.

Valid controller identifiers are a or b, where a is the controller in slot A, and bis
the controller in slot B.

cont ent Type This paramater specifies the content type of the data that will be retrieved.

n [f the parameter is set to parti al , a reduced set of records for the RAID
configuration data is restored. This option helps reduce the possibility of
record corruption by reducing the number and type of records restored.

n If the parameter is set to al | , all of the data including disk pool configuration
data is retrieved.

The defaultis al | .

Notes

Depending on the size of the database image, restoring the database might take up as much as 30 minutes. The
host software will not show the controllers in an Optimal state until after all actions for loading the database image are
completed on the controllers.

Minimum Firmware Level
7.75

7.83 adds these parameters:

m sourcelocation
= controller

= contentType

Recopy Volume Copy

NOTE With firmware version 7.83 the copyType=(online | offline) parameteris no longer used.

This command reinitiates a volume copy operation using an existing volume copy pair. This command is valid for both
snapshot (legacy) volume copy pairs and snapshot image volume copy pairs.

164 - CLI and Script Commands for Version 11.20



This command works with volume copy pairs that you created with a snapshot (legacy) volume or with a snapshot
image volume.

ATTENTION Starting a volume copy operation overwrites all existing data on the target volume, makes the target
volume read-only to hosts, and fails all snapshot (legacy) volumes or snapshot image volumes associated with the
target volume, if any exist. If you have used the target volume as a copy before, be sure you no longer need the data
or have it backed up.

Syntax

recopy vol umeCopy target [target Nane]

[ source [sourceNane]]

[copyPriority=(highest | high | medium| low | |owest)]
[target ReadOnl yEnabl ed=( TRUE | FALSE)]

Parameters

Parameter Description

t ar get The name of the target volume for which you want to reinitiate a
volume copy operation. Enclose the target volume name in square
brackets ([ ]). If the target volume name has special characters, you
must enclose the target volume name in double quotation marks

(" ") inside square brackets.

sour ce The name of the source volume for which you want to reinitiate a
volume copy operation. Enclose the source volume name in square
brackets ([ ]). If the source volume name has special characters,
you must enclose the source volume name in double quotation
marks (" ") inside square brackets.

copyPriority The priority that the volume copy has relative to host I/O activity.
Valid values are hi ghest, hi gh, medi um | ow, or | owest .

t ar get ReadOnl yEnabl ed The setting so that you can write to the target volume or only read
from the target volume. To write to the target volume, set this
parameter to FALSE. To prevent writing to the target volume, set
this parameter to TRUE.

Notes
Copy priority defines the amount of system resources that are used to copy the data between the source volume and

the target volume of a volume copy pair. If you select the highest priority level, the volume copy uses the most system
resources to perform the volume copy, which decreases performance for host data transfers.

Minimum Firmware Level
6.10
7.77 adds recopying a volume copy with snapshot (legacy).

7.83 removes the copyType=(online | offline) parameter.

Recover RAID Volume

This command creates a RAID volume with the given properties without initializing any of the user data areas on the
drives. Parameter values are derived from the Recovery Profile data file (r ecover y- profi |l e. csv) for the storage
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array. You can create the recover volume in an existing volume group or create a new volume group by using this
command.

NOTE You can run this command only from a command line. You cannot run this command from the GUI script
editor. You cannot use the storage managment GUI to recover a volume.

Syntax

recover volume (drive=(traylD, drawerl D, slotlD) |
drives=(trayl D1, drawer | D1, sl ot | D1
trayl Dn, drawer | Dn, sl ot 1 Dn) |
vol umeG oup=vol uneG oupNane) )
[ newWol unmeGr oup=vol umeG oupNane]
user Label ="vol uneNane" vol uneWW="vol ume WW"
capaci t y=vol umeCapacity
of f set =of f set Val ue
raidLevel=(0 | 1] 3| 5] 6)
segnent Si ze=segmnent Si zeVal ue
dssPreal | ocat e=( TRUE | FALSE)
SSI D=subsyst enol unel D
[owner=(a | b)]
[ cacheReadPr ef et ch=( TRUE | FALSE)]
[ dat aAssur ance=(none | enabl ed)]

Parameters

Parameter Description

driveordrives The drives that you want to assign to the volume group that will
contain the volume that you want to recover. For high-capacity
drive trays, specify the tray ID value, the drawer ID value, and the
slot ID value for each drive that you assign to the volume. For low-
capacity drive trays, specify the tray ID value and the slot ID value
for each drive that you assign to the volume. Tray ID values are

0 to 99. Drawer ID values are 1 to 5. Slot ID values are 1 to 32.
Enclose the tray ID values, the drawer ID values, and the slot ID
values insqurare brackets ([ ]).

vol umeG oup The name of an existing volume group in which you want to create
the volume. (To determine the names of the volume groups in

your storage array, run the show storageArray profile
command.)

newvol uneG oup The name that you want to give a new volume group. Enclose the
new volume group name in double quotation marks (" ").

user Label The name of the volume that you want to recover. The user label
has two parts:

m The volume name. Enclose the volume name in double
quotation marks (" ").

s The world wide name of the volume, vol ume W,
in the form of a 16 byte identifier, for example,
60080E500017B4320000000049887D77. Enclose the identifier
in double quotation marks (" ").

You must enter both the volume name and the world wide name of
the volume. You must enter the volume name first. For example:

user Label =" engdat a"
vol umneWW=60080E500017B4320000000049887D77
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Parameter Description

capacity The size of the volume that you are adding to the storage array.
Size is defined in units of byt es, KB, MB, GB, or TB.
of f set The number of blocks from the start of the volume group to the

start of the referenced volume.

rai dLevel The RAID level of the volume group that contains the drives. Valid
values are 0, 1, 3, 5, or 6.

segnent Si ze The amount of data (in KB) that the controller writes on a single
drive in a volume group before writing data on the next drive. Valid
values are 8, 16, 32, 64, 128, 256, or 512.

dssPreal | ocate The setting to turn on or turn off allocating volume storage capacity
for future segment size changes. To turn on allocation, set this
parameter to TRUE. To turn off allocation, set this parameter to

FALSE.

SSI D The storage array subsystem identifier of a volume. Use the show
vol unme command to determine the storage array subsystem
identifier.

owner The controller that owns the volume. Valid controller identifiers are

a or b, where a is the controller in slot A, and b is the controller
in slot B. If you do not specify an owner, the controller firmware
determines the owner.

cacheReadPref etch The setting to turn on or turn off cache read prefetch. To turn off
cache read prefetch, set this parameter to FALSE. To turn on cache
read prefetch, set this parameter to TRUE.

dat aAssur ance The setting to specify that a volume group, and the volumes within
the volume group, has data assurance protection to make sure that
the data maintains its integrity. When you use this parameter, only
protected drives can be used for the volume group. These settings
are valid:

= none — The volume group does not have data assurance
protection.

= enabl ed — The volume group has data assurance protection.
The volume group supports protected information and is
formatted with protection information enabled.

Notes

The storage management software collects recovery profiles of the monitored storage arrays and saves the profiles
on a storage management station.

The dri ve parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

If you attempt to recover a volume using the dr i ve parameter or the dr i ves parameter and the drives are in an

unassigned state, the controller automatically creates a new volume group. Use the newVol umeGr oup parameter to
specify a name for the new volume group.
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You can use any combination of alphanumeric characters,underscore (_), hyphen(-), and pound (#) for the names.
Names can have a maximum of 30 characters.

The owner parameter defines which controller owns the volume. The preferred controller ownership of a volume is
the controller that currently owns the volume group.

Preallocating Storage Capacity

The dssPr eal | ocat e parameter enables you to assign capacity in a volume for storing information that is used

to rebuild a volume. When you set the dssPr eal | ocat e parameter to TRUE, the storage space allocation logic in
the controller firmware preallocates the space in a volume for future segment size changes. The preallocated space
is the maximum allowable segment size. The dssPr eal | ocat e parameter is necessary for properly recovering
volume configurations that are not retievable from the controller data base. To turn off the preallocation capability, set
dssPreal | ocat e to FALSE.

Segment Size

The size of a segment determines how many data blocks that the controller writes on a single drive in a volume before
writing data on the next drive. Each data block stores 512 bytes of data. A data block is the smallest unit of storage.
The size of a segment determines how many data blocks that it contains. For example, an 8-KB segment holds 16
data blocks. A 64-KB segment holds 128 data blocks.

When you enter a value for the segment size, the value is checked against the supported values that are provided by
the controller at run time. If the value that you entered is not valid, the controller returns a list of valid values. Using a
single drive for a single request leaves other drives available to simultaneously service other requests.

If the volume is in an environment where a single user is transferring large units of data (such as multimedia),
performance is maximized when a single data transfer request is serviced with a single data stripe. (A data stripe is
the segment size that is multiplied by the number of drives in the volume group that are used for data transfers.) In
this case, multiple drives are used for the same request, but each drive is accessed only once.

For optimal performance in a multiuser database or file system storage environment, set your segment size to
minimize the number of drives that are required to satisfy a data transfer request.

Cache Read Prefetch

Cache read prefetch lets the controller copy additional data blocks into cache while the controller reads and copies
data blocks that are requested by the host from disk into cache. This action increases the chance that a future request
for data can be fulfilled from cache. Cache read prefetch is important for multimedia applications that use sequential
data transfers. The configuration settings for the storage array that you use determine the number of additional data
blocks that the controller reads into cache. Valid values for the cacheReadPr ef et ch parameter are TRUE or FALSE.
Minimum Firmware Level

5.43

7.10 adds RAID 6 Level capability and the newVol uneG oup parameter.

7.60 adds the dr awer | D user input.

7.75 adds the dat aAssur ance parameter.
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Recover SAS Port Mis-Wire

This command tells a controller that corrective action has been taken to recover from a mis-wire condition. The
controller can then re-enable any SAS ports that were disabled because a mis-wire was detected. Run this command
after you have corrected any SAS mis-wire conditions.

SAS Mis-wire conditions can be one of these:

= Invalid SAS topologies
= Controller host port to expansion tray connection
= Initiator to drive topology connection

a  ESM mis-wire

Syntax

recover sasPort mswre

Parameters

None.

Notes

When a mis-wire condition is detected the controller firmware reports the following:

= A critical MEL event indicating the presence of a mis-wire condition
m A “Needs Attention” condition

= A Recovery Action indicating the mis-wire

In addition, the controller reports “Redundancy Loss” information for the drives, ESMs, and trays for which it has only
one access path due to the mis-wire (for example the bottom two trays in a storage array). The Redundancy Loss
information is not unique to SAS topologies.

Following are the event notifications related to SAS port mis-wire:

= SAS mis-wire detected
» HBA connected to drive channel

m Drive channels cross wired

For mis-wire conditions where the controller disables one or more SAS ports to protect the integrity of the SAS
domain, take these steps to recover from the condition:

1. Determine which cable is in the wrong place and remove it. If the last action taken was to install a new cable,
this is the most likely candidate. If not, look for cables attached to devices that are not part of the storage array
or cables attached between channels. The recovery event should report the channel on which the mis-wire was
detected, and possibly the tray.

2. After you remove a cable or move the cable to the correct location, run ther ecover sasPort mswire
command. The controller will attempt to re-enable any SAS ports that were disabled when the mis-wire was
detected.

3. If the cable that you removed or moved to correct for the mis-wire provided the controller its only access to the
disabled port, the controller will not be able to re-enable the SAS port that was disabled. To complete the recovery,
must power cycle the trays in the storage array.

CLI and Script Commands for Version 11.20 - 169



Minimum Firmware Level

8.10

Re-create External Security Key
This command regenerates a storage array security key for use with the external security key management feature.
Syntax
recreate storageArray securityKey

passPhrase="passPhraseStri ng"
file="fil eName"

Parameters
Parameter Description
passPhrase A character string that encrypts the security key so that you can store
the security key in an external file. Enclose the pass phrase in double
quotation marks (" ").
file The file path and the file name that has the security key. For example:
file="C \Program Fil es\ CLI\ sup\seckey. sl k"
IMPORTANT - The file name must have an extension of . sl k.
Notes

Your pass phrase must meet these criteria:

m The pass phrase must be between eight and 32 characters long.

m The pass phrase must contain at least one uppercase letter.

m The pass phrase must contain at least one lowercase letter.

= The pass phrase must contain at least one number.

= The pass phrase must contain at least one non-alphanumeric character, for example, <> @ +.

NOTE If your pass phrase does not meet these criteria, you will receive an error message.

Minimum Firmware Level

7.70

Re-create Snapshot (Legacy)

This command starts a fresh copy-on-write operation by using an existing snapshot (legacy) volume. You can re-
create a single snapshot (legacy) volume or re-create multiple snapshot (legacy) volumes. If you choose to re-
create multiple snapshot (legacy) volumes, you can re-create from two to the maximum number of snapshot (legacy)
volumes that your storage array can support.
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Syntax

recreate snapshot (volune [vol uneNane] |

vol umes [vol uneNanmel ... vol uneNaneN])

[ user Label =" snapshot Vol unmeNane"

war ni ngThr eshol dPer cent =per cent Val ue

repositoryFul l Policy (failBaseWites | fail Snapshot)]

Parameters

Parameter Description

vol une The name of a volume for which you want to start a fresh
copy-on-write operation. Enclose the volume name in
square brackets ([ ]). If the volume name contains special
characters or consists only of numbers, you must enclose
the name in double quotation marks (" ") inside square
brackets.

vol unes The names of several volumes for which you want to start
a fresh copy-on-write operation. Enter the names of the
volumes using these rules:

= Enclose all of the names in square brackets ([ ]).

m Enclose each of the names in double quotation marks
(ll ll).

m Separate each of the names with a space.

user Label The name of the snapshot (legacy) volume. Enclose the
snhapshot (legacy) volume name in double quotation marks
(" "). If you enter more than one snapshot (legacy) volume
name, this command fails.

war ni ngThr eshol dPer cent The percentage of repository capacity at which you receive
a warning that the snapshot (legacy) repository volume is
nearing full. Use integer values. For example, a value of 70
means 70 percent. The default value is 50.

reposi toryFul | Policy The type of processing that you want to continue if the
snapshot (legacy) repository volume is full. You can choose
to fail writes to the base volume (f ai | BaseW i t es) or fail
writes to the snapshot (legacy) volume (f ai | Snapshot ).
The default value is f ai | Snapshot .

Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

If you do not specify a value for the war ni ngThr eshol dPer cent parameter or the r eposi t or yFul | Pol i cy
parameter, the previously set value is used.

Recreating a Single Snapshot (Legacy) Volume or Multiple Snapshot (Legacy) Volumes with Optional
Parameters

= If you specify one or more of the optional parameters, the re-create operation processes each snapshot (legacy)
volume separately.

= If you try to use the same user label for more than one volume, the command will fail.
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= If you do not set the war ni ngThr eshol dPer cent parameter or the r eposi t or yFul | Pol i cy parameter,
values that you previously set are used.

Recreating Multiple Snapshot (Legacy) Volumes without Optional Parameters

= If you list multiple snapshot (legacy) volumes to be re-created but do not specify any of the optional parameters,
the re-create operation processes the snapshot (legacy) volumes as a "batch" process.

s Validation checks for the necessary snapshot (legacy)-restarted preconditions are performed before restarting any
snapshot (legacy). If any of the listed snapshot (legacy) volumes fail the validation, the entire command fails and
the snapshot (legacy) volumes are not re-created. If the validation is successful for all of the snapshot (legacy)
volumes in the list, but one or more of the snapshots (legacy) in the list fails to restart, the entire command fails
and none of the snapshots (legacy) are re-created.

s During snapshot (legacy) re-creation, all affected volumes (snapshots (legacy), base, and repository) are
appropriately quiesced and 1/O operations are resumed to all affected volumes after all snhapshots (legacy) have
been successfully re-created.

Minimum Firmware Level

5.00

Re-create Synchronous Mirroring Repository Volume

NOTE With firmware version 7.80, the r ecreat e storageArray mnirrorRepository command is deprecated.
This command is no longer supported in either the GUI or the CLI. If you attempts to run this command, an error
message will be returned indicating that this functionality is no longer supported and that no changes will be made to
the specified remote mirror repositories.

This command creates a new Synchronous Mirroring repository volume (also called a mirror repository volume) by
using the parameters defined for a previous mirror repository volume. The underlying requirement is that you have
previously created a mirror repository volume. When you use this command, you can define the mirror repository
volume in one of three ways: user-defined drives, user-defined volume group, or user-defined number of drives for the
mirror repository volume. If you choose to define a number of drives, the controller firmware chooses which drives to
use for the mirror repository volume.

Syntax (User-Defined Drives)

recreate storageArray mrrorRepository

repositoryRAIDLevel=(1 | 3| 5| 6)

repositoryDrives=(trayl D1, drawer| D1, sl ot | D1
trayl DN, dr awer | DN, sl ot | DN)

[trayLossProtect=(TRUE | FALSE)]

[ dat aAssur ance=(none | enabl ed)]

Syntax (User-Defined Volume Group)
recreate storageArray mrrorRepository
reposit oryVol uneG oup=vol uneG oupNane

[freeCapacityArea=freeCapacityl ndexNunber ]

Syntax (User-Defined Number of Drives)

recreate storageArray mrrorRepository
repositoryRAIDLevel=(1 | 3| 5| 6)
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reposi toryDri veCount =nunber Of Dri ves
[driveType=(fibre | SATA | SAS)]
[trayLossProtect=( TRUE | FALSE)]
[ dat aAssur ance=(none | enabl ed)]

Parameters

Parameter Description

r eposi t or yRAI DLevel The RAID level for the mirror repository volume. Valid values are 1,
3,5,0r6.

repositoryDrives The drives that you want to use for the mirror repository volume.
For high-capacity drive trays, specify the tray ID value, the drawer
ID value, and the slot ID value for the drive. For low-capacity drive
trays, specify the tray ID value and the slot ID value for the drive.
Tray ID values are 0 to 99. Drawer ID values are 1 to 5. Slot ID
values are 1 to 32. Enclose the tray ID value, the drawer ID value,
and the slot ID value in square brackets ([ ]). Enter the names of
the repository volumes using these rules:

= Enclose all of the tray ID values, the drawer ID values, and the
slot ID value sin square brackets ([ ]).

s Separate the tray ID value, the drawer ID value, and the slot ID
value with commas.

m Separate each of the drive positions with a space.

reposi t or yVol umeG oup The name of the volume group where the mirror repository volume
is located.

freeCapaci t yArea The index number of the free space in an existing volume group
that you want to use to re-create the mirror repository volume. Free
capacity is defined as the free capacity between existing volumes
in a volume group. For example, a volume group might have the
following areas: volume 1, free capacity, volume 2, free capacity,
volume 3, free capacity. To use the free capacity following volume
2, you would specify:

freeCapaci t yArea=2

Run the show vol umeGr oup command to determine if a free
capacity area exists.

reposi t oryDri veCount The number of unassigned drives that you want to use for the
mirror repository volume.

driveType The type of drive that you want to use for the mirror repository
volume. You cannot mix drive types.

You must use this parameter when you have more than one type of
drive in your storage array.

Valid drive types are:
s fibre
= SATA

s SAS
If you do not specify a drive type, the command defaults to f i bre.

trayLossProt ect The setting to enforce tray loss protection when you create the
mirror repository volume. To enforce tray loss protection, set this
parameter to TRUE. The default value is FALSE.
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Parameter Description

dat aAssur ance The setting to specify that a volume group, and the volumes within
the volume group, has data assurance protection to make sure that
the data maintains its integrity. When you use this parameter, only
protected drives can be used for the volume group. These settings
are valid:

= nhone — The volume group does not have data assurance
protection.

s enabl ed — The volume group has data assurance protection.
The volume group supports protected information and is
formatted with protection information enabled.

Notes

If you enter a value for the storage space of the mirror repository volume that is too small, the controller firmware
returns an error message, which states the amount of space that is needed for the mirror repository volume. The
command does not try to change the mirror repository volume. You can re-enter the command by using the value from
the error message for the storage space value of the mirror repository volume.

The r eposi t oryDri ves parameter supports both high-capacity drive trays and low-capacity drive trays. A high-
capacity drive tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the
drives. A low-capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier
(ID) of the drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray,
you need only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive
tray, an alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the
drawer to 0, and specify the ID of the slot in which a drive resides.

When you assign the drives, if you set the t r ayLossPr ot ect parameter to TRUE and have selected more than one
drive from any one tray, the storage array returns an error. If you set the t r ayLossPr ot ect parameter to FALSE,
the storage array performs operations, but the mirror repository volume that you create might not have tray loss
protection.

When the controller firmware assigns the drives, if you set the t r ayLossPr ot ect parameter to TRUE, the storage
array returns an error if the controller firmware cannot provide drives that result in the new mirror repository volume
having tray loss protection. If you set the t r ayLossPr ot ect parameter to FALSE, the storage array performs the
operation even if it means that the mirror repository volume might not have tray loss protection.

Minimum Firmware Level

6.10

7.10 adds RAID Level 6 capability

7.75 adds the dat aAssur ance parameter.

Reduce Disk Pool Capacity
This command reduces the capacity of the disk pool by logically removing the drives from the pool. This command

uses the Dynamic Capacity Reduction (DCR) feature, which enables you to remove selected drives from a disk pool
and re-use the removed drives as needed.
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The maximum number of drives that you can remove from a disk pool in a single DCR operation is 12. You cannot
reduce the disk pool to below the minimum disk pool size.

Syntax

set di skPool [di skPool Nane]
renoveDrives=(trayl D1, drawer| D1, sl ot | D1
trayl Dn, dr awer | Dn, sl ot | Dn)

Parameter
Parameter Description
di skPool The name of the disk pool for which you want to reduce capacity. Enclose the disk
pool name in square brackets ([ ]).
renoveDri ves The drives that you want to remove from the disk pool. For high-capacity drive trays,
specify the tray ID value, the drawer ID value, and the slot ID value for each drive
that you want to remove. For low-capacity drive trays, specify the tray ID value and
the slot ID value for each drive that you want to remove. Tray ID values are 0 to 99.
Drawer ID values are 1 to 5. Slot ID values are 1 to 32.
Enclose the tray ID values, the drawer ID values, and the slot ID values in
parentheses ([ ]).
Notes

Each disk pool name must be unique. You can use any combination of alphanumeric characters, underscore (_),
hyphen(-), and pound (#) for the user label. User labels can have a maximum of 30 characters.

You might want to remove selected drives from a disk pool if you need to create a separate group or remove
unneeded capacity from the storage array. The removed drives become unassigned drives and the data that existed
on them is redistributed across the remaining drives in the disk pool. The capacity of the disk pool is decreased by the
capacity of the drives that you remove. Removing drives from a disk pool is always carried out as a background task
and the volumes remain fully accessible during this operation. The progress of the removal operation is reported as
part of the long running operations status.

This command fails if there is not enough free capacity on the drives that remain in the disk pool to store all of the
data that was on the drives you remove from the disk pool. Reserve capacity in the disk pool might be used to store
data that was on the drives you remove from the disk pool. However, if the reserve capacity falls below the critical
threshold, a critical event is written to the major event log.

The controller firmware determines how many drives that you can remove and you can then select the specific drives
to be removed. The controller firmware bases the count on the amount of free space needed to redistribute the data
across the remaining drives without consuming any capacity reserved for reconstructions. If the free capacity of

the disk pool is already less than the Reserved Reconstruction Drive Amount, the controller does not allow a DCR
operation to begin.

A DCR operation might result in the configured capacity exceeding one or both of the Pool Utilization Thresholds. If
so, normal threshold alerts are issued.

Minimum Firmware Level

8.10
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Remove Drives from SSD Cache

This command decreases the capacity of the SSD cache by removing Solid State Disks (SSDs).

Syntax
set ssdCache [ssdCacheNane]
renmoveDrives=(trayl D1, drawer | D1,slotI D1 ... traylDn,drawerlDn, sl otlDn)
Parameter
Parameter Description
ssdCache The name of the SSD cache from which you want to remove SSDs. Enclose

the SSD cache name in square brackets ([ ]). If the SSD cache name has
special characters or consists only of numbers, you must enclose the SSD
cache name in double quotation marks (" ") inside square brackets.

renoveDri ves The drives that you want to remove from the SSD cache. For high-capacity
drive trays, specify the tray ID value, the drawer ID value, and the slot ID
value for each SSD that you want to remove. For low-capacity drive trays,
specify the tray ID value and the slot ID value for each SSD that you want

to remove. Tray ID values are 0 to 99. Drawer ID values are 1 to 5. Slot ID
values are 1 to 32. Enclose the tray ID values, the drawer ID values, and the
slot ID values in parentheses.

Notes

You cannot remove all of the SSDs from the SSD cache using this command; at least one SSD must remain in the
SSD cache. If you want to completely remove the SSD cache, use the del et e ssdCache command instead.

Minimum Firmware Level

7.84

Remove Incomplete Asynchronous Mirrored Pair from Asynchronous Mirror Group

This command removes an orphaned mirrored pair volume on the storage array. An orphaned mirrored pair volume
exists when a member volume in an asynchronous mirror group has been removed on one side of the asynchronous
mirror group (either the primary side or secondary side) but not on the other side.

Orphan mirrored pair volumes are detected when inter-controller communication is restored and the two sides of the
mirror configuration reconcile mirror parameters.

Use this command when the mirror relationship is successfully removed on the local or remote storage array, but
cannot be removed on the corresponding storage array because of a communication problem.

Syntax

renove asyncM rrorGoup ["asyncM rror GroupNane"]
i nconpl eteM rror vol ume="vol unreNane"
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Parameters

Parameter Description

asyncM rror G oup The name of the asynchronous mirror group that contains the orphaned
volume that you want to remove. Enclose the asynchronous mirror
group name in double quotation marks (" ") inside square brackets ([ ]).

vol ume The name of the orphaned volume that you want to remove from
the asynchronous mirror group. Enclose the volume name in double
quotation marks (" ").

Minimum Firmware Level

7.84

Remove Member Volume from Consistency Group

This command removes a member volume from a an existing snapshot consistency group. Optionally, you can delete
the repository volume members from the consistency group.

Syntax

set consi stencyGroup ["consistencyG oupNane"]
r emoveCGvenber Vol ume="nmenber Vol uneNane"
[ del et eReposi t oryMenber s=(TRUE | FALSE) ]

Parameters

Parameter Description

consi st encyG oupName The name of the consistency group from which you want to
remove a member. Enclose the consistency group name in double
quotation marks (" ") inside square brackets ([ ]).

r enoveCGvenber Vol une The name of the member volume that you want to remove. Enclose
the consistency group name in double quotation marks (" ").

del et eReposi t or yMenber s Determines whether to remove all of the repository members from
the consistency group.

Minimum Firmware Level

7.83

Remove Synchronous Mirroring

This command removes the mirror relationship between the primary volume and the secondary volume in a remote-
mirrored pair.

NOTE |In previous versions of this command the feature identifier was r enot eM r r or . This feature identifier is no
longer valid and is replaced by syncM rr or .
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Syntax

renove syncMrror (I ocal Vol une [vol uneNane] |

| ocal Vol umes [vol uneNanmel ... vol umeNaneN])
Parameter
Parameter Description
| ocal Vol une The name of the primary volume (the volume on the local storage array) that

you want to remove. Enclose the volume name in square brackets ([ ]). If
the volume name has special characters or consists only of numbers, you
must enclose the volume name in double quotation marks (" ") inside square
brackets.

| ocal Vol unes The names of several primary volumes (the volumes on the local storage
array) that you want to remove.

Enter the names of the primary volumes using these rules:
» Enclose all of the names in square brackets ([ ]).

m Separate each of the names with a space.

If the primary volume names have special characters or consist only of
numbers, enter the names using these rules:

s Enclose all of the names in square brackets ([ ]).

m Enclose each of the names in double quotation marks (" ").

m Separate each of the names with a space.

Minimum Firmware Level

6.10

Remove Volume Copy

NOTE With firmware version 7.83 the copyType=(online | offline) parameter is no longer used.

This command removes a volume copy pair. This command is valid for both snapshot (legacy) volume copy pairs and
new snhapshot volume copy pairs.

Syntax

renove vol unmeCopy target [target Nane]
[ source [sourceNane]]

Parameters
Parameter Description
t ar get The name of the target volume that you want to remove. Enclose the target volume

name in square brackets ([ ]). If the target volume name has special characters
or consists only of numbers, you must enclose the target volume name in double
quotation marks (" ") inside square brackets.

178 - CLI and Script Commands for Version 11.20



Parameter Description

source The name of the source volume that you want to remove. Enclose the source
volume name in square brackets ([ ]). If the source volume name has special
characters or consists only of numbers, you must enclose the source volume name
in double quotation marks (" ") inside square brackets.

Minimum Firmware Level
5.40
7.77 adds creating a volume copywith snapshot (legacy).

7.83 removes the copyType=(online | offline) parameter.

Remove Volume from Asynchronous Mirror Group

This command removes a member volume from an existing asynchronous mirror group. Optionally, you can delete the
repository volume members from the asynchronous mirror group.

This command is valid only on the local storage array that contains the asynchronous mirror group whose member
volume that you want to remove.

Syntax

renove vol ume ["vol uneNanme"] asyncM rror G oup="asyncM rror G oupNane"
[ del et eReposi t or yMenber s=( TRUE | FALSE)]

Parameters

Parameter Description

vol ume The name of the specific volume that you want to remove
from the asynchronous mirror group. Enclose the volume
name in double quotation marks (" ") inside square brackets
(9

asyncM rror G oup The name of the asynchronous mirror group that contains
the member volume that you want to remove. Enclose the
asynchronous mirror group name in double quotation marks
("").

del et eReposi t or yMenber s Determines whether to remove all of the repository members
from the asynchronous mirror group.

Minimum Firmware Level

7.84

Remove Volume LUN Mapping

This command removes the logical unit number (LUN) mapping from one or more volumes.
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Syntax for Removing LUN Mapping from One Volume

renove (volume ["voluneNanme"] | accessVol une) | unMappi ng
(host ="host Nane" | host G- oup=("host G oupNane" | defaul t G oup)

Syntax for Removing LUN Mapping from More Than One Volume LUN Mapping

renove (allVolunes | volunmes [voluneNanel ... vol unmeNaneN])
[ unMappi ng
Parameters
Parameter Description
vol une The name of a volume from which you are removing the LUN mapping.
Enclose the volume name double quotation marks (" ") inside square
brackets ([ ]).
accessVol une This parameter removes the access volume.
al | Vol unes This parameter removes the LUN mapping from all of the volumes.
vol unes The names of several volumes from which you are removing the LUN

mapping. Enter the names of the volumes using these rules:
s Enclose all of the names in square brackets ([ ]).

s Separate each of the names with a space.

If the volume names have special characters or consist only of numbers,
enter the names using these rules:

= Enclose all of the names in square brackets ([ ]).
= Enclose each of the names in double quotation marks (" ").

s Separate each of the names with a space.

host The name of the host to which the volume is mapped. Enclose the host name
in double quotation marks (" ").

This parameter works only when you are removing LUN mapping from one
volume.

host G oup The name of the host group that contains the host to which the volume is
mapped. Enclose the host group name in double quotation marks (" "). The
def aul t Gr oup value is the host group that contains the host to which the
volume is mapped.

This parameter works only when you are removing LUN mapping from one
volume.

Notes

The access volume is the volume in a SAN environment that is used for communication between the storage
management software and the storage array controller. The access volume uses a LUN address and consumes 20
MB of storage space that is not available for application data storage. An access volume is required only for in-band
managed storage arrays.

ATTENTION Removing an access volume can damage your configuration — The agent uses the access volumes
to communicate with a storage array. If you remove an access volume mapping for a storage array from a host that
has an agent running on it, the storage management software is no longer able to manage the storage array through
the agent.
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You must use the host parameter and the host Gr oup parameter when you specify a non-access volume or an
access volume. The Script Engine ignores the host parameter or the host G- oup parameter when you use the
al |1 Vol unes parameter or the vol unes parameter.

Minimum Firmware Level

6.10

Rename Snapshot Volume

This command renames an existing snapshot volume.

Syntax

set snapVol unme ["snapVol unmeNang"]
user Label =" snapl mageVol uneNang"

Parameters
Parameter Description
snhapVol ure The name of the snapshot volume that you want to rename. Enclose the

snapshot volume name in double quotation marks (
brackets ([ ]).

user Label A new name that you want to give to the snapshot volume. Enclose the new
snapshot volume name in double quotation marks (" ").

) inside of square

Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

Minimum Firmware Level

7.83

Rename SSD Cache

This command changes the name of the SSD cache.

Syntax

set ssdCache [ol d_ssdCacheNane] userlLabel ="new ssdCacheNane"

Parameter
Parameter Description
ssdCache The name of the SSD cache that you want to rename. Enclose the SSD

cache name in square brackets ([ ]). If the SSD cache name has special
characters or consists only of numbers, you also must enclose the SSD
cache name in double quotation marks (" ") inside square brackets.
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Parameter Description

user Label The new name for the SSD cache. Enclose the name in double quotation
marks (" ").You can use any combination of alphanumeric characters,
underscore (_), hyphen (-), and pound (#) for the identifier. Identifiers can
have a maximum of 30 characters.

Minimum Firmware Level

7.84

Repair Volume Parity
This command repairs the parity errors on a volume.
Syntax
repair vol ume [vol umeNane] parity
parityErrorFile="fil enane"

[verbose=(TRUE | FALSE)]

Parameters

Parameter Description

vol ume The name of the volume for which you are repairing parity. Enclose the
volume name in square brackets ([ ]). If the volume name has special
characters or numbers, you must enclose the volume name in double
quotation marks (" ") inside square brackets.

parityErrorFile The file path and the file name that contains the parity error information that
you use to repair the errors. Enclose the file name in double quotation marks
(""). For example:

file="C \Program Fil es\CLI\sup\parfile.txt"

ver bose The setting to capture progress details, such as percent complete, and to
show the information as the volume parity is being repaired. To capture
progress details, set this parameter to TRUE. To prevent capturing progress
details, set this parameter to FALSE.

Minimum Firmware Level

6.10

Replace Drive
This command replaces a drive in a volume group. Replacing a drive in a volume group redefines the composition of
a volume group. You can use this command to replace a drive with either an unassigned drive or a fully integrated hot
spare.

Optionally, you can copy the data from the drive that you want to replace and then fail the drive so that it will not be
reused. You can then replace the failed drive with a good drive.
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Syntax

repl ace drive([trayl D, drawerI D, slotlD | <"ww D'>)
repl acenent Drive=trayl D, drawer| D, sl ot 1 D

[ copyDri ve]
[failDrive]
Parameters
Parameter Description
drive The location of the drive that you want to replace. For high-capacity
drive trays, specify the tray ID value, the drawer ID value, and the slot
ID value of the drive that you want to revive. For low-capacity drive
trays, specify the tray ID value and the slot ID value of the drive that you
want to revive. Tray ID values are 0 to 99. Drawer ID values are 1 to
5. Slot ID values are 1 to 32. Enclose the tray ID value, the drawer ID
value, and the slot ID value in square brackets ([ ]).
drive The World Wide Identifier (WWID) of the drive that you want to replace.
Enclose the WWID in double quotation marks (" ") inside angle brackets
(<>).
repl acenentDrive The location of the drive that you want to use for a replacement. For
high-capacity drive trays, specify the tray ID value, the drawer ID value,
and the slot ID value for the drive. For low-capacity drive trays, specify
the tray ID value and the slot ID value for the drive. Tray ID values are O
to 99. Drawer ID values are 1 to 5. Slot ID values are 1 to 32.
copyDrive This parameter copies the data from the drive that you are replacing to
the replacement drive.
failDrive This parameter causes the drive that you are replacing to be failed after
the data has been copied to the replacement drive.
This parameter can be used only when the copyDr i ve parameter is
used.
Notes

The dri ve parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

Minimum Firmware Level
7.10
7.60 adds the dr awer | D user input.

8.20 adds these parameters:

m copyDrive

m failDrive
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Reset Asynchronous Mirror Group Statistics

This command resets the synchronization statistics for one or more member volumes in an asynchronous mirror
group to a relative 0.

Syntax
reset storageArray arvnttats asyncMrrorGoup [asyncM rror GroupNane]
vol ume="vol uneNane" sanpl eType=(all | nostRecent | |ongestSyncTine | errors)
Parameters
Parameter Description
asyncM rror G oup The name of the asynchronous mirror group for which you are resetting the

synchronization statistics. Enclose the asynchronous mirror group name in
square brackets ([ ]). If the asynchronous mirror group name has special
characters or numbers, you must enclose the asynchronous mirror group
name in double quotation marks (" ") inside square brackets.

vol une This parameter is optional. The name of the specific member volume in the
asynchronous mirror group for which you are resetting the synchronization
statistics. If no volume is specified, the statistics for every member volume in
the asynchronous mirror group are reset.

Enclose the volume name in in double quotation marks (" ").

sanpl eType This parameter is optional. The default value for sanpl eType is al | .
s al | — Data for all three sample types are reset.

m nost Recent — Statistics are reset for the most recent 50
resynchronization samples.

m | ongest SyncTi me — Statistics are reset for the most recent 20 longest
resynchronization samples.

m error s— Statistics are reset for the most recent 20 failed
resynchronization samples.

Notes

Statistics are reset for mirrored volumes in the Primary role. The statistics that are reset include the following data:

s Synchronization start time

m Synchronization type (manual or periodic)

= Synchronization duration

s Number of bytes sent

s Maximum and minimum write time (for a single write)
s Maximum and minimum synchronization data rate

m Total write time

= Repository utilization (%)

= Recovery point age

Minimum Firmware Level

7.84
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Reset Controller

This command resets a controller, and it is disruptive to I/O operations.

ATTENTION When you reset a controller, the controller is removed from the data path and is not available for 1/0
operations until the reset operation is complete. If a host is using volumes that are owned by the controller being
reset, the 1/0O directed to the controller is rejected. Before resetting the controller, either make sure that the volumes
that are owned by the controller are not in use or make sure that a multi-path driver is installed on all of the hosts that
use these volumes.

Syntax

reset controller [(a | b)]

Parameter
Parameter Description
controller The controller that you want to reset. Valid controller identifiers are a or b,
where a is the controller in slot A, and b is the controller in slot B. Enclose the
controller identifier in square brackets ([ ]). If you do not specify a controller
owner, the controller firmware returns a syntax error.
Notes

The controller that receives the reset controller command resets the controller specified. For example, if the reset
controller command is sent to controller A to request a reset of controller A, then controller A reboots itself by doing
a soft reboot. If the reset controller command is sent to controller A to request a reset of controller B, then controller
A holds controller B in reset and then releases controller B from reset, which is a hard reboot. A soft reboot in some
products only resets the IOC chip. A hard reboot resets both the IOC and the expander chips in the controller.

Minimum Firmware Level

5.20

Reset Drive

This command power cycles a drive in a volume group or a disk pool to aid in the recovery of a drive that is exhibiting
inconsistent or non-optimal behavior.

By power cycling a drive, some errors that cause inconsistent or non-optimal behavior can be cleared. This avoids
replacing a drive when it is experiencing only a transient, non-fatal error, and the drive can remain operational.
Resetting a drive in this way reduces disruptions and avoids replacing a drive.

If the problem cannot be corrected by power cycling the drive, the data is copied from the drive and the drive is
powered down for replacement.

Syntax

reset drive([traylD drawerlD,slotlD] | <"wwMD'>)
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Parameters

Parameter Description

drive The location of the drive that you want to replace. For high-capacity
drive trays, specify the tray ID value, the drawer ID value, and the slot
ID value of the drive that you want to revive. For low-capacity drive
trays, specify the tray ID value and the slot ID value of the drive that you
want to revive. Tray ID values are 0 to 99. Drawer ID values are 1 to

5. Slot ID values are 1 to 32. Enclose the tray ID value, the drawer ID
value, and the slot ID value in square brackets ([ ]).

drive The World Wide Identifier (WWID) of the drive that you want to replace.
Enclose the WWID in double quotation marks (" ") inside angle brackets
(<>).
Notes

The dri ve parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

After power cycling the drive, the controller must verify the drive to be functional before it can be placed back into
use. If the drive cannot be verified it is marked as a failed drive. Power cycling a failed drive requires global hot spare
drives and full copy back to a replacement drive after it is brought into service.

Failed drives cannot be reset by a power cycle more than once in a 24 hour period, and in some cases cannot be
reset more than once. Thresholds and counters for drive power cycles are kept in persistent storage, and are included
in state capture data. Informational events are logged when a drive is power cycled.

Minimum Firmware Level

8.20

Reset iSCSI IP Address

This command resets the IP address of the remote storage array to re-establish connection with the local storage
array. You can use this command to notify the local storage array that the iISCSI IP address of the remote storage
array have changed and need to be updated.

When establishing an asynchronous mirroring relationship with an iSCSI connection, both the local and the

remote storage arrays store a record of the IP address of the remote storage array in the asynchronous mirroring
configuration. If the IP address of an iSCSI port changes, the remote storage array that is attempting to use that port
encounters a communication error.

The storage array with the changed IP address sends a message to each remote storage array associated with the

asynchronous mirror groups that are configured to mirror over an iSCSI connection. Storage arrays that receive this
message automatically update their remote-target IP address.
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If the storage array with the changed IP address is unable to send its inter-controller message to a remote storage
array, the system sends you an alert of the connectivity issue. Use the r eset command to re-establish connection
with the local storage array.

Syntax

reset (renoteStorageArrayNanme="storageArrayNane" | renpteStorageArrayWv d=<wwM D>)
i scsi | pAddress

Parameters
Parameter Description
r enot eSt or ageAr r ayNane The name for the remote storage array for which you are

resetting the iISCSI IP address. Enclose the storage array
name in double quotation marks (" ").

r enot eSt or ageAr r ayNaneWni d The World Wide Identifier (WWID) of the storage array for
which you are resetting the iSCSI IP address. You can use
the WWID instead of the storage array name to identify the
storage array. Enclose the WWID in angle brackets (< >).

Minimum Firmware Level

7.84

Reset Storage Array Battery Install Date

This command resets the age of the batteries in a storage array to zero days. You can reset the age of the batteries
for an entire storage array or the age of a battery in a specific controller or in a specific battery pack.

This command resets the age of the batteries in a storage array to zero days.
Syntax
reset storageArray batterylnstall Date

[controller=(a | b)]
[batteryPack (left | right)]

Parameters
Parameter Description
controller The controller that contains the battery for which you want to reset the age.

Valid controller identifiers are a or b, where a is the controller in slot A, and b
is the controller in slot B. Use the cont r ol | er parameter only for controllers
with batteries.

bat t er yPack Some legacy product do not have batteries in the controllers, but place the
batteries in a separate battery pack. The battery pack contains both a left
battery and a right battery. Valid identifiers are | ef t orri ght, where | ef t
is the battery that supports the controllerin slot A, and ri ght is the battery
that supports the controller in slot B. Use the bat t er yPack parameter only
for controller trays with battery packs.
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Notes

When a controller has a battery associated with it, the controller is used to identify the location of the battery. The
controllers are identified as either a or b. With the release of some legacy products, battery packs can also be
identified as either | ef t or ri ght . If the command statement uses the wrong parameter, an error message is shown.

Minimum Firmware Level

6.10

7.15 adds the ability to reset the battery installation dates on the left battery or the right battery.

Reset Storage Array Diagnostic Data

This command resets the NVSRAM that contains the diagnostic data for the storage array. This command does not
delete the diagnostic data. This command replaces the Needs Attention status with the Diagnostic Data Available
status. The old diagnostic data is written over automatically when new data is captured. The memory that contains
the diagnostic data is also cleared when the controllers reboot. Before you reset the diagnostic data, use the save
st orageArray di agnosti cDat a command to save the diagnostic data to a file.

ATTENTION Run this command only with the assistance of your Technical Support Representative.

Syntax

reset storageArray di agnosticData

Parameters

None.

Minimum Firmware Level

6.16

Reset Storage Array Infiniband Statistics Baseline

This command resets the Infiniband statistics baseline to 0 for the storage array.

Syntax

reset storageArray ibStatsBaseline

Parameters

None.

Notes

This command does not actually reset the raw counts maintained in the hardware and firmware. Instead, the firmware

creates a snapshot of the current counter values and uses these values to report differences in the counts when
the statistics are retrieved. The new baseline time is applied to both controllers so that the controller counts are

188 - CLI and Script Commands for Version 11.20



synchronized with each other. If one controller resets without the other controller resetting, the counters are no longer
synchronized. The client becomes aware that the controllers are not synchronized because the timestamp data
reported along with the statistics is not the same for both controllers.

Minimum Firmware Level

7.10

Reset Storage Array iSCSI Baseline

This command resets the iSCSI baseline to 0 for the storage array.

Syntax

reset storageArray iscsi StatsBaseline

Parameters

None.

Notes

This command resets the baseline to 0 for both controllers in the storage array. The purpose of resetting both of
the controller baselines is to help make sure that the controller counts are synchronized between the controllers.
If one controller resets but the second controller does not reset, the host is informed that the controllers are out of
synchronization. The host is informed by the time stamps that are reported with the statistics.

Minimum Firmware Level

7.10

Reset Storage Array iSER Baseline

This command resets the iISER baseline to 0 for the storage array.

Syntax

reset storageArray iserStatsBaseline

Parameters

None.

Notes

This command does not actually reset the raw counts maintained in the hardware and firmware. Instead, the firmware
creates a snapshot of the current counter values and uses these values to report differences in the counts when

the statistics are retrieved. The new baseline time is applied to both controllers so that the controller counts are
synchronized with each other. If one controller resets without the other controller resetting, the counters are no longer
synchronized. The client becomes aware that the controllers are not synchronized because the timestamp data
reported along with the statistics is not the same for both controllers.

CLI and Script Commands for Version 11.20 - 189



Minimum Firmware Level

8.20

Reset Storage Array RLS Baseline

This command resets the read link status (RLS) baseline for all devices by setting all of the RLS counts to 0.

Syntax

reset storageArray RLSBaseline

Parameters

None.
Minimum Firmware Level

5.00

Reset Storage Array SAS PHY Baseline

This command resets the SAS physical layer (SAS PHY) baseline for all devices, and removes the list of errors from
the . csv file. The . csv file is generated when you run the save st orageArray SASPHYCounts command.

NOTE The previous release of the r eset st orageArray SASPHYBasel i ne command cleared error counts for
all devices except the drives. The r eset st orageArray SASPHYBasel i ne command now resets the SAS PHY
baseline for the drives as well as the other devices. All errors are deleted from the . csv file.

Syntax

reset storageArray SASPHYBaseline
Parameters

None.

Minimum Firmware Level

6.10

7.83 resets the SAS PHY baseline for drives.

Reset Storage Array SOC Baseline

This command resets the baseline for all switch-on-a-chip (SOC) devices that are accessed through the controllers.
This command resets the baseline by setting all of the SOC counts to 0. This command is valid only for Fibre Channel
devices in an arbitrated loop topology.
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Syntax

reset storageArray SOCBasel i ne
Parameters

None.

Minimum Firmware Level

6.16

Reset Storage Array Volume Distribution
This command reassigns (moves) all of the volumes to their preferred controller.
Syntax
reset storageArray vol unebDi stribution
Parameters
None.

Notes

If you use this command on a host without a multi-path driver, you must stop I/O operations to the volumes until this
command has completed to prevent application errors.

Under certain host operating system environments, you might be required to reconfigure the multi-path host driver.
You might also need to make operating system modifications to recognize the new 1/O path to the volumes.

Minimum Firmware Level

5.20

Resume Asynchronous Mirror Group

This command resumes data transfer between all mirrored pairs in an asynchronous mirror group. Data written
to the primary volumes while the asynchronous mirror group was suspended is written to the secondary volumes
immediately. Periodic synchronization resumes if an automatic synchronization interval has been set.

Syntax

resume asyncM rrorGoup ["asyncM rror GroupNane"]
[ del et eRecoveryPoi nt| f Necessary]
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Parameters

Parameter Description

asyncM rror G oup The name of the asynchronous mirror group for which you
want to start synchronization. Enclose the asynchronous mirror
group name in double quotation marks (" ") inside square
brackets ([ ]").

del et eRecoveryPoi nt | f Necessary | The parameter to delete the recovery point if the recoverable
synchronization data has exceeded time threshold for recovery.
Recovery point age is measured from the time the data was
frozen on the primary storage array.

Minimum Firmware Level
7.84

8.10 adds the del et eRecover yPoi nt | f Necessary parameter.

Resume Consistency Group Snapshot Volume

This command restarts a copy-on-write operation for creating a consistency group snapshot volume that you stopped
using the st op cgSnapVol une command.

Syntax

resume cgSnapVol urme [ "snapVol umreNane"]
cgSnapl mage="snapl rageNane"

Parameter

Parameter Description

cgSnapVol une The name of the consistency group snapshot volume that you want to
resume. Enclose the name of the consistency group snapshot volume in
double quotation marks (" ") inside square brackets ([ ]).

cgSnapl mage The name of the snapshot image in a consistency group that you are
restarting. The name of a snapshot image is comprised of two parts:

s The name of the consistency group
= An identifier for the snapshot image in the consistency group.
The identifier for the snapshot image can be one of these:

= An integer value that is the sequence number of the snapshot in the
consistency group.

= NEVEST - Use this option when you want to show the latest snapshot
image created in the consistency group.

s COLDEST - Use this option when you want to show the earliest snapshot
image created in the consistency group.

Enclose the snapshot image name in double quotation marks (" ).

Notes

The name of a snapshot image has two parts separated by a colon (:):
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= The identifier of the consistency group

= The identifier of the snapshot image

For example, if you want to restart a copy-on-write operation for snapshot image 12345 which is in snapshot
consistency group snapgroup1 in a consistency group snapshot volume that has the name snapVol1, you would use
this command:

resume cgSnapVol umre [ "snapVol 1"] cgSnapl nage=[ " snapgroupl: 12345"]

Minimum Firmware Level

7.83

Resume Snapshot (Legacy) Rollback

NOTE With firmware version 7.83 the order of the terms in the syntax is changed to be consistent with other
commands. Replace the deprecated command syntax with the new command syntax.

This command resumes a rollback operation that has entered a paused state. A rollback operation can enter a
paused state due to processing errors, which will trigger a Needs Attention condition for the storage array.

If the rollback operation cannot be resumed, the selected snapshot (legacy) volume reverts to a paused state, and the
Needs Attention condition is displayed.

Syntax (Deprecated)

resurme roll back vol une [ snapshot Vol uneNane]
Syntax (New)

resume vol unme [snapshot Vol umeNane] rol | back

Parameter
Parameter Description
vol ume The name of the specific snapshot (legacy) volume for which you want to

resume a rollback operation. Enclose the snapshot (legacy) volume name
in square brackets ([ ]). If the snapshot (legacy) volume name has special
characters, you must also enclose the snapshot (legacy) volume name in
double quotation marks (" ").

Minimum Firmware Level
7.80

7.83 changes the order of the terms in the syntax.
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Resume Snapshot Image Rollback

This command resumes a rollback operation that has entered a paused state. A rollback operation can enter a
paused state due to processing errors, which causes a Needs Attention condition for the storage array.

If the rollback operation cannot be resumed, the selected snapshot image reverts to a paused state, and the Needs
Attention condition is displayed.

NOTE You cannot use this command for snapshot images involved in online volume copy.

Syntax

resume snapl mage [ snapl nageNane] rol | back

Parameter

Parameter Description

snapl nage The name of the snapshot image for which you want to restart a rollback
operation. The name of a snapshot image is comprised of two parts:

= The name of the snapshot group
= An identifier for the snapshot image in the snapshot group
The identifier for the snapshot image can be one of these:

= An integer value that is the sequence number of the snapshot in the
snapshot group.

s NEVEEST - Use this option when you want to show the latest snapshot
image created in the snapshot group.

s COLDEST - Use this option when you want to show the earliest snapshot
image created in the snapshot group.

Enclose the snapshot image name in double quotation marks (" ") inside
square brackets ([ ]).

Notes

The name of a snapshot image has two parts separated by a colon (:):

= The identifier of the snapshot group

= The identifier of the snapshot image

For example, if you want to restart a rollback operation for snapshot image 12345 in a snapshot group that has the
name snapgroup1, you would use this command:

resume snapl mage ["snapgroupl: 12345"] roll back;

Minimum Firmware Level

7.83

Resume Snapshot Volume

This command resumes a snapshot volume operation that was stopped.
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Syntax

resume snapVol une ["snapVol uneNanme"] snapl mage="snapCd D: i magel D'

Parameters

Parameter Description

snapVol une The name of the snapshot volume for which you want to resume operations.
Enclose the snapshot volume name in double quotation marks (" ") inside
square brackets ([ ]).

shapl nage The name of the snapshot image for which you want to resume snapshot
volume operations. The name of a snapshot image is comprised of two parts:

= The name of the snapshot group
= An identifier for the snapshot image in the snapshot group
The identifier for the snapshot image can be one of these:

= An integer value that is the sequence number of the snapshot in the
snapshot group.

= NEVEST - Use this option when you want to show the latest snapshot
image created in the snapshot group.

s COLDEST - Use this option when you want to show the earliest snapshot
image created in the snapshot group.

Enclose the snapshot image name in double quotation marks (" ").

Notes

The name of a snapshot image has two parts separated by a colon (;):

m The identifier of the snapshot group

» The identifier of the snapshot image

For example, if you want to resume snapshot volume operations for snapshot image 12345 in a snapshot group that
has the name snapGroup1, you would use this command:

resume snapVol une ["snapVol 1"] snapl nage="snapG oupl: 12345";

To resume snapshot volume operations for the most recent snapshot image in a snapshot group that has the name
snapGroup1, you would use this command:

resume snapVol une ["snapVol 1"] snapl nage="snapG oupl: newest";

Minimum Firmware Level

7.83

Resume SSD Cache

This command restarts the caching for all of the volumes using the SSD cache that was temporarily stopped with the
suspend ssdCache command.
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Syntax

resume ssdCache [ssdCacheNane]

Parameter
Parameter Description
ssdCache The name of the SSD cache for which you want to resume caching

operations. Enclose the SSD cache name in square brackets ([ ]). If the SSD
cache name has special characters or consists only of numbers, you must
enclose the SSD cache name in double quotation marks (" ") inside square
brackets.

Minimum Firmware Level

7.84

Resume Synchronous Mirroring

This command resumes a suspended Synchronous Mirroring operation.

NOTE In previous versions of this command the feature identifier was r enot eM r r or . This feature identifier is no
longer valid and is replaced by syncM rr or .

Syntax

resumme syncMrror (primary [vol umeNane] |
primaries [volumeNanmel ... vol umeNameN])
[witeConsistency=(TRUE | FALSE)]

Parameters

Parameter Description

primary The name of the primary volume for which you want to resume a
Synchronous Mirroring operation. Enclose the primary volume name in
square brackets ([ ]). If the primary volume name has special characters
or numbers, you must enclose the primary volume name in double
quotation marks (" ") inside square brackets.

primaries The names of several primary volumes for which you want to resume

a Synchronous Mirroring operation. Enter the names of the primary
volumes using these rules:

s Enclose all of the names in square brackets ([ ]).

» Separate each of the names with a space.

If the primary volume names have special characters or consist only of
numbers, enter the names using these rules:

» Enclose all of the names in square brackets ([ ]).

s Enclose each of the names in double quotation marks (" ").

m Separate each of the names with a space.
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Parameter Description

wri t eConsi st ency The setting to identify the volumes in this command that are in a write-
consistency group or are separate. For the volumes to be in the same
write-consistency group, set this parameter to TRUE. For the volumes to
be separate, set this parameter to FALSE.

Notes
If you set the wri t eConsi st ency parameter to TRUE, the volumes must be in a write-consistency group (or groups).
This command resumes all write-consistency groups that contain the volumes. For example, if volumes A, B, and

C are in a write-consistency group and they have remote counterparts A’, B’, and C’, the r esune syncM rror
volume ["A"] writeConsistency=TRUE command resumes A-A’, B-B’, and C-C'.

Minimum Firmware Level

6.10

Revive Drive

This command forces the specified drive to the Optimal state.

ATTENTION Possible loss of data access — Correct use of this command depends on the data configuration on
all of the drives in the volume group. Never try to revive a drive unless you are supervised by your Technical Support
Representative.

Syntax

revive drive [trayl D, drawerl D, sl otlD

Parameter
Parameter Description
drive The location of the drive that you want to revive. For high-capacity drive
trays, specify the tray ID value, the drawer ID value, and the slot ID value of
the drive that you want to revive. For low-capacity drive trays, specify the tray
ID value and the slot ID value of the drive that you want to revive. Tray ID
values are 0 to 99. Drawer ID values are 1 to 5. Slot ID values are 1 to 32.
Enclose the tray ID value, drawer ID value, and the slot ID value in square
brackets ([ 1)
Notes

The dri ve parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

Minimum Firmware Level

5.43
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7.60 adds the dr awer | D user input.

Revive Snapshot Group

This command forces the specified snapshot group to the Optimal state. If the snapshot group is not in a Failed state,
the firmware displays an error message and does not run this command.

Syntax

revive snapGoup [snapG oupNane]

Parameter
Parameter Description
snapG oup The name of the snapshot group that you want to set to the Optimal state.
Enclose the snapshot group name in square brackets ([ ]). If the snapshot
group name has special characters or consists only of numbers, you must
enclose the snapshot group name in double quotation marks (" ") inside
square brackets.
Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

Minimum Firmware Level

7.83

Revive Snapshot Volume

This command forces a specified snapshot volume to the Optimal state. The snapshot volume can be one of these:
m A standalone snapshot volume

= A snapshot volume that is a member of a consistency group

If the snapshot volume is not in a Failed state, the firmware displays an error message and does not run this
command.

NOTE You cannot use this command for a snapshot volume that is used in online volume copy.

Syntax

revi ve snapVol une [ snapVol umreNane]
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Parameter

Parameter Description

shapVol ure The name of the snapshot volume that you want to set to the Optimal state.
Enclose the snapshot volume name in square brackets ([ ]). If the snapshot
volume name has special characters or consists only of numbers, you must
enclose the snapshot volume name in double quotation marks (" ") inside
square brackets.

Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

Minimum Firmware Level

7.83

Revive Volume Group

This command forces the specified volume group and its associated failed drives to the Optimal state.

ATTENTION Possible loss of data access — Correct use of this command depends on the data configuration on
all of the drives in the volume group. Never try to revive a drive unless you are supervised by your Technical Support
Representative.

Syntax

revive vol umeG oup [vol umeG oupNane]

Parameter
Parameter Description
vol umeG oup The name of the volume group to be set to the Optimal state. Enclose the
volume group name in square brackets ([ 1).

Minimum Firmware Level

6.10

Save Asynchronous Mirror Group Statistics

This command saves to a file the synchronization statistics for one or more member volumes in an asynchronous
mirror group. The statistics collected are available only for asynchronous mirror group member volumes in a primary
role on the local storage array.

A set of data is collected during the synchronization process that can be used to evaluate how well the mirror

configuration is functioning. The data is collected as a set of samples. A sample is created at the beginning of a
synchronization process and updated regularly while the synchronization process proceeds.
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A sample collects data until the synchronization process completes or until a disruption to the synchronization process
occurs such as a volume ownership transfer or ar ead- wri t e error. When a synchronization process disruption is
resolved (for example, the volume is transferred to the alternate controller), a new sample is created and updated as
the synchronization process continues.

Syntax

save storageArray arvntStats asyncMrror Goup [asyncM rror GroupNane]
arvntats file="fil enane"

[ vol ume="vol umeNane"]

[ sampl eType=(all | nostRecent | |ongestSyncTinme | errors)]
[recordLi mt=(1-90)]

Parameters

Parameter Description

asyncM rror G oup The name of the asynchronous mirror group for which you are
saving synchronization statistics. Enclose the asynchronous mirror
group name in square brackets ([ ]). If the asynchronous mirror
group name has special characters or numbers, you must enclose
the asynchronous mirror group name in double quotation marks (" ")
inside square brackets.

file The file path and the file name to which you want to save the
synchronization statistics. Enclose the file name in double quotation
marks (" "). For example:

file="C \Program Fil es\CLI\I ogs\asynchdat a. csv"

This command does not automatically append a file extension to the
saved file. You can use any file name, but you must use the . csv
extension.

vol une This parameter is optional. The name of the specific member
volume in the asynchronous mirror group for which you are
retrieving synchronization statistics. If no volume is specified, the
statistics for every member volume in the asynchronous mirror
group are saved.

If statistics are collected for more than one volume in an
asynchronous mirror group, all the data will be written to the same
file.

Enclose the volume name in double quotation marks (" ").

sanpl eType This parameter is optional. The default value for sanpl eType is
all.

s al | — Data for all three sample types are collected and written to
the same file.

= nost Recent — Statistics are recorded for the most recent 50
resynchronization samples.

m | ongest SyncTi me — Statistics are collected for the most recent
20 longest resynchronization samples.

m error s— Statistics are recorded for the most recent 20 failed
resynchronization samples. These samples include a failure
code.

recordLimt This parameter is optional. The default value for record limit is no
limt.TherecordLi mt mustbe greater than 0 and less than or
equal to 90.
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Notes

Statistics are captured for mirrored volumes in the Primary role. The statistics collected include the following data:

m Synchronization start time

= Synchronization type (manual or periodic)
= Synchronization duration

= Number of bytes sent

s Maximum write time (for a single write)

= Minimum write time (for a single write)

s Minimum synchronization data rate

= Maximum synchronization data rate

m Total write time

m Repository utilization (%)

s Recovery point age

During initial synchronization, statistics samples are captured approximately every 15 minutes.
The synchronization statistics are included in the support bundle.

Minimum Firmware Level

7.84

Save Controller NVSRAM

This command saves a copy of the controller NVSRAM values to a file. This command saves all of the regions.
Syntax

save controller [(a | b)] NVSRAMfile="fil enanme"

Parameters

Parameter Description

controller The controller with the NVSRAM values that you want to save. Valid
controller identifiers are a or b, where a is the controller in slot A, and b is the
controller in slot B. Enclose the controller identifier in square brackets ([ ]).

file The file path and the file name to which you want to save the NVSRAM
values. Enclose the NVSRAM file name in double quotation marks (" "). For
example:

file="C \Program Fil es\ CLI\I ogs\ nvsranb. t xt"

The default name of the file that contains the NVSRAM values is nvsr am
dat a. t xt . This command does not automatically append a file extension to
the saved file. You must specify a file extension when entering the file name.

Minimum Firmware Level

6.10
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Save Drive Channel Fault Isolation Diagnostic Status

NOTE With firmware version 8.10, the save dri veChannel faultDi agnostics command is deprecated.

This command saves the drive channel fault isolation diagnostic data that is returned from the st ar t
dri veChannel faultDi agnostics command. You can save the diagnostic data to a file as standard text or as

XML.

See Start Drive Channel Fault Isolation Diagnostics for more information.

Syntax

save driveChannel faultDi agnostics file="filenane"

Parameter
Parameter Description
file The file path and the file name to which you want to save the results of the
fault isolation diagnostics test on the drive channel. Enclose the file name in
double quotation marks (" "). For example:
file="C \Program Fil es\CLI\sup\fltdiag.txt"
This command does not automatically append a file extension to the saved
file. You must specify a file extension when entering the file name.
Notes

A file extension is not automatically appended to the saved file. You must specify the applicable format file extension
for the file. If you specify a file extension of . t xt , the output will be in a text file format. If you specify a file extension
of . xm , the output will be in an XML file format.

Minimum Firmware Level

7.15 introduces this new capability for legacy controller trays.

Save Drive Log
This command saves the log sense data to a file. Log sense data is maintained by the storage array for each drive.
Syntax

save allDrives |ogFile="filenane"

Parameter
Parameter Description
| ogFil e The file path and the file name to which you want to save the log sense data.

Enclose the file name in double quotation marks (" "). For example:
file="C \Program Fil es\CLI\I ogs\I| gsendat.txt"

This command does not automatically append a file extension to the saved
file. You must specify a file extension when entering the file name.

202 - CLI and Script Commands for Version 11.20



Minimum Firmware Level

6.10

Save Input Output Controller (IOC) Dump

This command saves the IOC dumps from the controllers in a storage array to a file on a host.
Syntax

save | OCLog [file="filenane"]

Parameter
Parameter Description
file The file path and the file name to which you save the IOC dump. Enclose the file
name in double quotation marks (" "). For example:
file="C \Array Backups\| OCcoredunpl. 7z"
This command saves the data to a compressed file and adds the file extension . 7z
to the saved file. The default name of the file that contains the 10C-related data for
controllers in the storage array uses the WWN of the storage array.
Notes

This command retrieves from both controllers the IOC dump log data and the IOC dump metadata. Using a 7zip
file format, the retrieved data is archived and compressed into a single file with a file name of your choice. The 7zip
archive file contains the following:

n filename+’lIOCLog"+[A|B].gz — the 10C logs retrieved from controller A or controller B if available

n filename+”|OCLogInfo”+[A|B].txt — the IOC logs metadata info retrieved from controller A or controller B. If the I0C
log data cannot be retrieved from a controller, the metadata .txt file will contain the error condition and reason.

Following are the error conditions:

= The controller platform and HIC do not support IOC dump.

= The controllers have not collected IOC dump data.

The compressed logs are not in a human-readable format. You must return the logs to Technical Support to be
evaluated.

Minimum Firmware Level

8.20

Save Storage Array Configuration

This command creates a script file that you can use to re-create the current storage array volume configuration.
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Syntax

save storageArray configuration file="fil ename"
[al | config]

[ gl obal Settings=(TRUE | FALSE)]

[ vol uneConfi gAndSetti ngs=( TRUE | FALSE)]

[ host Topol ogy=( TRUE | FALSE)]

[ 1 unMappi ngs=( TRUE | FALSE)]

Parameters

Parameter Description

file The file path and the file name to which you want to save
the configuration settings. Enclose the file name in double
quotation marks (" "). For example:

file="C \Program Fil es\ CLI\I ogs\saconf.cfg"

The default name of the file that contains the configuration
settings is st or age- array- confi gurati on. cf g. This
command does not automatically append a file extension to
the saved file. You must specify a file extension when entering
the file name.

al | Config The setting to save all of the configuration values to the file. (If
you choose this parameter, all of the configuration parameters
are set to TRUE.)

gl obal Setti ngs The setting to save the global settings to the file. To save the

global settings, set this parameter to TRUE. To prevent saving
the global settings, set this parameter to FALSE. The default

value is TRUE.

vol umeConfi gAndSet ti ngs The setting to save the volume configuration settings and

all of the global settings to the file. To save the volume
configuration settings and global settings, set this parameter
to TRUE. To prevent saving the volume configuration settings
and global settings, set this parameter to FALSE. The default
value is TRUE.

host Topol ogy The setting to save the host topology to the file. To save the
host topology, set this parameter to TRUE. To prevent saving
the host topology, set this parameter to FALSE. The default

value is FALSE.

| unMappi ngs The setting to save the LUN mapping to the file. To save the
LUN mapping, set this parameter to TRUE. To prevent saving
the LUN mapping, set this parameter to FALSE. The default

value is FALSE.

Notes
When you use this command, you can specify any combination of the parameters for the global setting, the volume

configuration setting, the host topology, or the LUN mapping. If you want to enter all settings, use the al | Confi g
parameter. The parameters are all optional.

Minimum Firmware Level

6.10
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Save Storage Array Controller Health Image

NOTE With firmware version 8.20 the cor eDunp parameter is deprecated and will be removed in a future release of
storage management software. For best operation use the cont r ol | er Heal t hl mage parameter.

This command saves a controller health image to a specified file on a host.
Syntax

save storageArray controll erHealthlnage file="fil enane"

Parameter
Parameter Description
file The file path and the file name to which you save the controller health image.
Enclose the file name in double quotation marks (" "). For example:
file="C \ Array Backups\ DBMbackup_03302010. core"
Notes

A controller health image file might be one to two gigabytes in size, and take several minutes to save. In addition to
saving the controller health image itself, this command generates an XML descriptor file based on the controller health
image metadata. This descriptor file is saved in ZIP file format to the same path as the controller health image. The
following example show the XML format for the descriptor file.

<?xm version="1.0" encodi ng="UTF-8" standal one="no" ?>

- <DPLcontrol | er Heal t hl magel nf 0>

<dpl control | er Heal t hl mageTag>sonet ag#</ dpl control | er Heal t hl nageTag>

<captureTi me>12/22/10 3:58:53 PM | ST</ capt ur eTi me>

- <StorageArrayDat a>

<Arr ay SAl D>600a0b80006e006a000000004c65ef c1</ Arr aySAl D>

<Managenent Api Ver si on>devnygr . v1083api 01. Manager </ Managenent Api Ver si on>

<f wer si on>07. 83. 01. 00</ f wWer si on>

<pl at f or mMype>7091</ pl at f or mype>

</ St or ageAr r ayDat a>

<fullcontrol |l erHeal thl mageCt|r>control | erseri al Nunber 1
</fullcontrollerHeal thl mageCt|r>

<full control | er Heal t hl mageSi ze>f ul | Capt ureSi ze</ful | control | er Heal t hl nageSi ze>

<altcontroll erHeal t hl mageCt|r>control |l erserial Number 2</ al t control | er Heal t hl nage
Clr>

<al tcontrol | erHeal t hl mageSi ze>al t Capt ur eSi ze</ al t control | er Heal t hl mageSi ze>

<trigger Reason>Excepti on</tri gger Reason>-<DPLcontrol | er Heal t hl nageDet ai | >

<dpl control I er Heal t hl mageReason>DPLcontrol | er Heal t hl mageReason
</ dpl control | er Heal t hl mageReason>

- <fwLocation >

<fil ename>fil ename</fil enane>

<l i neNunber >l i ne#</| i neNunber >

</fwLocation >

<pani cReason>pani cSt ri ng</ pani cReason>

</ DPLcontrol | er Heal t hl mageDet ai | >

</ DPLcontrol | er Heal t hl magel nf o>

When you retrieve a controller health image from the controller cache to a host, a flag is set on the controller to
indicate that the controller health image does not need to be retrieved. This setting persists for 48 hours. If a new
controller health image occurs during that period, the new controller health image is saved to the controller cache and
overwrites any previous controller health image data in cache.
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Minimum Firmware Level
7.83

8.20 replaces the cor eDunp parameter with the cont r ol | er Heal t hl mage parameter.

Save Storage Array DBM Database

Use this command to back up RAID configration data or all data to a file on the host. You can specify multiple data
locations and controller.

Syntax

save storageArray dbnDat abase
file="fil eName"

[ sourcelLocati on=(di sk | onboard)]
[controller [(alb)]]

[content Type=(partial | all)]

Parameters

Parameter Description

file The file path and the file name to which you want to save the database. Enclose
the file name in double quotation marks (" "). For example:

file="C \Program Fi | es\ CLI\I ogs\ dbndat a. t xt"
This parameter must appear last, after any of the optional parameters.

This command does not automatically append a file extension to the saved file.
You must specify a file extension when entering the file name.

sour celocati on This parameter specifies the location from which to obtain backup database
information.

= di sk indicates that data comes directly from the database on the drive

= onboar d indicates that data comes from the RPA memory location
The default location is onboar d.

controller This parameter specifies the controller from which data will be exclusively
retrieved, if sour ceLocat i on is set to onboar d. If the cont r ol | er parameter
is not specified, data might be retrieved from either controller.

Valid controller identifiers are a or b, where a is the controller in slot A, and b is
the controller in slot B.

cont ent Type This paramater specifies the content type of the data that will be retrieved.

= [f the parameter is setto parti al , a reduced set of records for the RAID
configuration data is restored. This option helps reduce the possibility of
record corruption by reducing the number and type of records restored.

= [f the parameter is set to al | , all of the data including disk pool configuration
data is retrieved.

The defaultis al | .
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Notes

The data that you save to the host using this command can, if needed, be restored to the controller. A validator,
however, is required to restore data from the file on the host.

Minimum Firmware Level
7.75

7.83 adds these parameters:

m sourcelocation
= controller

= contentType

Save Storage Array DBM Validator Information File

This command saves the database management (DBM) validation information for a storage array in an XML file. A
Technical Support Representative can use this XML file to generate a validator string (a security code). The validator
string must be included in the | oad st or ageArray dbnDat abase command when restoring a storage array back
to a pre-existing configuration.

Syntax

save storageArray dbnValidatorinfo file="filename" dbnDat abase="fil enane"

Parameters
Parameter Description
file The file path and the file name of the DBM validator required for Technical Support.

Enclose the file name in double quotation marks (" "). For example:
file="C\Array Backups \DBWalidator.xn"

This command does not automatically append a file extension to the saved file. You
must specify the .xml file extension when you enter the file name.

dbnDat abase The file path and the file name of the DBM database from which you want to
generatae the XML information file. Enclose the file name in double quotation
marks (" "). For example:

dbnDat abase="C: \ Array Backups \ DBMbackup_03302010. dbnf

This command does not automatically append a file extension to the saved file. You
must specify the .dbm file extension when you enter the file name.

Notes

If you are generating the XML information file to obtain a validator string, you must run this command while you are
connected to the controller where you intend to restore the database.The following example show the format of the
XML file:

<?xm version="1.0" encodi ng="utf-8"?>
<Dbm mageMet adat a>

<Controll ers>

<A>11] TOnnnnnnnnnABCD</ A>
<B>1TOnnnnnnnnnABCD</ B>
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</ Controllers>

<Header >

<l mageVer si on>1</ | mageVer si on>
<Ti meSt anp>1269388283</ Ti neSt anp>
</ Header >

<Trail er>

<CRC>nnnnnnnnnn</ CRC><

[Trailer>

</ Dom mageMet adat a>

Minimum Firmware Level

7.75

Save Storage Array Diagnostic Data

This command saves the storage array diagnostic data from either the controllers or the environmental services
modules (ESMs) to a file. You can review the file contents at a later time. You can also send the file to your Technical
Support Representative for further review.

After you have saved the diagnostic data, you can reset the NVSRAM registers that contain the diagnostic data so
that the old data can be overwritten. Use the r eset st orageArray di agnosti cDat a command to reset the
diagnostic data registers.

ATTENTION Run this command only with the assistance of your Technical Support Representative.

Syntax

save storageArray di agnosticbData [(controller | tray)]
file="fil ename"

Parameters
Parameter Description
di agnosti cDat a This parameter allows you to downloads the diagnostic data from either the
controllers or the ESMs.
file The file path and the file name to which you want to save the storage array
diagnostic data. Enclose the file name in double quotation marks (" "). For
example:
file="C \Program Fil es\ CLI\I ogs\sadi ag. zi p"
This command automatically saves the data to a compressed file; however,
this command does not automatically append a file extension to the saved
file. You must specify the . zi p extension when entering the file name.
Notes

In versions of this command before 10.77, the user option was esminstead of t r ay. Starting in 10.77 t r ay replaces
esm The use of esmis still supported, but for best compatibility with future releases, replace esmwith t r ay.

Minimum Firmware Level

6.16
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7.77 tr ay replaces esm

Save Storage Array Events

This command saves events from the Major Event Log to a file. You can save these events:

m Critical events — An error occurred on the storage array that needs to be addressed immediately. Loss of data
access might occur if you do not immediately correct the error.

s Warning events — An error occurred on the storage array that results in degraded performance or reduced ability
to recover from another error. Access to data has not been lost, but you must correct the error to prevent possible
loss of data access if another error would occur.

s Informational events — An event occurred on the storage array that does not impact normal operations. The
event is reporting a change in configuration or other information that might be useful in evaluating how well the
storage array is performing.

= Debug events — An event occurred on the storage array that provides information that you can use to help
determine the steps or states that led to an error. You can send a file with this information to your Technical
Support Representative to help determine the cause of an error.

NOTE Some storage arrays might not be able to support all four types of events.

Syntax

save storageArray (allEvents | critical Events |
war ni ngevents | infoEvents | debugEvents)
file="fil ename"

[ count =number O Event s]

[forceSave=(TRUE | FALSE)]

Parameters

Parameter Description

al | Event s The parameter to save all of the events to a file.

critical Events The parameter to save only the critical events to a file.

war ni ngEvent s The parameter to save only the warning events to a file.

i nf oEvent s The parameter to save only the informational events to a file.

debugEvent s The parameter to save only the debug events to a file.

file The file path and the file name to which you want to save the events. Enclose the
file name in double quotation marks (" "). For example:
file="C \Program Files\CLI\Iogs\events.txt"
The default name of the file that contains the contents of the Major Event Log is
maj or - event - | og. t xt . This command does not automatically append a file
extension to the saved file. You must specify a file extension when entering the
file name.

count The number of events or critical events that you want to save to a file. If you do
not enter a value for the count, all events or all critical events are saved to the
file. If you enter a value for the count, only that number of events or critical events
(starting with the last event entered) are saved to the file. Use integer values.

forceSave The parameter to force saving the critical events to a file. To force saving the
events, set this parameter to TRUE. The default value is FALSE.
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Notes

You have the option to save all events (al | Event s) or only the critical events (cri ti cal Events).

Minimum Firmware Level
6.10

7.77 add these parameters:

= war ni ngEvent s
s infoEvents
s debugEvents

s forceSave

Save Storage Array Firmware Inventory

This command saves a report to a file of all of the firmware currently running on the storage array. The report lists the
firmware for these components:

s Controllers
= Drives
= Drawers (if applicable)

= Environmental services modules (ESMs)

You can use the information to help identify out-of-date firmware or firmware that does not match the other firmware in
your storage array. You can also send the report to your Technical Support Representative for further review.

Syntax

save storageArray firmaarel nventory file="fil enane"

Parameter
Parameter Description
file The file path and the file name to which you want to save the firmware

inventory. Enclose the file name in double quotation marks (
file="C \ProgramFiles\CLI\Iogs\fw nvent.txt"

). For example:

The default name of the file that contains the firmware inventory is
firmnare-inventory.txt. This command does not automatically append
a file extension to the saved file. You must specify a file extension when
entering the file name.

Minimum Firmware Level

7.70
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Save Storage Array InfiniBand Statistics
This command saves the InfiniBand performance statistics of the storage array to a file.
Syntax

save storageArray ibStats [raw | baseline]
file="fil ename"

Parameters
Parameter Description
raw The statistics that are collected are all statistics from the controller start-of-day. Enclose
the parameter in square brackets ([ ]).
basel i ne The statistics that are collected are all statistics from the time the controllers were reset

to zero using the r eset storageArray i bStat sBasel i ne command. Enclose the
parameter in square brackets ([ ]).

file The file path and the file name to which you want to save the performance statistics.
Enclose the file name in double quotation marks (" "). For example:

file="C \Program Fil es\ CLI\sup\ibstat.csv"

The default name of the file that contains the InfiniBand performance statistics is i b-
statistics. csv. You can use any file name, but you must use the . csv extension

Notes

If you have not reset the InfiniBand baseline statistics since the controller start-of-day, the time at the start-of-day is
the default baseline time.

Minimum Firmware Level

7.32

Save Storage Array iSCSI Statistics
This command saves the iISCSI performance statistics of the storage array to a file.
Syntax

save storageArray iscsiStatistics [(raw | baseline)] file="fil enanme"

Parameters
Parameter Description
raw The statistics collected are all statistics from the controller start-of-day. Enclose the
parameter in square brackets ([ ]).
basel i ne The statistics that are collected are all statistics from the time the controllers were reset
to zero using the r eset storageArray i bStat sBasel i ne command. Enclose the
parameter in square brackets ([ ]).

CLI and Script Commands for Version 11.20 - 211



Parameter Description

file The file path and the file name to which you want to save the performance statistics.
Enclose the file name in double quotation marks (" "). For example:

file="C \Program Fil es\CLI\ | ogs\iscsistat.csv"

The default name of the file that contains the iISCSI performance statistics is i scsi -
statistics. csv. You can use any file name, but you must use the . csv extension

Notes

If you have not reset the iISCSI baseline statistics since the controller start-of-day, the time at the start-of-day is the
default baseline time.

Minimum Firmware Level

7.10

Save Storage Array iSER Statistics
This command saves the iISER performance statistics of the storage array to a file.
Syntax

save storageArray iserStatistics [(raw | baseline)] file="fil enane"

Parameters
Parameter Description
raw The statistics collected are all statistics from the controller start-of-day. Enclose the
parameter in square brackets ([ ]).
basel i ne The statistics that are collected are all statistics from the time the controllers were reset

to zero using the r eset storageArray i bStat sBasel i ne command. Enclose the
parameter in square brackets ([ 1).

file The file path and the file name to which you want to save the performance statistics.
Enclose the file name in double quotation marks (" "). For example:

file="C \Program Files\CLI\Iogs\iserstat.csv"

The default name of the file that contains the iISCSI performance statistics is i ser -
statistics. csv. You can use any file name, but you must use the . csv extension

Notes

If you have not reset the iSER baseline statistics since the controller start-of-day, the time at the start-of-day is the
default baseline time.

Minimum Firmware Level

8.20
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Save Storage Array Performance Statistics
This command saves the performance statistics to a file. Before you use this command, run the set sessi on
per f or manceMoni t or I nt er val command and the set sessi on performanceMnitorlterations
command to specify how often statistics are collected.

Syntax

save storageArray performanceStats file="fil ename"

Parameter
Parameter Description
file The file path and the file name to which you want to save the performance

statistics. Enclose the file name in double quotation marks (" "). For example:
file="C \Program Fil es\CLI\I ogs\sastat.csv"

The default name of the file that contains the performance statistics is
performanceStati stics. csv. You can use any file name, but you must
use the . csv extension.

Minimum Firmware Level

6.10

Save Storage Array RLS Counts

This command saves the read link status (RLS) counters to a file.
Syntax

save storageArray RLSCounts file="fil ename"

Parameter
Parameter Description
file The file path and the file name to which you want to save the RLS counters.
Enclose the file name in double quotation marks (" "). For example:
file="C \Program Fil es\CLI\logs\rlscnt.csv"
The default name of the file that contains the RLS counts is r ead- | i nk-
st at us. csv. You can use any file name, but you must use the . csv extension.
Notes

To more effectively save RLS counters to a file, perform these steps:

1. Runthereset storageArray RLSBasel i ne command to set all of the RLS counters to 0.
2. Run the storage array for a predetermined amount of time (for instance, two hours).

3. Runthe save storageArray RLSCounts file="fil enane" command.

Minimum Firmware Level

6.10
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Save Storage Array SAS PHY Counts

This command saves the SAS physical layer (SAS PHY) counters to a file. To reset the SAS PHY counters, run the
reset storageArray SASPHYBasel i ne command.

Syntax

save storageArray SASPHYCounts file="fil enanme"

Parameter
Parameter Description
file The file path and the file name to which you want to save the SAS PHY counters.
Enclose the file path and the file name in double quotation marks (" "). For
example:

file="C \Program Fil es\ CLI\I ogs\sasphy. csv"

The default name of the file that contains the SAS PHY error statistics is sas-
phy-error-1|0g. csv.You can use any file name but you must use the . csv
extension.

Minimum Firmware Level

6.10

Save Storage Array SOC Counts

This command saves the SOC error statistics to a file. This command is valid only for Fibre Channel devices in an
arbitrated loop topology.

Syntax

save storageArray SOCCounts file="fil ename"

Parameter
Parameter Description
file The file path and the file name to which you want to save the SOC error
statistics. Enclose the file name in double quotation marks (" "). For example:
file="C \Program Fi |l es\ CLI\| ogs\socstat.csv"
The default name of the file that contains the SOC error statistics is soc-
statistics. csv. You can use any file name but you must use the . csv
extension.
Notes

To more effectively save SOC error statistics to a file, perform these steps:

1. Runthereset storageArray SOCBasel i ne command to set all of the SOC counters to 0.
2. Run the storage array for a predetermined amount of time (for example, two hours).

3. Runthe save storageArray SOCCounts file="fil enane" command.
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Minimum Firmware Level

6.16

Save Storage Array State Capture

This command saves the state capture of a storage array to a file.
Syntax

save storageArray stateCapture file="fil enane"

Parameter
Parameter Description
file The file path and the file name to which you want to save the state capture.

Enclose the file name in double quotation marks (
file="C \Program Fil es\CLI\logs\state.txt"

). For example:

You can use any file name, but you must use the . csv extension

The default name of the file that contains the state capture is st at e-

capt ur e- dat a. t xt . This command does not automatically append a file
extension to the saved file. You must specify a file extension when entering
the file name.

Minimum Firmware Level

6.10

Save Storage Array Support Data

This command saves the support-related information of the storage array to a file. Support-related information
includes these items:

= The storage array profile

m The Major Event Log information

= The read link status (RLS) data

s The NVSRAM data

m Current problems and associated recovery information

s The performance statistics for the entire storage array

m The persistent registration information and the persistent reservation information
s Detailed information about the current status of the storage array
= The diagnostic data for the drive

= A recovery profile for the storage array

= The unreadable sectors that are detected on the storage array

m The state capture data
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= Aninventory of the versions of the firmware running on the controllers, the drives, the drawers, and the
environmental services modules (ESMs)

Syntax
save storageArray supportData file="fil enane"

Parameters

Parameter Description

file The file path and the file name to which you want to save the support-related data
for the storage array. Enclose the file path and the file name in double quotation
marks (" "). For example:

file="C \Program Fi |l es\ CLI\I ogs\ supdat. 7z"

This command saves the data to a compressed file and adds the file extension
. 7z to the saved file. The default name of the file that contains the support-related
data for the storage array is st or ageAr r aySupport Dat a. 7z.

If you are running firmware version 7.86 the file extension must be . 7z.

If you are running a firmware version earlier than 7.86 the file extension must must
be . zi p.

Notes
Starting with firmware level 7.86 the file name extension must be . 7z on systems running Windows. If you are

running a firmware version earlier than 7.86 on a Windows system, the files extensiont must be . zi p.On systems that
are not running Windows you can use any file extension that works for your system.

Minimum Firmware Level
6.10

7.86 Requires that the file name uses a . 7z extension.

Save Tray Log

This command saves the log sense data to a file. Log sense data is maintained by the environmental cards for each
tray. Not all of the environmental cards contain log sense data.

Syntax

save all Trays | ogFile="fil enane"

Parameter
Parameter Description
| ogFile The file path and the file name to which you want to save the log sense data.

Enclose the file name in double quotation marks (" "). For example:
file="C \Program Files\CLI\Iogs\trayl ogdat.txt"

This command does not automatically append a file extension to the saved
file. You must specify a file extension when entering the file name.
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Minimum Firmware Level

6.50

Schedule Automatic Support Bundle Collection Configuration

NOTE This command is an SMcli command, not a script command. You must run this command from a command
line. You cannot run this command from the script editor in the storage management software

This command creates or removes a schedule for saving a support bundle on one or more storage arrays. You collect
system and configuration information in support bundles to transmit the information to Technical Support for analysis
and diagnostics. You can create two types of schedules:

= Daily/Weekly - Use this schedule when you need to frequently collect data to monitor new configurations or
troubleshoot an existing configuration.

= Monthly/Yearly - Use this schedule when you are collecting data for evaluating the long term operation of your
storage array.

Syntax for Creating a Daily/Weekly Schedule

SMel i -supportBundl e schedul e enabl e

(all | storageArrayNane)

start Ti me=HH MM

st art Dat e=MM DD: YYYY

endDat e=MM DD: YYYY

daysOf Week=[ Sunday Monday Tuesday Wednesday Thursday Friday Saturday]
dat a=pat hNane

Syntax for Creating a Monthly/Yearly Schedule

SMeli - supportBundl e schedul e enabl e

(all | storageArrayNane)

start Ti me=HH: MM

st art Dat e=ivM DD: YYYY

endDat e=MV DD: YYYY

nont hs=[ January February March April May June July August Septenber October
Novenber Decenber]

weekNunber =(Fi r st | Second| Thi rd| Fourt h| Last)

dayOf Week=( Sunday| Monday| Tuesday| Wednesday| Thur sday| Fri day| Sat ur day) |
onDays=[ 1- 31] |

dat a=pat hNane

Syntax for Removing a Schedule

NOTE This command completely removes the schedule for the storage array. To start saving support bundle
information again, you will need to create a new schedule.

SMeli - supportBundl e schedul e di sabl e
(al I'| st orageArrayNamne)

Parameters

The following table lists the parameters for a daily/weekly schedule.
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Parameter Description

enabl e Enable automatic collection of support bundles when a critical MEL event
is detected. This parameter resumes collecting support bundle data if it has
been suspended. You must use the parameter whenever you create a new
schedule or modify an existing schedule.

al | Use this parameter if you want to set a collection schedule for all of the
storage arrays detected from the host.

st or ageArr ayNane The name of a specific storage array for which you want to set a scheduled.

startTime The time of a day that you want the collection of a support bundle to start.
The format for entering the time is HH:MM, where HH is the hour and MM is
the minute past the hour. Use a 24-hour clock.
The default time is 00:00, midnight. If you do not enter a time to start and you
have enabled support bundle collection, collection of the data automatically
occurs at midnight.

startDate A specific date on which you want to start collecting support bundle data. The
format for entering the date is MM:DD:YY.
The default date is the current date.

endDat e A specific date on which you want to stop collecting support bundle data. The
format for entering the date is MM:DD:YY.
The default is none.
If you use this parameter, it must be at least one week after the start date and
cannot occur in the past.

daysOr Week Specific day or days of the week on which you want to collect support bundle
data. Use this parameter when you want to collect support bundle data on
one or more days of week. For example:
daysOF Week=[ Tuesday]
daysO Week=[ Monday Wednesday Fri day]
Enclose the days of the week in square brackets ([ ]). If you enter more than
one day, separate each day with a space.

dat a The file path and the file name to which you want to save the support bundle
data. For example:
file="C \Program Fil es\CLI\sup\data.txt"

NOTE You can use any file extension.

Enclose the file path and name in double quotation marks (" ").

The following table lists the parameters for a monthly/yearly schedule.

Parameter Description

enabl e Enable automatic collection of support bundles when a critical MEL event
is detected. This parameter resumes collecting support bundle data if it has
been suspended. You must use the parameter whenever you create a new
schedule or modify an existing schedule.

al | Use this parameter if you want to set a collection schedule for all of the
storage arrays detected from the host.

st or ageArr ayNane The name of a specific storage array for which you want to set a scheduled.
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Parameter Description

startTime The time of a day that you want the collection of a support bundle to start.
The format for entering the time is HH:MM, where HH is the hour and MM is
the minute past the hour. Use a 24-hour clock.

The default time is 00:00, midnight. If you do not enter a time to start and you
have enabled support bundle collection, collection of the data automatically
occurs at midnight.

startDate A specific date on which you want to start collecting support bundle data. The
format for entering the date is MM:DD:YY.

The default date is the current date.

endDat e A specific date on which you want to stop collecting support bundle data. The
format for entering the date is MM:DD:YY.

The default is none.

nmont hs Specific month or months of the year on which you want to collect support
bundle data. Use this parameter when you want to collect support bundle
data on one or more months of a year. For example:

nmont hs=[ June]
nont hs=[ January April July Cctober]

Enclose the month in square brackets ([ ]). If you enter more than one month,
separate each month with a space.

weekNunber A week in the month during which you want to collect support bundle data.
For example:

weekNunber =fi r st

day Of Week A specific day of the week on which you want to collect support bundle data.
Use this parameter when you want to collect support bundle data on only one
day of the week. For example:

dayOf Week=Wednesday

onDays Specific day or days in a month on which you want to collect support bundle
data. For example:

onDays=[ 15]

onDays=[7 21]

Enclose the day in square brackets ([ ]). If you enter more than one day,
separate each day with a space.

NOTE You cannot use the onDays parameter with either the weekNunber
parameter or the day Of Week parameter.

data The file path and the file name to which you want to save the support bundle
data. For example:

file="C \Program Fil es\CLI\sup\data.txt"

NOTE You can use any file extension.

Enclose the file path and name in double quotation marks (" ").

The following table lists the parameters for removing a schedule.
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Parameter Description

di sabl e Disables the automatic collection of support bundles and deletes any
previously defined schedules immediately.

NOTE Disabling a schedule also deletes the schedule.

al | Use this parameter if you want to set a collection schedule for all of the
storage arrays detected from the host.
st or ageArr ayNane The name of a specific storage array for which you want to set a scheduled.
Notes

When you use the al | parameter to set a common schedule for all of the storage arrays, the schedules for individual
storage arrays are deleted. If a schedule is set for all storage arrays, newly discovered storage arrays will follow the
same schedule. If a schedule is set for all storage arrays and then a schedule is set for a single storage array, newly
discovered storage arrays will not have a schedule defined.

Following are examples of the usage of this command. The first example is of a daily/weekly schedule that meets
these criteria for collecting support bundle data:

m The storage array name is DevKit4

m The collection start time is 02:00 (2:00 in the morning)

m The start date is 05:01:2013 (May 1, 2013)

s Data will be collected on Monday and Friday of each week

m This schedule does not have an end date, and can be stopped only by running the SMcl i - support Bundl e
schedul e di sabl e command

SMeli -supportBundl e schedul e enabl e DevKit4 start Ti me=02: 00
start Dat e=05: 01: 2013 endDat e=05: 10: 2014 daysOf Week=[ Monday Fri day]

The second example is of a monthly/yearly schedule that meets these criteria for collecting support bundle data:

= The storage array name is eng_stor1

m The collection start time is 04:00 (4:00 in the morning)

m The start date is 05:01:2013 (May 1, 2013)

s Data will be collected in March, April, May, June, and August

s Data will be collected on the first and twenty-first days of each month

m This schedule does not have an end date, and can be stopped only by running the SMcl i - support Bundl e
schedul e di sabl e command

SMel i -supportBundl e schedul e enabl e eng_storl startTi mne=04: 00
start Dat e=05: 01: 2013 nont hs=[ March April My June August] onDays=[1 21]

The third example is of a monthly/yearly schedule that meets these criteria for collecting support bundle data:

m The storage array name is firmware_2

m The collection start time is 22:00 (10:00 at night)

m The start date is 05:01:2013 (May 1, 2013)

s Data will be collected in March, April, May, June, and August

= Data will be collected on Friday of the first week of each month
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m This schedule will end on 05:10:2014 (May 10, 2014)

SMel i -supportBundl e schedul e enable firmvare 2 startTi me=22: 00
st art Dat e=05: 01: 2013 endDat e=05: 10: 2014 nont hs=[ March April| My June August]
weekNunber =Fi r st dayOf Week=Fri day

Minimum Firmware Level

7.83

Set Asynchronous Mirror Group

Use this command to change the synchronization settings and warning thresholds that the controller owner of the
primary side of the asynchronous mirror group uses when it performs an initial synchronization or resynchronization.
Changing the synchronization settings affects the synchronization operations of all mirrored pairs within the
asynchronous mirror group.

Syntax

set asyncMrrorGoup [asyncM rror GroupNane]

[ vol une="repos_xxxx" increaseRepositoryCapacity (repositoryVolunme=("repos_xxxx")]
[synclnterval =integer (mnutes | hours | days)]

[ war ni ngSyncThr eshol d=i nteger (nminutes | hours | days)]

[ war ni ngRecover yThr eshol d=i nteger (minutes | hours | days)]

[ user Label =" New _asyncM rror Gr oupNane"]

[ war ni ngThr eshol dPer cent =per cent Val ue]

[role=(primary | secondary)]

[ aut oResync=( TRUE | FALSE)]

Parameters

Parameter Description

asyncM rror G oup The name of the asynchronous mirror group that you want
to modify. Enclose the asynchronous mirror group name in
square brackets ([ ]). If the asynchronous mirror group hame
has special characters or numbers, you must enclose the
name in double quotation marks (" ") inside square brackets.

vol ume The name of an asynchronous mirror group repository volume
for which you want to increase the capacity.

The name of a repository volume is comprised of two parts:
s The term repos

= A four digit numerical identifier that the storage
management software assigns to the repository volume
name

Enclose the name of the repository volume in double
quotation marks (" ").

syncl nt erval Specify the length of time between automatically sending
updates of modified data from the local storage array to the
remote storage array. You can specify the length of time in
minutes, hours, or days.
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Parameter

Description

war ni ngSyncThr eshol d

Specify the length of time to wait until a warning is triggered
for cases in which the synchronization of all of the volumes
within the asynchronous mirror group takes longer than the
defined time. You can specify the length of time in minutes,
hours, or days.

war ni ngRecover yThr eshol d

Specify the length of time to wait until a warning is triggered
when the automatic data update for the point-in-time image on
the remote storage array is older than the defined time. Define
the threshold from the end of the previous update. You can
specify the length of time in minutes, hours, or days.

NOTE You must set the Recovery Point Threshold to be
twice as large as the synchronization interval threshold.

user Label

The new name that you want to give to the asynchronous
mirror group. Use this parameter when you want to

rename the asynchronous mirror group. Enclose the new
asynchronous mirror group name in double quotation marks

")

war ni ngThr eshol dPer cent

Specify the percent value that determines when a warning
is triggered when the capacity of a mirror repository volume
reaches the defined percentage. Define the threshold by
percentage (%) of the capacity remaining.

rol e

Use this parameter to promote the asynchronous mirror group
to a primary role or demote the asynchronous mirror group to

a secondary role. To define the asynchronous mirror group

as the primary role, set this parameter to pri mar y. To define

the asynchronous mirror group as the secondary role, set this
parameter to secondary.

aut oResync

The settings for automatic resynchronization between

the primary volumes and the secondary volumes of an
asynchronous mirrored pair within an asynchronous mirror
group. This parameter has these values:

m enabl ed- Automatic resynchronization is turned on. You
do not need to do anything further to resynchronize the
primary volume and the secondary volume.

m di sabl ed— Automatic resynchronization is turned off.
To resynchronize the primary volume and the secondary
volume, you must run the start asyncM rror G oup
command.

Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

When you use this command, you can specify one or more of the parameters. You do not, however, need to use all of

the parameters.

An asynchronous mirror group repository volume is an expandable volume that is structured as a concatenated

collection of up to 16 standard volume entities. Initially, an expandable repository volume has only a single volume.

The capacity of the expandable repository volume is exactly that of the single volume. You can increase the
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capacity of an expandable repository volume by attaching additional unused repository volumes to it. The composite
expandable repository volume capacity then becomes the sum of the capacities of all of the concatenated standard

volumes.

Minimum Firmware Level

7.84

Set Consistency Group Attributes

This command defines the properties for a snapshot consistency group.

Syntax

set consi stencyGroup ["consistencyG oupNane"]

[ user Label =" consi st encyG oupNane" ]

[repositoryFul | Policy=(fail BaseWites | purgeSnapl mages)]
[repositoryFul | Li mit=percent Val ue]

[ aut oDel et eLi ni t =nunber O Snapl mages]

[rol | backPriority=(l onest

Parameters

low | nmedium | high | highest)]

Parameter

Description

consi st encyG oupName

The name of the consistency group for which you are setting
properties. Enclose the consistency group name in double quotation
marks (" ") inside square brackets ([ ]).

user Label

The new name that you want to give to the snapshot consistency
group. Enclose the new consistency group name in double quotation
marks (" ").

reposi toryFul | Policy

How you want snapshot processing to continue if the snapshot
repository volumes are full. You can choose to fail writes to the base
volume (f ai | BaseW i t es) or delete (purge) the snapshot images
(pur geSnapl mages). The default action is pur geSnapl mages.

repositoryFul I Linmt

The percentage of repository capacity at which you receive a warning
that the snapshot repository volume is nearing full. Use integer values.
For example, a value of 70 means 70 percent. The default value is 75.

autoDel eteLim t

Each consistency group can be configured to perform automatic
deletion of its snapshot images to keep the total number of snapshot
images in the snapshot group at or below a designated level. When
this option is enabled, then any time a new snapshot image is created
in the snapshot group, the system automatically deletes the oldest
shapshot image in the group to comply with the limit value. This action
frees repository capacity so it can be used to satisfy ongoing copy-on-
write requirements for the remaining snapshot images.

rol |l BackPriority

The priority for rollback operations for a consistency group while the
storage array is operational. Valid values are hi ghest , hi gh, nedi um
| ow, or | owest .
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Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

When you use this command, you can specify one or more of the parameters. You do not, however, need to use all of
the parameters.

The rollback priority defines the amount of system resources that should be allocated to the rollback operation at the
expense of system performance. A value of hi gh indicates that the rollback operation is prioritized over all other host
I/0. A value of | owindicates that the rollback operation should be performed with minimal impact to host I/O.

Auto Delete

You can configure each snapshot group to perform automatic deletion of its snapshot images to keep the total
number of snapshot images in the snapshot group at or below a maximum number of images. When the number

of snapshot images in the snapshot group is at the maximum limit, the aut oDel et eLi i t parameter automaticly
deletes snapshot images whenever a new snapshot image is created in the snapshot group. The aut oDel et eLi mi t
parameter deletes the oldest snapshot images in the snapshot group until the maximum number of images defined
with the parameter is met. Deleting snapshot images in this way frees repository capacity so it can be used to satisfy
ongoing copy-on-write requirements for the remaining snapshot images.

Minimum Firmware Level

7.83

Set Consistency Group Snapshot Volume
This command creates a unique name for a snapshot volume of a consistency group.
Syntax

set cgSnapVol une [ cgSnapVol unmeNane]
user Label =" cgSnapVol uneNane"

Parameter
Parameter Description
cgSnapVol ume The name of the consistency group volume that you want to rename. Enclose
the name of the consistency group snapshot volume in square brackets ([ ]).
user Label The new name that you want to give to the snapshot volume in the
consistency group. Enclose the new snapshot volume name in double
quotation marks (" ").
Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

Minimum Firmware Level

7.83
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Set Controller

This command defines the attributes for the controllers.

Syntax

set controller [(a | b)]

[avail ability=(online | offline | serviceMode)]

[ethernetPort [(1 | 2)] ethernetPortOptions]

[ gl obal NVSRAMByt e [ nvsranmffset]=(nvsranByteSetting | nvsranmBitSetting)]
[ host N\VSRAMByt e [ host Type, nvsranOffset]=(nvsranByteSetting |
nvsranBit Setting)]

[ I PvdGat ewayl P=i pAddr ess]

[ 1 Pv6Rout er Addr ess=i pv6Addr ess]

[iscsiHostPort [(3 ] 4| 5| 6)] iscsiHostPortOptions]

[r1 ogi nEnabl ed=( TRUE | FALSE)]

[serviceAl |l owedl ndi cator=(on | off)]

Parameters

Parameter Description

controller The controller for which you want to define properties. Valid
controller identifiers are a or b, where a is the controller in slot
A, and b is the controller in slot B. Enclose the identifier for
the controller in square brackets ([ ]). If you do not specify a
controller, the firmware for the controller returns a syntax error.

availability The mode for the controller, which you can set to onl i ne,
of fl1 i ne, orservi ceMbde (service).

et her net Por t The attributes (options) for the management Ethernet ports.

The entries to support this parameter are listed in the Syntax
Element Statement Data table that follows. Many settings are
possible, including setting the IP address, the gateway address,
and the subnet mask address.

gl obal NVSRAMByt e A portion of the controller NVSRAM. Specify the region to be
modified using the starting byte offset within the region and
the byte value or bit value of the new data to be stored into the
NVSRAM.

host NVSRAMBYt e The NVSRAM for the host-specific region. The setting specifies
the host index for the specific host, the starting offset within the
region, the number of bytes, and the byte value or bit value of
the new data to be stored into the NVSRAM.

| Pv4Gat ewayl P The IP address of the node that provides the interface to the
network. The address format for the IPv4 gateway is (0—255).
(0—255).(0-255).(0-255)

| Pv6Rout er Addr ess The IP address of IPv6 router that connects two or more logical
subnets. The address format for the IPv6 router is ( O—FFFF) :
(0-FFFF) : (0O-FFFF) : (0—FFFF): (O0-FFFF): ( O—FFFF):
(0-FFFF) : (O-FFFF) .

CLI and Script Commands for Version 11.20 - 225



Parameter Description

i scsi Host Port This parameter enables you to set options for the iISCSI ports on
the controller. Select the specific iSCSI port (3, 4, 5, or 6) and
then select the options for that port.

The values that support this parameter are listed in the Syntax
Element Statement Data table that follows. Many settings are
possible, including setting the IP address, the gateway address,
the subnet mask address, the IPv4 priority, and the IPv6 priority.

NOTE Before firmware version 8.10, the identifier for an
iISCSI port was a relative value. This means that the first iISCSI
port was actually port 3 on the controller. If you wanted to

use the first iISCSI port, you entered 1. Starting with firmware
version 8.10, the identifier for an iISCSI port is the actual port
number. If you want to use the first iSCSI port, you enter 3.

r1 ogi nEnabl ed The setting for whether the remote login feature is turned

on or turned off. To turn on the remote login feature, set this
parameter to TRUE. To turn off the remote login feature, set this
parameter to FALSE.

servi ceAl | owedl ndi cat or The setting for whether the Service Action Allowed indicator
light is turned on or turned off. To turn on the Service Action
Allowed indicator light, set this parameter to on. To turn off the
Service Action Allowed indicator light, set this parameter to of f .

Syntax Element Statement Data

Options for the et her net Port Parameter

enabl el Pv4=(TRUE | FALSE) |
enabl el Pv6=(TRUE | FALSE) |

| Pv6Local Addr ess=( 0- FFFF) : (0- FFFF) : (0- FFFF) : (0- FFFF) :
(0- FFFF) : (0- FFFF) : (O- FFFF) : (0- FFFF) |

| Pv6Rout abl eAddr ess=( 0- FFFF) : (0- FFFF) : (0- FFFF): (0- FFFF) :
(0- FFFF) : (0- FFFF): (0- FFFF): (O- FFFF) |

| Pv4Addr ess=( 0- 255) . ( 0- 255) . ( 0- 255) . (0- 255) |

| Pv4Confi gurati onMet hod=[ (static | dhcp)] |

| Pv4Subnet Mask=( 0- 255) . ( 0- 255) . ( 0- 255) . (0- 255) |
dupl exMbde=( TRUE | FALSE) |

port Speed=[ (aut oNegotiate | 10 | 100 | 1000)]
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Options for the i scsi Host Port Parameter

| Pv4Addr ess=( 0- 255) . ( 0- 255) . ( 0- 255) . ( 0- 255) |

| Pv6Local Addr ess=( 0- FFFF) : (0- FFFF) : (0- FFFF) : (0- FFFF) :
(0- FFFF) : (0- FFFF) : (O- FFFF) : (0- FFFF) |

| Pv6Rout abl eAddr ess=( 0- FFFF) : (0- FFFF) : (0- FFFF) : (0- FFFF):
(0- FFFF) : (0- FFFF) : (0- FFFF) : (0- FFFF) |

| Pv6Rout er Addr ess=( 0- FFFF) : (0- FFFF) : (0- FFFF) : (0- FFFF) :
(0- FFFF) : (0- FFFF) : (O- FFFF) : (0- FFFF) |

enabl el Pv4=(TRUE | FALSE) |

enabl el Pv6=( TRUE | FALSE) |

enabl el Pv4Vl an=( TRUE | FALSE) |

enabl el Pv6Vl an=( TRUE | FALSE) |

enabl el Pv4Priority=(TRUE | FALSE) |

enabl el Pv6Priority=(TRUE | FALSE) |

| Pv4Confi gurati onMet hod=(static | dhcp) |
| Pv6Confi gurati onMet hod=(static | auto) |
| Pv4Gat ewayl P=( TRUE | FALSE) |

| Pv6HopLi mi t =[ 0- 255] |

| Pv6NdDet ect Dupl i cat eAddr ess=[ 0- 256] |

| Pv6NdReachabl eTi me=[ 0- 65535] |

| Pv6NdRet ransmi t Ti ne=[ 0- 65535] |

| Pv6NdTi neQut =[ 0- 65535] |

| Pv4Priority=[0-7] |

| Pv6Priority=[0-7] |

| Pv4Subnet Mask=( 0- 255) . ( 0- 255) . ( 0- 255) . (0- 255) |
| Pv4aVl anl d=[ 1- 4094] |

| Pv6Ml anl d=[ 1- 4094] |

max Fr anePayl oad=[ franeSi ze] |

t cpLi st eni ngPort =[ 3260, 49152-65536] |

port Speed=[ (aut oNegotiate | 1 | 10)]

Notes

NOTE Before firmware version 7.75, the set control | er command supported an NVSRAMByt e parameter. The
NVSRAMBYt e parameter is deprecated and must be replaced with either the host NVSRAMByt e parameter or the

gl obal NVSRAMBYt e parameter.

CLI and Script Commands for Version 11.20 - 227



When you use this command, you can specify one or more of the parameters. You do not need to use all of the
parameters.

Setting the avai | abi | i ty parameter to ser vi ceMode causes the alternate controller to take ownership of all
of the volumes. The specified controller no longer has any volumes and refuses to take ownership of any more

volumes. Service mode is persistent across reset cycles and power cycles until the avai | abi | i t y parameter is set
toonl i ne.

Use the show control | er NVSRAMcommand to show the NVSRAM information. Before making any changes to
the NVSRAM, contact your Technical Support Representative to learn what regions of the NVSRAM you can modify.

When the dupl exMode option is set to TRUE, the selected Ethernet port is set to full duplex. The default value is half
duplex (the dupl exMode parameter is set to FALSE).

To make sure that the IPv4 settings or the IPv6 settings are applied, you must set these i scsi Host Port options:

= enabl el PVA=TRUE
= enabl el PV6=TRUE

The IPv6 address space is 128 bits. It is represented by eight 16-bit hexadecimal blocks separated by colons.

The maxFr anmePayl oad option is shared between IPv4 and IPv6. The payload portion of a standard Ethernet frame
is set to 1500, and a jumbo Ethernet frame is set to 9000. When using jumbo frames, all of the devices that are in the
network path should be capable of handling the larger frame size.

The port Speed option is expressed as megabits per second (Mb/s).

Values for the por t Speed option of the i scsi Host Port parameter are in megabits per second (Mb/s).

The following values are the default values for the i scsi Host Opt i ons:

m Thel Pv6HopLi mt optionis 64.

s The |l Pv6NdReachabl eTi e option is 30000 milliseconds.
= The |l Pv6NdRet ransni t Ti ne option is 1000 milliseconds.
= The | Pv6NdTi neQut option is 30000 milliseconds.

= Thetcpli st eni ngPort optionis 3260.

Minimum Firmware Level
7.15 removes the boot p parameter, and adds the new Ethernet port options and the new iSCSI host port options.

7.50 moves the | PV4Gat eway parameter and the | PV6Rout er Addr ess parameter from the iSCSI host port options
to the command.

7.60 adds the por t Speed option of the i scsi Host Port parameter.
7.75 deprecates the NVSRAMByt e parameter.

8.10 changes iSCSI host port numbering.
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Set Controller Service Action Allowed Indicator

This command turns on or turns off the Service Action Allowed indicator light on a controller in a controller tray or

a base system. If the storage array does not support the Service Action Allowed indicator light feature, this command
returns an error. If the storage array supports the command but is unable to turn on or turn off the indicator light, this
command returns an error. (To turn on or turn off the Service Action Allowed indicator light on the power-fan canister
or the interconnect-battery canister, use the set tray servi ceAl | onedl ndi cat or command.)

Syntax

set controller [(a | b)]

servi ceAl | owedl ndi cator=(on | off)

Parameters

Parameter

Description

controller

The controller that has the Service Action Allowed indicator
light that you want to turn on or turn off. Valid controller
identifiers are a or b, where a is the controller in slot A, and
b is the controller in slot B. Enclose the controller identifier
in square brackets ([ ]). If you do not specify a controller, the
controller firmware returns a syntax error.

servi ceAl | owedl ndi cat or

The setting to turn on or turn off the Service Action Allowed
indicator light. To turn on the Service Action Allowed indicator
light, set this parameter to on. To turn off the Service Action
Allowed indicator light, set this parameter to of f .

Minimum Firmware Level

6.14

Set Disk Pool

This command sets the attributes associated with a disk pool based on the specified parameters.

Syntax

set (diskPool [diskPool Nane] |

di skPool s [ di skPool Nanel ...

di skPool NaneN] | al |l D skPool s)

[reservedDri veCount =r eser vedDr i veCount Val ue]
[ war ni ngThr eshol d=(war ni ngThr eshol dval ue | default)]
[critical Threshold=(critical Threshol dval ue | default)]

[critical Priority=(highest
[ degradedPri orit y=(hi ghest

| high | nmedium|low |Iowest)]
| hi gh | medium |l ow || owest)]

[ backgroundPriority=(highest | high | medium]|low || owest)]

[ user Label =di skPool Nane]
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Parameters

Parameter Description

di skPool The name of the disk pool for which you are setting attributes. Enclose
the disk pool name in square brackets ([ ]). If the disk pool name has
special characters or consists only of numbers, you must enclose the
disk pool name in double quotation marks (" ") inside square brackets.

di skPool s The names of several disk pools for which you want to set attributes.

Enter the names of the disk pools using these rules:
s Enclose all of the names in square brackets ([ ]).

m Separate each of the names with a space.

If the disk pool names have special characters or numbers, enter the
names using these rules:

s Enclose all of the names in square brackets ([ ]).
s Enclose each of the names in double quotation marks (" ").

m Separate each of the names with a space.

al | b skPool s

This parameter sets attributes for all of the disk pools in the storage
array.

reser vedDri veCount

This parameter sets the number of drives to be reserved in the disk pool
for drive failures or drive removals. Setting this value to 0 results in a
possible loss of data if a drive failure occurs in a disk pool.

war ni ngThr eshol d

The percentage of disk pool capacity at which you receive a warning
alert that the disk pool is nearing full. Use integer values. For example,
a value of 70 means 70 percent. For best operation, the value for this
parameter must be less than the value forthe cri ti cal Threshol d
parameter.

Valid values are from 0 to 100.
The default value is 50.
Setting this parameter to 0 disables warning alerts.

If you set this to def aul t, the warning alert threshold value is
determined by the controller firmware.

critical Threshol d

The percentage of disk pool capacity at which you receive a critical
alert that the disk pool is nearing full. Use integer values. For example,
a value of 70 means 70 percent. For best operation, the value for this
parameter must be greater than the value for the war ni ngThr eshol d
parameter.

Valid values are from 0 to 100.
The default value is 85 percent.

Setting this parameter to 0 disables both warning alerts and critical
alerts.

If you set this to def aul t, the critical alert threshold value is
determined by the controller firmware.

criticalPriority

The priority for reconstruction operations for critical events on the disk
pool. For example, disk pool reconstruction after at least two drive
failures.

Valid values are hi ghest , hi gh, medi um | ow, and | owest . The
default value is hi ghest .
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Parameter Description

degradedPriority The priority for reconstruction operations for degraded events on the
disk pool. For example, disk pool reconstruction after at one drive
failure.

Valid values are hi ghest, hi gh, medi um | ow, and | owest . The
default value is hi gh.

backgroundPriority The priority for background operations on the disk pool.

Valid values are hi ghest, hi gh, medi um | ow, and | owest . The
default value is | ow.

user Label The new name that you want to give the disk pool. Enclose the disk pool
name in double quotation marks (" ").

Notes

Each disk pool name must be unique. You can use any combination of alphanumeric characters, underscore (),
hyphen(-), and pound (#) for the user label. User labels can have a maximum of 30 characters.

You can specify an arbitrary set of disk pools. If you select multiple disk pools, setting a value for the user Label
causes an error.

If you do not specify a value for an optional parameter, a default value is assigned.

Disk Pool Alert Thresholds

Each disk pool has two progressively severe levels of alerts to inform users when the storage capacity of the disk pool
is approaching full. The threshold for an alert is a percent of the used capacity to the total usable capacity in the disk
pool. The alerts are:

= Warning — This is the first level of alert that the used capacity in a disk pool is approaching full. When the threshold
for the warning alert is reached a Needs Attention condition is generated and an event is posted to the storage
management software. The warning threshold is superseded by the critical threshold. The default warning
threshold is 50 percent.

m Critical — This is the most severe level of alert that the used capacity in a disk pool is approaching full. When
the threshold for the critical alert is reached a Needs Attention condition is generated and an event is posted to
the storage management software. The warning threshold is superseded by the critical threshold. The default
threshold for the critical alert is 85 percent.

To be effective, the value for a warning alert must always be less than the value for a critical alert. If the value for the
warning alert is the same as the value for a critical alert, only the critical alert is sent.

Disk Pool Background Operations

Disk pools support these background operations:

= Reconstruction

m Instant Availability Format (IAF)

s Format

s Dynamic Capacity Expansion (DCE)

s Dynamic Volume Expansion (DVE) (For disk pools, DVE is actually not a background operation, but DVE is
supported as a synchronous operation.)
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Disk pools do not queue background commands. You can start several background commands sequentially,
but starting more than one background operation at a time delays the completion of commands that you started
previously. The relative priority levels for the supported background operations are:

1. Reconstruction
2. Format

3. IAF

4. DCE

Minimum Firmware Level

7.83

Set Disk Pool (Modify Disk Pool)

This command adds capacity to a disk pool or changes the controller ownership for the entire disk pool. These two
operations are mutually exclusive.

Syntax

set di skPool [di skPool Nane]

(addDrives=[trayl D1, drawer| Dl,slotIDl ... traylDn, drawerlDn,slotlDn] |
addCapaci t y=(di skPool Capacity))

[owner=(a | b)]

Parameters

Parameter Description

di skPool The name of the disk pool that you want to modify. Enclose the disk
pool name in square brackets ([ ]). If the disk pool name has special
characters or consists only of numbers, you must enclose the name in
double quotation marks (" ") inside square brackets.

addDri ves The drives that you want to add to the disk pool. For high-capacity drive
trays, specify the tray ID value, the drawer ID value, and the slot ID
value of the drive that you want to add. For low-capacity drive trays,
specify the tray ID value and the slot ID value of the drive that you want
to add. Tray ID values are 0 to 99. Drawer ID values are 1 to 5. Slot ID
values are 1 to 32. Enclose the tray ID value, the drawer ID value, and
the slot ID value in square brackets ([ ]).

addCapacity The amount of additional storage capacity that you want to add to the
disk pool. This parameter automatically selects the drives to meet the
capacity that you want to add. The capacity is defined in units of byt es,
KB, MB, GB, or TB.

owner The controller that owns the disk pool. Valid controller identifiers are a
or b, where a is the controller in slot A, and b is the controller in slot B.
If you do not specify an owner, the controller firmware determines the
owner.
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Notes

Volumes already in the disk pool remain on line and available for I/O operations while you add new drives. The disk
pool must be in the Complete state before you add capacity. If the disk pool is not in the Complete state, run the set
di skPool conpl et e command before you add new drives.

To add capacity, specify individual drives with the addDr i ves parameter, or an amount of drive capacity with the
addCapacity parameter. If you use addDr i ves, the host must validate the drive set before allowing the operation

to run. If you use the addCapaci t y parameter, the capacity you specify is taken as the minimum capacity to be
added. The candidate drives with the best match for quality of service and a capacity greater than or equal to what
you specified are used. If no candidate is available with a minimum match, or the drive list specified is not available or
attribute mismatches are detected, the operation fails.

You also can use this command to change ownership of a disk pool from one controller in the storage array to the
other. Using this command to change ownership is mutually exclusive with using the command to add drives or to add
capacity.

Minimum Firmware Level

7.83

Set Drawer Service Action Allowed Indicator

This command turns on or turns off the Service Action Allowed indicator light on a drawer that holds drives. Drawers
are used in high-capacity drive trays. The drawers slide out of the drive tray to provide access to the drives. Use

this command only for drive trays that use drawers. If the storage array does not support the Service Action Allowed
indicator light feature, this command returns an error. If the storage array supports the command but is unable to turn
on or turn off the indicator light, this command returns an error.

Syntax

set tray [trayl D] drawer [drawerl D]
servi ceAl | owedl ndi cator=(on | off | forceOnWarning)

Parameters
Parameter Description
tray The tray where the drawer resides. Tray ID values are 0 to
99. Enclose the tray ID value in square brackets ([ ]). If you
do not enter a tray ID value, the tray ID of the controller tray is
the default value.
dr aner The location of the drawer for which you want to turn on or

turn off the Service Action Allowed Indicator light. Drawer
ID values are 1 to 5. Enclose the drawer ID value in square
brackets ([ ]).

servi ceAl | owedl ndi cat or The setting to turn on or turn off the Service Action Allowed
indicator light. To turn on the Service Action Allowed indicator
light, set this parameter to on. To turn off the Service Action
Allowed indicator light, set this parameter to of f .

For information about using f or ceOnV\r ni ng, see the
Notes.
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Notes

Before you can enter this command, the drive tray must meet these conditions:

= The drive tray cannot be over temperature.
= The fans must have a status of Optimal.
m All drive tray components must be in place.

s The volumes in the drive drawer cannot be in a Degraded state. If you remove drives from the drive drawer and a
volume is already in a Degraded state, the volume can fail.

ATTENTION Do not issue this command if you cannot meet any of these conditions.

All volumes with drives in the affected drive drawer are checked to make sure that the volumes have drawer loss
protection before the command is sent. If the volumes have drawer loss protection, the Set Service Action Allowed
command proceeds without stopping I/O activity to the volume.

If any volumes in the affected drawer do not have drawer loss protection, you must stop /O activity to those volumes.
A warning appears, which indicates that this command should not be completed.

If you are preparing a component for removal and want to override the warning that the volumes do not have drawer
loss protection, enter this parameter:

servi ceAl | owedl ndi cat or =f or ceOnWar ni ng

f or ceOnWar ni ng sends the request to prepare to remove a component to the controller firmware, and forces the
set drawer serviceAll owedl ndi cat or command to proceed.

To turn on or turn off the Service Action Allowed indicator light for the entire high-capacity drive tray, use the set
tray serviceAl | owedl ndi cat or command.

Minimum Firmware Level

7.60

Set Drive Channel Status

This command defines how the drive channel performs.

Syntax
set driveChannel [(1 | 2| 3| 4| 5| 6] 7| 8)]
status=(optimal | degraded)
Parameters
Parameter Description
dri veChannel The identifier number of the drive channel for which you want to set the

status. Valid drive channel values are 1, 2, 3, 4, 5, 6, 7, or 8. Enclose the
drive channel number in square brackets ([ ]).

st at us The condition of the drive channel. You can set the drive channel status to
opti mal or degraded.
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Notes

Use the opt i mal option to move a degraded drive channel back to the Optimal state. Use the degr aded option
when the drive channel is experiencing problems, and the storage array requires additional time for data transfers.

Minimum Firmware Level
6.10

7.15 adds the update to the drive channel identifier.

Set Drive Hot Spare
This command assigns or unassigns one or more drives as a hot spare.
Syntax
set (drive [traylD drawerl D, slotlD] |

drives [traylDl,drawerIDl,slotIDl ... trayl Dn,drawerlDn, sl otlDn])
hot Spar e=( TRUE | FALSE)

Parameters
Parameter Description
driveordrives The location of the drive that you want to use for a hot spare. For high-
capacity drive trays, specify the tray ID value, the drawer ID value, and the
slot ID value for the drive. For low-capacity drive trays, specify the tray ID
value and the slot ID value for the drive. Tray ID values are 0 to 99. Drawer
ID values are 1 to 5. Slot ID values are 1 to 32. Enclose the tray ID value,
the drawer ID value, and the slot ID value in square brackets ([ ]).
hot Spar e The setting to assign the drive as the hot spare. To assign the drive as the
hot spare, set this parameter to TRUE. To remove a hot spare assignment
from a drive, set this parameter to FALSE.
Notes

The dri ve parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

Minimum Firmware Level
6.10

7.60 adds the dr awer | D user input.
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Set Drive Service Action Allowed Indicator

This command turns on or turns off the Service Action Allowed indicator light on a drive in drive trays that support
the Service Action Allowed indicator light feature. If the storage array does not support the Service Action Allowed
indicator light feature, this command returns an error. If the storage array supports the command but is unable to turn
on or turn off the indicator light, this command returns an error.

Syntax

set (drive [traylD drawerl D, slotlD] |
drives [traylDl,drawerIDl,slotIDl ... traylDn,drawerlDn,slotlDn])
servi ceAl | owedl ndi cator=(on | off)

Parameters

Parameter Description

driveordrives The location of the drive that you want to turn on or turn off the
service action allowed indicator. For high-capacity drive trays,
specify the tray ID value, the drawer ID value, and the slot ID
value for the drive. For low-capacity drive trays, specify the
tray ID value and the slot ID value for the drive. Tray ID values
are 0 to 99. Drawer ID values are 1 to 5. Slot ID values are 1
to 32. Enclose the tray ID value, the drawer ID value, and the
slot ID value in square brackets ([ ]).

servi ceAl | owedl ndi cat or The setting to turn on or turn off the Service Action Allowed
indicator light. To turn on the Service Action Allowed indicator
light, set this parameter to on. To turn off the Service Action
Allowed indicator light, set this parameter to of f .

Notes

The dri ve parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

Minimum Firmware Level

6.16

7.60 adds the dr awer | D user input.

Set Drive State

This command sets a drive to the Failed state. To return a drive to the Optimal state, use the revi ve drive
command.

Optionally, you can copy the data from the drive before you fail it.
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Syntax

set drive [trayl D, drawer| D, sl otlD
operational State=fail ed

[ copyDri ve]
Parameter
Parameter Description
drive The location of the drive that you want to set to the Failed state. For high-capacity drive
trays, specify the tray ID value, the drawer ID value, and the slot ID value for the drive.
For low-capacity drive trays, specify the tray ID value and the slot ID value for the drive.
Tray ID values are 0 to 99. Drawer ID values are 1 to 5. Slot ID values are 1 to 32.
Enclose the tray ID value, the drawer ID value, and the slot ID value in square brackets
()
copyDrive This parameter copies the data from the drive that you are setting to the Failed
state. The drive is failed after the data is copied. This parameter is only applicable to
assigned drives.
Notes

The dri ve parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

Minimum Firmware Level
5.20
7.60 adds the dr awer | D user input.

8.20 adds the copyDr i ve parameter.

Set Event Alert Filtering

The set event alert commands manage alert event notification by either disabling a specific critical event alert from
being sent, or by enabling notification about a specific critical event alert to be sent. To prevent notification about a
specific critical event alert from being sent, you block it. To enable notification about a specific critical event alert to be
sent, you unblock it.

The storage management software supports different priorities of events (such as Informational, Warning, Critical).

When you define your storage array, you can configure alerts and define how the event alerts are managed. If you

have configured the storage array to send alerts, then a notification is sent to a designated recipient when a Critical
event occurs. That notification can be one or all of the following types:

= emalil
m syslog
m trap notifications
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The set event alert CLI commands work on a single storage array. When you run the commands on a storage array,
only that storage array is affected by the commands. Other storage arrays that have not had the CLI command run
against them have the default behavior.

Blocking an event alert does not prevent the event from being posted to the system event log. All events will continue
to be posted to the event log.

Syntax to Block an Event Alert

set bl ockEvent Al ert event Type

Syntax to Unblock an Event Alert

set unBl ockEvent Al ert event Type

Parameters
Parameter Description
event Type This parameter is the integer value for the event. Enter the event value in a

hexadecimal format, for example, 0x280D. Always begin the hexadecimal value
with 0x to indicate that it is in hexadecimal format. If you do not use 0x, the value
will be interpreted as a decimal and converted to a hexadecimal value, before
applying the block or unblock command. This can cause an incorrect event to be
blocked or unblocked.

An error is displayed if you enter an invalid event.

Minimum Firmware Level

8.10

Set Foreign Drive to Native

A drive is considered to be native when it is a part of a volume group in a storage array. A drive is considered to be
foreign when it does not belong to a volume group in a storage array or when it fails to be imported with the drives of a
volume group that are transferred to a new storage array. The latter failure creates an incomplete volume group on the
new storage array.

Run this command to add the missing (foreign) drives back into their original volume group and to make them part of
the volume groupin the new storage array.

Use this operation for emergency recovery only: when one or more drives need to be changed from a foreign drive
status and returned to a native status within their original volume group.

ATTENTION Possible data corruption or data loss — Using this command for reasons other than what is stated
previously might result in data loss without notification.

Syntax
set (drive [traylD drawerl D slotlD |

drives [traylDl,drawerID1,slotIDl ... traylDn,drawerlDn,slotlDn] |
all Drives) nativeState
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Parameters

Parameter Description

driveordrives The location of the foreign drive that you want to add to the volume group in a
storage array. For high-capacity drive trays, specify the tray ID value, the drawer
ID value, and the slot ID value for the drive. For low-capacity drive trays, specify
the tray ID value and the slot ID value for the drive. Tray ID values are 0 to 99.
Drawer ID values are 1 to 5. Slot ID values are 1 to 32. Enclose the tray ID
value, the drawer ID value, and the slot ID value in square brackets ([ ]).

all Drives The setting to select all of the drives.

Notes

The dri ve parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

Minimum Firmware Level
710

7.60 adds the dr awer | D user input.

Set Host

This command assigns a host to a host group or moves a host to a different host group. You can also create a new
host group and assign the host to the new host group with this command. The actions performed by this command
depend on whether the host has individual mappings or does not have individual mappings.

Syntax

set host [host Nane]

host G oup=("host G oupNane" | none | defaultG oup)
user Label =" newHost Nane"

host Type=( host Typel ndexLabel | host Typel ndexNunber)

Parameters

Parameter Description

host The name of the host that you want to assign to a host group. Enclose the host name
in square brackets ([ ]). If the host name has special characters or numbers, you must
enclose the host name in double quotation marks (" ") inside square brackets.

host Gr oup The name of the host group to which you want to assign the host. (The following table
defines how the command runs if the host does or does not have individual mappings.)
Enclose the host group name in double quotation marks (" "). The def aul t G- oup
option is the host group that contains the host to which the volume is mapped.

user Label The new host name. Enclose the host name in double quotation marks (" ").
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Parameter Description

host Type The index label or number of the host type for the host port. Use the show
storageArray host TypeTabl e command to generate a list of available host type
identifiers. If the host type has special characters, enclose the host type in double
quotation marks (" ").

Host Group Host Has Individual Mappings Host Does Not Have Individual
Parameter Mappings
host G oupNamne The host is removed from the present host| The host is removed from the
group and is placed under the new host present host group and is placed
group defined by host G- oupNane. under the new host group defined by
host G oupNane.
none The host is removed from the host group The host is removed from the
as an independent partition and is placed | present host group and is placed
under the root node. under the default group.
def aul t Group The command fails. The host is removed from the
present host group and is placed
under the default group.

Notes
When you use this command, you can specify one or more of the optional parameters.

For the names, you can use any combination of alphanumeric characters, hyphens, and underscores. Names can
have a maximum of 30 characters.

Minimum Firmware Level

6.10

Set Host Channel

This command defines the loop ID for the host channel.
Syntax

set host Channel [host Channel Nunber]
pref erredl D=port| D

Parameters

Parameter Description

host Channel The identifier number of the host channel for which you want to set the loop
ID. Enclose the host channel identifier number in square brackets ([ 1).
Use a host channel value that is appropriate for your particular controller
model. A controller tray might support one host channel or as many as eight
host channels. Valid host channel values are al, a2, a3, a4, a5, a6, a7, a8,
b1, b2, b3, b4, b5, b6, b7, or b8.

preferredl D The port identifier for the specified host channel. Port ID values are 0 to 127.
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Minimum Firmware Level
6.10
6.14 adds an update to the host channel identifier.

7.15 adds an update to the host channel identifier.

Set Host Group

This command renames a host group.
Syntax

set host Group [ host G oupNane]
user Label =" newHost G- oupNane"

Parameters
Parameter Description
host G oup The name of the host group that you want to rename. Enclose the host group
name in square brackets ([ ]). If the host group name has special characters
or numbers, you must enclose the host group name in double quotation
marks (" ") inside square brackets.
user Label The new name for the host group. Enclose the new host group name in
double quotation marks (" ").
Notes

You can use any combination of alphanumeric characters, hyphens, and underscores for the names. Names can have
a maximum of 30 characters.

Minimum Firmware Level

6.10

Set Host Port
This command changes the host type for a host port. You can also change a host port label with this command.
Syntax

set hostPort [portlLabel] host="host Nane" userLabel ="newPort Label "
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Parameters

Parameter Description

host Port The name of the host port for which you want to change the host type, or for
which you want to create a new name. Enclose the host port name in square
brackets ([ ]). If the host port name has special characters or numbers,
enclose the host port name in double quotation marks (" ") inside square
brackets.

user Label The new name that you want to give to the host port. Enclose the new name
of the host port in double quotation marks (" ").

Notes
When you use this command, you can specify one or more of the optional parameters.

You can use any combination of alphanumeric characters, hyphens, and underscores for the names. Names can have
a maximum of 30 characters.

Minimum Firmware Level

6.10

Set iSCSI Initiator

This command sets the attributes for an iSCSI initiator.
Syntax

set iscsilnitiator (["iscsilD'] | <"ww D'>)
(user Label =" newNane" |

host =" newHost Nane" |

chapSecr et =" newSecurityKey")

Parameters
Parameter Description
iscsilnitiator The name of the iISCSI initiator for which you want to set attributes.

Enclose the iSCSI initiator name in double quotation marks (" ") inside
square brackets ([ ]).
iscsilnitiator The World Wide Identifier (WWID) of the initiator for which you want to set

attributes. Enclose the WWID in double quotation marks (" ") inside angle
brackets (< >).

user Label The new name that you want to use for the iSCSI initiator. Enclose the new
name in double quotation marks (" ").
host The name of the new host to which the host port is connected. Enclose the

host name in double quotation marks (" ").

chapSecr et The security key that you want to use to authenticate a peer connection.
Enclose the security key in double quotation marks (" ").
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Notes

You can use any combination of alphanumeric characters, hyphens, and underscores for the names. Names can have
a maximum of 30 characters.

Challenge Handshake Authentication Protocol (CHAP) is a protocol that authenticates the peer of a connection.
CHAP is based upon the peers sharing a secret. A secret is a security key that is similar to a password.

Use the chapSecr et parameter to set up the security keys for initiators that require a mutual authentication. The
CHAP secret must be between 12 characters and 57 characters. This table lists the valid characters.

Space | ! " # $ % & ' ( ) * +
, - . / 0 1 2 3 4 5 6 7
8 9 ; < = > ? @ A B C
D E F G H I J K L M N 0]
P Q R S T U \Y w X Y z [
\ | A _ ' a b c d e f g
h i j k I m n o) p q r s
t u v w X y z { | } ~
Minimum Firmware Level
7.10
Set iSCSI Target Properties
This command defines properties for an iISCSI target.
Syntax
set iscsiTarget ["userLabel"]
aut henti cati onMet hod=(none | chap) |
chapSecret =securi tyKey |
target Al i as="user Label "
Parameters
Parameter Description
i scsi Tar get The iSCSI target for which you want to set properties. Enclose
the user Label in double quotation marks (" "). You must also
enclose the user Label in square brackets ([ ]) if the user label is
a target alias or angle brackets (< >) if the user label is an iISCSI
Qualified Name (IQN).
aut henti cati onMet hod The means of authenticating your iSCSI session.
chapSecr et The security key that you want to use to authenticate a peer
connection.
target Ali as The new name that you want to use for the target. Enclose the
name in double quotation marks (" ").
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Notes

Challenge Handshake Authentication Protocol (CHAP) is a protocol that authenticates the peer of a connection.
CHAP is based upon the peers sharing a secret. A secret is a security key that is similar to a password.

Use the chapSecr et parameter to set up the security keys for initiators that require a mutual authentication. The
CHAP secret must be between 12 characters and 57 characters. This table lists the valid characters.

Space | ! " # $ % & ' ( ) * +
, - . / 0 1 2 3 4 5 6 7
8 9 ; < = > ? @ A B C
D E F G H I J K L M N 0]
P Q R S T U \Y w X Y z [
\ | A _ ' a b c d e f g
h i j k I m n o) p q r s
t u v w X y z { | } ~
Minimum Firmware Level
7.10
Set iSER Target
This command defines properties for an iSER target.
Syntax
set iserTarget ["userlLabel"]
aut henti cati onMet hod=(none | chap) |
chapSecret =securityKey |
target Al i as="user Label "
Parameters
Parameter Description
i ser Tar get The iSER target for which you want to set properties. Enclose
the user Label in double quotation marks (" "). You must also
enclose the user Label in square brackets ([ ]) if the user label is
a target alias or angle brackets (< >) if the user label is an iSCSI
Qualified Name (IQN).
aut henti cati onMet hod The means of authenticating your iSCSI session.
chapSecr et The security key that you want to use to authenticate a peer
connection.
target Ali as The new name that you want to use for the target. Enclose the
name in double quotation marks (" ").
Notes

Challenge Handshake Authentication Protocol (CHAP) is a protocol that authenticates the peer of a connection.
CHAP is based upon the peers sharing a secret. A secret is a security key that is similar to a password.
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Use the chapSecr et parameter to set up the security keys for initiators that require a mutual authentication. The
CHAP secret must be between 12 characters and 57 characters. This table lists the valid characters.

Space | ! " # $ % & ' ( ) * +
, - / 0 1 2 3 4 5 6 7
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\ | A _ ' a b c d e f g
h i j k I m n o) p q r s
t u v w X y z { | } ~

Minimum Firmware Level

8.20

Set Read-Only Snapshot Volume to Read/Write Volume

This command changes a snapshot volume that is a read-only volume to a snapshot volume that is read/write volume.
You also can use this command to identify a new repository volume for the read/write volume, or to set a full limit
warning level for the repository volume.

Syntax

set snapVol unme ["snapl nageVol uneNane"] convert ToReadWite

[ (repositoryVol ume="repos_xxxx" |

reposi t or yVol unme=(vol umeGr oupNane [ capacity=capacityVal ue])
reposi t or yVol unme=( di skPool Nane [ capacity=capacityVal ue]))]
[ repositoryFul | Li mt=percentVal ue]

Parameters

Parameter

Description

snapVol une

The name of the snapshot volume that you want to change from read-
only to read/write. Enclose the snapshot volume identifier in double
quotation marks (" ") inside of square brackets ([ ]).
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Parameter Description

r eposi t oryVol ure The name of the repository volume that you want to use for the read/
write volume.

You have two options for defining the name of a repository volume:
= Use an existing repository volume: name

s Create a newrepository volume when you run this command
The name of an existing repository volume is comprised of two parts:

m The term repos

m A four digit numerical identifier that the storage management
software assigns to the repository volume name

Enclose the name of the existing repository volume in double quotation
marks (" ").

If you want to create a new repository volume when you run this
command you must enter the name of either a a volume group or a disk
pool in which you want the repository volume. Optionally, you can also
define the capacity of the repository volume. If you want to define the
capcity you can use these values:

= An integer value that represents a percentage of the base volume
capacity

m A decimal fraction value that represents a percentage of the base
volume capacity

m A specific size for the repository volume. Size is defined in units of
byt es, KB, MB, GB, or TB.

If you do not use the capacity option, the storage management software
sets the capacity to 20 percent of the base volume capacity.

When you run this command the storage management software creates
the repository volume for the snapshot volume.

repositoryFul | Limt The percentage of repository volume capacity at which you receive

a warning that the snapshot image repository volume is nearing full.
Use integer values. For example, a value of 70 means 70 percent. The
default value is 75.

Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen(-), and pound (#) for the user label.
User labels can have a maximum of 30 characters.

The repository volume name is automatically created by the storage management software and the firmware when
you create a new snapshot group. You cannot rename the repository volume because renaming the repository volume
will break the linkage with the snapshot images.

A snapshot group repository volume is an expandable volume that is structured as a concatenated collection of up to
16 standard volume entities. Initially, an expandable repository volume has only a single element. The capacity of the
expandable repository volume is exactly that of the single element. You can increase the capacity of an expandable
repository volume by attaching additional standard volumes to it. The composite expandable repository volume
capacity then becomes the sum of the capacities of all of the concatenated standard volumes.

A snapshot group repository volume must satisfy a minimum capacity requirement that is the sum of the following:

= 32 MB to support fixed overhead for the snapshot group and for copy-on-write processing.
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s Capacity for rollback processing, which is 1/5000th of the capacity of the base volume.

The minimum capacity is enforcement by the controller firmware and the storage management software.

Minimum Firmware Level

7.83

Set Session

This command defines how you want the current script engine session to run. For the purpose of this command a
session is the duration for the running of the commands. This command does not permanently set the parameters for
the storage array.

Syntax

set session errorAction=(stop | continue)
passwor d="st or ageAr r ayPasswor d"

user Rol e=(adnin | nonitor)

per f or mancehMbni t or | nt er val =i nt er val Val ue
per f or manceMoni torlterations=iterationVal ue

Parameters

Parameter Description

errorAction How the session responds if an error is encountered
during processing. You can choose to stop the session if
an error is encountered, or you can continue the session
after encountering an error. The default value is st op.
(This parameter defines the action for execution errors,
not syntax errors. Some error conditions might override
the cont i nue value.)

password The password for the storage array. Enclose the
password in double quotation marks (" ").

user Rol e Defines the user role for the password. The user role can
be either:

= admi n — Enables you to view and modify storage
array configurations

= noni t or — Enables you to view storage array
configurations and monitor storage array health
conditions, but not modify the configuration

The user Rol e parameter is optional. If you do not use
the user Rol eparameter, the storage array uses any
password that you define as the administrator password.

per f or manceMoni t or | nt er val The frequency of gathering performance data. Enter an
integer value for the polling interval, in seconds, for which
you want to capture data. The range of values is 3 to
3600e seconds. The default value is 5 seconds.

performanceMonitorlterations The number of samples to capture. Enter an integer
value. The range of values for samples captured is 1 to
3600. The default value is 5.
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Notes
When you use this command, you can specify one or more of the optional parameters.

Passwords are stored on each storage array in a management domain. If a password was not previously set, you
do not need a password. The password can be any combination of alphanumeric characters with a maximum of 30
characters. (You can define a storage array password by using the set st or ageArr ay command.)

The polling interval and the number of iterations that you specify remain in effect until you end the session. After you
end the session, the polling interval and the number of iterations return to the default values.

Minimum Firmware Level

5.20

Set Snapshot (Legacy) Volume

This command defines the properties for a snapshot (legacy) volume and lets you rename a snapshot (legacy)
volume.

Syntax

set (volune [voluneNane] | vol unes [vol uneNanel ... vol uneNaneN])
user Label =" snapshot Vol uneNange"

war ni ngThr eshol dPer cent =per cent Val ue

reposi toryFul | Policy=(fail BaseWites | fail Snapshot)

enabl eSchedul e=( TRUE | FALSE)

schedul e (i mmedi ate | snapshot Schedul e)

roll backPriority=(0 | 1| 2| 3| 4)

Parameters

Parameter Description

vol ume The name of the snapshot (legacy) volume for which you
want to define properties. Enclose the volume name in square
brackets ([ ]). If the volume name has special characters or
consists only of numbers, you must enclose the volume name
in double quotation marks (" ") inside square brackets.

vol umes The names of several snapshot (legacy) volumes for which

you want to define properties. Enter the names of the
snapshot (legacy) volumes using these rules:

s Enclose all of the names in square brackets ([ ]).

m Separate each of the names with a space.

If the volume names have special characters or consist only of
numbers, enter the names using these rules:

= Enclose all of the names in square brackets ([ ]).

m Enclose each of the names in double quotation marks (" ").

m Separate each of the names with a space.
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Parameter Description

user Label A new name that you want to give to a snapshot (legacy)
volume. Enclose the new snapshot (legacy) volume name in
double quotation marks (" ").

war ni ngThr eshol dPer cent The percentage of repository capacity at which you receive a
warning that the snapshot (legacy) repository is nearing full.
Use integer values. For example, a value of 70 means 70
percent. The default value is 50.

reposi toryFul | Policy How you want snapshot (legacy) processing to continue if the
snapshot (legacy) repository volume is full. You can choose

to fail writes to the base volume (f ai | BaseW i t es) or fail
writes to the snapshot (legacy) volume (f ai | Snapshot ). The
default value is f ai | Snapshot .

enabl eSchedul e Use this parameter to turn on or to turn off the ability to
schedule a snapshot (legacy) operation. To turn on snapshot
(legacy) scheduling, set this parameter to TRUE. To turn off
snapshot (legacy) scheduling, set this parameter to FALSE.

schedul e Use this parameter to schedule a snapshot operation.

You can use one of these options for setting a schedule for a
snapshot operation:

= inMmedi ate

m startDate

s schedul ebDay

m startTinme

s schedul el nt erval
s endDat e

s timesPer Day

= tineZone

» schedul eDat e

= nonth

See the "Notes" section for information explaining how to use
these options.

rol |l backPriority Use this parameter to determine whether system resources
should be allocated to the rollback operation at the expense of
system performance. A value of 0 indicates that the rollback
operation is prioritized over all other host I/0. A value of 4
indicates that the rollback operation should be performed with
minimal impact to host I/O.

Notes
When you use this command, you can specify one or more of the optional parameters.

You can use any combination of alphanumeric characters, hyphens, and underscores for the names. Names can have
a maximum of 30 characters.

You can set the war ni ngThr eshol dPer cent parameter and the r eposi t or yFul | Pol i cy parameter for both the
shapshot (legacy) repository volume or the snapshot (legacy) volume.
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Scheduling Snapshots (Legacy)

The enabl eSchedul e parameter and the schedul e parameter provide a way for you to schedule automatic

snapshots (legacy). Using these parameters, you can schedule snapshots (legacy) daily, weekly, or monthly (by day
or by date). The enabl eSchedul e parameter turns on or turns off the ability to schedule snapshots (legacy). When
you enable scheduling, you use the schedul e parameter to define when you want the snapshots (legacy) to occur.

This list explains how to use the options for the schedul e parameter:

i medi at e — As soon as you enter the command, a snapshot (legacy) volume is created, and a copy-on-write
operation begins.

st ar t Dat e — A specific date on which you want to create a snapshot (legacy) volume and perform a copy-on-
write operation. The format for entering the date is MM DD: YY. If you do not provide a start date, the current date is
used. An example of this option is st art Dat e=06: 27: 11.

schedul eDay — A day of the week on which you want to create a snapshot (legacy) volume and perform a copy-
on-write operation. You can enter these values: nonday, t uesday, wednesday, t hur sday, f ri day, sat ur day,
sunday, and al | . An example of this option is schedul eDay=wednesday.

st art Ti me — The time of a day that you want to create a snapshot (legacy) volume and start performing a
copy-on-write operation. The format for entering the time is HH: MM where HH is the hour and MMis the minute
past the hour. Use a 24-hour clock. For example, 2:00 in the afternoon is 14:00. An example of this option is
start Ti me=14: 27.

schedul el nt er val —An amount of time, in minutes, that you want to have as a minimum between copy-on-
write operation. You can create a schedule in which you have overlapping copy-on-write operations because of
the duration a copy operation. You can make sure that you have time between copy-on-write operations by using
this option. The maximum value for the schedul el nt er val option is 1440 minutes. An example of this option is
schedul el nt er val =180.

endDat e — A specific date on which you want to stop creating a snapshot (legacy) volume and end the copy-on-
write operation. The format for entering the date is MMt DD: YY. An example of this option is endDat e=11: 26: 11.

t i mesPer Day — The number of times that you want the schedule to run in a day. An example of this option is
ti mesPer Day=4.

t i meZone — Use this parameter to define the time zone in which the storage array is operating. You can define the
time zone in one of two ways:

- QGMIr+HH: MM— The time zone offset from GMT. Enter the offset in hours and minutes. For example GMT-06:00
is the central time zone in the United States.

- Text string— Standard time zone text strings. For example: "USA/Chicago" or "Germany/Berlin". Time zone
text strings s are case sensitive. If you enter an incorrect text string, GMT time is used. Enclose the text string
in double quotation marks.

schedul eDat e — A day of the month on which you want to create a snapshot volume and perform a copy-on-
write operation. The values for the days are numerical and in the range of 1- 31. Enclose the value for the day in
double quotation marks inside parenthesizes. If you want to create a a snapshot volume on a specific date of a
specific month use the schedul eDat e option with the nont h option. If you have set up a weekly schedule, you
cannot use the schedul eDat e option. An example of the schedul eDat e option is schedul eDat e=("15").

nmont h — A specific month on which you want to create a snapshot volume and perform a copy-on-write operation.
The values for the months are: j an, f eb, mar, apr, may, j un, j ul , aug, sep, oct, nov, and dec. Enclose

the value in parenthesizes. You can enter more than one month by enclosing the months in a single set of
parenthesize and separating each month with a space. If you want to create a a snapshot volume on a specific
date of a specific month use the schedul eDat e option with the nont h option.These are examples of the nont h
option:

- nmont h=(nar)

= nonth=(mar apr may)
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The code string for defining a schedule is similar to these examples:

enabl eSchedul e=true schedul e startTi me=14: 27

enabl eSchedul e=true schedul e schedul el nt er val =180

enabl eSchedul e=true schedul e ti neZone=GMr- 06: 00

enabl eSchedul e=t rue schedul e ti meZone="USA/ Chi cago"

enabl eSchedul e=t rue schedul e nont h=(mar) schedul eDat e=("15")

If you also use the schedul el nt er val option, the firmware chooses between the t i nesPer Day option and the
schedul el nt er val option by selecting the lowest value of the two options. The firmware calculates an integer
value for the schedul el nt er val option by dividing 1440 by the schedul el nt er val option value that you set.
For example, 1440/180 = 8. The firmware then compares the t i nesPer Day integer value with the calculated

schedul el nt er val integer value and uses the smaller value.

To remove a schedule, use the del et e vol ume command with the schedul e parameter. The del et e vol une
command with the schedul e parameter deletes only the schedule, not the snapshot (legacy) volume.

Minimum Firmware Level

6.10

7.77 adds scheduling.

7.80 adds the r ol | back parameter.

7.83 removes the noEndDat e option. This option is not supported.

7.86 adds the schedul eDat e option and the nont h option.

Set Snapshot Group Attributes

This command defines the properties for a snapshot group.

Syntax

set snapG oup ["snapG oupNane"]

[ user Label ="snapG oupNane"] |

[repositoryFul | Policy=(fail BaseWites | purgeSnapl nages) |
[repositoryFul | Li mit=percentVal ue |

[ aut oDel et eLi m t =nunber O Snapl mages] |

[roll backPriority=(lowest | low | nedium/| high | highest)]
Parameters
Parameter Description
shapG oup The name of the snapshot group for which you are setting

properties. Enclose the snapshot group name in double
quotation marks (" ") inside of square brackets ([ ]).
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Parameter Description

user Label The new name that you want to give to the snapshot group.
Use this parameter when you want to rename the snapshot
group. Enclose the new snapshot group name in double
quotation marks (" ").

reposi toryFul | Policy How you want snapshot image processing to continue

if the repository volumes for the snapshot image group
are full. You can choose to fail writes to the base volume
(fai |l BaseWi t es) or delete (purge) the snapshot
images (pur geSnapl mages). The default action is

pur geSnapl mages.

repositoryFul | Linmt The percentage of repository volume capacity at which you
receive a warning that the snapshot image repository volume
is nearing full. Use integer values. For example, a value of 70
means 70 percent. The default value is 75.

aut oDel et eLi mi t The maximum number of snapshot images that you want
to automatically delete if you have selected to purge the
snapshot images for a repository full policy. Use integer
values. The default value is 32.

rol |l BackPriority Use this parameter to determine whether system resources
should be allocated to the rollback operation at the expense
of system performance. Valid values are hi ghest, hi gh,
medi um | ow, or | owest A value of hi gh indicates that
the rollback operation is prioritized over all other host I/O. A
value of | owest indicates that the rollback operation should
be performed with minimal impact to host /0.

Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

When you use this command, you can specify one or more of the parameters. You do not, however, need to use all of
the parameters.

Minimum Firmware Level

7.83

Set Snapshot Group Media Scan

This command runs a media scan on a snapshot group.
Syntax
set snapG oup ["snapG oupNane"]

nmedi aScanEnabl ed=( TRUE | FALSE)
redundancyCheckEnabl ed=( TRUE | FALSE)
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Parameters

Parameter Description

shapG oup The name of the snapshot group on which you want to run
a media scan. Enclose the snapshot group name in double
quotation marks (" ") inside of square brackets ([ ]).

medi aScanEnabl ed The setting to turn on or turn off media scan for the volume.
To turn on media scan, set this parameter to TRUE. To turn
off media scan, set this parameter to FALSE. (If media scan
is disabled at the storage array level, this parameter has no
effect.)

r edundancyCheckEnabl ed The setting to turn on or turn off redundancy checking during
a media scan. To turn on redundancy checking, set this
parameter to TRUE. To turn off redundancy checking, set this
parameter to FALSE.

Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

Minimum Firmware Level

7.83

Set Snapshot Group Repository Volume Capacity

This command increases or decreases the capacity of a snapshot group repository volume.

Syntax for Increasing Capacity

set snapG oup ["snapG oupNane"] increaseRepositoryCapacity
(repositoryVol unes="repos_xxxx" | repositoryVol umes=((vol umeG oupNane
[ capaci ty=capaci tyVal ue])) | repositoryVol umes=((di skPool Nane

[ capaci t y=capaci tyVal ue])))

Syntax for Decreasing Capacity

set snapG oup ["snapG oupNane"]
decr easeReposi toryCapacity
count =nunber O Vol unes

Parameters
Parameter Description
shapG oup The name of the snapshot group for which you want to increase capacity or

decrease capacity. Enclose the snapshot group name in double quotation
marks (" ") inside of square brackets ([ ]).
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Parameter Description

r eposi t oryVol ure The name of the repository volume for which you want to increase capacity.
An available standard volume is added to the repository volume to increase
the capacity of the repository volume.

You have two options for defining the name of a repository volume:
s Use an existing repository volume: name

s Create a new repository volume when you run this command
The name of an existing repository volume consists of two parts:

s The term repos

» A four digit numerical identifier that the storage management software
assigns to the repository volume name

Enclose the name of the existing repository volume in double quotation
marks (" ").

If you want to create a new repository volume when you run this command
you must enter the name of either a volume group or a disk pool in which you
want the repository volume. Optionally, you can also define the capacity of
the repository volume. If you want to define the capacity you can use these
values:

= An integer value that represents a percentage of the base volume capacity

= A decimal fraction value that represents a percentage of the base volume
capacity

» A specific size for the repository volume. Size is defined in units of byt es,
KB, MB, GB, or TB.

If you do not use the capacity option, the storage management software sets
the capacity to 20 percent of the base volume capacity.

When you run this command the storage management software creates the
repository volume for the snapshot volume.

count The number of repository volumes that you want to remove from the
snapshot group. Use integer values.

Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen(-), and pound (#) for the user label.
User labels can have a maximum of 30 characters.

The repository volume name is automatically created by the storage management software and the firmware when
you create a new snapshot group. You cannot rename the repository volume because renaming the repository volume
breaks the linkage with the snapshot images.

A snapshot group repository volume is an expandable volume that is structured as a concatenated collection of up to
16 standard volume entities. Initially, an expandable repository volume has only a single element. The capacity of the
expandable repository volume is exactly that of the single element. You can increase the capacity of an expandable
repository volume by attaching additional standard volumes to it. The composite expandable repository volume
capacity then becomes the sum of the capacities of all of the concatenated standard volumes.

A snapshot group repository volume must satisfy a minimum capacity requirement that is the sum of the following:

= 32 MB to support fixed overhead for the snapshot group and for copy-on-write processing.

= Capacity for rollback processing, which is 1/5000th of the capacity of the base volume.

The minimum capacity is enforcement by the controller firmware and the storage management software.
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Minimum Firmware Level

7.83

Set Snapshot Group Schedule
This command defines the the schedule for taking snapshot images for a snapshot group.
Syntax
set snapG oup ["snapG oupNane"]
enabl eSchedul e=( TRUE | FALSE)

schedul e (i medi ate | snapshot Schedul e)

Parameters

Parameter Description

snapG oup The name of the snapshot group for which you are setting
properties. Enclose the snapshot group name in double
quotation marks (" ") inside of square brackets ([ ]).

enabl eSchedul e Use this parameter to turn on or to turn off the ability

to schedule a snapshot operation. To turn on snapshot
scheduling, set this parameter to TRUE. To turn off snapshot
scheduling, set this parameter to FALSE.

schedul e Use this parameter to schedule a snapshot operation.

You can use one of these options for setting a schedule for a
snapshot operation:

s i nmmedi ate

m startDate

= schedul ebDay

= StartTinme

= schedul el nt erval
s endDate

n tinmesPer Day

s timeZone

s schedul eDat e

s nonth

See the "Notes" section for information explaining how to use
these options.

Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.
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Scheduling Snapshots

The enabl eSchedul e parameter and the schedul e parameter provide a way for you to schedule creating snapshot
images for a snapshot group. Using these parameters, you can schedule snapshots daily, weekly, or monthly (by

day or by date). The enabl eSchedul e parameter turns on or turns off the ability to schedule snapshots. When you
enable scheduling, you use the schedul e parameter to define when you want the snapshots to occur.

This list explains how to use the options for the schedul e parameter:

i medi at e — As soon as you enter the command, a snapshot image is created, and a copy-on-write operation
begins.

st ar t Dat e — A specific date on which you want to create a snapshot image and perform a copy-on-write
operation. The format for entering the date is MM DD: YY. If you do not provide a start date, the current date is
used. An example of this option is st ar t Dat e=06: 27: 11.

schedul eDay — A day of the week on which you want to create a snapshot image and perform a copy-on-
write operation. You can enter these values: nonday, t uesday, wednesday, t hur sday, f ri day, sat ur day,
sunday, and al | . An example of this option is schedul eDay=wednesday.

st art Ti me — The time of a day that you want to create a snapshot image and start performing a copy-on-write
operation. The format for entering the time is HH: MM where HH is the hour and MMis the minute past the hour. Use
a 24-hour clock. For example, 2:00 in the afternoon is 14:00. An example of this option is st art Ti me=14: 27.

schedul el nt er val —An amount of time, in minutes, that you want to have as a minimum between copy-on-
write operations. You can possibly create a schedule in which you have overlapping copy-on-write operations
because of the duration of a copy operation. You can make sure that you have time between copy-on-write
operations by using this option. The maximum value for the schedul el nt er val option is 1440 minutes. An
example of this option is schedul el nt er val =180.

endDat e — A specific date on which you want to stop creating a snapshot image and end the copy-on-write
operation. The format for entering the date is MM DD: YY. An example of this option is endDat e=11: 26: 11.

noEndDat e — Use this option if you do not want your scheduled copy-on-write operation to end. If you later decide
to end the copy-on-write operations you must re-enter the set snapG oup command and specify an end date.

t i mesPer Day — The number of times that you want the schedule to run in a day. An example of this option is
ti mesPer Day=4.

t i meZone — Use this parameter to define the time zone in which the storage array is operating. You can define the
time zone in one of two ways:

- GMTI£HH: MM— The time zone offset from GMT. Enter the offset in hours and minutes. For example GMT-06:00
is the central time zone in the United States.

- Text string - Standard time zone text strings. For example: "USA/Chicago” or "Germany/Berlin". Time zone
text strings are case sensitive. If you enter an incorrect text string, GMT time is used. Enclose the text string in
double quotation marks.

schedul eDat e — A day of the month on which you want to create a snapshot volume and perform a copy-on-
write operation. The values for the days are numerical and in the range of 1- 31. Enclose the value for the day in
double quotation marks inside parenthesizes. If you want to create a a snapshot volume on a specific date of a
specific month use the schedul eDat e option with the nont h option. If you have set up a weekly schedule, you
cannot use the schedul eDat e option. An example of the schedul eDat e option is schedul eDat e=("15").

nont h — A specific month on which you want to create a snapshot volume and perform a copy-on-write operation.
The values for the months are: j an, f eb, mar, apr, may, j un, j ul , aug, sep, oct, nov, and dec. Enclose

the value in parenthesizes. You can enter more than one month by enclosing the months in a single set of
parenthesize and separating each month with a space. If you want to create a a snapshot volume on a specific
date of a specific month use the schedul eDat e option with the nont h option. These are examples of the nont h
option:

= nont h=(mar)
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- nonth=(mar apr may)
The code string for defining a schedule is similar to these examples:
enabl eSchedul e=t rue schedul e startTi me=14: 27
enabl eSchedul e=t rue schedul e schedul el nt erval =180
enabl eSchedul e=t rue schedul e ti meZone=GMr- 06: 00
enabl eSchedul e=t rue schedul e ti mneZone="USA/ Chi cago"
enabl eSchedul e=t rue schedul e nont h=(mar) schedul eDat e=("15")
If you also use the schedul el nt er val option, the firmware chooses between the t i nesPer Day option and the
schedul el nt er val option by selecting the lowest value of the two options. The firmware calculates an integer
value for the schedul el nt er val option by dividing 1440 by the schedul el nt er val option value that you set.
For example, 1440/180 = 8. The firmware then compares the t i mesPer Day integer value with the calculated

schedul el nt er val integer value and uses the smaller value.

To remove a schedule, use the del et e vol ume command with the schedul e parameter. The del et e vol une
command with the schedul e parameter deletes only the schedule, not the snapshot volume.

Minimum Firmware Level
7.83

7.86 adds the schedul eDat e option and the nont h option.

Set Snapshot Volume Media Scan

This command runs a media scan on the drives used for a snapshot volume. Optionally, you also can perform a
redundancy check on the data.

Syntax

set snapVol unme ["snapVol unmeNane"]
nmedi aScanEnabl ed=( TRUE | FALSE)
[ redundancyCheckEnabl ed=( TRUE | FALSE)]

Parameters

Parameter Description

snapVol une The name of the snapshot volume for which you are setting
properties. Enclose the snapshot volume identifier in double
quotation marks (" ") inside of square brackets ([ ]).

medi aScanEnabl ed The setting to turn on or turn off media scan for the snapshot volume.
To turn on media scan, set this parameter to TRUE. To turn off media
scan, set this parameter to FALSE. (If media scan is disabled at the
storage array level, this parameter has no effect.)
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Parameter Description

r edundancyCheckEnabl ed The setting to turn on or turn off redundancy checking during a media
scan. To turn on redundancy checking, set this parameter to TRUE.
To turn off redundancy checking, set this parameter to FALSE.

Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

Minimum Firmware Level

7.83

Set Snapshot Volume Repository Volume Capacity

This command increases or decreases the capacity of a snapshot volume repository volume.

Syntax for Increasing Capacity

set snapVol une[ “snapVol uneNane”] i ncreaseRepositoryCapacity
(repositoryVol unes="repos_xxxx" |

reposi t oryVol unes=(vol uneG oupNane [ capacity=capacityVal ue] |
reposi t or yVol unes=(di skPool Nanme [ capacity=capacityVal ue])

Syntax for Decreasing Capacity

set snapVol une ["snapVol uneNanme"] decreaseRepositoryCapacity
count =nunber O Vol unes

Parameters
Parameter Description
snapVol une The name of the snapshot volume for which you are setting properties.

Enclose the snapshot volume identifier in double quotation marks (" ")
inside of square brackets ([ ]).
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Parameter Description

r eposi t oryVol ure The name of the repository volume for which you want to increase capacity.
An available standard volume is added to the repository volume to increase
the capacity of the repository volume.

You have two options for defining the name of a repository volume:
= Use an existing repository volume: name

s Create a newrepository volume when you run this command
The name of an existing repository volume is comprised of two parts:

s The term repos

= A four digit numerical identifier that you assign to the repository volume
name

Enclose the name of the existing repository volume in double quotation
marks (" ").

If you want to create a new repository volume when you run this command
you must enter the name of either a a volume group or a disk pool in
which you want the repository volume. Optionally, you can also define the
capacity of the repository volume. If you want to define the capcity you can
use these values:

= An integer value that represents a percentage of the base volume
capacity

» A decimal fraction value that represents a percentage of the base
volume capacity

m A specific size for the repository volume. Size is defined in units of
byt es, KB, MB, GB, or TB.

If you do not use the capacity option, the storage management software
sets the capacity to 20 percent of the base volume capacity.

Enclose the name of the new repository volume in parentheses.

count The number of volumes that you want to remove . Use integer values.

Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

A snapshot repository volume is an expandable volume that is structured as a concatenated collection of up to 16
standard volume entities. Initially, an expandable repository volume has only a single element. The capacity of the
expandable repository volume is exactly that of the single element. You can increase the capacity of an expandable
repository volume by attaching additional standard volumes to it. The composite expandable repository volume
capacity then becomes the sum of the capacities of all of the concatenated standard volumes.

A snapshot group repository volume must satisfy a minimum capacity requirement that is the sum of the following:

= 32 MB to support fixed overhead for the snapshot group and for copy-on-write processing.

= Capacity for rollback processing, which is 1/5000th of the capacity of the base volume.
The minimum capacity is enforcement by the controller firmware and the storage management software.

Minimum Firmware Level

7.83
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Set SSD Cache for a Volume

This command turns on or off caching using the SSD cache feature for a specific volume. The volume can be one of
these:

» Standard volume, identified by either a name or a WWID
= Snapshot volume

s Consistency group snapshot volume

Syntax Applicable to a Standard Volume

set volunme ([volunmeNane] | <"WN D'>) ssdCacheEnabl ed=( TRUE | FALSE)
Syntax Applicable to a Snapshot Volume

set snapVol une ["snapVol uneNanme"] ssdCacheEnabl ed=( TRUE | FALSE)
Syntax Applicable to a Consistency Group Snapshot Volume

set cgSnapVol une ["cgSnapVol uneNane"] ssdCacheEnabl ed=(TRUE | FALSE)

Parameters
Parameter Description
vol ume The name of the standard volume for which you want

to turn on or turn off the SSD cache. Enclose the name
of the volume in square brackets ([ ]). If the name of the
volume has special characters or numbers, you must
enclose the name of the volume in double quotation
marks (" ") inside of square brackets ([ ]).

vol une The World Wide Identifier (WWID) of the standard
volume for which you want to turn on or turn off the SSD
cache. Enclose the WWID in double quotation marks (" ")
inside angle brackets (< >).

snapVol une The name of the snapshot volume for which you want to
turn on or turn off the SSD cache. Enclose the name of
snapshot volume in double quotation marks (" ") inside of
square brackets ([ ]).

cgSnapVol une The name of the consistency group snapshot volume
for which you want to turn on or turn off the SSD cache.
Enclose the name of the consistency group snapshot
volume in double quotation marks (" ") inside of square
brackets ([ ]).

ssdCacheEnabl ed To turn on SSD cache, set this parameter to TRUE. To
turn off SSD cache, set this parameter to FALSE.

Notes
You can turn the SSD cache on or off for only one volume at a time.

When you turn off SSD cache for a volume, the SSD cache for that volume is purged.
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Minimum Firmware Level

7.84

Set Storage Array

NOTE With firmware version 8.10 the cacheFl ushSt op parameter is deprecated and will be removed in a future
release of storage management software.

This command defines the properties of the storage array.

Syntax

set storageArray

[ aut oSupport Config (enable | disable)] |
[ cacheBl ockSi ze=cacheBl ockSi zeVal ue]
[ cacheFl ushSt art =cacheFl ushStart Si ze]
[ cacheFl ushSt op=cacheFl ushSt opSi ze]

[ def aul t Host Type=("host TypeNanme" |
"host Typel dentifier")]

[failoverAl ertDel ay=del ayVal ue]

[ medi aScanRat e=(di sabled | 1-30)]
[userRol e=(adnin | nonitor)]

[ passwor d="passwor d"]

[ user Label =" st or ageArrayNane"]

[i snsRegistrati on=( TRUE | FALSE)]

Parameters

Parameter Description

aut oSupport Confi g The setting for automatically collecting support data each time the
firmware detects a critical MEL event. This parameter has these values:

s enabl e — Turns on the collection of support data

s di sabl e — Turns off the collection of support data
Use this parameter under these conditions only:

= The AutoSupport (ASUP) feature is not available on the storage array

= To support configurations on storage arrays that previously used this
parameter

NOTE You cannot use this parameter with the ASUP commands.

cacheBl ockSi ze The cache block size that is used by the controller for managing the
cache. Valid values are 4 (4 KB), 8 (8 KB), 16 (16 KB), or 32 (32 KB).

cacheFl ushSt art The percentage of unwritten data in the cache that causes a cache
flush. Use integer values from 0 to 100 to define the percentage. The
default value is 80.
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Parameter Description

cacheFl ushSt op
NOTE This parameter is deprecated and will be removed in a future

release.

The percentage of unwritten data in the cache that stops a cache flush.
Use integer values from 0 to 100 to define the percentage. This value
must be less than the value of the cacheFl ushSt art parameter.

def aul t Host Type The default host type of any unconfigured host port to which the
controllers are connected. To generate a list of valid host types for
the storage array, run the show st or ageArray host TypeTabl e
command. Host types are identified by a name or a numerical index.
Enclose the host type name in double quotation marks (" "). Do not
enclose the host type numerical identifier in double quotation marks.

fail over Al ertDel ay The failover alert delay time in minutes. The valid values for the delay
time are 0 to 60 minutes. The default value is 5.

medi aScanRat e The number of days over which the media scan runs. Valid values are
di sabl ed, which turns off the media scan, or 1 day to 30 days, where
1 day is the fastest scan rate, and 30 days is the slowest scan rate. A
value other than di sabl ed or 1 to 30 does not allow the media scan to
function.

password The password for the storage array. Enclose the password in double
quotation marks (" ").

user Rol e Defines the user role for the password. The user role can be either:
= admi n — Enables you to view and modify storage array configurations

= noni t or — Enables you to view storage array configurations
and monitor storage array health conditions, but not modify the
configuration

The user Rol e parameter is optional. If you do not use the
user Rol eparameter, the storage array uses any password that you
define as the administrator password.

user Label The name for the storage array. Enclose the storage array name in
double quotation marks (" ").

i snsRegi stration This parameter lists the storage array as an iSCSI target on the iSNS
server. To register the storage array on the iSNS server, set this
parameter to TRUE. To remove the storage array from the iSNS server,
set this parameter to FALSE.

NOTE You cannot use the i snsRegi strati on parameter with any
other parameter when running the set st or ageAr r ay command.

For more information about iSNS registration, refer to the set
storageArray isnsRegi strati on command.

Notes

Except for the i snsRegi st rati on, when you use this command you can specify one or more of the optional
parameters.

Auto Support Data

NOTE You cannot use this parameter with the ASUP commands.
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When enabled, the set st orageArray aut oSupport Confi g command causes all configuration and state
information for the storage array to be returned each time a critical Major Event Log (MEL) event is detected. The
configuration and state information is returned in the form of an object graph. The object graph contains all relevant
logical and physical objects and their associated state information for the storage array.

The set storageArray aut oSupport Confi g command collects configuration and state information in this way:

= Automatic collection of the configuration and state information occurs every 72 hours. The configuration and state
information is saved to the storage array zip archive file. The archive file has a time stamp that is used to manage
the archive files.

= Two storage array zip archive files are maintained for each storage array. The zip archive files are kept on a drive.
After the 72-hour time period is exceeded, the oldest archive file is always overwritten during the new cycle.

m After you enable automatic collection of the configuration and state information using this command, an initial
collection of information starts. Collecting information after the you issue the command makes sure that one
archive file is available and starts the time stamp cycle.

You can run the set st orageArray autoSupport Confi g command on more than one storage array.

Cache Block Size

When you define cache block sizes, use the 4-KB cache block size for storage arrays that require 1/0 streams that are
typically small and random. Use the 8-KB cache block size when the majority of your I/O streams are larger than 4 KB
but smaller than 8 KB. Use the 16-KB cache block size or the 32-KB cache block size for storage arrays that require
large data transfer, sequential, or high-bandwidth applications.

The cacheBl ockSi ze parameter defines the supported cache block size for all of the volumes in the storage array.
Not all controller types support all cache block sizes. For redundant configurations, this parameter includes all of the
volumes that are owned by both controllers within the storage array.

Cache Flush Start

When you define values to start a cache flush, a value that is too low increases the chance that data needed for a
host read is not in the cache. A low value also increases the number of drive writes that are necessary to maintain the
cache level, which increases system overhead and decreases performance.

Default Host Type

When you define host types, if Storage Partitioning is enabled, the default host type affects only those volumes that
are mapped in the default group. If Storage Partitioning is not enabled, all of the hosts that are attached to the storage
array must run the same operating system and be compatible with the default host type.

Media Scan Rate

Media scan runs on all of the volumes in the storage array that have Optimal status, do not have modification
operations in progress, and have the nedi aScanRat e parameter enabled. Use the set vol une command to
enable or disable the medi aScanRat e parameter.

Password

Passwords are stored on each storage array. For best protection, the password must meet these criteria:

s The password must be between eight and 30 characters long.
m The password must contain at least one uppercase letter.
m The password must contain at least one lowercase letter.

m The password must contain at least one number.
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s The password must contain at least one non-alphanumeric character, for example, <> @ +.

NOTE If you are using full disk encryption drives in your storage array, you must use these criteria for your storage
array password.

NOTE You must set a password for your storage array before you can create a security key for encrypted full disk
encryption drives.

Minimum Firmware Level

5.00 adds the def aul t Host Type parameter.

5.40 adds the f ai | over Al ert Del ay parameter.

6.14 adds the al ar mparameter.

7.15 adds more cache block sizes.

7.86 removes the al ar mparameter because it is no longer used.

8.10 deprecates the cacheFl ushSt op parameter.

Set Storage Array AutoSupport Bundle Disable

This command turns off the AutoSupport (ASUP) bundle collection and transmission for the storage array. You can run
this version of the command from the script editor or in a script file.

Syntax

set storageArray autoSupport disable

Parameters

None.
Minimum Firmware Level

7.86

Set Storage Array AutoSupport Bundle Enable

This command turns on the AutoSupport (ASUP) bundle collection and transmission for the storage array.

Syntax

set storageArray autoSupport enable

Parameters

None.
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Minimum Firmware Level

7.86

Set Storage Array ICMP Response

This command returns the default values for negotiable settings for sessions and connections, which represent the
starting point for the storage array for negotiations.

Syntax

set storageArray icnpPi ngResponse=(TRUE | FALSE)

Parameter
Parameter Description
i cnpPi ngResponse This parameter turns on or turns off Echo Request messages. Set
the parameter to TRUE to turn on Echo Request messages. Set the
parameter to FALSE to turn off Echo Request messages.
Notes

The Internet Control Message Protocol (ICMP) is used by operating systems in a network to send error messages,
test packets, and informational messages related to the IP, such as a requested service is not available or that a host
or router could not be reached. The ICMP response command sends ICMP Echo Request messages and receives
ICMP Echo Response messages to determine if a host is reachable and the time it takes for packets to get to and
from that host.

Minimum Firmware Level

7.10

Set Storage Array iSNS Registration

This command enables you to list a storage array on either an IPv4 or an IPv6 Internet Storage Name Service (iSNS)
server.

Syntax for IPv4

set storageArray isnsRegistration=(TRUE | FALSE)
i snsl Pv4Confi gurati onMet hod=[static | dhcp]

i snsl Pv4Addr ess=i pAddr ess

[isnsLi st eni ngPort]

Syntax for IPv6
set storageArray isnsRegistration=(TRUE | FALSE)

i snsl Pv6Addr ess=i pAddr ess
[isnsLi st eningPort]
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Parameters

Parameters

Description

i snsRegi stration

The means of registering the iISCSI target on the iSNS server.
Set the parameter to TRUE to list an iISCSI target.

When you set this parameter to TRUE you must also use these
parameters for IPV4 configurations:

= i snsl PV4Confi gurati onMet hod

m i snsl PV4Addr ess

When you set this parameter to TRUE you must also use these
parameters for IPV6 configurations:

m i snsl PV6Addr ess

Optionally, you can also use the i snsLi st eni ngPor t
parameter to define the port monitor and manage traffic to the
server.

To remove the registration for the storage array from the iSNS
server set this parameter to FALSE.

i snsl Pv4Confi gurati onMet hod

The method that you want to use to define the iSNS server
configuration. You can enter the IP address for the IPv4 iSNS
servers by selecting st at i ¢. For IPv4, you can choose to have
a Dynamic Host Configuration Protocol (DHCP) server select the
iISNS server IP address by entering dhcp. To enable DCHP, you
must set the i sns| Pv4Addr ess parameter to 0. 0. 0. 0.

i snsl Pv4Addr ess

The IPv4 address used to connect to the iSNS server. Use this
parameter with the st at i ¢ value for IPv4 configurations. If you
choose to have a DHCP server set the IP address for an IPv4
Internet iISNS server, you must set the i snsl Pv4Addr ess
parameter to 0. 0. 0. O.

i snsl Pv6Addr ess

The IPv6 address used to connect to the iSNS server.

i snsLi st eni ngPort

The port number that you want to use for the iSNS server
listening port. The range of values for the listening port is 49152
to 65535. The default value is 3205.

The listening port resides on the server and performs these
activities:
= Monitors incoming client connection requests

= Manages traffic to the server

When a client requests a network session with a server, the
listener receives the actual request. If the client information
matches the listener information, then the listener grants a
connection to the database server.

Notes

The iSNS protocol facilitates the automated discovery, management, and configuration of iSCSI devices and Fibre

Channel devices on a TCP/IP network. iSNS provides intelligent storage discovery and management services

comparable to those found in Fibre Channel networks, which allow a commodity IP network to function in a similar
capacity as a storage area network. iSNS also facilitates a seamless integration of IP networks and Fibre Channel

networks, due to its ability to emulate Fibre Channel fabric services and manage both iISCSI devices and Fibre

Channel devices.
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The DHCP server passes configuration parameters, such as network addresses, to IP nodes. DHCP enables a
client to acquire all of the IP configuration parameters that it needs to operate. DHCP lets you automatically allocate
reusable network addresses.

Minimum Firmware Level

7.10

Set Storage Array iSNS Server IPv4 Address
This command sets the configuration method and address for an IPv4 Internet Storage Name Service (iSNS).
Syntax

set storageArray isnslPv4Configurati onMet hod=(static | dhcp)
i snsl Pv4Addr ess=i pAddr ess

Parameters

Parameters Description

i snsl Pv4Confi gurati onMet hod The method that you want to use to define the iSNS
server configuration. You can enter the IP address for
the IPv4 iSNS servers by selecting st at i c. For IPv4,
you can choose to have a Dynamic Host Configuration
Protocol (DHCP) server select the iSNS server IP
address by entering dhcp. To enable DCHP, you must
set the i snsl Pv4Addr ess parameter to 0. 0. 0. 0.

i snsl Pv4Addr ess The IP address that you want to use for the iSNS server.
Use this parameter with the st at i ¢ value for IPv4
configurations. If you choose to have a DHCP server set
the IP address for an IPv4 Internet iSNS server, you must
setthe i snsl Pv4Addr ess parameter to 0. 0. 0. O.

Notes

The iSNS protocol facilitates the automated discovery, management, and configuration of iSCSI devices and Fibre
Channel devices on a TCP/IP network. iSNS provides intelligent storage discovery and management services
comparable to those found in Fibre Channel networks, which allow a commodity IP network to function in a similar
capacity as a storage area network. iSNS also facilitates a seamless integration of IP networks and Fibre Channel
networks, due to its ability to emulate Fibre Channel fabric services and manage both iSCSI devices and Fibre
Channel devices.

The DHCP server passes configuration parameters, such as network addresses, to IP nodes. DHCP enables a
client to acquire all of the IP configuration parameters that it needs to operate. DHCP lets you automatically allocate
reusable network addresses.

Minimum Firmware Level

7.10
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Set Storage Array iSNS Server IPv6 Address

This command sets the IPv6 address for the iSNS server.
Syntax

set storageArray isnslPv6Address=i pAddress

Parameter

Parameters Description

i snsl Pv6Addr ess The IPv6 address that you want to use for the iSNS server.
Notes

The iSNS protocol facilitates the automated discovery, management, and configuration of iISCSI devices and Fibre
Channel devices on a TCP/IP network. iSNS provides intelligent storage discovery and management services
comparable to those found in Fibre Channel networks, which permits a commodity IP network to function in a similar
capacity as a storage area network. iISNS also facilitates a seamless integration of IP networks and Fibre Channel
networks, due to its ability to emulate Fibre Channel fabric services, and manage both iSCSI devices and Fibre
Channel devices. iSNS provides value in any storage network that has iISCSI devices, Fibre Channel devices, or any
combination.

Minimum Firmware Level

7.10

Set Storage Array iSNS Server Listening Port
This command sets the iISNS server listening port.
Syntax
set storageArray isnsListeningPort=listeningPortl| PAddress

Parameter

Parameter Description

i snsLi st eni ngPort The IP address that you want to use for the iISNS server listening port.
The range of values for the listening port is 49152 to 65535. The
default value is 53205.

The listening port resides on the server and performs these activities:
= Monitors incoming client connection requests

= Manages traffic to the server

When a client requests a network session with a server, the listener
receives the actual request. If the client information matches the listener
information, then the listener grants a connection to the database
server.

Notes

A listening port resides on the database server and is responsible for these activities:
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m Listening (monitoring) for incoming client connection requests

= Managing the traffic to the server

When a client requests a network session with a server, a listener receives the actual request. If the client information
matches the listener information, then the listener grants a connection to the database server.

Minimum Firmware Level

7.10

Set Storage Array iSNS Server Refresh

This command refreshes the network address information for the iSNS server. This command is valid for only IPv4.
Syntax
set storageArray isnsServerRefresh

Parameters

None.

Notes

If the DHCP server is not operating at full capability, or if the DHCP server is unresponsive, the refresh operation can
take between two and three minutes to complete.

The set storageArray isnsServer Refresh command returns an error if you did not set the
configuration method to DHCP. To set the configuration method to DHCP, use the set st or ageArr ay
i snsl PV4Confi gurati onMet hod command.

Minimum Firmware Level

7.10

Set Storage Array Learn Cycle

This command sets the learn cycle for the battery backup unit. The learn cycle enables the storage management

software to predict the remaining battery life. Learn cycles run at set intervals and store the results for software
analysis.

Syntax

set storageArray | earnCycl eDate
(daysToNext Lear nCycl e=nunber Of Days |
day=dayf TheWeek) tine=HH MMV
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Parameters

Parameter Description

daysToNext Lear nCycl e Valid values are 0 through 7, where 0 is immediately and 7 is in
seven days. The daysToNext Lear nCycl e parameter takes place
up to seven days after the next scheduled learn cycle.

day Valid values for the day parameter include the days of the week
(Sunday, Monday, Tuesday, Wednesday, Thur sday, Fri day,
and Sat ur day). Setting the day causes the next learn cycle to be
scheduled on the specified day, after the currently scheduled learn
cycle.

tinme The time in 24-hour format; for example 8:00 a.m. is entered as
08: 00. Nine o'clock p.m. is entered as 21: 00, and 9:30 p.m. is
entered as 21: 30.

Notes
You can set the learn cycle to occur only once during a seven-day period.

The t i me parameter selects a specific time that you want to run the learn cycle. If a value is not entered, the
command uses a default value of 00: 00 (midnight).

If the day and time specified are in the past, the next learn cycle takes place on the next possible day specified.
Minimum Firmware Level

7.15

Set Storage Array Redundancy Mode

This command sets the redundancy mode of the storage array to either simplex or duplex.
Syntax

set storageArray redundancyMode=(sinplex | dupl ex)

Parameter
Parameter Description
r edundancyMode Use si npl ex mode when you have a single controller. Use dupl ex mode
when you have two controllers.

Minimum Firmware Level

6.10

Set Storage Array Security Key

Use this command to set the security key that is used throughout the storage array to implement the Drive Security
premium feature. When any security-capable drive in the storage array is assigned to a secured volume group or disk
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pool, that drive will be security-enabled using the security key. Before you can set the security key, you must use the
create storageArray securityKey command to create the security key.

Syntax

set storageArray securityKey
Parameters

None.

Notes

Security-capable drives have hardware to accelerate cryptographic processing and each has a unique drive key. A
security-capable drive behaves like any other drive until it is added to a secured volume group, at which time the
security-capable drive becomes security-enabled.

Whenever a security-enabled drive is powered on, it requires the correct security key from the controller before it can
read or write data. So, a security-enabled drive uses two keys: the drive key that encrypts and decrypts the data and
the security key that authorizes the encryption and decryption processes. The set st orageArray securityKey
command commits the security key to all of the controllers and security-enabled drives in the storage array. The full
disk encryption feature ensures that if a security-enabled drive is physically removed from a storage array, its data
cannot be read by any other device unless the security key is known.

Minimum Firmware Level

7.50

Set Storage Array Time

This command sets the clocks on both controllers in a storage array by synchronizing the controller clocks with the
clock of the host from which you run this command.

Syntax

set storageArray tine

Parameters

None.

Minimum Firmware Level

6.10

Set Storage Array Tray Positions

This command defines the position of the trays in a storage array. You must include all of the trays in the storage array
when you enter this command.
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Syntax

set storageArray trayPositions=(controller | traylD ... traylDn)
Parameter
Parameter Description
trayPositions A list of all of the tray IDs. The sequence of the tray IDs in the list defines

the positions for the controller tray and the drive trays in a storage array.
Valid values are 0 to 99. Enter the tray ID values separated with a space.
Enclose the list of tray ID values in parentheses. For storage arrays where
the controller tray has a predefined identifier that is not in the range of valid
tray position values, use the cont r ol | er value.

Notes

This command defines the position of a tray in a storage array by the position of the tray ID in the t rayPosi ti ons
list. For example, if you have a controller tray with an ID set to 84 and drive trays with IDs set to 1, 12, and 50, the

t rayPosi ti ons sequence (84 1 12 50) places the controller tray in the first position, drive tray 1 in the second
position, drive tray 12 in the third position, and drive tray 50 in the fourth position. The t r ayPosi ti ons sequence (1
84 50 12) places the controller tray in the second position, drive tray 1 in the first position, drive tray 50 in the third
position, and drive tray 12 in the fourth position.

NOTE You must include all of the trays in the storage array in the list defined by the t r ayPosi t i ons parameter.
If the number of trays in the list does not match the total number of trays in the storage array, an error message
appears.

Minimum Firmware Level
6.10

For 6.14 and 6.16, cont r ol | er is not a valid value.

Set Storage Array Unnamed Discovery Session

This command enables the storage array to participate in unnamed discovery sessions.
Syntax

set storageArray unnanedD scoverySessi on=( TRUE | FALSE)

Parameter
Parameter Description
unnanedDi scover ySessi on This parameter turns on or turns off unnamed discovery
sessions. Set the parameter to TRUE to turn on unnamed
discovery sessions. Set the parameter to FALSE to turn off
unnamed discovery sessions.
Notes

Discovery is the process where initiators determine the targets that are available. Discovery occurs at power-on/
initialization and also if the bus topology changes, for example, if an extra device is added.
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An unnamed discovery session is a discovery session that is established without specifying a target ID in the login
request. For unnamed discovery sessions, neither the target ID nor the target portal group ID are available to the

targets.

Minimum Firmware Level

7.10

Set Synchronous Mirroring

This command defines the properties for a remote-mirrored pair.

NOTE In previous versions of this command the feature identifier was r enot eM r r or . This feature identifier is no
longer valid and is replaced by syncM rr or .

Syntax
set syncMrror
[role=(primry |

[syncPriority=(hi ghest
[ aut oResync=(enabl ed |

[force=(TRUE | FALSE)]

Parameters

(1 ocal Vol une [vol uneNane] |
| ocal Vol umres [vol uneNanel ...
secondary)]

vol umeNameN] )

high | medium| low | |owest)]

di sabl ed) ]
[witeOder=(preserved |
[witeMde=(synchronous |

not Preserved) ]
asynchronous)]

Parameter

Description

| ocal Vol une

The name of the local volume for which you want to define properties.
Enclose the primary volume name in square brackets ([ ]). If the primary
volume name has special characters or numbers, you must enclose the
primary volume name in double quotation marks (" ") inside square brackets.

| ocal Vol unes

The names of several local volumes for which you want to define properties.
Enter the names of the volumes using these rules:

s Enclose all of the names in square brackets ([ ]).

» Separate each of the names with a space.

If the volume names have special characters or consist only of numbers,
enter the names using these rules:

s Enclose all of the names in square brackets ([ ]).
s Enclose each of the names in double quotation marks (" ").

m Separate each of the names with a space.

rol e

The setting for the local volume to act as the primary volume or the
secondary volume. To define the volume as the primary volume, set this
parameter to pri mary. To define the volume as the secondary volume, set
this parameter to secondar y. This parameter applies only when the volume
is part of a mirror relationship.

syncPriority

The priority that full synchronization has relative to host I/O activity. Valid
values are hi ghest, hi gh, medi um | ow, or | owest .
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Parameter Description

aut oResync The settings for automatic resynchronization between the primary volumes
and the secondary volumes of a remote-mirrored pair. This parameter has
these values:

m enabl ed — Automatic resynchronization is turned on. You do not need
to do anything further to resynchronize the primary volume and the
secondary volume.

s di sabl ed — Automatic resynchronization is turned off. To resynchronize
the primary volumes and the secondary volume, you must run the r esune
syncM rror command.

writeOrder This parameter defines write order for data transmission between the
primary volume and the secondary volume. Valid values are pr eser ved or
not Pr eser ved.

writ eMode This parameter defines how the primary volume writes to the secondary
volume. Valid values are synchr onous or asynchr onous.

force The role reversal is forced if the communications link between the storage
arrays is down and promotion or demotion on the local side results in a dual-
primary condition or a dual-secondary condition. To force a role reversal, set
this parameter to TRUE. The default value is FALSE.

NOTE Use the f or ce parameter only when using the r ol e parameter.

Notes
When you use this command, you can specify one or more of the optional parameters.

Synchronization priority defines the amount of system resources that are used to synchronize the data between
the primary volumes and the secondary volumes of a mirror relationship. If you select the highest priority level, the
data synchronization uses the most system resources to perform the full synchronization, which decreases the
performance for host data transfers.

The wri t eOr der parameter applies only to asynchronous write modes and makes them become part of a
consistency group. Setting the wri t eOr der parameter to pr eser ved causes the remote-mirrored pair to transmit
data from the primary volume to the secondary volume in the same order as the host writes to the primary volume.
In the event of a transmission link failure, the data is buffered until a full synchronization can occur. This action can
require additional system overhead to maintain the buffered data, which slows operations. Setting the wri t eOr der
parameter to not Pr eser ved frees the system from having to maintain data in a buffer, but it requires forcing a full
synchronization to make sure that the secondary volume has the same data as the primary volume.

Minimum Firmware Level

6.10

Set Thin Volume Attributes

This command defines the properties for a thin volume. You can use the parameters to define properties for one or
more thin volumes.

Syntax

set (volune [vol uneNane] |
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vol umes [vol uneNanmel ... vol uneNaneN] | volune <"ww D'>)
[ newCapaci t y=capaci t yVal ue]

[ reposi t oryMaxCapaci t y=capaci t yVal ue]

[ reposi t oryExpansi onPol i cy=(aut omati c| manual )]

[ war ni ngThr eshol dPer cent =war ni ngThr eshol dPer cent Val ue]

[ addReposi t or yCapaci t y=capaci t y- spec]

Parameters
Parameter Description
vol une The name of the volume for which you want to define

properties. Enclose the volume name in square brackets ([ ]). If
the volume name has special characters or numbers, you must
enclose the volume name in double quotation marks (" ") inside
square brackets.

vol une The World Wide Identifier (WWID) of the volume for which
you want to define properties. Enclose the WWID in double
quotation marks (" ") inside angle brackets (< >).

vol umes The names of several volumes for which you want to define
properties. All of the volumes will have the same properties.
Enter the names of the volumes using these rules:

s Enclose all of the names in square brackets ([ ]).

m Separate each of the names with a space.

If the volume names have special characters or consist only of
numbers, enter the names using these rules:

= Enclose all of the names in square brackets ([ ]).
s Enclose each of the names in double quotation marks (" ).

m Separate each of the names with a space.

newCapaci ty This parameter increases the virtual capacity of the thin
volume. The virtual capacity is the value that the volume will
report to a host that is mapped to the volume. Values smaller
or equal to the existing capacity will cause an error. Size is
defined in units of byt es, KB, MB, GB, or TB.

The minimum virtual capacity is 32 MB.
The maximum virtual capacity is 63 TB.

reposi t oryMaxCapacity This parameter sets the maximum capacity of the repository
volume. The value must not be smaller that the physical
capacity of the repository volume. If the new value results in a
reduction in capacity to a level below the warning threshold, the
command will produce an error.

reposi t or yExpansi onPol i cy This parameter sets the expansion policy to aut onati ¢ or
manual . When you change the policy from aut omat i c to
manual , the maximum capacity value (quota) changes to the
physical capacity of the repository volume.

war ni ngThr eshol dPer cent The percentage of thin volume capacity at which you receive
a warning alert that the thin volume is nearing full. Use integer
values. For example, a value of 70 means 70 percent.

Valid values are from 1 to 100.

Setting this parameter to 100 disables warning alerts.
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Parameter Description

addReposi toryCapacity This parameter allocates capacity from the free extent of the
disk pool. If insufficient space is available the command fails.

Notes
When you use this command, you can specify one or more of the optional parameters.

The following table lists the capacity limits for a thin volume.

Type of Capacity Size
Minimum virtual capacity 32 MB
Maximum virtual capacity 63 TB
Minimum physical capacity 4 GB
Maximum physical capacity 64 TB

Thin volumes support all of the operations that standard volumes do with the following exceptions:

= You cannot change the segment size of a thin volume.

= You cannot enable the pre-read redundancy check for a thin volume.
= You cannot use a thin volume as the target volume in a volume copy.
= You cannot use a thin volume in a snapshot (legacy) operation.

= You cannot use a thin volume in a Synchronous Mirroring operation.

If you want to change a thin volume to a standard volume, use the volume copy operation to create a copy of the thin
volume. The target of a volume copy is always a standard volume.

Minimum Firmware Level

7.83

Set Tray ldentification

This command sets the tray ID of a controller tray, a base system, or an expansion unit in a storage array. This
command is valid only for controller trays, base systems, or expansion units that have tray IDs that you can set
through the controller firmware. You cannot use this command for controller trays, base systems, or expansion units
that have a tray ID that you set with a switch.

Syntax

set tray ["serial Nunber"] id=traylD

Parameters
Parameter Description
tray The serial number of the controller tray, base system, or expansion unit for

which you are setting the tray ID. Serial numbers can be any combination of
alphanumeric characters and any length. Enclose the serial number in double
quotation marks (" ").
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Parameter Description

id The value for the controller tray tray ID, base system tray ID, or the expansion
unit tray ID. Tray ID values are 0 through 99. You do not need to enclose the tray
ID value in parentheses.

Minimum Firmware Level

6.16 adds support for controller trays, base systems, and expansion units that have tray IDs set through the

controller firmware.

Set Tray Service Action Allowed Indicator

This command turns on or turns off the Service Action Allowed indicator light on a power-fan canister, an interconnect-
battery canister, or an environmental services module (ESM) canister. If the storage array does not support the
Service Action Allowed indicator light feature, this command returns an error. If the storage array supports the
command but is unable to turn on or turn off the indicator light, this command returns an error.

To turn on or turn off the Service Action Allowed indicator light on the controller canister, use the set control | er
servi ceAl | owedl ndi cat or command.

Syntax

set tray [trayl D

(powerFan [(left | right | top | bottom] |
i nterconnect |

esm[(left | right | top | bottom]) |
battery [(left | right)] |

servi ceAl | owedl ndi cator=(on | off)

Parameters

Parameter Description

tray The tray where the power-fan canister, the interconnect
canister, the ESM canister, or the battery canister resides.
Tray ID values are 0 to 99. Enclose the tray ID value in
square brackets ([ ]). If you do not enter a tray ID value, the
tray ID of the controller tray is the default value.

power Fan The Service Action Allowed indicator light on the power-fan
canister that you want to turn on or turn off. Valid power-
fan canister identifiers are | eft, ri ght,top, orbott om
Enclose the power-fan canister identifier in square brackets

(L)

i nt erconnect The Service Action Allowed indicator light for the interconnect-
battery canister.

esm The Service Action Allowed indicator light for an ESM canister.
Valid ESM canister identifiers are | eft, ri ght, t op, or
bottom

battery The Service Action Allowed indicator light for a battery. Valid
battery identifiers are | eft orri ght.
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Parameter Description

servi ceAl | owedl ndi cat or The setting to turn on or turn off the Service Action Allowed
indicator light. To turn on the Service Action Allowed indicator
light, set this parameter to on. To turn off the Service Action
Allowed indicator light, set this parameter to of f .

Notes
Example

This command turns on the Service Action Allowed indicator light for the left ESM in tray 5 with the IP address of
155.155.155.155.

SMeli 123.145.167. 214 123.145.167.215 -c "set tray [5]
ESM [l eft] serviceAl | owedl ndi cat or =on; "

Minimum Firmware Level

6.14 adds these parameters:

= power Fan

= i nterconnect

6.16 adds these parameters:

s tray

m esm

7.60 adds the identifiers t op and bot t om

Set Volume Attributes for a Volume in a Disk Pool

This command defines the properties for a volume in a disk pool.

NOTE In configurations where disk pools consist of more than 32 volumes, the operation can result in host I/0O
errors or internal controller reboots due to the expiration of the timeout period before the operation completes. If you
experience host I/O errors or internal controller reboots, bring the host to a quiescent state and try the operation

again.

Syntax

set (allVolunmes | volune [vol uneNane] |

vol unes [vol uneNanel ... voluneNaneN] | volune <"wwM D'>)

addCapacity = capacityVal ue[ KB| MB| GB| TB| Byt es] |

addDrives = (trayl D1, drawer|ID1,slotI D1 ... traylDn,drawerlDn,slotlDn))|

cacheFl ushModi fi er =cacheFl ushModi fi er Val ue |
cacheReadPrefetch = (TRUE | FALSE) |
cacheWt hout Batt er yEnabl ed=( TRUE | FALSE) |
nmedi aScanEnabl ed=( TRUE | FALSE) |

m rror CacheEnabl ed=( TRUE | FALSE) |

pr eReadRedundancyCheck = (TRUE | FALSE) |
readCacheEnabl ed=( TRUE | FALSE) |
redundancyCheckEnabl ed = (TRUE | FALSE) |
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segnent Si ze = segnent Si zeVal ue

user Label = userl abel Val ue

wr it eCacheEnabl ed=( TRUE | FALSE) |
dat aAssur anceDi sabl ed=( TRUE | FALSE)

Parameters
Parameter Description
al | Vol unes This parameter sets the properties for all of volumes in the
storage array.
vol ume The name of the volume for which you want to define

properties. Enclose the volume name in square brackets ([ ]). If
the volume name has special characters or numbers, you must
enclose the volume name in double quotation marks (" ") inside
square brackets.

vol une The World Wide Identifier (WWID) of the volume for which
you want to define properties. Enclose the WWID in double
quotation marks (" ") inside angle brackets (< >).

NOTE When running this command, do not use colon
separators in the WWID.

vol unes The names of several volumes for which you want to define
properties. All of the volumes will have the same properties.
Enter the names of the volumes using these rules:

= Enclose all of the names in square brackets ([ ]).

m Separate each of the names with a space.

If the volume names have special characters or numbers, enter
the names using these rules:

= Enclose all of the names in square brackets ([ ]).
= Enclose each of the names in double quotation marks (" ").

m Separate each of the names with a space.

addCapacity The setting to increase the storage size (capacity) of the
volume for which you are defining properties. Size is defined in
units of byt es, KB, MB, GB, or TB. The default value is byt es.

This parameter is not valid for thin volumes.

addDri ves The setting to add new drives to the volume. For high-capacity
drive trays, specify the tray ID value, the drawer ID value, and
the slot ID value for the drive. For low-capacity drive trays,
specify the tray ID value and the slot ID value for the drive.
Tray ID values are 0 to 99. Drawer ID values are 1 to 5. Slot ID
values are 1 to 32. Enclose the tray ID value, drawer ID value,
and the slot ID value in parentheses. Use this parameter with
the addCapaci t y parameter if you need to specify additional
drives to accommodate the new size.

This parameter is not valid for disk pool volumes or for thin
volumes.

cacheFl ushModi fi er The maximum amount of time that data for the volume stays
in cache before the data is flushed to physical storage. Valid
values are listed in the Notes section.
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Parameter

Description

cacheReadPref et ch

The setting to turn on or turn off cache read prefetch. To turn
off cache read prefetch, set this parameter to FALSE. To turn
on cache read prefetch, set this parameter to TRUE.

cacheWt hout Bat t er yEnabl ed

The setting to turn on or turn off caching without batteries. To
turn on caching without batteries, set this parameter to TRUE.
To turn off caching without batteries, set this parameter to
FALSE.

nmedi aScanEnabl ed

The setting to turn on or turn off media scan for the volume.
To turn on media scan, set this parameter to TRUE. To turn
off media scan, set this parameter to FALSE. (If media scan
is disabled at the storage array level, this parameter has no
effect.)

m rr or CacheEnabl ed

The setting to turn on or turn off the mirror cache. To turn on
the mirror cache, set this parameter to TRUE. To turn off the
mirror cache, set this parameter to FALSE.

owner

The controller that owns the volume. Valid controller identifiers
are a or b, where a is the controller in slot A, and b is the
controller in slot B. Use this parameter only if you want to
change the volume owner.

pr eReadRedundancyCheck

The setting to turn on or turn off preread redundancy checking.
Turning on preread redundancy checking verifies the
consistency of RAID redundancy data for the stripes containing
the read data. Preread redundancy checking is performed on
read operations only. To turn on preread redundancy checking,
set this parameter to TRUE. To turn off preread redundancy
checking, set this parameter to FALSE.

NOTE Do not use this parameter on non-redundant volumes,
such as RAID 0 volumes.

r eadCacheEnabl ed

The setting to turn on or turn off the read cache. To turn on the
read cache, set this parameter to TRUE. To turn off the read
cache, set this parameter to FALSE.

r edundancyCheckEnabl ed

The setting to turn on or turn off redundancy checking during
a media scan. To turn on redundancy checking, set this
parameter to TRUE. To turn off redundancy checking, set this
parameter to FALSE.

segment Si ze

The amount of data (in KB) that the controller writes on a single
drive in a volume before writing data on the next drive. Valid
values are 8, 16, 32, 64, 128, 256, or 512.

user Label

The new name that you want to give an existing volume.
Enclose the new volume name in double quotation marks (" ").

wr i t eCacheEnabl ed

The setting to turn on write cache capability.
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Parameter Description

dat aAssur ancebi sabl ed The setting to turn on or turn off data assurance for a specific
volume.

For this parameter to have meaning, your volume must be
capable of data assurance. This parameter changes a volume
from one that supports data assurance to a volume that cannot
support data assurance.

To remove data assurance from a volume that supports data
assurance, set this parameter to TRUE. To return a volume to
supporting data assurance, set this parameter to FALSE.

NOTE If you remove data assurance from a volume, you
cannot reset data assurance for that volume.

To reset data assurance for the data on a volume, from which
you removed data assurance, perform these steps:

1. Remove the data from the volume.
2. Delete the volume.

3. Recreate a new volume with the properties of the deleted
volume.

4. Set data assurance for the new volume.

5. Move the data to the new volume.

Notes
When you use this command, you can specify one or more of the optional parameters.

You can apply these parameters to only one volume at a time:

s addCapacity
m SegnentSize

s user Label

Add Capacity, Add Drives, and Segment Size

Setting the addCapaci t y parameter, the addDr i ves parameter, or the segnent Si ze parameter starts a long-
running operation that you cannot stop. These long-running operations are performed in the background and do not
prevent you from running other commands. To show the progress of long-running operations, use the show vol une
act i onPr ogr ess command.

The addDr i ves parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

Cache Flush Modifier

Valid values for the cache flush modifier are listed in this table.
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Value Description

| medi at e Data is flushed as soon as it is placed into the cache.

250 Data is flushed after 250 ms.

500 Data is flushed after 500 ms.

750 Data is flushed after 750 ms.

1 Data is flushed after 1 s.

1500 Data is flushed after 1500 ms.

2 Data is flushed after 2 s.

5 Data is flushed after 5 s.

10 Data is flushed after 10 s.

20 Data is flushed after 20 s.

60 Data is flushed after 60 s (1 min.).

120 Data is flushed after 120 s (2 min.).

300 Data is flushed after 300 s (5 min.).

1200 Data is flushed after 1200 s (20 min.).

3600 Data is flushed after 3600 s (1 hr).

Infinite Data in cache is not subject to any age or time constraints. The data is flushed
based on other criteria that are managed by the controller.

Cache Without Battery Enabled

Write caching without batteries enables write caching to continue if the controller batteries are completely discharged,
not fully charged, or not present. If you set this parameter to TRUE without an uninterruptible power supply (UPS) or
other backup power source, you can lose data if the power to the storage array fails. This parameter has no effect if
write caching is disabled.

Modification Priority

Modification priority defines the amount of system resources that are used when modifying volume properties. If
you select the highest priority level, the volume modification uses the most system resources, which decreases the
performance for host data transfers.

Cache Read Prefetch

The cacheReadPr ef et ch parameter enables the controller to copy additional data blocks into cache while the
controller reads and copies data blocks that are requested by the host from the drive into cache. This action increases
the chance that a future request for data can be fulfilled from cache. Cache read prefetch is important for multimedia
applications that use sequential data transfers. The configuration settings for the storage array that you use determine
the number of additional data blocks that the controller reads into cache. Valid values for the cacheReadPr ef et ch
parameter are TRUE or FALSE.

Segment Size

The size of a segment determines how many data blocks that the controller writes on a single drive in a volume before
writing data on the next drive. Each data block stores 512 bytes of data. A data block is the smallest unit of storage.
The size of a segment determines how many data blocks that it contains. For example, an 8-KB segment holds 16
data blocks. A 64-KB segment holds 128 data blocks.

When you enter a value for the segment size, the value is checked against the supported values that are provided by
the controller at run time. If the value that you entered is not valid, the controller returns a list of valid values. Using a
single drive for a single request leaves other drives available to simultaneously service other requests.
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If the volume is in an environment where a single user is transferring large units of data (such as multimedia),
performance is maximized when a single data transfer request is serviced with a single data stripe. (A data stripe is
the segment size that is multiplied by the number of drives in the volume group that are used for data transfers.) In
this case, multiple drives are used for the same request, but each drive is accessed only once.

For optimal performance in a multiuser database or file system storage environment, set your segment size to
minimize the number of drives that are required to satisfy a data transfer request.

Minimum Firmware Level

7.83

Set Volume Attributes for a Volume in a Volume Group

This command defines the properties for volumes in a volume group. You can use most parameters to define
properties for one or more volumes. You also can use some parameters to define properties for only one volume. The
syntax definitions are separated to show which parameters apply to several volumes and which apply to only one
volume.

NOTE In configurations where volume groups consist of more than 32 volumes, the operation can result in host I/O
errors or internal controller reboots due to the expiration of the timeout period before the operation completes. If you
experience host I/O errors or internal controller reboots, quiesce the host I/0 and try the operation again.

Syntax Applicable to One or More Volumes

set (allVolunmes | volune [vol uneNane] |

vol unes [vol uneNanel ... voluneNaneN] | volune <"wwM D'>)
cacheFl ushModi fi er =cacheFl ushModi fi er Val ue

cacheWt hout Batt er yEnabl ed=( TRUE | FALSE)

nmedi aScanEnabl ed=( TRUE | FALSE)

m rror CacheEnabl ed=( TRUE | FALSE)

nodi ficationPriority=(highest | high | nmedium| low | |owest)
owner=(a | b)

pr eReadRedundancyCheck=( TRUE | FALSE)

readCacheEnabl ed=( TRUE | FALSE)

wr i t eCacheEnabl ed=( TRUE | FALSE)

cacheReadPr ef et ch=( TRUE | FALSE)

dat aAssur anceDi sabl ed=( TRUE | FALSE)

Syntax Applicable to Only One Volume

set (volune [voluneNane] | volume <ww D>)

addCapaci t y=vol unmeCapacity

[addDrives=(trayl D1, drawer 1 D1,slotI Dl ... traylDn,drawerlDn, sl otlDn)]
redundancyCheckEnabl ed=( TRUE | FALSE)

segnent Si ze=segnent Si zeVal ue

user Label =vol umreNarme

pr eReadRedundancyCheck=( TRUE | FALSE)

Parameters
Parameter Description
al | Vol unes This parameter sets the properties for all of the volumes
in the storage array.

CLI and Script Commands for Version 11.20 - 283



Parameter

Description

vol urme

The name of the volume for which you want to define
properties. Enclose the volume name in square brackets
([ D- If the volume name has special characters or
numbers, you must enclose the volume name in double
quotation marks (" ") inside square brackets.

vol une

The World Wide Identifier (WWID) of the volume for
which you want to define properties. Enclose the WWID
in double quotation marks (" ") inside angle brackets
(<>).

NOTE When running this command, do not use colon
separators in the WWID.

vol unes

The names of several volumes for which you want to
define properties. All of the volumes will have the same
properties. Enter the names of the volumes using these
rules:

s Enclose all of the names in square brackets ([ ]).

m Separate each of the names with a space.

If the volume names have special characters or numbers,
enter the names using these rules:

= Enclose all of the names in square brackets ([ ]).

= Enclose each of the names in double quotation marks
(ll ll)-

s Separate each of the names with a space.

cacheFl ushiodi fi er

The maximum amount of time that data for the volume
stays in cache before the data is flushed to physical
storage. Valid values are listed in the Notes section.

cacheWt hout Bat t er yEnabl ed

The setting to turn on or turn off caching without
batteries. To turn on caching without batteries, set this
parameter to TRUE. To turn off caching without batteries,
set this parameter to FALSE.

nmedi aScanEnabl ed

The setting to turn on or turn off media scan for the
volume. To turn on media scan, set this parameter to
TRUE. To turn off media scan, set this parameter to
FALSE. (If media scan is disabled at the storage array
level, this parameter has no effect.)

m rr or CacheEnabl ed

The setting to turn on or turn off the mirror cache. To turn
on the mirror cache, set this parameter to TRUE. To turn
off the mirror cache, set this parameter to FALSE.

nodi ficationPriority

The priority for volume modifications while the storage
array is operational. Valid values are hi ghest , hi gh,
nmedi um | ow, or | owest .

owner

The controller that owns the volume. Valid controller
identifiers are a or b, where a is the controller in slot A,
and b is the controller in slot B. Use this parameter only if
you want to change the volume owner.
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Parameter Description

pr eReadRedundancyCheck The setting to turn on or turn off preread redundancy
checking. Turning on preread redundancy checking
verifies the consistency of RAID redundancy data for the
stripes containing the read data. Preread redundancy
checking is performed on read operations only. To turn
on preread redundancy checking, set this parameter to
TRUE. To turn off preread redundancy checking, set this
parameter to FALSE.

NOTE Do not use this parameter on non-redundant
volumes, such as RAID 0 volumes.

r eadCacheEnabl ed The setting to turn on or turn off the read cache. To turn
on the read cache, set this parameter to TRUE. To turn off
the read cache, set this parameter to FALSE.

wri t eCacheEnabl ed The setting to turn on or turn off the write cache. To turn
on the write cache, set this parameter to TRUE. To turn
off the write cache, set this parameter to FALSE.

cacheReadPref et ch The setting to turn on or turn off cache read prefetch.
To turn off cache read prefetch, set this parameter
to FALSE. To turn on cache read prefetch, set this
parameter to TRUE.

dat aAssur ancebDi sabl ed The setting to turn off data assurance for a specific
volume.

For this parameter to have meaning, your volume must
be capable of data assurance. This parameter changes
a volume from one that supports data assurance to a
volume that cannot support data assurance.

To remove data assurance from a volume that supports
data assurance, set this parameter to TRUE.

NOTE If you remove data assurance from a volume,
you cannot reset data assurance for that volume.

To reset data assurance for the data on a volume, from
which you removed data assurance, perform these steps:

1. Remove the data from the volume.
2. Delete the volume.

3. Recreate a new volume with the properties of the
deleted volume.

4. Set data assurance for the new volume.

5. Move the data to the new volume.

addCapacity The setting to increase the storage size (capacity) of
the volume for which you are defining properties. Size is
defined in units of byt es, KB, MB, GB, or TB. The default
value is byt es.

CLI and Script Commands for Version 11.20 - 285



Parameter Description

addDri ves The setting to add new drives to the volume. For high-
capacity drive trays, specify the tray ID value, the drawer
ID value, and the slot ID value for the drive. For low-
capacity drive trays, specify the tray ID value and the
slot ID value for the drive. Tray ID values are 0 to 99.
Drawer ID values are 1 to 5. Slot ID values are 1 to

32. Enclose the tray ID value, drawer ID value, and the
slot ID value in parentheses. Use this parameter with
the addCapaci t y parameter if you need to specify
additional drives to accommodate the new size.

r edundancyCheckEnabl ed The setting to turn on or turn off redundancy checking
during a media scan. To turn on redundancy checking,
set this parameter to TRUE. To turn off redundancy
checking, set this parameter to FALSE.

segnment Si ze The amount of data (in KB) that the controller writes on
a single drive in a volume before writing data on the next
drive. Valid values are 8, 16, 32, 64, 128, 256, or 512.

user Label The new name that you want to give an existing volume.
Enclose the new volume name in double quotation marks
"),

pr eReadRedundancyCheck The setting to check the consistency of RAID redundancy
data on the stripes during read operations. Do not use
this operation for non-redundant volumes, for example
RAID Level 0. To check redundancy consistency, set

this parameter to TRUE. For no stripe checking, set this
parameter to FALSE.

Notes

Host I/O errors might result in volume groups with more than 32 volumes. This operation might also result in internal
controller reboots due to the expiration of the timeout period before the operation completes. If you experience this
issue, quiesce host I/O, and try the operation again.

When you use this command, you can specify one or more of the optional parameters.

You can apply these parameters to only one volume at a time:

s addCapacity
= segnent Si ze
m userLabel

= | ogi cal Uni t Nunber

Add Capacity, Add Drives, and Segment Size

Setting the addCapaci t y parameter, the addDr i ves parameter, or the segnent Si ze parameter starts a long-
running operation that you cannot stop. These long-running operations are performed in the background and do not
prevent you from running other commands. To show the progress of long-running operations, use the show vol une
act i onPr ogr ess command.

The addDr i ves parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive

tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
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drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

Cache Flush Modifier

Valid values for the cache flush modifier are listed in this table.

Value Description

| medi at e Data is flushed as soon as it is placed into the cache.
.25 Data is flushed after 250 ms.

.5 Data is flushed after 500 ms.

.75 Data is flushed after 750 ms.

1 Data is flushed after 1 s.

1.5 Data is flushed after 1500 ms.

2 Data is flushed after 2 s.

5 Data is flushed after 5 s.

10 Data is flushed after 10 s.

20 Data is flushed after 20 s.

60 Data is flushed after 60 s (1 min.).

120 Data is flushed after 120 s (2 min.).

300 Data is flushed after 300 s (5 min.).

1200 Data is flushed after 1200 s (20 min.).

3600 Data is flushed after 3600 s (1 hr).

Infinite Data in cache is not subject to any age or time constraints. The data is flushed

based on other criteria that are managed by the controller.

IMPORTANT Do not set the value of the cacheFl ushModi fi er parameter above 10 seconds. An exception is for
testing purposes. After running any tests in which you have set the values of the cacheFl ushModi fi er parameter
above 10 seconds, return the value of the cacheFl ushbdi fi er parameter to 10 or fewer seconds.

Cache Without Battery Enabled

Write caching without batteries enables write caching to continue if the controller batteries are completely discharged,
not fully charged, or not present. If you set this parameter to TRUE without an uninterruptible power supply (UPS) or
other backup power source, you can lose data if the power to the storage array fails. This parameter has no effect if
write caching is disabled.

Modification Priority

Modification priority defines the amount of system resources that are used when modifying volume properties. If
you select the highest priority level, the volume modification uses the most system resources, which decreases the
performance for host data transfers.

Cache Read Prefetch

The cacheReadPr ef et ch parameter enables the controller to copy additional data blocks into cache while the
controller reads and copies data blocks that are requested by the host from the drive into cache. This action increases
the chance that a future request for data can be fulfilled from cache. Cache read prefetch is important for multimedia
applications that use sequential data transfers. The configuration settings for the storage array that you use determine
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the number of additional data blocks that the controller reads into cache. Valid values for the cacheReadPr ef et ch
parameter are TRUE or FALSE.

Segment Size

The size of a segment determines how many data blocks that the controller writes on a single drive in a volume before
writing data on the next drive. Each data block stores 512 bytes of data. A data block is the smallest unit of storage.
The size of a segment determines how many data blocks that it contains. For example, an 8-KB segment holds 16
data blocks. A 64-KB segment holds 128 data blocks.

When you enter a value for the segment size, the value is checked against the supported values that are provided by
the controller at run time. If the value that you entered is not valid, the controller returns a list of valid values. Using a
single drive for a single request leaves other drives available to simultaneously service other requests.

If the volume is in an environment where a single user is transferring large units of data (such as multimedia),
performance is maximized when a single data transfer request is serviced with a single data stripe. (A data stripe is
the segment size that is multiplied by the number of drives in the volume group that are used for data transfers.) In
this case, multiple drives are used for the same request, but each drive is accessed only once.

For optimal performance in a multiuser database or file system storage environment, set your segment size to
minimize the number of drives that are required to satisfy a data transfer request.

Minimum Firmware Level

5.00 adds the addCapaci t y parameter.

7.10 adds the pr eReadRedundancyCheck parameter.
7.60 adds the dr awer | D user input.

7.75 adds the dat aAssur anceDi sabl ed parameter.

8.10 corrects the values for the cacheFl ushMbdi f i er parameter in the cache flush table.

Set Volume Copy

NOTE With firmware version 7.83 the copyType=(online | offline) parameter is no longer used.

This command defines the properties for a volume copy pair. This command is valid for both snapshot (legacy)
volume copy pairs and new snapshot volume copy pairs.

Syntax

set vol unmeCopy target [targetNane]

source [sourceNane]

[copyPriority=(highest | high | nedium| low | |owest)]
[target ReadOnl yEnabl ed=( TRUE | FALSE)]
[copyType=(online | offline)]
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Parameters

Parameter Description

tar get The name of the volume to which the data will be copied. Enclose
the target volume name in square brackets ([ ]). If the target volume
name has special characters or numbers, you must enclose the
target volume name in double quotation marks (" ") inside square
brackets.

sour ce The name of the volume from which the data will be copied.
Enclose the source volume name in square brackets ([ ]). If the
source volume name has special characters or numbers, you must
enclose the source volume name in double quotation marks (" ")
inside square brackets.

copyPriority The priority that the volume copy has relative to host I/O activity.
Valid values are hi ghest , hi gh, medi um | ow, or | owest .

t ar get ReadOnl yEnabl ed The setting so that you can write to the target volume or only read
from the target volume. To write to the target volume, set this
parameter to FALSE. To prevent writing to the target volume, set
this parameter to TRUE.

copyType Use this parameter to identify that a volume copy has a snapshot
(legacy). If the volume copy has a snapshot (legacy), set this
parameter to onl i ne. If the volume copy does not have a
snapshot (legacy), set this parameter to of f I i ne.

NOTE This parameter has been deprecated.

Notes

When you use this command, you can specify one or more of the optional parameters.
Minimum Firmware Level

5.40

7.77 adds creating a volume copy with snapshot (legacy).

7.83 removes the copyType=(online | offline) parameter.

Set Volume Group
This command defines the properties for a volume group.
Syntax
set vol umeG oup [vol umeG oupNane]
addDrives=(trayl Dl,drawerI D1,slotI Dl ... traylDn, drawerl Dn, sl otl Dn)

raidLevel=(0 | 1| 3] 5] 6)
owner=(a | b)
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Parameters

Parameter Description

vol umeG oup The name of the volume group for which you want to set properties. Enclose
the volume group name in square brackets ([ ]).

addDri ves The location of the drive that you want to add to the volume group. For high-
capacity drive trays, specify the tray ID value, the drawer ID value, and the
slot ID value for the drive. For low-capacity drive trays, specify the tray ID
value and the slot ID value for the drive. Tray ID values are 0 to 99. Drawer
ID values are 1 to 5. Slot ID values are 1 to 32. Enclose the tray ID value,
the drawer ID value, and the slot ID value in parentheses.

rai dLevel The RAID level for the volume group. Valid values are 0, 1, 3, 5, or 6.

owner The controller that owns the volume group. Valid controller identifiers are a or
b, where a is the controller in slot A, and b is the controller in slot B. Use this
parameter only if you want to change the volume group owner.

Notes
Host 1/0 errors might result in volume groups with more than 32 volumes. This operation also might result in internal
controller reboots because the timeout period ends before the volume group definition is set. If you experience this

issue, quiesce the host I/O operations, and try the command again.

When you use this command, you can specify one or more of the parameters.

NOTE Specifying the addDr i ves parameter or the r ai dLevel parameter starts a long-running operation that you
cannot stop.

The addDr i ves parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

Troubleshooting

Attempting to expand large volume groups by adding drives, also called Dynamic Capacity Expansion (DCE), may fail
with the following message:

Return code: Error 26 - The modification operation cannot complete because of the number of drives in the volume
group and the segment size of the associated volumes. Reduce the segment size of all volumes in the volume group
to 128 KB or below using the Change Segment Size option. Then, retry the operation.

Systems running 7.35.xx.xx firmware may fail with the following message instead of the one noted above:

Return code: Error 462 - A SYMbol procedure could not be carried out because the firmware could not allocate
sufficient cache memory. Operation when error occurred: PROC_startVolum

In addition to the above messages, a Major Event Log (MEL) event indicating insufficient cache available to complete
the DCE operation may occur.

Any controller running 7.xx firmware may encounter this problem.
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DCE requires enough memory to buffer the data read from the original volume and the data to be written to the
expanded volume. Some combination of number of drives in the expansion operation, stripe size, and whether mirror
operations are enabled may result in not enough memory being available to complete the DCE operation.

If the above situation is encountered, possible workarounds are as follows:

= Create the desired size volume group using other unassigned drives.
m Delete the current volume group and then recreate the volume group with the desired number of drives.
s Reduce the segment size being used and then retry the operation.

= If possible, add additional memory to the controller and then retry the operation.

Minimum Firmware Level

6.10

7.10 adds RAID 6 capability.

7.30 removes the avai | abi | i ty parameter.

7.60 adds the dr awer | D user input.

Set Volume Group Forced State

This command moves a volume group into a Forced state. Use this command if the st art vol umeG oup i nport
command does not move the volume group to an Imported state or if the import operation does not work because of
hardware errors. In a Forced state, the volume group can be imported, and you can then identify the hardware errors.

Syntax

set vol umeG oup [vol umeG oupNane] forcedState

Parameter
Parameter Description
vol umeG oup The name of the volume group that you want to place in a Forced state.
Enclose the volume group name in square brackets ([ ]).
Notes

You can move the drives that comprise a volume group from one storage array to another storage array. The CLI
provides three commands that let you move the drives. The commands are st art vol uneG oup export,start
vol unmeG oup inport,andset vol umeG oup forcedState.

In the Forced state, you can perform an import operation on the volume group.

Minimum Firmware Level

7.10
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Set Volume Mapping

This command defines the logical unit number (LUN) mapping between a volume a host or host group. This command
is applicable to volumes in either a volume group or disk pools.

NOTE You cannot use this command for a snapshot volume that is used in online volume copy.

Syntax

set (volune [voluneNanme] | volunme <"ww D'> | accessVol une)
| ogi cal Uni t Nunber =l un

(host ="host Nane" |

host G oup=("host G oupNane" | defaultG oup)

Parameter
Parameter Description
vol ume The name of the volume for which you want to define the logical unit number.

Enclose the volume name in square brackets ([ ]). If the volume name has
special characters or numbers, you must enclose the volume name in double
quotation marks (" ") inside square brackets.

vol ume The World Wide Identifier (WWID) of the volume for which you want to define
the logical unit number. Enclose the WWID in double quotation marks (" ")
inside angle brackets (< >).

accessVol une The logical unit number for the access volume. The logical unit number is the
only property that you can set for the access volume.

| ogi cal Uni t Nunber The logical unit number that you want to use to map to a specific host. This
parameter also assigns the host to a host group

host The name of the host to which the volume is mapped. Enclose the host name
in double quotation marks (" ").

host G oup The name of the host group to which the volume is mapped. Enclose the
host group name in double quotation marks (" "). def aul t G- oup is the host
group that contains the host to which the volume is mapped.

Notes

A host group is an optional topological element that you can define if you want to designate a collection of hosts that
share access to the same volumes. The host group is a logical entity. Define a host group only if you have two or
more hosts that can share access to the same volumes.

You can use any combination of alphanumeric characters, hyphens, and underscores for the names. Names can have
a maximum of 30 characters.

The access volume is the volume in a SAN environment that is used for in-band communication between the
storage management software and the storage array controller. This volume uses a LUN address and consumes
20 MB of storage space that is not available for application data storage. An access volume is required only for in-
band managed storage arrays. If you specify the accessVol ume parameter, the only property you can set is the

| ogi cal Uni t Nunber parameter.

Minimum Firmware Level

5.20

7.83 adds snapshot volume for disk pools.
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Show Asynchronous Mirror Groups

This command displays configuration information for one or more asynchronous mirror groups. This command also
displays the asynchronous mirrored pairs associated with each asynchronous mirror group, including incomplete
asynchronous mirrored pairs.

You alsocan use this command to show the progress of periodic data synchronization on all of the mirrored pairs
within the asynchronous mirror group.

Syntax

show (al | AsyncM rror G oups |
asyncM rrorGroup [asyncM rror GoupNane] |

asyncM rror Goups [asyncM rror G oupNanel ... asyncM rror G oupNaneN] )
[ summary]
Parameter
Parameter Description
al | AsyncM rror G oups Use this parameter if you want to display the properties for all

asynchronous mirror groups.

asyncM rror G oup The name of an asynchronous mirror group for which you
want to show configuration information and the progress of
periodic data synchronization. Enclose the asynchronous
mirror group name in square brackets ([ ]). If the asynchronous
mirror group hame has special characters or numbers, you
must enclose the asynchronous mirror group name in double
quotation marks (" ") inside square brackets.

asyncM rror G oups The names of several asynchronous mirror groups for which
you want to retrieve information. Enter the names of the
asynchronous mirror groups using these rules:

= Enclose all of the names in square brackets ([ ]).

» Separate each of the names with a space.

If the asynchronous mirror group names have special
characters or numbers, enter the names using these rules:

s Enclose all of the names in square brackets ([ ]).
s Enclose each of the names in double quotation marks (" ").

» Separate each of the names with a space.

sumary This parameter displays a concise list of information about the
synchronization progress of one or more asynchronous mirror
groups.

Minimum Firmware Level

7.840

Show Asynchronous Mirror Group Synchronization Progress

This command displays the progress of periodic synchronization of the asynchronous mirror group between the local
and remote storage array. This command returns the progress of data synchronization on all of the mirrored pairs
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within the asynchronous mirror group. This command shows the progress as a percentage of data synchronization
that has been completed.

NOTE There are two types of synchronization: initial synchronization and periodic synchronization. Initial
asynchronous mirror group synchronization progress is displayed in the Long Running Operations dialog and by
executing the show st orageArray | ongRunni ngOper ati ons command.

Syntax

show asyncM rror Group [asyncM rror G oupNane]
[ synchroni zati onProgr ess]

[ summary]
Parameter
Parameter Description
asyncM rror G oup The name of an asynchronous mirror group for which you want to show

synchronization of the asynchronous mirror group between the local
and remote storage array. Enclose the asynchronous mirror group
name in square brackets ([ ]). If the asynchronous mirror group name
has special characters or numbers, you must enclose the asynchronous
mirror group name in double quotation marks (" ") inside square
brackets.

synchroni zati onProgr ess This parameter displays the periodic synchronization progress of the
asynchronous mirror group.

sunmary This parameter displays a concise list of information about the
synchronization of the asynchronous mirror group between the local
and remote storage array.

Minimum Firmware Level

7.84

Show Blocked Events

This command returns a list of events that are currently blocked by the set bl ockEvent Al ert command. The
events in this list are the events that will not send any notifications that you have configured using the alert terminals
and parameters; that is, the email, syslog, and trap notifications.

The output has one line for each event that is blocked, listing the type of event in a hexadecimal format followed by a
description of the event. Following is an example of the output:

Executing Script...

0x280D Encl osure Failure
0x282B Tray Redundancy Lost
Script execution conpl ete.

Syntax

show bl ockedEvent Al ert Li st
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Parameters
None.
Minimum Firmware Level

8.10

Show Cache Backup Device Diagnostic Status

This command returns the status of backup device diagnostic tests started by the st art cacheBackupDevi ce
di agnost i c command. If the diagnostics have finished, all of the results of the diagnostic tests are shown. If the
diagnostics have not finished, only the results of the diagnostic tests that finished are shown. The results of the test
are shown on the terminal, or you can write the results to a file.

Syntax
show cacheBackupDevice controller [(a | b)] diagnosticStatus [file="fil eNane"]

Parameters

Parameter Description

controller The controller that has the cache backup device on which you are running
the diagnostic tests. Valid controller identifiers are a or b, where a is the
controller in slot A, and b is the controller in slot B. Enclose the controller
identifier in square brackets ([ ]). If you do not specify a controller, the storage
management software returns a syntax error.

file The name of the file that contains the result of the diagnostic tests. Enclose
the file name in double quotation marks (" ").

This command does not automatically append a file extension to the file
name. You must add an extension when you enter the file name.

Minimum Firmware Level

7.60 adds the capability for cache backup device diagnostics.

Show Cache Memory Diagnostic Status
This command returns the status of cache memory diagnostics started by the st art control | er di agnostic

command. If the diagnostics have finished, all of the results of the diagnostic tests are shown. If all of the diagnostics
have not finished, only the results of the diagnostic tests that finished are shown.

Syntax

show cacheMenory controller [(a | b)] diagnosticStatus file="fil eNane"
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Parameters

Parameter Description

controller The controller that has the cache memory on which you are running the
diagnostic tests. Valid controller identifiers are a or b, where a is the
controller in slot A, and b is the controller in slot B. Enclose the controller
identifier in square brackets ([ ]).

file The name of the file that contains the result of the diagnostic tests. Enclose
the file name in double quotation marks (" ").

This command does not automatically append a file extension to the file
name. You must add an extension when you enter the file name.

Minimum Firmware Level

7.60 adds the capability for the cache memory diagnostics.

Show Consistency Group

This command returns information about one or more consistency groups.
Syntax

show (al | Consi stencyGroups | consistencyG oup [consistencyG oupNane] |
consi stencyG oups [consi stencyG oupNanmel ... consistencyG oupNanmeN])
[(sumary | schedul e)]

Parameters

Parameter Description

al | Consi st encyG oups This setting returns information about all of the consistency groups
in the storage array.

consi st encyG oup The name of the consistency group for which you are retrieving
information. Enclose the consistency group name in square
brackets ([ ]). If the consistency group name has special characters
or numbers, you must enclose the consistency group name in
double quotation marks (" ") inside square brackets.

consi st encyG oups The names of several consistency groups for which you are
retrieving information. All of the volumes will have the same
properties. Enter the names of the volumes using these rules:

= Enclose all of the names in square brackets ([ ]).

m Separate each of the names with a space.

If the volume names have special characters or consist only of
numbers, enter the names using these rules:

s Enclose all of the names in square brackets ([ ]).
= Enclose each of the names in double quotation marks (" ").

m Separate each of the names with a space.

sumary This setting returns a concise list of information about the
consistency groups.
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Parameter Description

schedul e This parameter returns information about any schedules for a
consistency group.

Minimum Firmware Level

7.83

Show Consistency Group Snapshot Image

This command shows one snapshot image or several snapshot images that are in one or more snapshot consistency

groups.
Syntax
show ((CGSnapl nage [ (CGSnapl mageName | CGSnapl mageSequenceNumnber)]) |
(CGSnapl mages [ (CGSnapl nageNunber1 ... CGSnapl mageNunbern |
CGSnapl nageSequenceNunber 1 ... CGSnapl nageSequenceNunbern)]) |
al I CGSnapl mages
[ summary]
Parameters
Parameter Description
CGSnapl mage or The name of the snapshot image in a consistency group. The name of a
CGSnapl mages snapshot image is comprised of two parts:

» The name of the consistency group
= An identifier for the snapshot image in the consistency group.
The identifier for the snapshot image can be one of these:

= An integer value that is the sequence number of the snapshot in the
consistency group.

s NEVEEST - Use this option when you want to show the latest snapshot
image created in the consistency group.

s COLDEST - Use this option when you want to show the earliest snapshot
image created in the consistency group.

Enclose the snapshot image name in double quotation marks (
square brackets ([ ]).

) inside

You can enter more than one snapshot image name or sequence number.
Enclose all of the snapshot image names in one set of double quotation
marks (" ") inside square brackets ([ ]). Separate each snapshot image name
with a space.

al | CGSnapl nages The setting to return all of the snapshot images from the consistency groups.

sunmary The setting to return a concise list of information about all of the snapshot
images in the storage array.

Notes

The name of a snapshot image has two parts separated by a colon (:):

= The identifier of the snapshot consistency group
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s The identifier of the snapshot image

For example, if you want to show snapshot image 12345 in a snapshot consistency group that has the name
snapCGroup1, you would use this command:

show CGsnapl mage ["snapCG oupl: 12345"];

To show the most recent snapshot image in a snapshot consistency group that has the name snapCGroup1, you
would use this command:

show CGsnapl mage ["snapCG oupl: newest"];

To show the snapshot images in several snapshot consistency groups that have the names snapCGroup1,
snapCGroup2, and snapCGroup3, you would use this command:

show CGsnapl mages ["snapCG oupl: 12345 snapCG oup2: newest snapCG oup3: ol dest"];

Note that in these examples the snapshot consistency group name is separated from the snapshot image identifier by
a colon (2).

Minimum Firmware Level

7.83

Show Controller

For each controller in a storage array, this command returns the following information:

s The status (Online or Offline)

= The current firmware and NVSRAM configuration

s The pending firmware configuration and NVSRAM configuration (if any)
s The board ID

s The product ID

m The product revision

m The serial number

m The date of manufacture

= The cache size or the processor size

m The date and the time to which the controller is set

s The associated volumes (including the preferred owner)
s The Ethernet port

s The physical disk interface

s The host interface, which applies only to Fibre Channel host interfaces

Syntax

show (all Controllers | controller [(a | b)]) [sumary]
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Parameters

Parameter

Description

all Controll ers

The setting to return information about both controllers in the
storage array.

controller The setting to return information about a specific controller in
the storage array. Valid controller identifiers are a or b, where
a is the controller in slot A, and b is the controller in slot B.
Enclose the controller identifier in square brackets ([ ]).
sumary The setting to return a concise list of information about both
controllers in the storage array.
Notes

The following list is an example of the information that is returned by the show cont r ol | er command. This
example only shows how the information is presented and should not be considered to represent best practice for a
storage array configuration.

Controller in slot A

Status: Online

Current configuration
Fi rmnvare version: 96.10.21.00
Appwar e version: 96.10.21.00
Bootware version: 96.10.21.00
NVSRAM ver si on: N4884- 610800- 001
Pendi ng configuration
Fi rmnvare version: Not applicable
Appwar e version: Not applicable
Bootware version: Not applicable
NVSRAM ver si on: Not applicable
Transferred on: Not applicable

Board | D. 4884

Pr oduct | D:

Seri al nunber:

| NF- 01- 00
Pr oduct revision: 9610

1714148766

Dat e of manufacture: October 14, 2006

Cache/ processor size (MB): 1024/128

Date/ Ti me: Wed Feb 18 13:55:53 MST 2008

Associ ated Volunmes (* = Preferred Omer):
1*, 2*, CIL O Mrror Repository*, Mrror Repository 1*,
JCG Renote_M rror MenuTest s*

Et hernet port:

1

MAC address: 00:a0:b8:0c:c3:f5

Host nane

ausctlr9

Net wor k configuration: Static

| P addr ess:

172.22. 4. 249

Subnet nmask: 255.255.255.0
Gateway: 172.22.4.1
Renot e | ogi n: Enabl ed

Dr

Channel :

1

ve interface: Fibre

Current ID: 125/0x1

Maxi mum data rate: 2 Gops
Current data rate: 1 CGops
Data rate control: Switch
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Li nk status: Up
ve interface: Fibre
Channel : 2
Current 1D: 125/0x1
Maxi mum data rate: 2 Gops
Current data rate: 1 CGops
Data rate control: Switch
Li nk status: Up
ive interface: Fibre
Channel : 3
Current 1D: 125/0x1
Maxi mum data rate: 2 Gops
Current data rate: 1 CGops
Data rate control: Switch
Li nk status: Up
ive interface: Fibre
Channel : 4
Current 1D: 125/0x1
Maxi mum data rate: 2 Gops
Current data rate: 1 Gops
Data rate control: Switch
Li nk status: Up
Host interface: Fibre
Port: 1
Current ID: Not applicabl e/ OXFFFFFFFF
Preferred ID: 126/ 0x0
NL- Port 1 D: 0x011100
Maxi mum data rate: 2 Gops
Current data rate: 1 CGops
Data rate control: Switch
Li nk status: Up
Topol ogy: Fabric Attach
Wor | d-wi de port nane: 20:2c:00:a0: b8:0c:c3:f6
Wor | d-wi de node nane: 20:2c:00:a0: b8:0c:c3:f5
Part type: HPFC 5200 revision 10
Host interface: Fibre
Port: 2
Current ID: Not applicabl e/ OXFFFFFFFF
Preferred I D: 126/ 0x0
NL- Port 1 D: 0x011100
Maxi mum data rate: 2 Gops
Current data rate: 1 CGops
Data rate control: Switch
Li nk status: Up
Topol ogy: Fabric Attach
Wor | d-wi de port nane: 20:2c:00:a0: b8:0c:c3:f7
Wor | d-wi de node nane: 20:2c:00:a0: b8:0c:c3:f5
Part type: HPFC 5200 revision 10

Dr

e

e

When you use the sunmar y parameter, the command returns the list of information without the drive channel
information and the host channel information.

The show st or ageAr r ay command also returns detailed information about the controller.

Minimum Firmware Level

5.43 adds the sunmar y parameter.
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Show Controller Diagnostic Status

This command returns the status of controller diagnostics started by the start control | er di agnostic
command. If the diagnostics have finished, the entire results of the diagnostic tests are shown. If the diagnostic tests
have not finished, only the results of the of the tests that are finished are shown. The results of the test are shown on
the terminal, or you can write the results to a file.

Syntax

show controller [(a | b)] diagnosticStatus [fil e=fil enane]

Parameters

Parameter Description

controller The setting to return information about a specific controller in the storage
array. Valid controller identifiers are a or b, where a is the controller in slot
A, and b is the controller in slot B. Enclose the controller identifier in square
brackets ([ ]).

file The name of the file that contains the results of the diagnostic tests. This
command does not automatically append a file extension to the file name.
You must add an extension when you enter the file name.

Minimum Firmware Level

7.70 adds the capability for controller diagnostic status.

Show Controller NVSRAM

This command returns a list of the NVSRAM byte values for the specified host type. If you do not enter the optional
parameters, this command returns a list of all of the NVSRAM byte values. To view an example of a table of NVSRAM
values that are returned by this command, refer to the "Examples of Information Returned by the Show Command"
appendix in Configuring and Maintaining a Storage Array Using the Command Line Interface document.

Syntax

show (all Controllers | controller [(a | b)])
NVSRAM [ host Type=host Typel ndexLabel | host ="host Nane"]

Parameters

Parameter Description

all Controllers The setting to return information about both controllers in the storage array.

controller The setting to return information about a specific controller in the storage
array. Valid controller identifiers are a or b, where a is the controller in slot
A, and b is the controller in slot B. Enclose the controller identifier in square
brackets ([ ]).

host Type The index label or number of the host type. Use the show st or ageArr ay
host TypeTabl e command to generate a list of available host type
identifiers.

host The name of the host that is connected to the controllers. Enclose the host
name in double quotation marks (" ").
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Notes
Use the show control | er NVSRAMcommand to show parts of or all of the NVSRAM before using the set

control I er command to change the NVSRAM values. Before making any changes to the NVSRAM, contact your
Technical Support Representative to learn what regions of the NVSRAM you can modify.

Minimum Firmware Level

6.10

Show Current iSCSI Sessions

This command returns information about an iSCSI session for either an iSCSI initiator or an iISCSI target.

Syntax
show iscsilnitiator ["initiatorName" | <"ww D'>] iscsi Sessions
show i scsi Target ["targetNane" | <"ww D'>] iscsi Sessions
Parameters
Parameter Description
iscsilnitiator The name of the iSCSI initiator for which you want to obtain session
information.
If the iISCSI initiator uses a label or an alias, enclose the iISCSI initiator label
or alias in double quotation marks (" ") inside square brackets ([ ]).
If the iISCSI initiator uses a World Wide Identifier (WWID), enclose the WWID
in double quotation marks (" ") inside angle brackets (< >).
i scsi Tar get The name of the iISCSI target for which you want to obtain session
information.
If the iISCSI target uses a label or an alias, enclose the iISCSI target label or
alias in double quotation marks (" ") inside square brackets ([ ]).
If the iISCSI target uses a World Wide Identifier (WWID), enclose the WWID
in double quotation marks (" ") inside angle brackets (< >).
Notes

If you enter this command without defining any arguments, this command returns information about all of the iISCSI
sessions that are currently running. The following command returns information about all of the current iISCSI
sessions:

show i scsi Sessi ons

To limit the information that is returned, enter a specific iISCSI initiator or a specific iISCSI target. This command then
returns information about the session for only the iISCSI initiator or the iSCSI target that you named.

Minimum Firmware Level

7.10
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Show Disk Pool

This command returns this information about a disk pool:

= The status (such as optimal, online, offline)

= The total capacity

m The preservation capacity, usable capacity and unusable capacity
s The current owner (the controller in slot A or the controller in slot B)
s The drive media (Fibre Channel, SATA, or SAS)

m The drive interface (Fibre Channel, SATA, or SAS)

m The associated volumes and free capacity

= The associated drives

Syntax

show di skPool [di skPool Nane]

Parameter
Parameter Description
di skPool The name of the disk pool for which you are retrieving information. Enclose the disk
pool name in square brackets ([ ]). If the disk pool name has special characters or
numbers, you must enclose the disk pool name in double quotation marks (" ") inside
square brackets.
Notes

Use this command to show the disk pool content of the storage array profile.

Minimum Firmware Level

7.83

Show Drive

For each drive in the storage array, this command returns the following information:

s The total number of drives
m The type of drive (Fibre Channel, SATA, or SAS)
m Information about the basic drive:

- The tray location and the slot location

- The status

- The capacity

- The data transfer rate

- The product ID

- The firmware level

= Information about the drive channel:
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- The tray location and the slot location
- The preferred channel
- The redundant channel

m Hot spare coverage

m Details for each drive

Depending on the size of your storage array, this information can be several pages long. To view an example of the
drive information that is returned by the show dri ves command, refer to the "Examples of Information Returned by
the Show Commands" topic in "Configuring and Maintaining a Storage Array Using the Command Line Interface." In
addition, the drive information is returned for the show st or ageArray profil e command.

Syntax

show (al |l Drives

[driveMedi aType=(HDD | SSD | unknown | all Media)] |
[driveType=(fibre | SATA | SAS)]) |

drive [trayl D drawerl D, slotl D |

drives [traylDl,drawerIDl,slotIDl ... trayl Dn,drawerlDn, sl otlDn])

sunmary

Parameters
Parameter Description
all Drives The setting to return information about all of the drives in the storage array.
dri veMedi aType The type of drive media for which you want to retrieve information. The

following values are valid types of drive media:
s HDD — Use this option when you have hard drives in the drive tray.
s SSD- Use this option when you have solid state drives in the drive tray.

= unknown — Use this option if you are not sure what types of drive media
are in the drive tray.

s al | Medi a — Use this option when you want to use all types of drive media
that are in the drive tray.

driveType The type of drive for which you want to retrieve information. You cannot mix
drive types.

Valid drive types are :
w fibre
s SATA

s SAS
If you do not specify a drive type, the command defaults to f i br e.

driveordrives The location of the drive for which you want to retrieve information. For high-
capacity drive trays, specify the tray ID value, the drawer ID value, and the
slot ID value for each drive. For low-capacity drive trays, specify the tray ID
value and the slot ID value for each drive. Tray ID values are 0 to 99. Drawer
ID values are 1 to 5. Slot ID values are 1 to 32. Enclose the tray ID values,
the drawer ID values, and the slot ID values in parentheses.

sunmary The setting to return the status, the capacity, the data transfer rate, the
product ID, and the firmware version for the specified drives.
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Notes

To determine information about the type and location of all of the drives in the storage array, use the al | Dri ves
parameter.

To determine the information about the Fibre Channel, SATA, or SAS drives in the storage array, use the dri veType
parameter.

To determine the type of drive in a specific location, use the dr i ve parameter, and enter the tray ID and the slot ID for
the drive.

The dri ve parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

Minimum Firmware Level
5.43

7.60 adds the dr awer | Duser input and the dri veMedi aType parameter.

Show Drive Channel Statistics

This command shows the cumulative data transfer for the drive channel and error information. If the controller has
automatically degraded a drive channel, this command also shows interval statistics. When you use this command,
you can show information about one specific drive channel, several drive channels, or all drive channels.

Syntax

show (driveChannel [(1 ] 2| 3| 4| 5| 6| 7| 8] |
driveChannels [1 2 3456 7 8] |
al | Dri veChannel s) stats

Parameters

Parameter Description

dri veChannel The identifier number of the drive channel for which you want to show
information. Valid drive channel values are 1, 2, 3, 4, 5, 6, 7, or 8. Enclose
the drive channel in square brackets ([ ]).
Use this parameter when you want to show the statistics for only one drive
channel.

dri veChannel s The identifier numbers of several drive channels for which you want to show
information. Valid drive channel values are 1, 2, 3, 4, 5, 6, 7, or 8. Enclose
the drive channels in square brackets ([ ]) with the drive channel value
separated with a space.
Use this parameter when you want to show the statistics for more than one
drive channel.

al | DriveChannel s The identifier that selects all of the drive channels.
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Notes

None.

Minimum Firmware Level
6.10

7.15 adds an update to the drive channel identifier.

Show Drive Download Progress

This command returns the status of firmware downloads for the drives that are targeted by the downl oad dri ve
firmvar e command or the downl oad st orageArray driveFi r mnvar e command.

Syntax

show al | Dri ves downl oadPr ogress
Parameters

None.

Notes

When all of the firmware downloads have successfully completed, this command returns good status. If any firmware
downloads fail, this command shows the firmware download status of each drive that was targeted. This command
returns the statuses shown in this table.

Status Definition

Successful The downloads completed without errors.
Not Attempted The downloads did not start.

Partial Download The downloads are in progress.

Failed The downloads completed with errors.

Minimum Firmware Level

6.10

Show Drive Performance Statistics

For each drive in the storage array, this command returns the following information:

m The storage array in which has the drive or drives
s The current I/O latency

s The maximum I/O latency

s The minimum I/O latency

s The average I/O latency

306 - CLI and Script Commands for Version 11.20



Syntax

show (all Drives

drive [trayl D, drawerl D, slotlD] |

drives [traylDl,drawerIDl,slotID1 ... trayl Dn,drawerlDn, sl otlDn])
performanceSt at s

Parameters
Parameter Description
all Drives The setting to return information about all of the drives in the storage array.
driveordrives The location of the drive for which you want to retrieve information. For high-
capacity drive trays, specify the tray ID value, the drawer ID value, and the
slot ID value for each drive. For low-capacity drive trays, specify the tray ID
value and the slot ID value for each drive. Tray ID values are 0 to 99. Drawer
ID values are 1 to 5. Slot ID values are 1 to 32. Enclose the tray ID values,
the drawer ID values, and the slot ID values in parentheses.
Notes

The dri ve parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

The show drive performanceSt at s command returns drive performance statistics as shown in this example:

"Performance Monitor Statistics for Storage Array: renmote_pp -
Date/ Ti me: 10/23/12 3:47:27 PM -
Polling interval in seconds: 5"
"Cbjects","Current |10 Latency", "Maxi nrum | O Latency"”,"M ni nrum | O Latency",
"Average | O Latency"
"Capture Iteration: 21", "" " "" ""
"Date/ Time: 10/23/12 3: 47 27 PM‘
"Drive Tray 0, Slot 1","0.0","0.0", "O. 0","0.0"

Minimum Firmware Level

7.86

Show Host Interface Card Diagnostic Status
This command returns the status of running, interrupted, or completed host interface card diagnostics started by the
start hostCard di agnosti c command. If the diagnostics have finished, the entire results of the diagnostic tests
are shown. If the diagnostics have not finished, only the results of the tests that are finished are shown. The results of
the test are shown on the terminal, or you can write the results to a file.

Syntax

show host Card controller [(a | b)] diagnosticStatus [progressOnly] [file=filenane]

CLI and Script Commands for Version 11.20 - 307



Parameters

Parameter Description

controller The controller that has the host interface card on which you are running

the diagnostic tests. Valid controller identifiers are a or b, where a is the
controller in slot A, and b is the controller in slot B. Enclose the controller
identifier in square brackets ([ ]). If you do not specify a controller, the storage
management software returns a syntax error.

progressOnly The pr ogr essOnl y parameter, shows the progress of the diagnostic test
without waiting for the diagnostic tests to completely finish.

file The name of the file that contains the results of the diagnostic tests. This
command does not automatically append a file extension to the file name.
You must add an extension when you enter the file name.

Notes

The pr ogr essOnl y parameter is useful for seeing the progress of command scripts that need to sequentially
complete operations.

Minimum Firmware Level

7.70 adds the capability for controller host interface card diagnostics.

Show Host Ports

For all of the host ports that are connected to a storage array, this command returns this information:

= The host port identifier
m The host port name
s The host type

Syntax

show al | Host Ports

Parameters

None.

Notes

This command returns HBA host port information similar to this example.

HOST PORT | DENTI FI ER HOST PORT NAME HGOST TYPE

12: 34:56: 54: 33: 22: 22: 22 Jupiterl Sol ari s

12: 34:56: 78:98:98:88: 88 Plutol W ndows 2000/ Server 2003 C ustered
54:32:12: 34: 34: 55: 65: 66 Undefi ned Undefi ned

Minimum Firmware Level

5.40

308 - CLI and Script Commands for Version 11.20



Show Snapshot Group

This command returns this information about one or more snapshot image groups.

Syntax

show (al | SnapGroups | snapG oup [shapG oupNane] |
snapG oups [ "snhapG oupNanel" ... "snapG oupNanen"])
[summary | schedul e]

Parameters

Parameter Description

al | ShapG oups The parameter to return information about all of the snapshot groups in the
storage array.

snapG oup The name of the snapshot group for which you want to retrieve information.
Enclose the snapshot group name in square brackets ([ ]). If the snapshot
group name has special characters or numbers, you must enclose the
snapshot group name in double quotation marks (" ") inside square brackets.

snapG oups The names of several snapshot groups for which you want to retrieve
information. Enter the names of the snapshot groups using these rules:

= Enclose all of the names in square brackets ([ ]).

» Separate each of the names with a space.

If the snapshot group names have special characters or consist only of
numbers, enter the names using these rules:

m Enclose all of the names in square brackets ([ ]).
s Enclose each of the names in double quotation marks (" ").

» Separate each of the names with a space.

sumary The parameter to return a concise list of information about the snapshot
groups.

schedul e The parameter to return a concise list of information about the schedules for
the snapshot group copy operations.

Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

This command returns snapshot group information as shown in this example:

SNAPSHOT GROUP DETAI LS
SNAPSHOT GROUPS- - - - - == = === = == m e mmm e mme e
SUMVARY

Total Snapshot Groups: 1

Total Snapshot |nmages: 0

Enabl ed Snapshot | nage Schedul es: 0

Status: 1 Optimal, 0 Non Opti mal

Nane Type St at us Associ at ed Base Vol une

2 SG o1 St andard Opt i nal 2

Total Repository Capacity Available Repository Capacity Snapshot Image Limt
10. 318 GB 10.318 GB (100% 0
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Snapshot | mages Schedul ed
0 No
DETAI LS
Snapshot G oup "2_SG 01"
Status: Optimal
Type: St andard
Associ ated base vol une: 2
Cluster size: 65,536 bytes
Repository
Total repository volumes: 3
Aggregate repository status: Optimal
Total repository capacity: 10. 318 GB

Used capacity: 0.000 MB (0%
Avail abl e repository capacity: 10.318 GB (100%
Repository full policy: Aut o- pur ge Snapshot | mages

Utilization alert threshold: 75%
Snapshot i mages

Total Snapshot inmages: 0

Aut o- del et e Snapshot i mages: Disabl ed

Snapshot i mage schedul e: Not Applicabl e

Minimum Firmware Level

7.83

Show Snapshot Image

This command returns information about the snapshot images that a user had previously created.

Syntax for Showing a Specific Snapshot Image

show (al | Snapl nages | snapl nage [ "snapl mageNane"] |

snapl mages [ "snapl nageNanel" ... "snapl nageNanen"]])
[ summary]
Parameters
Parameter Description
al | Snapl mages The parameter to return information about all of the snapshot images in the storage
array.
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Parameter Description

shapl mage or The name of a snapshot image for which you want to retrieve information. The
name of a snapshot image is comprised of two parts:

s The name of the snapshot group

= An identifier for the snapshot image in the snapshot group

The identifier for the snapshot image can be one of these:

= An integer value that is the sequence number of the snapshot in the snapshot
group.

= NEWEST - Use this option when you want to show the latest snapshot image
created in the snapshot group.

s OLDEST - Use this option when you want to show the earliest snapshot image
created in the snapshot group.

Enclose the snapshot image name in double quotation marks (" ") inside square
brackets ([ ]).

shapl mages The names of several snapshot images for which you want to retrieve information.
Enter the names of the snapshot images using these rules:

= Enclose all of the names in square brackets ([ ]).
s Enclose each of the names in double quotation marks (" ").

s Separate each of the names with a space.

sunmary This parameter returns a concise list of information about the snapshot images.

Notes

The name of a snapshot image has two parts separated by a colon (;):

= The identifier of the snapshot group

» The identifier of the snapshot image

For example, if you want to show snapshot image 12345 in a snapshot group that has the name snapGroup1, you
would use this command:

show snapl mage ["snapG oupl: 12345"];

To show the most recent snapshot image in a snapshot group that has the name snapGroup1, you would use this
command:

show snapl mage ["snapG oupl: newest"];

To show the snapshot images in several snapshot consistency groups that has the names snapGroup1, snapGroup2,
and snapGroup3, you would use this command:

show snapl mages ["snhapG oupl: 12345 snapG oup2: newest snapG oup3: ol dest”];

Minimum Firmware Level

7.83
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Show Snapshot Volumes

This command returns information about one or more snapshot volumes.

Syntax
show (al | SnapVol unes | snapVol une [ "snapVol umreNane"] |
snapVol unes ["snapVol uneNanmel" ... "snapVol umeNanen"])
[ summary]
Parameters
Parameter Description
al | SnapVol unes The parameter to return information about all of the snapshot volumes in the

storage array.

snapVol ume or The name of a snapshot volume about which you want to retrieve
information. Enclose the snapshot volume name in double quotation marks
(" ") inside of square brackets ([ ]).

shapVol unes The names of several snapshot volumes for which you want to retrieve
information. Enter the names of the snapshot volumes using these rules:

= Enclose all of the names in square brackets ([ ]).
= Enclose each of the names in double quotation marks (" ").

» Separate each of the names with a space.

sunmary The parameter to return a concise list of information about the snapshot
volumes.

Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

This command returns snapshot volume information as shown in this example:

SNAPSHOT VOLUME( SNAPSHOT- | MAGE BASED) SUMVARY

SUMVARY

Total Snapshot Vol unes: 1

Most Recent Snapshot Vol ume: Day nmonth date hh: nmss yyyy
Status: 1 Optimal, O Non Opti mal
Nane Type St at us Capacity Associ at ed Base Vol unme
2_Sv_0001 St andard Opti mal 3.000 GB 2

Snapshot Vol ume Ti mest anp Snapshot | mage Ti nestanp Mode
1/23/12 6:44:31 PM | ST 1/23/12 6:27:36 PM | ST Read Wite

Total Repository Capacity Avai |l abl e Repository Capacity
1.199 GB 0.125 MB (0%

The size of your monitor determines how the information wraps and will affect how the information appears.

Minimum Firmware Level

7.83
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Show SSD Cache

This command displays information about the SSD cache.

Syntax

show ssdCache [ssdCacheNane]

Parameter
Parameter Description
ssdCache The name of the SSD cache for which you want to retrieve information.
Enclose the SSD cache name in square brackets ([ ]). If the SSD cache
name has special characters or numbers, you must enclose the SSD cache
name in double quotation marks (" ") inside square brackets.
Notes

This command returns the SSD cache information similar to this example.

SSD Cache nane: ny_cache

St at us: Opt i mal

Type: Read Only

I/ O characteristic type: File System
Maxi mum capacity al | owed: 1, 862. 645 GB
Current capacity: 557.792 GB
Addi ti onal capacity all owed 1, 304.852 GB
Drive capacities: Al 278.896 GB

Quality of Service (QS) Attributes

Security capabl e: No
Secure: No
Dat a Assurance (DA) capabl e: No
Associ ated drives:
Tr ay Sl ot
0 4
0 11
Vol umes usi ng SSD cache: vol ume_t est

Minimum Firmware Level

7.84

Show SSD Cache Statistics

This command displays data about the SSD cache usage.
Syntax
show ssdCache [ssdCacheNane] ssdCacheStatistics

[controller=(al b| both)]
[file="filenane"]
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Parameters

Parameter Description

ssdCache The name of the SSD cache for which you want to retrieve information. Enclose
the SSD cache name in square brackets ([ ]). If the SSD cache name has special
characters or numbers, you must enclose the SSD cache name in double
quotation marks (" ") inside square brackets.

controller Each controller stores SSD cache metadata for the volumes that it owns.
Therefore, the SSD cache statistics are maintained and displayed per controller.
Valid controller identifiers are a, b, or bot h, where a is the controller in slot A,

b is the controller in slot B, and bot h is both controllers. Enclose the controller
identifier in square brackets ([ ]). If you do not specify a controller, the default
value is bot h.

file The file path and the file name to which you want to save the SSD cache
statistics. Additional statistics are available when you save the statistics to a file.

Enclose the file name in double quotation marks (" "). For example:
file="C \Program Fil es\ CLI\I| ogs\ ssdcachestats. csv".
You can use any file name but you must use the . csv extension.

Notes

The following statistics are displayed on the screen:

Reads — total number of host reads of SSD cache-enabled volumes

Compare the Reads relative to Writes. The Reads need to be greater than the Writes for effective SSD cache
operation. The greater the ratio of Reads to Writes the better the operation of the cache.

Writes — total number of host writes to SSD cache-enabled volumes
Cache Hits — a count of the number of cache hits
Cache Hits (%) — derived from Cache Hits/total reads

The Cache Hit percentage should be greater than 50 percent for effective SSD cache operation. A small number
could be indicative of several things:

- Ratio of Reads to Writes is too small.
- Reads are not repeated.

- Cache capacity is too small.

NOTE To help determine the ideal SSD cache capacity, you can run the Performance Modeling Tool using the
start ssdCache [ssdCacheNane] perfornanceMdel i ng command.

Cache Allocation (%) — The amount of SSD cache storage that is allocated, expressed as a percentage of the
SSD cache storage that is available to this controller. Derived from allocated bytes / available bytes.

Cache Allocation percentage normally shows as 100 percent. If this number is less than 100 percent, it means
either the cache has not been warmed or the SSD cache capacity is larger than all the data being accessed. In the
latter case, a smaller SSD cache capacity could provide the same level of performance. Note that this does not
indicate that cached data has been placed into the SSD cache, it is simply a preparation step before data can be
placed in the SSD cache.

Cache Utilization (%) — The amount of SSD cache storage that contains data from enabled volumes, expressed
as a percentage of SSD cache storage that is allocated. This value represents the utilization or density of the SSD
cache. Derived from user data bytes / allocated bytes.
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Cache Utilization percentage normally is lower than 100 percent, perhaps much lower. This number shows the
percent of SSD cache capacity that is filled with cache data. The reason this number is lower than 100 percent is
that each allocation unit of the SSD cache, the SSD cache cache-block, is divided into smaller units called sub-
blocks, which are filled somewhat independently. A higher number is generally better, but performance gains can
be significant even with a smaller number.

These additional statistics are included when you save the data to a file:

= Read Blocks — Number of blocks in host reads.
»  Write Blocks — Number of blocks in host writes.
m Full Hit Blocks — Number of block cache hit.

The full hit blocks indicate the number of blocks that have been read entirely from SSD cache. The SSD cache is
only beneficial to performance for those operations that are full cache hits.

s Partial Hits — Number of host reads where at least one block, but not all blocks, were in the SSD cache. This is an
SSD cache miss where the reads were satisfied from the base volume.

Partial cache hits and partial cache hit blocks result from an operation that has only a portion of its data in the
SSD cache. In this case, the operation must retrieve the data from the cached HDD volume. The SSD cache
offers no performance benefit for this type of hit. If the partial cache hit blocks count is higher than the full cache hit
blocks, it is possible that a different I/O characteristic type (file system, database, or web server) could improve the
performance.

= Partial Hits — Blocks — Number of blocks in Partial Hits.

Partial cache hits and partial cache hit blocks result from an operation that has only a portion of its data in the
SSD cache. In this case, the operation must retrieve the data from the cached HDD volume. The SSD cache
offers no performance benefit for this type of hit. If the partial cache hit blocks count is higher than the full cache hit
blocks, it is possible that a different I/O characteristic type (file system, database, or web server) could improve the
performance.

m  Misses — Number of host reads where none of the blocks were in the SSD cache. This is an SSD cache miss
where the reads were satisfied from the base volume.

m  Misses — Blocks — Number of blocks in Misses.

s Populate Actions (Host Reads) — Number of host reads where data was copied from the base volume to the
SSD cache.

s Populate Actions (Host Reads) — Blocks — Number of blocks in Populate Actions (Host Reads).

s Populate Actions (Host Writes) — Number of host writes where data was copied from the base volume to the
SSD cache.

The Populate Actions (Host Writes) count may be zero for the cache configuration settings that do not fill the cache
as a result of a Write I/O operation.

= Populate Actions (Host Writes) — Blocks — Number of blocks in Populate Actions (Host Writes).

= Invalidate Actions — Number of times data was invalidated/removed from the SSD cache. A cache invalidate
operation is performed for every host write request, every host read request with Forced Unit Access (FUA), every
verify request, and in some other circumstances.

= Recycle Actions — Number of times that the SSD cache block has been re-used for another base volume and/or
a different LBA range.

For effective cache operation, it is important that the number of recycles is small compared to the combined
number of read and write operations. If the number of Recycle Actions is close to the combined number of Reads
and Writes, then the SSD cache is thrashing. Either the cache capacity needs to be increased or the workload is
not favorable for use with SSD cache.

= Available Bytes — Number of bytes available in the SSD cache for use by this controller.
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The available bytes, allocated bytes, and user data bytes are used to compute the Cache Allocation % and the
Cache Utilization %.

= Allocated Bytes — Number of bytes allocated from the SSD cache by this controller. Bytes allocated from the SSD
cache may be empty or they may contain data from base volumes.

The available bytes, allocated bytes, and user data bytes are used to compute the Cache Allocation % and the
Cache Utilization %.

= User Data Bytes — Number of allocated bytes in the SSD cache that contain data from base volumes.

The available bytes, allocated bytes, and user data bytes are used to compute the Cache Allocation % and the
Cache Utilization %.

Minimum Firmware Level

7.84

Show Storage Array

This command returns configuration information about the storage array. The parameters return lists of values for the
components and features in the storage array. You can enter the command with a single parameter or more than one
parameter. If you enter the command without any parameters, the entire storage array profile is shown (which is the
same information as if you entered the pr of i | e parameter).

Syntax

show storageArray (autoSupportConfig | profile |
batteryAge | connections | defaul tHost Type | healthStatus |
host TypeTabl e | hot SpareCoverage | features | tinme |

vol umeDi stribution | | ongRunni ngOperations | sunmmary)
Parameters
Parameter Description
profile The parameter to show all of the properties of the logical

components and the physical components that comprise the
storage array. The information appears in several screens.

NOTE The profile parameter returns detailed information
about the storage array. The information covers several
screens on a display. You might need to increase the size of
your display buffer to see all the information. Because this
information is so detailed, you might want to save the output
of this parameter to a file.

Use the following command to save the profile output to a file:

c:\...\smX\client>sntli 123.45.67.88
123.45.67.89 -c "show storagearray profile;"
-0 "c:\fol der\storagearray

profile.txt"
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Parameter

Description

aut oSupport Confi g

The parameter to return information about the current state
of the operation to automatically collect support data. The
following information is returned:

s Whether the operation is enabled or disabled

m The location of the folder where the support data file is
located

batt eryAge

The parameter to show the status, the age of the battery in
days, and the number of days until the battery needs to be
replaced.

connecti ons

The parameter to show a list of where the drive channel ports
are located and where the drive channels are connected.

def aul t Host Type

The parameter to show the default host type and the host type
index.

heal t hSt at us

The parameter to show the health, logical properties, and
physical component properties of the storage array.

host TypeTabl e

The parameter to show a table of all of the host types that are
known to the controller. Each row in the table shows a host
type index and the platform that the host type index represents.

hot Spar eCover age

The parameter to show information about which volumes of the
storage array have hot spare coverage and which volumes do
not.

features The parameter to show the feature configuration of the storage
array.
tinme The parameter to show the current time to which both

controllers in the storage array are set.

vol uneDi stri bution

The parameter to show the current controller owner for each
volume in the storage array.

| ongRunni ngQper ati ons

The parameter to show the long running operations for each
volume group and each volume in the storage array.

The | ongRunni ngQper at i on parameter returns this
information:

= Name of the volume group or volume
m Long running operation
m Status

s % complete

m Time left
sunmary The parameter to show a concise list of information about the
storage array configuration.
Notes

The pr of i | e parameter shows detailed information about the storage array. The information appears on several
screens on a display monitor. You might need to increase the size of your display buffer to see all of the information.
Because this information is so detailed, you might want to save the output of this parameter to a file. To save the
output to a file, run the show st or ageAr r ay command that looks like this example.

-c "show storageArray profile;" -o "c:\\folder\\storageArrayProfile.txt"
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The previous command syntax is for a host that is running a Windows operating system. The actual syntax varies
depending on your operating system.

The previous command syntax is for a host that is running a Windows operating system. The actual syntax varies
depending on your operating system.

When you save information to a file, you can use the information as a record of your configuration and as an aid
during recovery.

The bat t er yAge parameter returns information in this form.
Battery status: Optimal

Age: 1 day(s)

Days until replacenent: 718 day(s)
The newer controller trays do not support the bat t er yAge parameter.
The def aul t Host Type parameter returns information in this form.
Default host type: Linux (Host type index 6)
The heal t hSt at us parameter returns information in this form.
Storage array health status = opti mal.

The host TypeTabl e parameter returns information in this form.

NVSRAM HOST TYPE | NDEX DEFI NI TI ONS

HOST TYPE ALUA/ AVT STATUS  ASSOCI ATED | NDEXS
Al X MPI O Di sabl ed 9

AVT _4M Enabl ed 5

Fact ory Def aul t Di sabl ed 0

HP- UX Enabl ed 15

Li nux (ATTO Enabl ed 24

Li nux ( DM MP) Di sabl ed 6

Li nux (Pat hmanager) Enabl ed 25

Mac OS Enabl ed 22

ONTAP Di sabl ed 4

SvC Enabl ed 18

Solaris (v11l or Later) Enabl ed 17

Solaris (version 10 or earlier) Di sabl ed 2

VMMr e Enabl ed 10 (Default)
W ndows Enabl ed 1

The hot Spar eCover age parameter returns information in this form.

The foll owi ng volume groups are not protected: 2, 1
Total hot spare drives: O

St andby: O

In use: O

The f eat ur es parameter returns information that shows which features are enabled, disabled, evaluation, and
available to be installed. This command returns the feature information in a format similar to this:

PREM UM FEATURE STATUS
asyncm rror Trial available
syncM rror Trial avail abl e/ Deacti vat ed
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t hi nPr ovi si oni ng Trial available

driveSlotLimt Enabl ed (12 of 192 used)

snapl mage Enabl ed (0 of 512 used) - Trial version expires md/y
snapshot Enabl ed (1 of 4 used)

storagePartition Enabl ed (0 of 2 used)

vol umreCopy Enabl ed (1 of 511 used)

SSDSuppor t Di sabled (0 of 192 used) - Feature Key required
driveSecurity Di sabl ed - Feature Key required
enterpriseSecurityKeyMygr Disabled - Feature Key required

hi ghPer f or manceTi er Di sabl ed - Feature Key required

The t i me parameter returns information in this form.

Controller in Slot A
Dat e/ Ti me: Thu Jun 03 14:54:55 NMDT 2004
Controller in Slot B
Dat e/ Ti me: Thu Jun 03 14:54:55 NMDT 2004

The | ongRunni ngOper at i ons parameter returns information in this form:

LOG CAL DEVI CES OPERATI ON STATUS TI ME REMAI NI NG
Vol ume- 2 Vol ume Di sk Copy 10% COVPLETED 5 min

The information fields returned by the | ongRunni ngOper at i ons parameter have these meanings:

= NAME is the name of a volume that is currently in a long running operation. The volume name must have the
"Volume" as a prefix.

= OPERATI ON lists the operation being performed on the volume group or volume.

s % COVPLETE shows how much of the long running operation has been performed.

s STATUS can have one of these meaings:
- Pending — The long running operation has not started but will start after the current operation is completed.
- In Progress — The long running operation has started and will run until completed or stopped by user request.

= Tl ME REMAI NI NGindicates the duration remaining to completing the current long running operation. The time
is in an "hours minute" format. If less than an hour remains, only the minutes are shown. If less than a minute
remains, the message "l ess than a ni nut e"is shown.

The vol uneDi st ri buti on parameter returns information in this form.

vol une name: 10

Current owner is controller in slot: A
vol une nane: CTL O Mrror Repository

Current owner is controller in slot: A
vol unme nane: Mrror Repository 1

Current owner is controller in slot: A
vol une name: 20

Current owner is controller in slot: A
vol une nanme: JCG Renote M rrorMenuTests

Current owner is controller in slot: A

Minimum Firmware Level
5.00 adds the def aul t Host Type parameter.

5.43 adds the sunmar y parameter.
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6.10 adds the vol uneDi st ri but i on parameter.
6.14 adds the connect i ons parameter.

7.10 adds the aut oSuppor t Conf i g parameter.

7.77 adds the | ongRunni ngOper at i ons parameter.

7.83 returns information that includes the support for the new features released in the storage management software
version 10.83. In addition, the information returned has been expanded to show the status of the features in the
storage array.

Show Storage Array Auto Configuration

This command shows the default auto-configuration that the storage array creates if you run the aut oConf i gur e
st or ageAr r ay command. If you want to determine whether the storage array can support specific properties,
enter the parameter for the properties when you run this command. You do not need to enter any parameters for this
command to return configuration information.

Syntax

show st orageArray autoConfiguration
[driveType=(fibre | SATA | SAS)

driveMedi aType=(HDD | SSD | unknown | all Medi a)
raidLevel=(0 | 1| 3| 5] 6)

vol umeG oupW dt h=nunber O Dri ves

vol umeG oupCount =nunber O Vol uneG oups

vol umesPer G oupCount =nunber O Vol urmresPer Gr oup
hot Spar eCount =nunber Of Hot spar es

segnent Si ze=segmnent Si zeVal ue

cacheReadPref et ch=(TRUE | FALSE)
securityType=(none | capable | enabl ed)]

Parameters
Parameter Description
driveType The type of drives that you want to use for the storage array.

The dri veType parameter is not required if only one type of drive
is in the storage array. You must use this parameter when you have
more than one type of drive in your storage array.

Valid drive types are :
m fibre
s SATA

= SAS
If you do not specify a drive type, the command defaults to f i br e.
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Parameter Description

dri veMedi aType The type of drive media that you want to use for the mirror
repository volume group. Valid drive media are these:

s HDD - Use this option when you have hard drives in the drive
tray.

m SSD - Use this option when you have solid state drives in the
drive tray.

s unknown — Use if you are not sure what types of drive media
are in the drive tray.

s al | Medi a — Use this option when you want to use all types of
drive media that are in the drive tray.

Use this parameter when you use the r eposi t or yDr i veCount
parameter.

You must use this parameter when you have more than one type of
drive media in your storage array.

rai dLevel The RAID level of the volume group that contains the drives in the
storage array. Valid RAID levels are 0, 1, 3, 5, or 6.

vol umeG oupW dt h The number of drives in a volume group in the storage array, which
depends on the capacity of the drives. Use integer values.

vol umeG oupCount The number of volume groups in the storage array. Use integer
values.

vol umesPer G oupCount The number of equal-capacity volumes per volume group. Use
integer values.

hot Spar eCount The number of hot spares that you want in the storage array. Use

integer values.

segnent Si ze The amount of data (in KB) that the controller writes on a single
drive in a volume before writing data on the next drive. Valid values
are 8, 16, 32, 64, 128, 256, or 512.

cacheReadPref etch The setting to turn on or turn off cache read prefetch. To turn off
cache read prefetch, set this parameter to FALSE. To turn on cache
read prefetch, set this parameter to TRUE.

securityType The setting to specify the security level when creating the volume
groups and all associated volumes. These settings are valid:

m none — The volume group and volumes are not secure.

m capabl e — The volume group and volumes are capable of
having security set, but security has not been enabled.

s enabl ed — The volume group and volumes have security
enabled.

Notes

If you do not specify any properties, this command returns the RAID Level 5 candidates for each drive type. If RAID
Level 5 candidates are not available, this command returns candidates for RAID Level 6, RAID Level 3, RAID Level
1, or RAID Level 0. When you specify auto configuration properties, the controllers validate that the firmware can
support the properties.
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Drives and Volume Group

A volume group is a set of drives that are logically grouped together by the controllers in the storage array. The
number of drives in a volume group is a limitation of the RAID level and the controller firmware. When you create a
volume group, follow these guidelines:

= Beginning with firmware version 7.10, you can create an empty volume group so that you can reserve the capacity
for later use.
= You cannot mix drive types, such as SAS and Fibre Channel, within a single volume group.
= The maximum number of drives in a volume group depends on these conditions:
- The type of controller
- The RAID level
= RAID levels include: 0, 1, 10, 3, 5, and 6.
- A volume group with RAID level 3, RAID level 5, or RAID level 6 cannot have more than 30 drives.
- A volume group with RAID level 6 must have a minimum of five drives.

- If a volume group with RAID level 1 has four or more drives, the storage management software automatically
converts the volume group to a RAID level 10, which is RAID level 1 + RAID level 0.

= If a volume group contains drives that have different capacities, the overall capacity of the volume group is based
on the smallest capacity drive.

= To enable tray loss protection, you must create a volume group that uses drives located in at least three drive
trays.

Hot Spares

Hot spare drives can replace any failed drive in the storage array. A hot spare drive must have capacity greater than
or equal to any drive that can fail. If a hot spare drive is smaller than a failed drive, you cannot use the hot spare drive
to rebuild the data from the failed drive. Hot spare drives are available only for RAID Level 1, RAID Level 3, RAID
Level 5, or RAID Level 6.

Segment Size

The size of a segment determines how many data blocks that the controller writes on a single drive in a volume before
writing data on the next drive. Each data block stores 512 bytes of data. A data block is the smallest unit of storage.
The size of a segment determines how many data blocks that it contains. For example, an 8-KB segment holds 16
data blocks. A 64-KB segment holds 128 data blocks.

When you enter a value for the segment size, the value is checked against the supported values that are provided by
the controller at run time. If the value that you entered is not valid, the controller returns a list of valid values. Using a
single drive for a single request leaves other drives available to simultaneously service other requests. If the volume
is in an environment where a single user is transferring large units of data (such as multimedia), performance is
maximized when a single data transfer request is serviced with a single data stripe. (A data stripe is the segment size
that is multiplied by the number of drives in the volume group that are used for data transfers.) In this case, multiple
drives are used for the same request, but each drive is accessed only once.

For optimal performance in a multiuser database or file system storage environment, set your segment size to
minimize the number of drives that are required to satisfy a data transfer request.

Cache Read Prefetch

Cache read prefetch lets the controller copy additional data blocks into cache while the controller reads and copies
data blocks that are requested by the host from the drive into cache. This action increases the chance that a future
request for data can be fulfilled from cache. Cache read prefetch is important for multimedia applications that use
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sequential data transfers. The configuration settings for the storage array that you use determine the number of
additional data blocks that the controller reads into cache. Valid values for the cacheReadPr ef et ch parameter are
TRUE or FALSE.

Minimum Firmware Level

6.10

7.10 adds RAID Level 6 capability and removes hot spare limits.

Show Storage Array Controller Health Image

NOTE With firmware version 8.20 the cor eDunp parameter is deprecated and will be removed in a future release of
storage management software. For best operation use the cont r ol | er Heal t hl nage parameter.

This command show details of the controller health image on the controller cache, if a controller health image is
available.

Syntax

show st orageArray control | er Heal t hl nage

Parameters

None.

Minimum Firmware Level
7.83

8.20 replaces the cor eDunp parameter with the cont r ol | er Heal t hl mage parameter.

Show Storage Array DBM Database

This command retrieves and shows metadata for the on-board backup locations of a storage array. When there are
multiple backup locations, metadata is shown for each location.

Syntax

show st orageArray dbnDat abase

Parameters

None.

Notes

This command returns the configuration database information in a format similar to this example.

Configuration Database Metadatalast Host Backup: <date stanp>
CTL LOCATI ON REVI SI ON I D GEN NUMBER STATUS | ACCESS MODE
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A Cache XY 999999 | 999999 R'wW Opt i mal
B Cache XY 999999 | 999999 R'W Opt i nal
N A Di sk XY 999999 | 999999 R'W Opt i mal

Minimum Firmware Level

7.83

Show Storage Array Host Topology

This command returns the storage partition topology, the host type labels, and the host type index for the host storage
array.

Syntax

show st orageArray host Topol ogy

Parameters

None.

Notes

This command returns the host topology information similar to this example.

TOPOLOGY DEFI NI TI ONS
DEFAULT GROUP
Default type: Wndows 2000/ Server 2003 Non-Cl ustered
Host Group: scott
Host: scottl
Host Port: 28:37:48:55:55:55:55:55
Alias: scottll
Type: W ndows 2000/ Server 2003 C ustered
Host: scott?2
Host Port: 98:77:66:55:44: 33: 21: 23
Alias: scott?21l
Type: W ndows 2000/ Server 2003 C ustered

Host: Bill
Host Port: 12:34:55:67:89: 88: 88: 88
Alias: Billl

Type: W ndows 2000/ Server 2003 Non-Cl ustered
NVSRAM HOST TYPE | NDEX DEFI NI TI ONS

HOST TYPE ALUA/ AVT STATUS  ASSOCI ATED | NDEXS
Al X MPI O Di sabl ed 9
AVT _4M Enabl ed 5
Fact ory Def aul t Di sabl ed 0
HP- UX Enabl ed 15
Li nux (ATTO Enabl ed 24
Li nux ( DM MP) Di sabl ed 6
Li nux (Pat hmanager) Enabl ed 25
Mac OS Enabl ed 22
ONTAP Di sabl ed 4
SvC Enabl ed 18
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Solaris (v11l or Later) Enabl ed 17

Solaris (version 10 or earlier) Di sabl ed 2
VMMr e Enabl ed 10 (Default)
W ndows Enabl ed 1

Minimum Firmware Level

5.20

Show Storage Array LUN Mappings

This command returns information from the storage array profile about the logical unit number (LUN) mappings in the
storage array. Default group LUN mappings are always shown. If you run this command without any parameters, this
command returns all of the LUN mappings.

Syntax

show st orageArray | unMappi ngs (host ["hostNane"] |
host group [ "host GroupNane"])

Parameters
Parameter Description
host The name of a specific host for which you want to see the LUN mappings.

Enclose the host name in double quotation marks (" ") inside of square
brackets ([ ]).

host G oup The name of a specific host group for which you want to see the LUN
mappings. Enclose the host group name in double quotation marks (" ")
inside of square brackets ([ ]).

Notes

This command returns host topology information similar to this example.

MAPPI NGS (Storage Partitioning - Enabled (0 of 16 used))
VOLUME NAME LUN CONTROLLER ACCESSIBLE BY VOLUME STATUS

Access Vol une 7 A B Default Goup Optinal
21 21 B Default Goup Optinal
22 22 B Default G oup Opt i nal

Minimum Firmware Level

6.10

Show Storage Array Negotiation Defaults

This statement returns information about connection-level settings that are subject to initiator-target negotiation.

Syntax

show storageArray iscsiNegotiationDefaults
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Parameters

None.

Notes

Information returned includes RAID controller tray default settings (that is, those settings that are the starting point for
negotiation) and the current active settings.

Minimum Firmware Level

7.10

Show Storage Array ODX Setting

This command returns the current settings for Offloaded Data Transfer (ODX) and VMware vStorage API Array
Architecture (VAAI) on the storage array. The settings can be one of these:

s True — ODX and VAAI are turned on.
s False — ODX and VAAI are turned off.
= Inconsistent — The controllers do not have the same settings.

m  Unknown — The setting for ODX or VAAI cannot be determined.

Syntax

show st orageArray odxsetting

Parameters

None.

Notes

This command returns the ODX and VAAI information similar to this example.
W ndows ODX Setting Status

odxEnabl ed True | False | Inconsistent | Unknown

vaai Enabl ed True | False | Inconsistent | Unknown

Minimum Firmware Level

8.20

Show Storage Array Power Information

This command returns information about the amount of power consumed by the entire storage array and each tray in
the storage array.

Syntax

show st orageArray powerlnfo
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Parameters

None.

Notes
This command returns power consumption information similar to this example.

total power drawn: 310 watts

nunmber of trays: 1

tray power input details:
tray id power supply serial nunber input power
0 0 160 watts
0 1 150 watts

Minimum Firmware Level

8.10

Show Storage Array Unconfigured iSCSI Initiators

This command returns a list of initiators that have been detected by the storage array but are not yet configured into
the storage array topology.

Syntax
show st orageArray unconfiguredlscsilnitiators

Parameters

None.

Minimum Firmware Level

7.10

Show Storage Array Unreadable Sectors

This command returns a table of the addresses of all of the sectors in the storage array that cannot be read. The table
is organized with column headings for the following information:

m  Volume user label

s Logical unit number (LUN)

m Accessible by (host or host group)

s Date/time

= Volume-relative logical block address (hexadecimal format — Oxnnnnnnnn)
= Drive location (tray t, slot s)

m Drive-relative logical block address (hexadecimal format — Oxnnnnnnnn)
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s Failure type

The data is sorted first by the volume user label and second by the logical block address (LBA). Each entry in the
table corresponds to a single sector.

Syntax

show st orageArray unreadabl eSectors

Parameters

None.

Minimum Firmware Level

6.10

Show String

This command shows a string of text from a script file. This command is similar to the echo command in MS-DOS
and UNIX.

Syntax

show "text String"
Parameters

None.

Notes

Enclose the string in double quotation marks (" ").

Minimum Firmware Level

6.10

Show Synchronous Mirroring Volume Candidates

This command returns information about the candidate volumes on a remote storage array that you can use as
secondary volumes in a Synchronous Mirroring configuration.

NOTE In previous versions of this command the feature identifier was r enot eM r r or . This feature identifier is no
longer valid and is replaced by syncM rr or .

Syntax

show syncM rror candi dates prinary="vol uneNang"
renot eSt or ageAr r ayNane="st or ageAr r ayNane"
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Parameters

Parameter Description

primary The name of the local volume that you want for the primary volume
in the remote-mirrored pair. Enclose the primary volume name in
double quotation marks (" ").

r enot eSt or ageAr r ayNane The remote storage array that contains possible volumes for a
secondary volume. If the remote storage array name has special
characters, you must also enclose the remote storage array name
in double quotation marks (" ").

Minimum Firmware Level

5.40

Show Synchronous Mirroring Volume Synchronization Progress

This command returns the progress of data synchronization between the primary volume and the secondary volume
in a Synchronous Mirroring configuration. This command shows the progress as a percentage of data synchronization
that has been completed.

NOTE |In previous versions of this command the feature identifier was r enot eM r r or . This feature identifier is no
longer valid and is replaced by syncM rr or .

Syntax

show syncM rror (I ocal Vol umre [vol umeNane] |
| ocal Vol umes [vol uneNanmel ... vol unmeNaneN])
synchroni zat i onProgr ess

Parameter

Parameter Description

vol ume The name of the primary volume of the remote mirrored pair for which you
want to check synchronization progress. Enclose the volume name in square
brackets ([ ]). If the volume name has special characters or numbers, you
must enclose the volume name in double quotation marks (" ") inside square
brackets.

vol umes The names of the primary volume of the remote mirrored pair for which you

want to check synchronization progress. Enter the names of the volumes
using these rules:

m Enclose all of the names in square brackets ([ ]).

m Separate each of the names with a space.

If the volume names have special characters or consist only of numbers,
enter the names using these rules:

s Enclose all of the names in square brackets ([ ]).

s Enclose each of the names in double quotation marks (" ").

m Separate each of the names with a space.
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Minimum Firmware Level

5.40

Show Thin Volume

This command returns the expansion history or the consumed capacity for the specified thin volume or volumes.

Syntax

show (all Vol ummes | vol ume [vol umreNane] |
vol umes [vol uneNanmel ... vol uneNaneN])
(consumedCapacity |

(expansionHi story [file=fil eNane]))

Parameters

Parameter Description

al | Vol unes This parameter returns information about all of the thin volumes in the
storage array.

vol unme The name of a thin volume for which you are retrieving information. Enclose
the thin volume name in square brackets ([ ]). If the thin volume name has
special characters or numbers, you must enclose the the thin volume name
in double quotation marks (" ") inside square brackets.

vol unmes The names of several thin volumes for which you want to retrieve
information. Enter the names of the volumes using these rules:

s Enclose all of the names in square brackets ([ ]).

s Separate each of the names with a space.

If the volume names have special characters or numbers, enter the names
using these rules:

= Enclose all of the names in square brackets ([ ]).
= Enclose each of the names in double quotation marks (" ").

s Separate each of the names with a space.

consunedCapaci ty The setting to return a concise list of information about the consumed
capacity of the thin volumes.

expansi onHi story The setting to return a concise list of information about the expansion history
of the thin volumes.

file The f i | e parameter specifies a file to log the output of the

expansi onHi st ory parameter. The fi | e is valid only when used with the
expansi onHi st or y parameter. An invalid file name causes the command
to fail.

Notes

With the expansi onHi st or y parameter, the command returns information similar to the example shown below.

Thi n vol une nane: vol une- nameRepository vol ume Nane: REPOS_NNNN

Logged Time Expansi on Typ End Capacity
Start Capacity
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WM DD YYYY HH: Mvt SS* Manual | Aut omati ¢ NNNNNNNN byt es NNNNNNNN byt es

With the consunedCapaci t y parameter, the command returns information similar to the example shown below.

Vol une Provi si oned Consuned Quot a % Prov.
Capacity Capacity Consuned
vol unmeNane 500. 000 GB 230.000 GB 700. 000 GB 46%

Minimum Firmware Level

7.83

Show Volume

For the volumes in a storage array, this command returns the following information:

m  The number of volumes
= The name
m The status
s The capacity
s The RAID level
s The volume group where the volume is located
m Details:
- The volume ID
- The subsystem ID
- The drive type (Fibre Channel, SATA, or SAS)
- Tray loss protection
- The preferred owner
- The current owner
- The segment size
- The modification priority
- The read cache status (enabled or disabled)
- The write cache status (enabled or disabled)
- The write cache without batteries status (enabled or disabled)
- The write cache with mirror status (enabled or disabled)
- The flush write cache after time
- The cache read prefetch setting (TRUE or FALSE)
- The enable background media scan status (enabled or disabled)
- The media scan with redundancy check status (enabled or disabled)
= The snapshot (legacy) repository volumes
= The mirror repository volumes

= The snapshot (legacy) volumes
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m The snapshot (legacy) copies

To see an example of the information returned by this command, refer to the topic "Examples of Information Returned
by the Show Commands" in Configuring and Maintaining a Storage Array Using the Command Line Interface.

Syntax
show (all Vol umes | vol unme [vol umreNane] |
vol umres [vol uneNanmel ... voluneNaneN]) sumary
Parameters
Parameter Description
al | Vol unes This parameter returns performance statistics about all of the volumes in the

storage array.

vol une The name of a volume for which you want to retrieve information. Enclose
the volume name in square brackets ([ ]). If the volume name has special
characters or numbers, you must enclose the name in double quotation
marks (" ") inside square brackets.

vol unes The names of several volumes for which you want to retrieve information.
Enter the names of the volumes using these rules:

= Enclose all of the names in square brackets ([ ]).

» Separate each of the names with a space.

If the volume names have special characters or numbers, enter the names
using these rules:

m Enclose all of the names in square brackets ([ ]).
= Enclose each of the names in double quotation marks (" ").

» Separate each of the names with a space.

sunmary The setting to return a concise list of information about the volumes.

Notes

For snapshot (legacy) volume copies, the show vol une command returns information about the schedules for the
shapshot (legacy) volume copies. The schedule information is in this form:

Schedul e State: “Active” | “Disabled” | “Conpleted”

Last Run Tinme: <midd/yyyy> <hh:nma.m | p.m>

Next Run Tinme: <midd/yyyy> <hh:nma.m | p.m>

Start Date: <nmm dd/yyyy>End Date: <nmidd/yyyy> | "No End Date"

Days of Week: <Sunday - Saturday>, <Sunday - Saturday>,

Ti mes for snapshot (legacy) recreate: <hh:mma.m | p.m> <hh:mmam | p.m>

Minimum Firmware Level
5.00
5.43 adds the sunmar y parameter.

7.77 adds the schedule information for the snapshot (legacy) volume copies.

332 - CLI and Script Commands for Version 11.20



Show Volume Action Progress

NOTE With firmware version 7.77, the show vol une acti onPr ogr ess command is deprecated. Replace this
command with show st or ageArray | ongRunni ngOper ati ons.

For a long-running operation that is currently running on a volume, this command returns information about the
volume action and amount of the long-running operation that is completed. The amount of the long-running operation
that is completed is shown as a percentage (for example, 25 means that 25 percent of the long-running operation is
completed).

Syntax

show vol une [vol unmeNane] actionProgress

Parameter
Parameter Description
vol unme The name of a volume for which you want to retrieve information about a

long running operation. Enclose the volume name in square brackets ([ ]). If
the volume name has special characters or numbers, you must enclose the
name in double quotation marks (" ") inside square brackets.

Minimum Firmware Level

5.43

Show Volume Copy

This command returns this information about volume copy operations:

= The copy status

= The start time stamp

s The completion time stamp

s The copy priority

s The source volume World Wide Identifier (WWID) or the target volume WWID
s The target volume Read-Only attribute setting

You can retrieve information about a specific volume copy pair or all of the volume copy pairs in the storage array.
This command is valid for both snapshot (legacy) volume copy pairs and new snapshot volume copy pairs.

Syntax

show vol uneCopy (all Vol unmes | source ["sourceNane"] |
target ["target Nane"])

Parameters
Parameter Description
al | Vol unes The setting to return information about volume copy operations for all of the
volume copy pairs.
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Parameter Description

source The name of the source volume about which you want to retrieve information.
Enclose the source volume name in double quotation marks (" ") inside of
square brackets ([ ]).

t ar get The name of the target volume about which you want to retrieve information.
Enclose the target volume name in double quotation marks (" ") inside of
square brackets ([ ]).

Minimum Firmware Level

5.40

Show Volume Copy Source Candidates

This command returns information about the candidate volumes that you can use as the source for a volume copy
operation. This command is valid for both snapshot (legacy) volume copy pairs and new snapshot volume copy pairs.

Syntax
show vol uneCopy sour ceCandi dat es
Parameters
None.
Notes
This command returns volume copy source information as shown in this example.
Vol une Nane: finance
Capacity: 4.0 GB
Vol une Group: 1
Vol une Nane: engi neering
Capacity: 4.0 GB
Vol une Group: 2

Minimum Firmware Level

6.10

Show Volume Copy Target Candidates

This command returns information about the candidate volumes that you can use as the target for a volume copy
operation. This command is valid for both snapshot (legacy) volume copy pairs and new snapshot volume copy pairs.

Syntax

show vol uneCopy source ["sourceNane"] target Candi dat es
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Parameter

Parameter

Description

source

The name of the source volume for which you are trying to find a candidate
target volume. Enclose the volume name in square brackets ([ ]). If the
volume name has special characters or numbers, you must enclose the
volume name in double quotation marks (" ") inside square brackets.

Minimum Firmware Level

6.10

Show Volume Group

This command returns this information about a volume group:

m The status (Online or Offline)
s The drive type (Fibre Channel, SATA, or SAS)

m Tray loss protection (yes or no)

= The current owner (the controller in slot A or the controller in slot B)

= The associated volumes and free capacity

m The associated drives

Syntax

show vol uneG oup [vol uneG oupNane]

Parameter

Parameter

Description

vol umeG oup

The name of the volume group for which you want to show information.
Enclose the volume group name in square brackets ([ ]).

Notes

This command returns volume group information as shown in this example:

Vol ume Group 1 (RAID 5)
Status: Online
Drive type:

Fi bre Channel

Tray | oss protection: No

Current owner:

Controller in slot A

Associ ated vol umes and free capacities:

1(1 &,

1R1 (0.2 GB), Free Capacity (134.533 GB)

Associ ated drives (in piece order):
Drive at Tray 1, Slot 14
Drive at Tray 1, Slot 13
Drive at Tray 1, Slot 12

Minimum Firmware Level

6.10

CLI and Script Commands for Version 11.20 - 335



Show Volume Group Export Dependencies

This command shows a list of dependencies for the drives in a volume group that you want to move from one storage
array to a second storage array.

Syntax

show vol uneG oup [vol uneG oupNane] export Dependenci es

Parameter
Parameter Description
vol umeG oup The name of the volume group for which you want to show export
dependencies. Enclose the volume group name in square brackets ([ ]).
Notes

This command spins up the drives in a volume group, reads the DACstore, and shows a list of import dependencies
for the volume group. The volume group must be in an Exported state or a Forced state.

Minimum Firmware Level

7.10

Show Volume Group Import Dependencies

This command shows a list of dependencies for the drives in a volume group that you want to move from one storage
array to a second storage array.

Syntax

show vol uneG oup [vol uneG oupNane] i nport Dependenci es
[cancel I mport=(TRUE | FALSE)]

Parameters
Parameter Description
vol umeG oup The name of the volume group for which you want to show import
dependencies. Enclose the volume group name in square brackets ([ ]).
cancel | mport The setting to spin the drives back down after the volume group
dependencies have been read. To spin down the drives, set this parameter to
TRUE. To let the drives stay spinning, set this parameter to FALSE.
Notes

This command returns the dependencies of a specific volume group, which must be in an Exported state or a Forced
state. If a decision is made to retain the listed dependencies, then the cancel | nport parameter can be enforced to
spin the drives back down.

You must run the show vol uneG oup i nport Dependenci es command before you run the st art
vol uneGr oup i nport command.
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Minimum Firmware Level

7.10

Show Volume Performance Statistics

For each volume in the storage array, this command returns the following information:

Storage Arrays

Total 10s/s

Read %

Primary Read Cache Hit %
Primary Write Cache Hit %
SSD Cache Hit %

Current MBs/s

Maximum MBs/s

Current IOs/s

Maximum IOs/s

Minimum 10s/s

Average 10s/s

Minimum MBs/s

Average MBs/s

Current IO Latency
Maximum 10O Latency
Minimum 10 Latency

Average 10 Latency

Syntax

show (al | Vol unes |

vol unmes [ "vol unmeNanel"

Parameters

vol unme ["vol uneNane"]

"vol umeNaneN']) perfornmanceStats

Parameter

Description

al | Vol unes

The parameter to return performance statistics about all of the volumes in the

storage array.

vol une

The name of a volume for which you want to retrieve information. Enclose
the volume name in square brackets ([ ]). If the volume name has special
characters or numbers, you must enclose the name in double quotation

marks (" ") inside square brackets.
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Parameter Description

vol unes The names of several volumes for which you want to retrieve information.
Enter the names of the volumes using these rules:

s Enclose all of the names in square brackets ([ ]).

s Separate each of the names with a space.

If the volume names have special characters or numbers, enter the names
using these rules:

= Enclose all of the names in square brackets ([ ]).
= Enclose each of the names in double quotation marks (" ").

s Separate each of the names with a space.

Notes

Before you run the show vol une performanceSt at command, run the set sessi on
per f or manceMni t or | nt er val command and the set sessi on performanceMnitorlterations
command to define how often you collect the statistics.

The show vol ume per formanceSt at command returns volume performance statistics as shown in this example:

Performance Monitor Statistics for Storage Array: Tyler -

Date/ Tinme: 11/6/12 10:00: 34 AM- Polling interval in seconds: 5

"Storage Arrays","Total 1Gs","Read % ,"Prinmary Read Cache Ht %,

"Primary Wite Cache Hit % ,"SSD Read Cache Hit % ,6 "Current MBs/sec",

"Maxi mum MBs/sec","Current |0s/sec”,"Maxi mum | Gs/sec”,"M ni mum | Gs/ sec”,

"Average | 0s/sec","M ni mum MBs/ sec", "Average MBs/sec","Current |O Latency",

"Maxi mum | O Latency”, "M ni mum | O Lat ency”, "Average | O Latency"

"Capture lteration: 1", "™ "r nn e i e e e pen

"Date/ Time: 11/6/12 10:00: 34 AM', ™", ntr e e e e e s e
eyt volue Unpanedt, *o.0","","o0.o0","o.o","o.o0","0.0","0.0","0.0","0.0","0.0",
"0.0","0.0","0.0","0.0","0.0","0.0","0.0"

Minimum Firmware Level

6.10

Show Volume Reservations

This command returns information about the volumes that have persistent reservations.

Syntax
show (al | Vol unes | vol unme [vol umeNane] |
vol unes [vol uneNanel ... voluneNaneN]) reservations
Parameters
Parameter Description
al | Vol unes The parameter to return performance statistics about all of the volumes in the
storage array.
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Parameter Description

vol ume The name of a volume for which you want to retrieve information. Enclose
the volume name in square brackets ([ ]). If the volume name has special
characters or numbers, you must enclose the name in double quotation
marks (" ") inside square brackets.

vol umes The names of several volumes for which you want to retrieve information.
Enter the names of the volumes using these rules:

» Enclose all of the names in square brackets ([ ]).

m Separate each of the names with a space.

If the volume names have special characters or numbers, enter the names
using these rules:

s Enclose all of the names in square brackets ([ ]).
s Enclose each of the names in double quotation marks (" ").

m Separate each of the names with a space.

Minimum Firmware Level

5.40

Start Asynchronous Mirroring Synchronization
This command starts Asynchronous Mirroring synchronization.
Syntax

start asyncMrrorGoup ["asyncM rror G oupNane"] synchronize
[ del et eRecover yPoi nt | f Necessary]

Parameter
Parameter Description
asyncM rror G oup The name of the asynchronous mirror group for which you

want to start synchronization. Enclose the asynchronous mirror
group name in double quotation marks (" ") inside square
brackets ([ ]").

del et eRecoveryPoi nt| f Necessary | The parameter to delete the recovery point if the recoverable
synchronization data has exceeded time threshold for recovery.
Recovery point age is measured from the time the data was
frozen on the primary storage array.

Minimum Firmware Level
7.84

8.10 adds the del et eRecover yPoi nt | f Necessary parameter.
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Start Cache Backup Device Diagnostic

ATTENTION Before you run this diagnostic test, make sure that the cache backup device has a status of Optimal.

This command runs diagnostic tests to evaluate the functionality of the device that you use to backup the data in the
cache if you lose power to the controller. The diagnostic tests are specific to the backup device that is in the controller.
Before you run these tests, make these changes to the controller that has the backup device on which you want to run
diagnostics:

m Place the controller into service mode (use the set controller [(a | b)] availability=servi ceMde
command).

m Attach the management client directly to the controller through the management Ethernet port.

NOTE In a dual-controller configuration, you must run these diagnostic tests through the controller that you want to
evaluate. You cannot run these diagnostic tests through the partner controller.

Syntax

start cacheBackupDevice [(1 | n | all)]
controller [(a | b)]

di agnosti ¢ di agnosti cType=(basic | extended)
[ ext endedTest | D=(writePatterns | random]

Parameters
Parameter Description
cacheBackupDevi ce The identifier for the cache backup device on which you want to
run the diagnostic tests. Valid cache backup device identifiers are
1,2,3,4o0rall.

s 1 for USB1 on the controller circuit board
s 2 for USB2 on the controller circuit board
s 3 for USB3 on the controller circuit board
n 4 for USB4 on the controller circuit board

s al | for all of the USBs on the controller circuit board

NOTE - If you have only one cache backup device, the al |
identifier does not work.

Enclose the identifier for the cache backup device in square
brackets ([ ]).

controller The controller that has the cache backup device on which you want
to run the diagnostic tests. Valid controller identifiers are a or b,
where a is the controller in slot A, and b is the controller in slot B.
Enclose the controller identifier in square brackets ([ ]). If you do
not specify a controller, the storage management software returns
a syntax error.
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Parameter Description

di agnosti cType The level of diagnostic testing that you want to run on the cache
backup device. You can run one of these levels of testing:

basi ¢ — This option validates the basic operation of the ability
of the cache backup device to store cache data. This option
determines these capabilities of the cache backup device:

m Whether the cache backup device is write protected or the
cache can write data to the device.
m [f the cache backup device is approaching its write cycle limit.

ext ended — This option enables you to run more comprehensive
diagnostic tests on the host interface card.

ext endedTest | D This parameter selects the extended test option that you want to
run.

If you choose the ext ended parameter, you also must use the
ext endedTest | D parameter and one of the extended test

options.
Extended Test Option Description
writePatterns This option writes a predefined pattern of data in blocks to the

entire cache backup device. Each block that was written is then
read back, and the data is verified for integrity and accuracy.

random This option writes a random pattern to each flash block in the
cache backup device.

Notes

= When an unexpected power loss occurs, cache memory can have data that has not been written to the drives.
This data must be preserved so that it can be written to the drives when power is restored. The contents of the
cache memory are backed up to a persistent storage device, such as a USB flash drive, a SATA drive, or a solid
state device (SSD).

m The total storage capacity of the flash drives must be equal to the total cache memory, considering that all storage
space in a flash drive is not always usable. For example, in a 1-GB flash drive, approximately 968 MB is usable.
Also, in some flash drives, the Cyclic Redundancy Check (CRC) needs to be stored along with the data. Because
the metadata region is persisted in these flash drives, the storage capacity for the flash drives must be greater
than the size of the cache memory.

= You can run the diagnostic test on only one controller in the storage array at any one time.

Minimum Firmware Level

7.60 adds the capability for cache backup device diagnostics.

Start Cache Memory Diagnostic

This command runs extended diagnostic tests to evaluate the functionality of the cache memory in a controller. Before
you run these tests, you must make these changes to the controller on which you want to run diagnostics:

m Place the controller into Service mode (use the set controller [(a | b)] availability=servi ceMde
command).

= Attach the management client directly to the controller through the management Ethernet port.
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NOTE In a dual controller configuration, you must run these diagnostic tests through the controller that you want to
evaluate. You cannot run these diagnostic tests through the partner controller.

Syntax

start cacheMenory controller [(a | b)] diagnostic
di agnosti cType=(basic | extended)
[ extendedTest | D=(marchC | patterns | psuedoRndnl DMACopy)]

Parameters

Parameter Description

controller The controller that has the cache memory on which you want to run
the diagnostic tests. Valid controller identifiers are a or b, where a
is the controller in slot A, and b is the controller in slot B. Enclose
the controller identifier in square brackets ([ ]). If you do not specify
a controller, the storage management software returns a syntax
error.

di agnosti cType The level of diagnostic testing that you want to run on the host
interface card. You can run one of these levels of testing:

basi c — This option validates the ability of the cache memory to
address and access data.

ext ended — This option enables you to run more comprehensive
diagnostic tests on the host interface card.

ext endedTest | D This parameter selects the extended test option that you want to
run.

If you choose the ext ended parameter, you also must use the
ext endedTest | D parameter and one of the extended test
options.

Extended Test Option Description

mar chC This option performs a March C test on specific regions of the
Reconfigurable Processor Assembly (RPA) memory. This option
tests for only one set of inverse patterns.

patterns This option performs a word pattern test where the test sequence
proceeds with a series of read/write operations for all locations

in the specified memory region. The test uses a set of special
patterns. The test writes and verifies several patterns at 32-bit
widths.

pseudoRndm This option generates a non-repetitive pattern for double word
length, writes the pattern to the entire region, and reads back the
pattern for verification.

DMAcopy This option tests the capability of Direct Memory Access (DMA)
copy operations across regions in the cache memory. This options
uses the RPA hardware capabilities to move the data from one
region to another region.

Notes

= You can run the diagnostic test on only one controller in the storage array at any one time.
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Minimum Firmware Level

7.60 adds the capability for cache memory diagnostics.

Start Consistency Group Snapshot Rollback

This command starts a rollback operation to the member base volumes in a snapshot consistency group. The content
of the base volumes changes immediately to match the point-in-time content of the consistency group snapshot
volume. The base volumes immediately becomes available for read/write requests after the rollback operation has
successfully completed.

The repository volume that is associated with the consistency group snapshot volume continues to track any new
changes between the base volume and the consistency group snapshot volume that occur after the rollback operation
is completed.

To stop a rollback operation to the member base volumes use the st op cgSnapl nage rol | back command.

Syntax
start cgSnapl mage ["snapCd D:i nagel D'] rol |l back
[ menmber Vol umeSet [ " menber Vol umeNanel" ... "menber Vol umeNaneN'] ]
Parameter
Parameter Description
cgSnapl mage The name of the consistency group snapshot image for which you want
to start a rollback operation. The name of a snapshot image is comprised
of two parts:

s The name of the snapshot group
= An identifier for the snapshot image in the snapshot group.
The identifier for the snapshot image can be one of these:

m An integer value that is the sequence number of the snapshot in the
shapshot group.

s NEWEST - Use this option when you want to show the latest snapshot
image created in the snapshot group.

s OLDEST - Use this option when you want to show the earliest snapshot
image created in the snapshot group.

Enclose the snapshot image name in double quotation marks (" ") inside
square brackets ([ ]).

menber Vol uneSet The name of one or more member base volumes in a consistency group
that you want to rollback. Enclose each member base volume name in
double quotation marks (" ") inside parentheses.

You can enter more than one volume name. Enclose all of the volume
names in one set of square brackets ([ ]). Enclose each volume name in
double quotation marks (" "). Separate each volume name with a space.

When the nenber Vol uneSet parameter is not used the rollback
process applies to all member volumes of the consistency group.
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Notes

The name of a snapshot image has two parts separated by a colon (:):

= The identifier of the snapshot group

= The identifier of the snapshot image

For example, if you want to start a roll back operation for the newest snapshot image in an entire consistency group
that has the name CG1, you would use this command:

start cgSnapl mage ["CGL: newest"] roll back;

To start a roll back operation for the snapshot image 12345 for base volume members memVol1, memVol2, and
memVol3 in a consistency group that has the name CG2, you would use this command:

start cgSnapl mage ["CQ2:12345"] roll back nmenber Vol umeset =(" memvol 1 memvol 2 memvol 3");
Minimum Firmware Level

7.83

Start Controller Diagnostic

This command runs diagnostic tests to evaluate the functionality of the controller card. Before you run these tests, you
must make these changes to the controller on which you want to run diagnostics:

m Place the controller into Service Mode (use the set controller [(a | b)] availability=servi ceMde
command).

= Attach the management client directly to the controller through the management Ethernet port.

NOTE In a dual controller configuration, you must run these diagnostic tests through the controller that you want to
evaluate. You cannot run these diagnostic tests through the partner controller.

Syntax

start controller [(a | b)] diagnostic diagnosticType=(basic | extended)
[ extendedTest | D=(SRAM | FIFO | dataCopy| RAID5Parity | RAID6Parity)]

Parameters

Parameter Description

controller The controller on which you want to run the diagnostic tests. Valid
controller identifiers are a or b, where a is the controller in slot A,
and b is the controller in slot B. Enclose the controller identifier in
square brackets ([ ]). If you do not specify a controller, the storage
management software returns a syntax error.

di agnostic The level of diagnostic testing that you want to run on the host

interface card. You can run one of these levels of testing:

basi ¢ — This option validates the ability of the base controller to
address and access data.

ext ended — This option enables you to run more comprehensive
diagnostic tests on the base controller card.
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Parameter Description

ext endedTest | D This parameter selects the extended test option that you want to
run.

If you choose the ext ended parameter, you must also used
the ext endedTest | D parameter and one of the extended test

options.
Extended Test Option Description
SRAM This option tests for address, data, and data retention. The address

test attempts to write to specific address offsets. The data test
attempts to write several data patterns to the address offsets. The
data retention test attempts to write a data pattern and then read
the data pattern back after a delay. The purpose of the SRAMoption
is to find memory parity or error correcting code (ECC) errors.

FI FO This option tests the active processor chip (APC) first in, first out
(FIFO) data transmission of the Zip chip. The APC FIFO channels
are tested concurrently by writing and verifying different patterns to
each channel.

dat aCopy This option tests the ability of the Zip chip to support data copy
operations that can copy data from one area of the Zip SDRAM
to another area of the Zip SDRAM. This test is performed on any
available section of the Zip chip that is not busy.

RAI D5Pari ty This option tests the ability of the Zip APC to generate and verify
RAID 5 parity data. Data buffers are set up in processor memory
and parity is generated in processor memory. Some data buffers
are set up in parallel architecture (RPA) memory and parity is
generated for the data within the RPA memory. The parity that is
generated within processor memory is then compared with the
parity in the Zip APC.

RAI D6Pari ty This option tests the ability of the Zip APC to generate and verify
RAID 6 parity data. Data buffers are set up in processor memory
and parity is generated in processor memory. Some data buffers
are set up in redundant parallel architecture (RPA) memory and
parity is generated for the data within the RPA memory. The parity
that is generated within processor memory is then compared with
the parity in the Zip APC.

Notes

You can run the diagnostic test on only one controller in the storage array at any one time.

Minimum Firmware Level

7.60 adds the capability for controller card diagnostics.

Start Controller Trace

This command starts an operation that saves debug trace information to a compressed file. The debug trace
information can be used by a Technical Support Representative to help analyze how well a storage array is running.
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Syntax

start controller [(a | b | both)] trace

dat aType=(current | flushed | currentFlushed | all)
forceFl ush=(TRUE | FALSE)

file="fil eName"

Parameters

Parameter Description

controller The controller for which you want to collect the trace debug
information. Valid controller identifiers are a or b, where a is the
controller in slot A, and b is the controller in slot B. You can also
simultaneously collect debug for both controllers by entering bot h.
Enclose the controller identifier in square brackets ([ ]). If you do
not specify a controller, the storage management software returns
a syntax error.

dat aType The type of data that you want to collect:
m current — Retrieves the current DQ traces
s fl ushed — Retrieves all flushed DQ traces

m current Fl ushed — Retrieves both the current DQ trace and
the flushed DQ trace

m al | —Retrieves the current DQ trace, flushed DQ trace, and all
platform DQ traces

NOTE - If dat aType=f | ushed and f or ceFl ush=Tr ue, an
error message is returned indicating that only active traces can be
flushed to the buffer on retrieval.

forceFl ush The setting to move the DQ information in the current buffer to
the flushed buffer when the DQ trace information defined by the
dat aType parameter is retrieved. To enable force flush, set this
parameter to TRUE. To disable force flush, set this parameter to
FALSE.

NOTE - If dat aType=f | ushed and f or ceFl ush=Tr ue, an
error message is returned indicating that only active traces can be
flushed to the buffer on retrieval.

file The file path and the file name to which you want to save the DQ
trace information. Enclose the file name in double quotation marks

"),

Refer to the Notes section for information about naming the files.

Notes

The DQ trace information is written to a compressed file with an extension of .zip. The file name is a combination of a
user-defined file name and the storage array identifier (SAID). A constant of "dq" is also added to the file name. The
complete file name has this form:

user_defined file _nane-SAIDdqg.zip

The compressed file contains the information listed in this table.
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File Name Directory Comments

user_provided_file_name-SAID-A.dq SAID/timestamp/ The DQ trace data retrieved from
controller A.

user_provided_file_name-SAID-B.dq SAID/timestamp/ The DQ trace data retrieved from
controller B.

user_provided_file_name-SAID- SAID/timestamp/ The description file in an xml format that

trace_description.xm describes the DQ file attributes for future
data mining.

Minimum Firmware Level

7.75

Start Disk Pool Locate

This command identifies the drives that are logically grouped together to form the specified disk pool by blinking the
indicator lights on the drives. (Use the st op di skPool | ocat e command to turn off the indicator lights on the
drives.)

Syntax

start di skPool [diskPool Nane] | ocate

Parameter
Parameter Description
di skPool The name of the disk pool for which you want to locate. Enclose the disk pool name

in square brackets ([ ]). If the disk pool name has special characters or numbers,
you must enclose the disk pool name in double quotation marks (" ") inside square
brackets.

Minimum Firmware Level

7.83

Start Drive Channel Fault Isolation Diagnostics

NOTE With firmware version 8.10, the start dri veChannel faultD agnosti cs command is deprecated.

This command runs the drive channel fault isolation diagnostics and stores the results.

Syntax

start driveChannel [(1] 2| 3| 4] 5| 6] 7| 8)]
controller [(a | b)] faultD agnostics

test Devi ces=[al | |

controller=(a | b) |

esns=[trayl Dl (left | right), ... , traylDN (left | right)] |
drives=[traylDl,slotIDl, ... , traylDn,slotlDN]
[dataPattern=(fixed | pseudoRandonj |
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patter nNunmber =[ (Oxhexadeci mal | nunber)] |

maxEr r or Count =i nt eger |
testlterati ons=i nteger
ti meout =ti mel nterval]

Parameters

Parameter

Description

dri veChannel

The identifier number of the drive channel that you want to locate. Valid
values for the identifier number for the drive channel are 1, 2, 3, 4,5, 6,7, or
8. Enclose the drive channel identifier number in square brackets ([ ]).

controller

The identifier letter of the controller that you want to test. Valid controller
identifier values are a or b, where a is the controller in slot A, and b is the
controller in slot B. Enclose the controller identifier in square brackets ([ ]).

t est Devi ces

The identifiers of the devices (controllers, environmental services module
[ESMs], or drives) that you want to test. You can specify al | or enter the
specific identifiers for the devices that you want to diagnose.

m controll ers — Identifiers are a or b, where a is the RAID controller
module in slot A, and b is the RAID controller module in slot B.

s ESMs — Identifiers are tray ID and left or right, where tray ID is a value from
0 through 99, and left or right are determined when viewing the drive tray
from the rear.

m drives — Identifiers are tray ID and slot ID, where tray ID values are 0 to
99 and slot ID values are 0 to 31.

dat aPattern

The method of repeatability that you want to test.

patt er nNurrber

The hexadecimal data pattern that you want to use to run the test. This
number can be any hexadecimal number between 0000 to FFFF. You must
place Ox in front to indicate a hexadecimal number.

max Er r or Count

The number of errors that you want to accept before terminating the test.

testlterations

The number of times that you want to repeat the test.

ti meout

The length of time in minutes that you want to run the test.

Notes

You can enter more than one type of device to test, and you can enter more than one type of test to run.

Use the save dri veChannel

faul t Di agnost i cs command and the st op dri veChannel

faul t Di agnost i cs command with the st art dri veChannel faultD agnostics command. These
commands are needed to save diagnostic test results to a file and to stop the diagnostic test.

Examples of valid pat t er nNunber entries are 0XxA5A5, 0x3C3C, 8787, and 1234.

You also can stop this command at any time by pressing Ctri+C.

Minimum Firmware Level

7.15
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Start Drive Channel Locate

This command identifies the drive trays that are connected to a specific drive channel by turning on the indicator lights
for the drive tray that is connected to the drive channel. (Use the st op dri veChannel | ocat e command to turn
off the indicator lights on the drive tray.)

Syntax

start driveChannel [(1] 2| 3] 4] 5] 6] 7| 8)] locate

Parameter
Parameter Description
dri veChannel The identifier number of the drive channel that you want to locate. Valid

values for the identifier number for the drive channel are 1, 2, 3,4, 5,6, 7, or
8. Enclose the drive channel identifier number in square brackets ([ ]).

Minimum Firmware Level
6.10

7.15 adds an update to the drive channel identifier.

Start Drive Initialize

This command starts a drive initialization.

ATTENTION Possible damage to the storage array configuration — As soon as you enter this command, all user
data is destroyed.

Syntax

start drive [traylD drawerID,slotlD] initialize

Parameter
Parameter Description
drive The location of the drive that you want to initialize. For high-capacity drive
trays, specify the tray ID value, the drawer ID value, and the slot ID value
of the drive that you want to revive. For low-capacity drive trays, specify the
tray ID value and the slot ID value of the drive that you want to revive. Tray
ID values are 0 to 99. Drawer ID values are 1 to 5. Slot ID values are 1 to
32. Enclose the tray ID value, the drawer ID value, and the slot ID value in
square brackets ([ ]).
Notes

The dri ve parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
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alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

Minimum Firmware Level
6.10

7.60 adds the dr awer | D user input.

Start Drive Locate

This command locates a drive by turning on an indicator light on the drive. (Run the st op dri ve | ocat e command
to turn off the indicator light on the drive.)

Syntax

start drive [traylD drawerl D, slotlD] |ocate

Parameter
Parameter Description
drive The location of the drive that you want to reconstruct. For high-capacity drive
trays, specify the tray ID value, the drawer ID value, and the slot ID value
of the drive that you want to revive. For low-capacity drive trays, specify the
tray ID value and the slot ID value of the drive that you want to revive. Tray
ID values are 0 to 99. Drawer ID values are 1 to 5. Slot ID values are 1 to
32. Enclose the tray ID value, the drawer ID value, and the slot ID value in
square brackets ([ ]).
Notes

The dri ve parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

Minimum Firmware Level
6.10

7.60 adds the dr awer | D user input.

Start Drive Reconstruction

This command starts reconstructing a drive.
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Syntax

start drive [trayl D, drawerl D, sl otlD] reconstruct

Parameter
Parameter Description
drive The location of the drive that you want to reconstruct. For high-capacity drive
trays, specify the tray ID value, the drawer ID value, and the slot ID value
of the drive that you want to revive. For low-capacity drive trays, specify the
tray ID value and the slot ID value of the drive that you want to revive. Tray
ID values are 0 to 99. Drawer ID values are 1 to 5. Slot ID values are 1 to
32. Enclose the tray ID value, the drawer ID value, and the slot ID value in
square brackets ([ ]).
Notes

The dri ve parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

Minimum Firmware Level
543

7.60 adds the dr awer | D user input.

Start Host Interface Card Diagnostic

This command runs diagnostic tests to evaluate the functionality of the controller host interface card. The diagnostic
tests that this command runs are specific to the host interface card that is in the controller. Before you run these tests,
you must make these changes to the controller that has the host interface card on which you want to run diagnostics:

s Place the controller into service mode (use theset controller [(a | b)] availability=servi ceMde
command).

= Attach the management client directly to the controller through the management Ethernet port.

NOTE In a dual controller configuration, you must run these diagnostic tests through the controller that you want to
evaluate. You cannot run these diagnostic tests through the partner controller.

Syntax
start hostCard [(1 ]| 2| 3| 4)] controller [(a | b)] diagnostic

di agnosti cType=(basic | extended)
[extendedTest | D=(EDC | DVMA | RAM | internal Loopback)]
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Parameters

Parameter

Description

host Card

The identifier for host interface card on which you want to run the
diagnostic tests. Valid host interface card identifiers are 1, 2, 3, or
4. The value of the identifier is for the position of the host interface
card in the controller tray or base system. The position of the host
interface card depends on the type of controller tray or controller-
drive tray in your storage array. See the Notes for more information
about the host interface card identifier and the position of the host
interface cards in a controller tray. Enclose the controller identifier in
square brackets ([ ]).

controller

The controller that has the host interface card on which you want
to run the diagnostic tests. Valid controller identifiers are a or b,
where a is the controller in slot A, and b is the controller in slot B.
Enclose the controller identifier in square brackets ([ ]). If you do
not specify a controller, the storage management software returns
a syntax error.

di agnosti cType

The level of diagnostic testing that you want to run on the host
interface card. You can run one of these levels of testing:

basi ¢ — This option validates the ability of the host interface card
to transport 1/0O data. This option takes approximately 30 seconds
to complete.

ext ended — This option enables you to run more comprehensive
diagnostic tests on the host interface card.

ext endedTest | D

This parameter selects the extended test option that you want to
run.

If you choose the ext ended parameter, you also must use the
ext endedTest | D parameter and one of the extended test
options.

Extended Test Option for Fibre Description

Channel

EDC This option tests the Error Detection and Correction (EDC)
generation, verification, and deletion functionality of the QE4 chip.
This option tests all modes of the EDC operation, such as, insert,
verify, and delete EDC data.

DVA This option tests the capability of the QE4 chip to take part in a

Direct Memory Access (DMA) operation. The DMA can be internal
to the chip or can be performed using the services of the raw pool
within the Reconfigurable Processor Assembly (RPA) memory.

Extended Test Option for iSCSI

Description

RAM

This option performs a read/write test for the local RAM, the SRAM,
and also performs a checksum test for the NVRAM. This option
performs the read/write test for the RAM and SRAM by writing data
to the memory, reading back the data, and comparing the read data
to the written data.
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Extended Test Option for iSCSI

Description

i nt ernal LoopBack

This option tests the ability of the physical layer (PHY) to transmit

data packets over the physical link. For this test, the PHY is set to

an internal loopback mode. Data is then transmitted, received, and
compared with the original data. The test is run in two passes:

s For the first pass, the data is predefined by the firmware.

m For the second pass, the data is generated externally and then
transmitted.

Notes

You can run the diagnostic test on only one controller in the storage array at any one time.

A controller can have either one or two host interface cards.

= If a controller has one host interface card, the value for the position of each host interface card depends on the
position of the controller in the controller tray. The host interface card in the controller in controller tray slot A has a
position value of 1. The host interface card in the controller in controller tray slot B has a position value of 2.

= If a controller has two host interface cards, the value for the position of each host interface card depends on the
position of the host interface card in the controller and the position of the controller in the controller tray. In most
cases the position of the host interface card is identified with labels such as Host Card 1 and Host Card 2 on each
controller. The position value of the host interface cards are listed in this table.

Controller Host Card Label Position
A Host Card 1 1

Host Card 2 2
B Host Card 1 3

Host Card 2 4

You cannot use a loopback connection for the host interface card that you are testing.

Minimum Firmware Level

7.70 adds the capability for controller host interface card diagnostics.

Start Input Output Controller (I0C) Dump

This command produces a dump of the I0C log of data transmissions between a host and a controller. Controllers
are identified as "a" or "b". Each controller can have up to four host channels, each channel is uniquely identified by a

number from 1 through 4.

Syntax

start 10CLog [(al | a2 | a3 |

[overwrite=(TRUE | FALSE)]

ad | bl | b2 | b3 | b4)]
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Parameters

Parameter Description
controll er-channel This parameter specifies the controller and host channel from which to
identifiers produce the I0OC dump. Valid controller identifiers are a or b, where a is

the controller in slot A, and b is the controller in slot B. Host channels have
numerical identifiers. Enclose the controller identifier and host channel
identifier in square brackets ([ ]).

Valid controller identifier and host channel values are al, a2, a3, a4, b1, b2,
b3, b4.

If you do not specify a controller, the storage management software returns a
syntax error.

overwite This parameter causes the new IOC log dump to overwrite an existing dump.
To overwrite the existing dump, set this parameter to TRUE. The default value
is FALSE.
Notes

This command generates a debug log from the I0C of the selected controller and stores the data in a compressed
format in a persistent memory buffer on the controller. You can retrieve the data from the debug log using the save
| OCLog command. The controller returns an error for these conditions:

= The controller platform and HIC do not support an IOC dump.
s The specified controller has an outstanding IOC dump and the overwrite parameter is false.

m The specified controller identifier or channel identifier are out of the valid range.

Minimum Firmware Level

8.20

Start iSCSI DHCP Refresh

This command initiates a refresh of the DHCP parameters for the iSCSI interface. If the configuration method for the
interface is not set to DHCP, the procedure returns an error.

Syntax

start controller [(a | b)] iscsiHostPort [(1 | 2| 3| 4)] dhcpRefresh

Parameter
Parameter Description
controller The identifier letter of the controller that has the iSCSI host ports. Valid

controller identifier values are a or b, where a is the controller in slot A, and b
is the controller in slot B.

i scsi Host Port The identifier of the iISCSI port for which you want to refresh the DHCP
parameters. Enclose the iISCSI host port identifier in square brackets ([ ]).

Notes

This operation ends the iSCSI connections for the portal and temporarily brings down the portal.
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Minimum Firmware Level

7.10

Start Secure Drive Erase

This command erases all of the data from one or more full disk encryption (FDE) drives so that they can be reused as
FDE drives. Run this command only when the FDE drives are no longer part of a secure volume group or disk pool, or
when the security key is unknown.

Syntax
start secureErase (drive [traylD,slotlD] |
drives [traylDl,slotIDl ... traylDn,slotlDn])
Parameters
Parameter Description
driveordrives The tray and the slot where the drive resides. Tray ID values are 0 to

99. Slot ID values are 1 to 32. Enclose the tray ID values and the slot ID
values in square brackets ([ ]).

Notes
The controller firmware creates a lock that restricts access to the FDE drives. FDE drives have a state called Security

Capable. When you create a security key, the state is set to Security Enabled, which restricts access to all FDE drives
that exist within the storage array.

Minimum Firmware Level

7.40

Start Snapshot (Legacy) Rollback

NOTE With firmware version 7.83 the order of the terms in the syntax is changed to be consistent with other
commands. Replace the deprecated command syntax with the new command syntax.

This command starts a rollback operation for one or more snapshot (legacy) volumes. The content of the base volume
changes immediately to match the point-in-time content of the selected snapshot (legacy) volume. The base volume
immediately becomes available for read/write requests after the rollback operation has successfully completed. To
stop a shapshot (legacy) rollback operation, use the st op rol | back vol une command.

The repository volume that is associated with the snapshot (legacy) continues to track any new changes between the
base volume and the snapshot (legacy) volume that occur after the rollback operation is completed.

Syntax (Deprecated)

start rollback (volume [snapshot Vol uneNane |
vol unes [ "snapshot Vol uneNanel" ... "snapshot Vol umneNaneN'])
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Syntax (New)

start (vol une ["snapshot Vol umeNane" |

vol umes [ "snapshot Vol umeNanel" ... "snapshot Vol umeNaneN']) rol | back
Parameter

Parameter Description

vol une The name of the snapshot (legacy) volume for which you want to start a

rollback operation.. Enclose the volume name in square brackets ([ ]). If the
volume name has special characters or numbers, you must enclose the
volume name in double quotation marks (" ") inside square brackets.

vol unes

The names of several snapshot (legacy) volumes for which you want to start
a rollback operation. Enter the names of the volumes using these rules:

= Enclose all of the names in square brackets ([ ]).

s Separate each of the names with a space.

If the volume names have special characters or numbers, enter the names
using these rules:

= Enclose all of the names in square brackets ([ ]).
= Enclose each of the names in double quotation marks (" ").

» Separate each of the names with a space.

Minimum Firmware Level

7.80

7.83 changes the order of the terms in the syntax.

Start Snapshot Image Rollback

This command starts a rollback operation for a set of snapshot images. The content of the base volume changes
immediately to match the point-in-time content of the selected snapshot image volume. The base volume immediately
becomes available for read/write requests after the rollback operation has successfully completed. To stop a snapshot

image rollback operation, use the st op rol | back snapl nage command.

The repository volume that is associated with the snapshot image continues to track any new changes between the

base volume and the snapshot image volume that occur after the rollback operation is completed.

NOTE You cannot use this command for snapshot images involved in online volume copy.

Syntax

start snapl nage [ "snapl mageNane"] rol |l back

356 - CLI and Script Commands for Version 11.20




Parameter

Parameter Description

shapl mage The name of the snapshot image. The name of a snapshot image is
comprised of two parts:

s The name of the snapshot group
= An identifier for the snapshot image in the snapshot group
The identifier for the snapshot image can be one of these:

= An integer value that is the sequence number of the snapshot in the
snapshot group.

= NEVEEST - Use this option when you want to show the latest snapshot
image created in the snapshot group.

s COLDEST - Use this option when you want to show the earliest snapshot
image created in the snapshot group.

Enclose the snapshot image name in double quotation marks (" ") inside
square brackets ([ ]).

Notes

The name of a snapshot image has two parts separated by a colon (:):

= The identifier of the snapshot group

= The identifier of the snapshot image

For example, if you want to start a rollback operation for snapshot image 12345 in a snapshot group that has the
name snapGroup1, you would use this command:

start snaplmage ["snapG oupl: 12345"] roll back;

To start a rollback operation for the most recent snapshot image in a snapshot group that has the name snapGroup1,
you would use this command:

start snapl mage ["snapG oupl: newest"]rol | back;
Minimum Firmware Level

7.83

Start SSD Cache Locate
This command identifies the Solid State Disks (SSDs) that are logically grouped together to form the SSD cache by

blinking the indicator lights on the SSDs. (Use the st op ssdCache | ocat e command to turn off the indicator lights
on the drives.)

Syntax

start ssdCache [ssdCacheNane] | ocate
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Parameters

Parameter Description

ssdCache The name of the SSD cache that you want to locate. Enclose the SSD
cache name in square brackets ([ ]). If the SSD cache name contains
special characters or consists only of numbers, you must enclose the
SSD cache name in double quotation marks (" ") inside square brackets.

Minimum Firmware Level

7.84

Start SSD Cache Performance Modeling

This command starts performance modeling for the SSD cache. Performance modeling monitors and measures 1/0O

activity for a period of time and estimates performance for various SSD cache sizes. Performance is estimated using
two metrics: cache hit percentage and average response time. The performance modeling data is not available until

you stop the operation using the st op ssdCache perf or manceModel i ng command.

Syntax

start ssdCache [ssdCacheNane] performanceModel i ng

Parameters
Parameter Description
ssdCache The name of the SSD cache for which you want to model performance.
Enclose the SSD cache name in square brackets ([ ]). If the SSD cache
name contains special characters or consists only of numbers, you must
enclose the SSD cache name in double quotation marks (" ") inside
square brackets.
Notes

Performance modeling ends and the performance modeling data is available when one of the following conditions
occurs:

s Runthe st op ssdCache performanceMdel i ng command.

m Retrieve the performance modeling data using the storage management software.

Performance modeling ends, but no data is available when one of the following conditions occurs:

= You reboot the controller.
= You make any changes to the SSD cache configuration.

s The state of the SSD cache changes.

Minimum Firmware Level

7.84
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Start Storage Array Configuration Database Diagnostic

This command runs a consistency check against a configuration database.
Syntax

start storageArray confi gDbDi agnostic
[ sourcelLocati on=(di sk | onboard) |

di agnosti cType=(fil eSystem | mrror) |
controller[(a | b)]]

Parameters

Parameter Description

sour celocati on This parameter specifies the location of the database.

= di sk indicates that data comes directly from the database on
the drive

= onboar d indicates that data comes from the RPA memory
location

The default location is di sk.

di agnosti cType The level of diagnostic testing that you want to run on the
database. You can run one of these levels of testing:

fi | eSyst em— This option check the the structural integrity of the
database .

mrror

= When the sour ceLocat i on parameter is set to di sk, the peer
controller initiates a block check.

m When the sour ceLocat i on parameter is set to onboar d, the
peer controller initiates a record check.

NOTE You can run the mi rr or option only from a command line
or from the Script editor. This option is not available through the
storage management software GUI. The ni rr or option starts a
long running operation that you cannot stop.

The default value is fi | eSyst em

controller The controller that has the database on which you want to run the
diagnostic tests. Valid controller identifiers are a or b, where a is
the controller in slot A, and b is the controller in slot B. Enclose the
controller identifier in square brackets ([ ]).

Notes

This command runs a consistency check against a configuration database. All database records are checked. Error
data is written to a file in the data folder on disk automatically. You do not need to specify an output file.

NOTE Running a consistency check with the di agnosti cType parameter set to i r r or and with the
sour ceLocat i on parameter set to onboar d can cause the operation to run for a long time. This can have adverse
effects on host I/O processing. This operation should be done only under direction from the support organization.

Upon completion of the diagnostic test, the controller firmware returns one of these results:

m Diagnosis completed without errors. No ZIP file created.
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s Diagnosis completed with errors. Refer to the ZIP file created at:

...\Install _dir\data\FirmareUpgradeReports\tinestanp_buil dNo. zi p

If the diagnostic test detects an inconsistency in the configuration database, the controller firmware performs these
actions:

s Returns a description of the inconsistency

s Saves a ZIP file containing raw binary data
The controller firmware saves the ZIP file to this location:
...\Install _dir\data\Fi rmvareUpgradeReports\timestanp_buil dNo. zi p

You can use the binary data to help determine the cause of the problem, or you can send the file containing the binary
data to a Technical Support Representative.

To stop the database configuration diagnostic test, use the st op st orageArray confi gDbDi agnosti c
command.

In addition, you can start the database configuration diagnostic test through the storage management software GUI,;
however, you cannot stop the database configuration diagnostic test through the storage management software GUI.
If you want to stop a running diagnostic test, you must use the st op st or ageArray confi gDbDi agnhosti c
command.

Minimum Firmware Level
7.75

7.83 adds these parameters:

m sourcelocation
s diagnosticType

m controller

Start Storage Array Controller Health Image

NOTE With firmware version 8.20 the cor eDunp parameter is deprecated and will be removed in a future release of
storage management software. For best operation use the cont r ol | er Heal t hl nage parameter.

This command produces a storage array controller health image.
Syntax

start storageArray controllerHealthlmage controller [(a|b)]
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Parameters

Parameter Description

controller This parameter specifies the controller from which to produce the controller
health image. Valid controller identifiers are a or b, where a is the controller
in slot A, and b is the controller in slot B. Enclose the controller identifier

in square brackets ([ ]). If you do not specify a controller, the storage
management software returns a syntax error.

Notes

This command forces the selected controller to dump its core data to cache. Use the save st or ageArray
control I er Heal t hl mage command to save a copy of the cache data to a host file.

Minimum Firmware Level
7.83

8.20 replaces the cor eDunp parameter with the cont r ol | er Heal t hl mage parameter.

Start Storage Array iSNS Server Refresh

This command initiates a refresh of the network address information for the iSNS server. If the DHCP server is
marginal or unresponsive, the refresh operation can take from two to three minutes to complete.

NOTE This command is for IPv4 only.

Syntax
start storageArray isnsServerRefresh

Parameter

None.

Notes

If you used the set st orageArray isnsl Pv4Confi gurati onMet hod command to set the configuration but did
not set the configuration to DHCP, running the st art st orageArray i snsServer Ref r esh returns an error.

Minimum Firmware Level

7.10

Start Storage Array Locate

This command locates a storage array by turning on the indicator lights for the storage array. (Use the st op
storageArray | ocat e command to turn off the indicator lights for the storage array.)
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Syntax

start storageArray |ocate
Parameters

None.

Minimum Firmware Level

6.10

Start Synchronous Mirroring Synchronization

This command starts Synchronous Mirroring synchronization.

NOTE In previous versions of this command the feature identifier was r enot eM r r or . This feature identifier is no
longer valid and is replaced by syncM rr or .

Syntax

start syncMrror primary ["vol umeNane"] synchronize

Parameter
Parameter Description
primary The name of the primary volume for which you want to start synchronization.

Enclose the primary volume name in double quotation marks (" ") inside of
square brackets ([ ]).

Minimum Firmware Level

6.10

Start Tray Locate

This command locates a tray by turning on the indicator light. (Use the st op tray | ocat e command to turn off the
indicator light for the tray.)

Syntax

start tray [trayl D] |ocate

Parameter
Parameter Description
tray The tray that you want to locate. Tray ID values are 0 to 99. Enclose the tray
ID value in square brackets ([ ]).
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Minimum Firmware Level

6.10

Start Volume Group Defragment

This command starts a defragment operation on the specified volume group.

NOTE Defragmenting a volume group starts a long-running operation that you cannot stop.

Syntax

start vol umeG oup [vol umeG oupNane] defragment

Parameter
Parameter Description
vol umeG oup The name of the volume group that you want to defragment. Enclose the
volume group name in square brackets ([ ]).
Notes

Host I/O errors might result in the volume groups with more than 32 volumes. This operation also might result
in internal controller reboots because the timeout period ends before the volume group definition is set. If you
experience this issue, quiesce the host I/0 operations, and try the command again.

Start Volume Group Export

This command moves a volume group into an Exported state. Then you can remove the drives that comprise the
volume group and reinstall the drives in a different storage array.

NOTE Within the volume group, you cannot move volumes that are associated with the premium features from one
storage array to another storage array.

Syntax

start vol umeG oup [vol umeG oupNane] export

Parameter
Parameter Description
vol umeG oup The name of the volume group that you want to export. Enclose the volume
group name in square brackets ([ ]).
Notes

When this command is successful, you can run the st art vol umeG oup i nport command to finish moving the
volume group to a Complete state, which makes the volume group available to the new storage array.
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If this command is unsuccessful because hardware problems prevented the completion of the export, use the set
vol umeG oup forceState command. The set vol umeG oup forceSt at e command lets you use the st art
vol umeG oup i nport command to import a volume group.

After the volume group is in an Exported state or a Forced state, you can remove the drives that comprise the volume
group from the storage array. You can reinstall the drives in a different storage array.

Minimum Firmware Level

7.10

Start Volume Group Import

This command moves a volume group into a Complete state to make a newly introduced volume group available to its
new storage array. The volume group must be in an Exported state or a Forced state before you run this command.
Upon successfully running the command, the volume group is operational.

NOTE Within the volume group, you cannot move volumes that are associated with the premium features from one
storage array to another storage array.

Syntax

start vol umeG oup [vol umeG oupNane] i nport

Parameter
Parameter Description
vol umeG oup The name of the volume group that you want to import. Enclose the volume
group name in square brackets ([ ]).
Notes

Higher-level volumes that are specifically related to premium features (Snapshot (Legacy), Synchronous Mirroring,
Volume Copy, mapping, and persistent reservations) are removed as part of the import operation.

You must run the show vol uneG oup i nport Dependenci es command before you run the st art
vol uneGr oup i nport command.

Minimum Firmware Level

7.10

Start Volume Group Locate
This command identifies the drives that are logically grouped together to form the specified volume group by blinking

the indicator lights on the drives. (Use the st op vol umeG oup | ocat e command to turn off the indicator lights on
the drives.)

Syntax

start vol umeGroup [vol umeGroupNane] | ocate
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Parameter

Parameter Description

vol umeG oup The name of the volume group for which you want to locate the drives that
belong to that volume group. Enclose the volume group name in square
brackets ([ ]).

Minimum Firmware Level

6.16

Start Volume Initialization

This command starts the formatting of a volume in a storage array.

NOTE Formatting a volume starts a long-running operation that you cannot stop.

Syntax

start volune [volumeNane] initialize

Parameter
Parameter Description
vol ume The name of a volume that you want to format. Enclose the volume name in

square brackets ([ ]). If the volume name has special characters or numbers,
you must enclose the name in double quotation marks (" ") inside square
brackets.

Minimum Firmware Level

6.10

Stop Cache Backup Device Diagnostic

This command stops the cache backup device diagnostic tests that were started by the st ar t
cacheBackupDevi ce di agnosti ¢ command.

Syntax

stop cacheBackupDevi ce controller [(a | b)] diagnostic

Parameters
Parameter Description
controller The controller that has the cache backup device on which you are running

the diagnostic tests. Valid controller identifiers are a or b, where a is the
controller in slot A, and b is the controller in slot B. Enclose the controller
identifier in square brackets ([ ]). If you do not specify a controller, the storage
management software returns a syntax error.
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Minimum Firmware Level

7.60 adds the capability for cache backup device diagnostics.

Stop Cache Memory Diagnostic

This command stops the cache memory diagnostic tests that were started by the st art cacheMenory
di agnost i ¢ command.

Syntax

stop cacheMenory controller [(a | b)] diagnostic

Parameter
Parameter Description
controller The controller that has the cache memory on which you are running the

diagnostic tests. Valid controller identifiers are a or b, where a is the
controller in slot A, and b is the controller in slot B. Enclose the controller
identifier in square brackets ([ ]). If you do not specify a controller, the storage
management software returns a syntax error.

Minimum Firmware Level

7.60 adds the capability for cache memory diagnostics.

Stop Consistency Group Snapshot Rollback

This command stops a rollback operation to the member base volumes in a snapshot consistency group that was
initiated by the st art cgSnapl mage rol | back command.

NOTE Canceling a consistency group snapshot rollback operation leaves the base volume in an indeterminate state
with potentially invalid or inconsistent data. The related consistency group snapshot volume becomes disabled and
unusable.

Syntax

stop cgSnapl mage[ "snapCd D: i magel D']| rol | back
[ menber Vol uneSet [ " nenber Vol umeNanmel" ... "nenber Vol umeNanmen"] ]
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Parameter

Parameter Description

cgSnapl mage The name of the consistency group snapshot image for which you want
to stop a rollback operation. The name of a snapshot image is comprised
of two parts:

s The name of the snapshot group
= An identifier for the snapshot image in the snapshot group
The identifier for the snapshot image can be one of these:

= An integer value that is the sequence number of the snapshot in the
snapshot group.

= NEWEST - Use this option when you want to show the latest snapshot
image created in the snapshot group.

s OLDEST - Use this option when you want to show the earliest snapshot
image created in the snapshot group.

Enclose the snapshot image name in double quotation marks (" ") inside
square brackets ([ ]).

menber Vol uneSet The name of one or more member base volumes in a consistency group
that you want to stop a rollback operation. Enclose each member base
volume name in double quotation marks (" ") inside parentheses.

You can enter more than one member base volume name. Enclose all
of the member base volume names in one set of square brackets ([ ]).
Enclose each member base volume name in double quotation marks
(" "). Separate each member base volume name with a space.

When the nenber Vol uneSet parameter is not used stopping the
rollback process applies to all member volumes of the consistency group.

Notes

The name of a snapshot image has two parts separated by a colon (:):

= The identifier of the snapshot group

= The identifier of the snapshot image

For example, if you want to stop a roll back operation for the newest snapshot image in an entire consistency group
that has the name CG1, you would use this command:

stop cgSnapl mage ["CGL: newest"] roll back;

To stop a roll back operation for the snapshot image 12345 for base volume members memVol1, memVol2, and
memVol3 in a consistency group that has the name CG2, you would use this command:

stop cgSnapl mage ["C&2:12345"] rol |l back nenber Vol uneset =("nemvol 1 nemvol 2 nenVol 3");

Minimum Firmware Level

7.83
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Stop Consistency Group Snapshot Volume

This command stops the copy-on-write operation for creating a consistency group snapshot volume. To restart the
copy-on-write operation use the r esune cgSnapVol une command.

NOTE This command does not delete a consistency group snapshot volume. To delete a consistency group snapshot
volume use the del et e cgSnapVol urme command.

Syntax

stop cgSnapVol unme [ snapVol uneNane]

Parameter
Parameter Description
cgSnapVol ume The name of the consistency group snapshot volume that you want to stop

creating. Enclose the volume name in square brackets ([ ]). If the volume
name has special characters or numbers, you must enclose the name in
double quotation marks (" ") inside square brackets.

Minimum Firmware Level

7.83

Stop Controller Diagnostic

This command stops the controller diagnostic tests that were started by the st art control |l er di agnostic
command.

Syntax

stop controller [(a | b)] diagnostic

Parameters
Parameter Description
controller The setting to return information about a specific controller in the storage

array. Valid controller identifiers are a or b, where a is the controller in slot
A, and b is the controller in slot B. Enclose the controller identifier in square
brackets ([ ]). If you do not specify a controller, the storage management
software returns a syntax error.

Minimum Firmware Level

7.70

Stop Disk Pool Locate

This command turns off the indicator lights on the drives that were turned on by the st art di skPool | ocate
command.
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Syntax

stop di skPool | ocate

Parameters

None.

Minimum Firmware Level

7.83

Stop Drive Channel Fault Isolation Diagnostics

NOTE With firmware version 8.10, the st op dri veChannel faultDi agnosti cs command is deprecated.

This command stops the drive channel fault isolation diagnostics, which stops the st art dri ve channel fault
i sol ati on di agnosti cs command before it completes.

Syntax

stop driveChannel faultDi agnostics

Parameters

None.

Notes

Usethestart driveChannel faultDi agnostics command andthe save dri veChannel

faul t Di agnost i cs command with the st op dri veChannel faultDi agnosti cs command. These commands

are needed to start the diagnostic test and save diagnostic test results to a file.

You also can stop the st art dri veChannel faultDi agnosti cs command at any time by pressing Ctri+C.

Minimum Firmware Level

7.15

Stop Drive Channel Locate

This command turns off the indicator lights on the drive trays that were turned on by the st art dri veChannel
| ocat e command.

Syntax

stop driveChannel |ocate

Parameters

None.
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Minimum Firmware Level

6.10

Stop Drive Locate
This command turns off the indicator light on the drive that was turned on by the st art dri ve | ocat e command.
Syntax
stop drive |locate
Parameters
None.
Minimum Firmware Level

6.10

Stop Drive Replace

This command stops a data copy operation that was started by either aset dri ve commandorarepl ace drive
command with the copyDr i ve user input.

Syntax

stop drive replace ([trayl D, drawerID,slotlD | <"ww D'>)

Parameters
Parameter Description
drive The location of the drive that is being copied before you replace it.
For high-capacity drive trays, specify the tray ID value, the drawer ID
value, and the slot ID value of the drive that you want to revive. For low-
capacity drive trays, specify the tray ID value and the slot ID value of
the drive that you want to revive. Tray ID values are 0 to 99. Drawer ID
values are 1 to 5. Slot ID values are 1 to 32. Enclose the tray ID value,
the drawer ID value, and the slot ID value in square brackets ([ ]).
drive The World Wide Identifier (WWID) of the drive that you want to replace.
Enclose the WWID in double quotation marks (" ") inside angle brackets
(<>).
Notes

The dri ve parameter supports both high-capacity drive trays and low-capacity drive trays. A high-capacity drive
tray has drawers that hold the drives. The drawers slide out of the drive tray to provide access to the drives. A low-
capacity drive tray does not have drawers. For a high-capacity drive tray, you must specify the identifier (ID) of the
drive tray, the ID of the drawer, and the ID of the slot in which a drive resides. For a low-capacity drive tray, you need
only specify the ID of the drive tray and the ID of the slot in which a drive resides. For a low-capacity drive tray, an
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alternative method for identifying a location for a drive is to specify the ID of the drive tray, set the ID of the drawer to
0, and specify the ID of the slot in which a drive resides.

Minimum Firmware Level

8.20

Stop Host Interface Card Diagnostic

This command stops the host interface card diagnostic tests that were started by the st art host card
di agnost i ¢ command.

Syntax

stop hostCard controller [(a | b)] diagnostic

Parameters
Parameter Description
controller The controller that has the host interface card on which you are running

the diagnostic tests. Valid controller identifiers are a or b, where a is the
controller in slot A, and b is the controller in slot B. Enclose the controller
identifier in square brackets ([ ]). If you do not specify a controller, the storage
management software returns a syntax error.

Minimum Firmware Level

7.70 adds the capability for controller host interface card diagnostics.

Stop Pending Snapshot Images on Consistency Group
This command stops all of the pending snapshot images that are to be created on a snapshot consistency group. If
the snapshot consistency group does not have any pending snapshot images, the storage management software
displays an error message and does not run the command.

Syntax

stop consi stencyG oup [consi stencyG oupNanme] pendi ngSnapl mageCr eati on

Parameters
Parameter Description
consi st encyG oupName The name of the consistency group for which you want to stop any

pending snapshot operation. Enclose the name of the consistency
group in square brackets ([ ]). If the consistency group name has
special characters or numbers, you must enclose the consistency
group name in double quotation marks (" ") inside square brackets.

Minimum Firmware Level

7.83
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Stop Snapshot (Legacy)

This command stops a copy-on-write operation.

Syntax
stop snapshot (vol une [vol uneNane] |
vol unes [vol umreNanel ... vol umreNaneN])
Parameter
Parameter Description
vol ume The name of the volume for which you want to stop a copy-on-write

operation. Enclose the volume name in square brackets ([ ]). If the volume
name has special characters or numbers, you must enclose the volume
name in double quotation marks (" ") inside square brackets.

vol umes The names of several volumes for which you want to stop a copy-on-write
operation. Enter the names of the volumes using these rules:

» Enclose all of the names in square brackets ([ ]).

m Separate each of the names with a space.

If the volume names have special characters or numbers, enter the names
using these rules:

s Enclose all of the names in square brackets ([ ]).
s Enclose each of the names in double quotation marks (" ").

m Separate each of the names with a space.

Notes

Names can be any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#). Names can
have a maximum of 30 characters.

One technique for naming the snapshot (legacy) volume and the snapshot (legacy) repository volume is to add a
hyphenated suffix to the original base volume name. The suffix distinguishes between the snapshot (legacy) volume
and the snapshot (legacy) repository volume. For example, if you have a base volume with a name of Engineering
Data, the snapshot (legacy) volume can have a name of Engineering Data-S1, and the snapshot (legacy) repository
volume can have a name of EngineeringData-R1.

If you do not choose a name for either the snapshot (legacy) volume or the snapshot (legacy) repository volume, the
storage management software creates a default name by using the base volume name. An example of the snapshot
(legacy) volume name that the controllers might create is, if the base volume name is aaa and does not have a
snapshot (legacy) volume, the default snapshot (legacy) volume name is aaa-1. If the base volume already has n-1
number of snapshot (legacy) volumes, the default name is aaa-n. An example of the snapshot (legacy) repository
volume name that the controller might create is, if the base volume name is aaa and does not have a snapshot
(legacy) repository volume, the default snapshot (legacy) repository volume name is aaa-R1. If the base volume
already has n-1 number of snapshot (legacy) repository volumes, the default name is aaa-Rn.

Enclose the volume names using one of these forms:

= On a Windows command line: \"vol uneNane\"
= In a Windows script engine window: ["vol umreNane"]
s On a Linux command line: \"vol umeNane\"

m In a Linux script engine window: [\"vol umeNamnme\"]
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Minimum Firmware Level

6.10

Stop Snapshot (Legacy) Rollback

NOTE With firmware version 7.83, the order of the terms in the syntax is changed to be consistent with other
commands. Replace the deprecated command syntax with the new command syntax.

This command stops a snapshot (legacy) rollback operation that was initiated by the st art rol | back vol une
command.

NOTE Canceling a rollback operation leaves the base volume in an indeterminate state with potentially invalid or
inconsistent data. The related snapshot (legacy) volume becomes disabled and unusable.

Syntax (Deprecated)

stop roll back (vol une [snapshot Vol uneNane] |
vol umes [ snapshot Vol uneNanmel ... snapshot Vol uneNaneN] )

Syntax (New)

stop (vol une [ snapshot Vol umreNane] |

vol unes [ snapshot Vol uneNanel ... snapshot Vol umeNaneN]) rol | back
Parameter Description
vol ume The name of the snapshot (legacy) volume for which you want to stop a

rollback operation. Enclose the volume name in square brackets ([ ]). If the
volume name has special characters or numbers, you must enclose the
volume name in double quotation marks (" ") inside square brackets.

vol umes The names of several snapshot (legacy) volumes for which you want to stop
a rollback operation. Enter the names of the volumes using these rules:

s Enclose all of the names in square brackets ([ ]).

m Separate each of the names with a space.

If the volume names have special characters or numbers, enter the names
using these rules:

= Enclose all of the names in square brackets ([ ]).

s Enclose each of the names in double quotation marks (" ").

m Separate each of the names with a space.

Minimum Firmware Level
7.80

7.83 changes the order of the terms in the syntax.
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Stop Snapshot Group Pending Snapshot Images

This command cancels all of the pending snapshot images that are to be created on a snapshot group. If the
snapshot group does not have any pending snapshot images, the firmware displays an error message and does not
run the command. You can run this command on a snapshot group or a snapshot consistency group.

Syntax

stop (snapG oup [snapG oupNane] |
consi stencyG oup [ snapConsi st encyG oupNane] )
pendi ngSnapl mageCr eati on

Parameters

Parameter Description

shapG oup The name of the snapshot group for which you want to stop pending
snapshot images. Enclose the snapshot group name in square brackets ([ ]).
If the snapshot group name has special characters or numbers, you must
enclose the snapshot group name in double quotation marks (" ") inside
square brackets.

consi st encyG oup The name of the snapshot consistency group for which you want to stop
pending snapshot images. Enclose the snapshot consistency group nhame
in square brackets ([ ]). If the snapshot consistency group name has special
characters or numbers, you must enclose the snapshot group name in
double quotation marks (" ") inside square brackets.

Minimum Firmware Level

7.83

Stop Snapshot Image Rollback

This command stops a snapshot image rollback operation that was initiated by the st art snapl mage rol | back
command.

NOTE Canceling a snapshot image rollback operation leaves the base volume in an indeterminate state with
potentially invalid or inconsistent data. The related snapshot image volume becomes disabled and unusable.

Syntax

stop snapl mage [snapCd D:i magel D] rol | back
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Parameter

Parameter Description

shapl mage The name of the snapshot image for which you want to stop a rollback
operation. The name of a snapshot image is comprised of two parts:

s The name of the snapshot group
= An identifier for the snapshot image in the snapshot group
The identifier for the snapshot image can be one of these:

= An integer value that is the sequence number of the snapshot in the
snapshot group.

= NEVEEST - Use this option when you want to show the latest snapshot
image created in the snapshot group.

s COLDEST - Use this option when you want to show the earliest snapshot
image created in the snapshot group.

Enclose the snapshot image name in double quotation marks (" ") inside
square brackets ([ ]).

Notes

The name of a snapshot image has two parts separated by a colon (:):

= The identifier of the snapshot group

= The identifier of the snapshot image

For example, if you want to stop a rollback operation for snapshot image 12345 in a snapshot group that has the
name snapGroup1, you would use this command:

stop snapl mage ["snapG oupl: 12345"] rol |l back;

To stop a rollback operation for the most recent snapshot image in a snapshot group that has the name snapGroup1,
you would use this command:

stop snapl mage ["snapG oupl: newest"] roll back;

Minimum Firmware Level

7.83

Stop Snapshot Volume

This command stops a snapshot volume operation.

Syntax

stop snapVol urme [ "snapVol umreNane"]
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Parameters

Parameter Description
shapVol ure The name of the snapshot volume that you want to stop. Enclose the
snapshot volume name in double quotation marks (" ") inside square
brackets ([ ]).
Notes

You can use any combination of alphanumeric characters, underscore (_), hyphen (-), and pound (#) for the names.
Names can have a maximum of 30 characters.

Minimum Firmware Level

7.83

Stop SSD Cache Locate

This command turns off the indicator lights on the Solid State Disks (SSDs) that were turned on by the st art
ssdCache | ocat e command.

Syntax

stop ssdCache | ocate
Parameters

None.

Minimum Firmware Level

7.84

Stop SSD Cache Performance Modeling

This command stops the performance modeling operation and displays the performance modeling data for the SSD
cache. Before running this command, you must start the performance modeling operation with the st art ssdCache
per f or manceModel i ng command. Optionally, you can save the data to a file.

Syntax

stop ssdCache [ssdCacheNane] perfornanceMdeling [file="fil enane"]

Parameters
Parameter Description
ssdCache The name of the SSD cache for which you want to stop modeling

performance. Enclose the SSD cache name in square brackets ([ ]).
If the SSD cache name has special characters or numbers, you must
enclose the SSD cache name in double quotation marks (" ") inside
square brackets.
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Parameter

Description

file The file path and the file name to which you want to save the
performance modeling data. Enclose the file name in double quotation
marks (" "). For example:
file="C \Program Fi |l es\ CLI\I ogs\ ssdcacheperf.csv"
You can use any file name, but you must use the . csv extension.
Notes

This command returns the performance modeling information similar to this example. The size of your monitor
determines how the information wraps and will affect how the information appears.

SSD Cache Nane: mny_cache

Start time: 4/18/12 2:38:26 PM I ST
Stop tinme: 4/18/12 2:38:45 PM I ST

Duration :

00: 00: 19

SSD Cache Performance Mdeling Data (Response Tine):

Cache

Capacity
186
372
557
558
744
931
1117 GB
1303 GB
1489 &B
1675 GB
1862 GB

BEB888E

Over al |

Response

Ti

[eNeolNeoNolNololoNoNoNeNe]

CIEIC I I R A

SSD Reads HDD Reads HDD Wites

Avg. Avg. Avg.

Response % of Response % of Response % of
Ti me I/ GCs Ti me I/ Cs Ti me I/ Cs
0 ns 0.0 % O ns 0.0 % O ns 0.0 %
0 ns 0.0 % O ns 0.0 % O ns 0.0 %
0 ns 0.0 % O ns 0.0 % O ns 0.0 %
0 ns 0.0 % O ns 0.0 % O ns 0.0 %
0 ns 0.0 % O ns 0.0 % O ns 0.0 %
0 ns 0.0 % O ns 0.0 % O ns 0.0 %
0 ns 0.0 % O ns 0.0 % O ns 0.0 %
0 ns 0.0 % O ns 0.0 % O ns 0.0 %
0 ns 0.0 % O ns 0.0 % O ns 0.0 %
0 ns 0.0 % O ns 0.0 % O ns 0.0 %
0 ns 0.0 % O ns 0.0 % O ns 0.0 %

* = Current SSD cache physical capacit
SSD Cache Performance Mdeling Data (Cache Ht %:
Cache Hit %

Cache Capacity

186
372
557
558
744
931
1117 GB
1303 GB
1489 GB
1675 GB
1862 GB

BEB888E

[eNeoleoNolNolNoloNoNoNeNe]

%
%
%
%
%
%
%
%
%
%
%

* = Current SSD cache physical capacity.

Minimum Firmware Level

7.84
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Stop Storage Array Configuration Database Diagnostic

This command stops the diagnostic test to validate the configuration database in the controller firmware that was
started by the st art st orageArray confi gDbDi agnosti ¢ command.

Syntax

stop storageArray confi gDbDi agnostic

Parameters

None.

Notes

The controller firmware returns a confirmation that the diagnostic test was cancelled.

In addition, you can start the database configuration diagnostic test through the storage management software GUI;
however, you cannot stop the database configuration diagnostic test through the storage management software GUI.
If you want to stop a running diagnostic test, you must use the st op st orageArray confi gbDbDi agnosti c

command.

If you try to use the st op st orageArray confi gDbDi agnosti ¢ command after validation of the storage array
configuration has finished, you do not receive any message that the validation has finished. This behavior is expected.

Minimum Firmware Level
7.75

7.77 refines usage.

Stop Storage Array Drive Firmware Download
This command stops a firmware download to the drives in a storage array that was started with the downl oad

storageArray driveFi rmvar e command. This command does not stop a firmware download that is already in
progress to a drive. This command stops all firmware downloads to drives that are waiting for the download.

Syntax

stop storageArray driveFi r mvar eDownl oad

Parameters

None.

Minimum Firmware Level

6.10

Stop Storage Array iSCSI Session

This command forces the termination of a storage array iSCSI session.
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Syntax

stop storageArray iscsi Session [sessionNunber ]

Parameter
Parameter Description
i scsi Sessi on The identifier number of the iISCSI session. Enclose the identifier number of
the iISCSI session in square brackets ([ ]).

Minimum Firmware Level

7.10

Stop Storage Array Locate

This command turns off the indicator lights on the storage array that were turned on by the st art st or ageArr ay
| ocat e command.

Syntax

stop storageArray | ocate

Parameters

None.

Minimum Firmware Level

6.10

Stop Tray Locate

This command turns off the indicator light on the tray that was turned on by the start tray | ocat e command.

Syntax

stop tray locate

Parameters

None.

Minimum Firmware Level

6.10
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Stop Volume Copy

This command stops a volume copy operation. This command is valid for both snapshot (legacy) volume copy pairs
and new snapshot volume copy pairs.

Syntax

stop vol uneCopy target [target Nane] source [sourceNane]

Parameters

Parameter Description

t ar get The name of the target volume for which you want to stop a volume copy
operation. Enclose the target volume name in square brackets ([ ]). If the
target volume name has special characters or numbers, you must enclose
the target volume name in double quotation marks (" ") inside square
brackets.

source The name of the source volume for which you want to stop a volume copy
operation. Enclose the source volume name in square brackets ([ ]). If the
source volume name has special characters or numbers, you must enclose
the source volume name in double quotation marks (" ") inside square
brackets.

Minimum Firmware Level

5.40

Stop Volume Group Locate

This command turns off the indicator lights on the drives that were turned on by the st art vol umeGroup | ocate
command.

Syntax

stop vol uneG oup | ocate

Parameters

None.

Minimum Firmware Level

6.16

Suspend Asynchronous Mirror Group

This command suspends the synchronization of data on all mirrored pairs at the asynchronous mirror group level.
This suspend command helps to reduce any performance impact to the host application that might occur while any
changed data on the local storage array is copied to the remote storage array.
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Syntax

suspend asyncM rror Group [asyncM rror G oupNane]

Parameters
Parameter Description
asyncM rror G oup The name of the asynchronous mirror group for which you want to
suspend synchronization of data. Enclose the asynchronous mirror
group name in square brackets ([ ]). If the asynchronous mirror group
name has special characters or numbers, you must enclose the
asynchronous mirror group name in double quotation marks (" ") inside
square brackets.
Notes

When an asynchronous mirror group is in a suspended state, no attempt is made to copy data from the primary
volumes to the secondary volumes of the mirrored pairs. Any writes to the primary side of the asynchronous mirror
group are persistently logged in its associated mirror repository volumes. After the asynchronous mirror group is
resumed, only the modified regions of the primary volumes are written to the secondary volumes.

Minimum Firmware Level

7.84

Suspend SSD Cache

This command temporarily stops caching for all of the volumes that are using the SSD cache. While caching is
stopped, host reads are serviced from the base volumes instead of from the SSD cache.

Syntax

suspend ssdCache [ ssdCacheNane]

Parameter
Parameter Description
ssdCache The name of the SSD cache that you want to suspend. Enclose the SSD
cache name in square brackets ([ ]). If the SSD cache name has special
characters or numbers, you must enclose the SSD cache name in double
quotation marks (" ") inside square brackets.
Notes

To restart caching, use the r esune ssdCache command.

Minimum Firmware Level

7.84
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Suspend Synchronous Mirroring

This command suspends a Synchronous Mirroring operation.

NOTE In previous versions of this command the feature identifier was r enot eM r r or . This feature identifier is no
longer valid and is replaced by syncM rr or .

Syntax

suspend syncMrror (primary [primaryVol uneNane]
primaries [primaryVol umeNanel ... primaryVol umeNaneN])
[witeConsistency=(TRUE | FALSE)]

Parameters

Parameter Description

primary The name of the primary volume for which you want to suspend
operation. Enclose the volume name in square brackets ([ ]). If the
volume name has special characters or numbers, you must enclose the
volume name in double quotation marks (" ") inside square brackets.

primaries The names of several primary volumes for which you want to suspend
operations. All of the volumes will have the same properties. Enter the
names of the volumes using these rules:

= Enclose all of the names in square brackets ([ ]).

» Separate each of the names with a space.

If the volume names have special characters or numbers, enter the
names using these rules:

m Enclose all of the names in square brackets ([ ]).
= Enclose each of the names in double quotation marks (" ").

» Separate each of the names with a space.

wri t eConsi st ency This parameter defines whether the volumes identified in this command
are in a write-consistency group or are separate. For the volumes in
the same write-consistency group, set this parameter to TRUE. For the
volumes that are separate, set this parameter to FALSE.

Notes

If you set the wri t eConsi st ency parameter to TRUE, the volumes must be in a write-consistency group (or groups).
This command suspends all write-consistency groups that contain the volumes. For example, if volumes A, B, and C
are in a write-consistency group and they have remote counterparts A, B’, and C’, the command:

suspend syncMrror volume ["A"] witeConsistency=TRUE

suspends A-A’, B-B’, and C-C’. If you have a write-consistency group 1={A, B, C} and write-consistency group 2={D,
E, F}, the command:

suspend syncMrror volumes ["A" "D'] witeConsistency=TRUE

suspends both write-consistency groups.

Minimum Firmware Level

6.10
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Test Asynchronous Mirror Group Connectivity

This command tests possible communication problems between the local storage array and the remote the storage
array associated with an asynchronous mirror group.

Syntax
di agnose asyncM rror G oup [asyncM rror G oupNane]
testlD=(all | connectivity | latency | bandwi dth | portConnecti ons)
Parameter
Parameter Description
asyncM rror G oup The name of an existing asynchronous mirror group that you want to

test. Enclose the asynchronous mirror group name in square brackets
([ - If the asynchronous mirror group name has special characters or
numbers, you must enclose the asynchronous mirror group name in
double quotation marks (" ") inside square brackets.

testI D The identifier for the diagnostic test you want to run. The identifier and
corresponding tests are as follow:

m All— Performs all the tests associated with this command.

s Connectivity — Verifies that the two controllers have a
communication path. The connectivity test sends an inter-controller
message between the storage arrays, and then validates that the
corresponding asynchronous mirror group on the remote storage
array exists. It also validates that the volume members of the
asynchronous mirror group on the remote system match the volume
members of the asynchronous mirror group on the local system.

= Latency — Sends a SCSI test unit command to each volume on the
remote storage array associated with the asynchronous mirror group
to test the minimum, average, and maximum latency.

= Bandwidth — Sends two inter-controller messages to the remote
storage array to test the minimum, average, and maximum
bandwidth as well as the negotiated link speed of the port on the
controller performing the test.

m Port connections — Shows the port that is being used for mirroring
on the local storage array and the port that is receiving the mirrored
data on the remote storage array.

Minimum Firmware Level

7.84

Validate Storage Array Security Key

This command validates the security key for a storage array that has full disk encryption (FDE) drives to make sure
that the security key is not corrupt.

Syntax

val i dat e storageArray securityKey
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file="fil eName"
passPhrase="passPhraseStri ng"

Parameters
Parameter Description
file The file path and the file name that has the security key. Enclose file path
and the file name in double quotation marks (" "). For example:
file="C \Program Fil es\ CLI\ sup\seckey. sl k"
IMPORTANT - The file name must have an extension of . sl k.
passPhrase A character string that encrypts the security key so that you can store
the security key in an external file. Enclose the pass phrase in double
quotation marks (" ").
Notes

Your pass phrase must meet these criteria:

The pass phrase must be between eight and 32 characters long.
The pass phrase must contain at least one uppercase letter.
The pass phrase must contain at least one lowercase letter.

The pass phrase must contain at least one number.

The pass phrase must contain at least one non-alphanumeric character, for example, <> @ +.

NOTE If your pass phrase does not meet these criteria, you will receive an error message.

Minimum Firmware Level

7.70

Changes to the CLI and Script Commands in This Release

This topic provides the following tables that lists the changes in the SANTtricity Storage Manager 11.10 (firmware 8.10)
release of the CLI commands and Script commands.

Table 4 lists changes that affect all of the commands.
Table 5 lists commands that are new with this release of SANTtricity Storage Manager.

Table 6 lists commands that are changed to add new parameters or to revise information in the command
description.

Table 7 lists commands that are no longer supported in this level of software and the new commands that replaced
them.

Table 8 lists the parameters that are no longer supported in this level of software and the new parameters that
replaced them.
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Table 4. Changes That Affect All Commands

Change

Description

Reformat the presentation of optional
parameters.

All of the commands with optional parameters were
revised to meet industry standards for presentation.
Previously the presentation was this:

[(paraneterl | paraneter?2)]
The presentation is now this:
[ paraneter 1] [ par aneter 2]

Table 5. New Commands

New Command

Description

Disk Pool Command

set di skPool renoveDrive
(Reduce Disk Pool Capacity)

This command reduces the capacity of the disk pool by
removing the drives from the disk pool.

Event Alert Commands

set bl ockEvent Al ert
(Set Event Alert)

This command blocks an event alert.

set unBl ockEvent Al ert
(Set Event Alert)

This command unblocks an event alert.

show bl ockedEvent Al ert Li st

This command returns a list of events that are currently
blocked by the set bl ockEvent Al ert command.

Storage Array Command

show st orageArray powerlnfo

This command returns information about the amount of
power consumed by the entire storage array and each
tray in the storage array.

Table 6. Revised Commands

Revised Command

Description

downl oad st orageArray NVSRAM

Added this parameter:
s [ heal t hCheckMel Overri de

resume asyncM rror G oup

Added this parameter:
m del et eRecoveryPoi nt | f Necessary

set syncMrror

In the last paragraph of the Notes section,
"asynchronous mirrorings" was changed to
"asynchronous write mode".

start asyncMrror G oup

Added these parameters:

m synchroni ze

s del et eRecoveryPoi nt | f Necessary
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Table 7. Deprecated Commands

Deprecated Command

New Command

activate host Port

This command was removed in SANtricity 10.84,
firmware 7.84.

resune roll back vol unme

This command is deprecated because the sequence of
the syntax was revised. The new command is:

resune vol unme roll back

stop roll back vol unme

This command is deprecated because the sequence of
the syntax was revised. The new command is:

stop vol une roll back

Table 8. Deprecated Parameters

Deprecated Parameter

Revision

al arm

This parameter was removed from the set
st or ageArray command.

dri veMedi aType

This parameter was removed from the act i vat e
storageArray feature=syncM rror command.
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